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1 Reason for Change

a) Justification
Include ETR comments on Nick Name and expelling anonymous PoC User.
b) Scope of change
Add the related description in the ETR test feature.
c) Impacted subclauses
5.1.2.2 PoC Session Initiation, Joining and Release (SJR)
d) Consequence if not accepted
 ETR is not completed.
d) Reason for revision

N/A
R01 addressed the comment in Washington meeting.

2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the ETR.
6 Detailed Change Proposal
5.1.2.2 PoC Session Initiation, Joining and Release (SJR)
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal

Flow
	SJR-201
	Pre-established Session establishment 
[OMA-PoC-SD] 4.2.1
[OMA-PoC-CP] 6.1.4.2
PoCv1.0
	Verify that Pre-established Session is properly established.

	
	SFR-202
	Ad-hoc PoC Group Session establishment (Pre-established Session) - Confirmed Indication 
[OMA-PoC-SD] 5.10

[OMA-PoC-CP] 6.1.9, 7.2.1.11

PoCv1.0
	Verify that Ad-hoc PoC Group Session is properly established and the inviting PoC Client can get a permission to speak indication when the first Invited PoC Client accepts the session.

	
	SJR-203
	1-1 PoC Session establishment: (Pre-established Session) - Confirmed Indication 
[OMA-PoC-SD] 5.10
PoCv1.0
	Verify that 1-1 PoC Session is properly established and the Inviting PoC Client can get a permission to speak indication when the Invited PoC Client accepts the session.

	
	SJR-204
	Ad-hoc PoC Group Session establishment (Pre-established Session)- Invited PoC Client Automatic Answer Mode 
[OMA-PoC-SD] 5.10

[OMA-PoC-CP] 7.2.1.11

PoCv1.0
	Verify that Ad-hoc PoC Group Session is properly established and the invitation is automatically answered. The Inviting PoC Client can get a permission to speak indication when the first Invited PoC Client accepts the session.

	
	SJR-205
	1-1 PoC Session establishment (Pre-established Session) - Invited PoC Client Automatic Answer Mode.
[OMA-PoC-SD] 5.10
[OMA-PoC-CP] 7.2.1.11
PoCv1.0
	Verify that 1-1 PoC Session is properly established and the invitation is automatically answered. The Inviting PoC Client can get a permission to speak indication when the Invited PoC Client accepts the session.

	
	SJR-206
	Ad-hoc PoC Group Session establishment (Pre-established Session) Invited PoC Client Manual Answer Mode. 
[OMA-PoC-SD] 4.3, 4.8

[OMA-PoC-CP] 7.3.2.2?

PoCv1.0
	Verify that Ad-hoc PoC Session is properly established and the Invited PoC Client(s) alert. The Inviting PoC Client can get a permission to speak indication when the first Invited PoC User accepts the session.

	
	SJR-207
	1-1 PoC Session establishment (Pre-established Session) Invited PoC Client Manual Answer Mode (AD 9.2.2.3/CP 6.1.3.2)
PoCv1.0
	Verify that 1-1 PoC Session is properly established and the Invited PoC Client(s) alert. The Inviting PoC Client can get a permission to speak indication when the invited PoC User accepts the session.

	
	SJR-208
	Ad-hoc PoC Group Session establishment (Pre-established Session) - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (AD 9.2.1.4, 9.2.2.3/CP 6.1.3.2)
PoCv1.0
	Verify that Ad-hoc PoC Group Session is properly established and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-209
	1-1 PoC Session establishment (Pre-established Session) - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (RD 6.1.4.1/AD 9.2.1.4, 9.2.2.2/CP 6.1.3.2)
PoCv1.0
	Verify that 1-1 PoC Session is properly established and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-210
	On-demand Session establishment: Ad-hoc PoC Group Session - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (AD 9.2.1.2, 9.2.2.1/CP 6.1.3.2.1)
PoCv1.0
	Verify that Ad-hoc PoC Group Session is properly established on demand and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-211
	On-demand Session establishment: 1-1 PoC Session - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (AD 9.2.1.2, 9.2.2.1/CP 6.1.3.2.1)
PoCv1.0
	Verify that 1-1 PoC Session is properly established on demand and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-212
	On-demand Session establishment: Pre-arranged PoC Group Session - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (RD 6.1.4.1/AD 9.3.1.2/CP 6.1.3.2.2)
PoCv1.0
	Verify that Pre-arranged PoC Group Session is properly established on demand and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-213
	Pre-arranged PoC Group Session establishment (Pre-established Session) - Confirmed Indication (AD 9.3.1.4/CP)
PoCv1.0
	Verify that Pre-arranged PoC Group Session is properly established and the Inviting PoC Client can get a permission to speak indication when the first Invited PoC Client accepts the session.

	
	SJR-214
	Re-joining a PoC Session in Pre-established Session (AD 9.6.2/CP) 
PoCv1.0
	Verify that PoC Client is able to re-join an Ad-hoc Group Session (using Pre-established Session) properly.

	
	SJR-215
	Leaving PoC Session in Pre-established Session (AD 9.5.2/CP).
	Verify that PoC Client is able to leave from Pre-established Session properly.

	
	SJR-216
	Manual answer override (AD 9.2.2.4, 9.3.2.2.2)
PoCv1.0
	Verify that Invited PoC Client is not alerting but Automatic Answer Mode is applied when Inviting PoC User is using manual answer override feature and the Invited PoC User has authorized the Inviting PoC User to use manual answer override in PoC Session invitation.

	
	SJR-217
	Participant Information of adding user for all PoC Group modes

Notification of identities of Participants to the added user if permitted (RD 6.1.5.6)
PoCv1.0
	Verify that notification of identities of Participants to the added user is handled based on privacy settings.

	
	SJR-218
	Inviting PoC User requests that Manual Answer Mode be required at the Invited PoC Client (CP 7.3.2.2)
PoCv1.0
	Verify that Manual Answer Mode is applied by the Invited PoC Client when Inviting PoC User has requested Manual Answer Mode be required in PoC Session invitation.

	
	SJR-219
	(SD 4.31)

PoC Client initiates the PoC Session establishment procedure with Discrete Media 

PoCv2.0

	Verify initation of session with discrete media.

	
	SJR-220
	(SD 4.46)

The PoC Client/Server supporting Limited Segment Media Buffer preload capability

PoCv2.0
	Verify that client sends media segment of correct length, and resumes sending when instructed by server.

	
	SJR-221
	Privacy is requested by first PoC User-

Privacy is requested by second PoC User using same nick name as first PoC User-

Unique nick name and Anonymous PoC Address were created by PoC Server

[OMA-PoC-CP] 5.4, 7.2.1.11, 7.2.2.2, 7.3.2.2
	Verify two PoC Users receive the notification about owned different nicknames and anonymous PoC addresses.



	Error Flow
	N/A
	
	


Table 12 Optional Test Requirements for PoC Session Initiation, Joining and Release
5.1.2.12  Dispatcher (DIS)
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DIS-201
	Dispatch PoC Session establishment: PoC Dispatcher inviting the entire Dispatch PoC Group

(SD 4.39.3/CP 6.1.3.3.2, 6.1.3.2.3, 6.2.1, 7.2.1.3, 7.2.2.2)
PoCv2.0
	a) Verify that the Dispatch PoC Session is properly established with the entire Dispatch PoC Group when using On-demand Session from the PoC Dispatcher

b) Verify that the Dispatch PoC Session is properly established with the entire Dispatch PoC Group when using Pre-established Session from the PoC Dispatcher

c) Verify that the PoC Dispatcher is able to use MAO and have pre-emptive Media Burst Priority for the two cases considered above

	
	DIS-202
	Dispatch PoC Session establishment: PoC Dispatcher inviting a subset of the Dispatch PoC Group

(SD 4.39.3/CP 6.1.3.3.2, 6.1.3.2.3, 6.2.1, 7.2.1.3, 7.2.2.2)
PoCv2.0
	a) Verify that the Dispatch PoC Session is properly established with the subset of the Dispatch PoC Group when using On-demand Session from the PoC Dispatcher

b) Verify that the Dispatch PoC Session is properly established with the subset of the Dispatch PoC Group when using Pre-established Session from the PoC Dispatcher

c) Verify that the PoC Dispatcher is able to use MAO and have pre-emptive Media Burst Priority for the two cases considered above

d) Verify that the PoC Users that are invited are really members of the Dispatch PoC Group.

e) Verify that several parallel Dispatch PoC Session are properly established with several subsets of the same Dispatch PoC Group

	
	DIS-203
	Dispatch PoC Session establishment from PoC Fleet Member: no on-going session with the entire Dispatch PoC Group

(SD 4.39.3/CP 6.2.1, 7.2.1.3, 7.2.2.2)
PoCv2.0
	Verify that a 1-1 Dispatch PoC Session is properly established with one of the PoC Users defined as being PoC Dispatcher capable for the Dispatch PoC Group:

a) On-demand Session at the initiating and/or terminating side

b) Pre-established Session at the initiating and/or terminating side

	
	DIS-204
	Dispatch PoC Session establishment from PoC Fleet Member: already on-going session with the entire Dispatch PoC Group

(SD 4.39.3/CP 6.2.1, 7.2.1.3, 7.2.2.2)
PoCv2.0
	Verify that the PoC Fleet Member is correctly added to the on-going session with the entire Dispatch PoC Group:

a) On-demand Session at the initiating side

b) Pre-established Session at the initiating side

	
	DIS-205
	PoC Dispatcher expels one or more PoC Fleet Members

(CP 6.1.13, 7.2.1.9.2, 7.2.19.

4)
PoCv2.0
	Verify that the PoC Dispatcher is able to expel one or more PoC Fleet Members from an on-going Dispatch PoC Session:

a) On-demand Session at the terminating side

b) Pre-established Session at the terminating side

	
	DIS-206
	PoC Dispatcher role in Participant information

(CP 7.2.1.11.2)
PoCv2.0
	Verify that the Participant information correctly reflects who is currently the Active PoC Dispatcher for the Dispatch PoC Session

	
	DIS-207
	PoC Dispatcher role transfer to another PoC Dispatcher of the Dispatch PoC Group.

(SD 4.39.3.1/CP 6.1.14, 7.2.1.24, 7.2.2.2)
PoCv2.0
	Very that the PoC Dispatcher role is correctly transferred from the Active PoC Dispatcher to another PoC Dispatcher of the Dispatch PoC Group. The target PoC User is specified from the initial PoC Dispatcher. Manual answer is always used at terminating side.

	
	DIS-208
	PoC Dispatcher role transfer to any of the available PoC Dispatchers of the Dispatch PoC Group.

(SD 4.39.3.1/CP 6.1.14, 7.2.1.24, 7.2.2.2)
PoCv2.0
	Very that the PoC Dispatcher role is correctly transferred from the Active PoC Dispatcher to any of the available PoC Dispatchers of the Dispatch PoC Group. The initial PoC Dispatcher specifies, as the target of the role transfer, a generic URI identifying any available PoC Dispatcher for the Dispatch PoC Group. Manual answer is always used at terminating side

	
	DIS-209
	Resending the initial invitation to those Participant that did not respond

(SD 4.39.3/CP 7.2.1.3, 7.2.2.2)

PoCv2.0
	Verify that, after a certain amount of time, the Controlling PoC Function re-sends the invitation for a Dispatch PoC Sessions to those users who did not respond

	
	DIS-210
	Release the Dispatch PoC Session when the Active PoC Dispatcher leaves the Dispatch PoC Session

(SD 4.39.3/ 7.2.1.16)
PoCv2.0
	Verify that all the participants are released when the Active PoC Dispatcher leaves the Dispatch PoC Session.

	
	DIS-211
	Privacy is requested-

Expels this anonymous PoC User

[OMA-PoC-CP] 6.1.13
	Verify PoC Server performs Controlling function could expel this anonymous PoC User

	Error Flow
	DIS-301
	PoC Dispatcher capabilities not supported by the PoC Server at Pre-established Session establishment.

(CP 6.1.3.2.1)
PoCv2.0
	Verify that PoC Dispatcher capabilities are not confirmed at Pre-established Session establishment when the Participating PoC Function does not support them.

	
	DIS-302
	Reject session establishment if the Inviting PoC User is not allowed to initiate the Dispatch PoC Session as PoC Dispatcher.

(SD 4.39.3/CP 7.2.1.3, 7.2.1.14.2)
PoCv2.0
	Verify that the session establishment is rejected when the inviting PoC User is not allowed the action <allow-dispatch> in the Dispatch PoC Group definition:

Verify the PoC User receives an error message.

	
	DIS-303
	Reject session establishment if the Inviting PoC User is not allowed to initiate the Dispatch PoC Session towards a subset of the Dispatch PoC Group

(SD 4.39.3/CP 7.2.1.3, 7.2.1.14.2)
PoCv2.0
	Verify that the session establishment is rejected when the inviting PoC User is not allowed the actions <allow-dispatch> and <allow-subconf> in the Dispatch PoC Group definition:

Verify the PoC User receives an error message.

	
	DIS-304
	Reject session establishment if the Inviting PoC User is not allowed to initiate the Dispatch PoC Session as PoC Fleet Member

(SD 4.39.3/CP 7.2.1.3, 7.2.1.14.3)
PoCv2.0
	Verify that the session establishment is rejected when the inviting PoC User is not allowed the action <allow-initiate-conference> in the Dispatch PoC Group definition:

Verify the PoC User receives an error message.

	
	DIS-305
	Reject session establishment if there is already an on-going Dispatch PoC Session with the entire Dispatch PoC Group

(SD 4.39.3/CP 7.2.1.3)
PoCv2.0
	Verify that the Dispatch PoC Session establishment with the entire Dispatch PoC Group is rejected when there is already an  on-going Dispatch PoC Session with the entire Dispatch PoC Group.

Verify the PoC User receives an error message.

	
	DIS-306
	Reject session establishment if the inviting PoC User is not the Active PoC Dispatcher for other on-going Dispatch PoC Session with the Dispatch PoC Group.

(SD 4.39.3/CP 7.2.1.3)
PoCv2.0
	Verify that the Dispatch PoC Session establishment is rejected when the inviting PoC User is not the Active PoC Dispatcher for other possible on-going Dispatch PoC Session with the Dispatch PoC Group.

Verify the PoC User receives an error message

	
	DIS-307
	Reject (re-)joining request from a PoC Dispatcher when there is another Active PoC Dispatcher for the Dispatch PoC Session.

(SD 4.39.3/CP 7.2.1.3)
PoCv2.0
	Verify that the (re-)joining request is rejected when the inviting PoC User is not the Active PoC Dispatcher for other possible on-going Dispatch PoC Session with the Dispatch PoC Group.

Verify the PoC User receives an error message

	
	DIS-308
	Reject session establishment when the Dispatch Session type is unknown

(CP 7.2.1.3)
PoCv2.0
	Verify that the session establishment is rejected when the Dispatch-Type uri-parameter is unknown

	
	DIS-309
	Reject the role transfer when the Active PoC Dispatcher is not allowed to transfer the PoC Dispatcher role

(SD 4.39.3.1/CP 7.2.1.24, 7.2.1.19)
PoCv2.0
	Verify that the role transfer is rejected when the originating PoC Dispatcher is not allowed the action <allow-role-transfer> in the Dispatch PoC Group definition or when he is not the Active PoC Dispatcher for the Dispatch PoC Session.

Verify the originating PoC User receives an error message.

	
	DIS-310
	Reject the role transfer when the target PoC User is not defined as PoC Dispatcher capable for the Dispatch PoC Group

(SD 4.39.3.1/CP 7.2.1.24, 7.2.1.19)
PoCv2.0
	Verify that the role transfer is rejected when the target PoC User is not allowed the action <allow-dispatch> in the Dispatch PoC Group definition.

Verify the originating PoC User receives an error message.

Verify that the originating PoC User is kept as the Active PoC Dispatcher for the Dispatch PoC Session.

	
	DIS-311
	Reject the role transfer when the target PoC User does not accept the role transfer

(SD 4.39.3.1/CP 7.2.1.24)
PoCv2.0
	Verify that the role transfer is rejected when the target PoC User does not accept the role transfer and the originating PoC User receives an error message.

Verify that the originating PoC User is kept as the Active PoC Dispatcher for the Dispatch PoC Session.


Table 20: Optional Test Requirements for Dispatcher
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