[image: image1.jpg]"sOMaQa

Open Mobile Alliance



Doc# OMA-POC-POCv2-2006-0519R02-SD-Discrete Media
Submitted to PoC WG / PoC 2
Submission Date: 14th June 2006
Doc# OMA-POC-POCv2-2006-0519R02-SD-Discrete Media
Submitted to PoC WG / PoC 2
Submission Date: 14th June 2006

Change Request

	Title:
	Shared Group XDM – remove Media action
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG WG

	Doc to Change:
	OMA-TS-XDM_Shared_Group-V2_0-20061124-D

	Submission Date:
	28th Nov 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ivo Sedlacek, Siemens, ivo.sedlacek@siemens.com

	Replaces:
	n/a


1 Reason for Change
a) Justification:
The PoCv2.0 expects that Chat PoC Group or Pre-arranged PoC Group contain authorization rules for removal of Media Types from Chat PoC Group Session or Pre-arranged PoC Group Session.
Currently, there is no action, which is explicitly used for such authorization. While it would be theoretically possible to use <allow-media> also for removal of Media Types from the PoC Session, it would be quite problematic as 

· a) anyone having authorization to add a special Media Type could remove the same Media Type from the PoC Session even if the Media Type was added by someone else. This may be even more problematic in case of automatic disconnecting from the Media Type (e.g. because of leaving high bandwidth access network and moving to low bandwidth access network) which would result to unintended removal of Media Type added previously by someone else.
· b) certain users (e.g. PoC Group owner or the expected Pre-arranged PoC Session originator) needs to be authorized to remove any Media Type from the PoC Session, while allow-media action needs to contain a list of Media Types
Such authorization may be needed by other enablers that work with multiple Media Types in Group Session.
b) Clauses affected:

5.1.1, 5.1.7, XML schema in xdm_groupExtensions-V1_0.xsd 
c) Summary of change:
A new action <allow-remove-media> is defined with three possible values:
· <none> - the User is not authorized to remove Media Types

· <own> - the User is authorized to remove Media Types, which he added previously to the Group Session

· <any> - the User is authorized to remove any Media Types used in the Group Session
d) Consequence if not approved:
The authorization to remove Media Types from Group Session is undefined.
e) Reason for revision:
R01 – application of the POC WG comments raised in Washington meeting
"all" in XDM Schema corrected to "any"
"none" removed
Media Types and Media Streams clarification
added clarification related to <allow-media>
EN related to other policies added
R02 – changes based on the joint POC/PAG meeting comments
the allow-media action changed too so it allows initiation or adding Media Types to PoC Session

the optional/mandatory flag of the allowed Media Types is removed

change of the allow-media and allow-remove-media names to add-media-handling and remove-media-handling due to these actions are not Boolean based
R03 – default value text converted to NOTE
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

Change 1:  Group description changes
5.1 Group

5.1.1 Structure

The Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element 

a) SHALL include a “uri” attribute representing the Group Identity;

b) MAY include any other attributes from any other namespaces for the purpose of extensibility;

c) MAY include a <display-name> element containing a human readable name of the Group;

d) MAY include a <list> element containing the Group Members;

e) MAY include an <invite-members> element indicating whether the Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this Group;

h) MAY include a <subject> element containing a topic or description of the Group;

i) MAY include one or more <age-restrictions> elements indicating the allowed age or age-range(s) of a Participant;

j) MAY include a <schedule> element representing the timing and duration of a Group Session;

k) MAY include an <automatic-group-advertisement> element indicating automatic sending of an Extended Group Advertisement message to members of the Group;
l) MAY include any other elements from any other namespaces for the purposes of extensibility.

Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is

a) an <entry> element containing an attribute "uri" that conforms with SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user, and an optional child element <display-name> associated with each element <entry>, containing a human readable name of each Group Member, as defined in [XCAP_List]; or

b) an <external> element pointing to a URI List in the Shared List XDMS as defined in [LIST_XDM]. 

The structure of the <ruleset> element SHALL conform to [COMMONPOL]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element MAY include the following child elements:

a) the <identity> element as described in  [COMMONPOL], except the sub-elements that are prohibited in [XDMSPEC];

b) the <external-list> element as defined in [XDMSPEC];

c) the <other-identity> element as defined in [XDMSPEC];
d) the <is-list-member> element.

Other types of <conditions> child elements described in [COMMONPOL] are not defined by this specification. This means that, if present, the Application Server performing the Group Session Controlling Function ignores such elements.

The <actions> child element of any <rule> element MAY include the following child elements:

a) the <allow-conference-state> element;

b) the <allow-invite-users-dynamically> element;

c) the <join-handling> element;

d) the <allow-initiate-conference> element;

e) the <allow-anonymity> element;

f) the <is-key-participant> element;

g) the <allow-subconf> element;

h) the <allow-private-message> element;

i) the <add-media-handling> element;
j) the <remove-media-handling> element;
k) any other enabler specific <actions> child element defined by the enabler. (See the Appendix D for details).
The <schedule> element 

a) SHALL include at least one of the following elements: 

1. the <start-time> element indicating the starting time of the Group Session;

2. the <end-time> element indicating the ending time of the Group Session;

b) MAY include any other elements from any other namespaces for the purposes of extensibility.

Using the same element multiple times inside the same <schedule> element denotes a logical AND operation between those elements.

The <age-restrictions> element SHALL include zero or more <age> elements. 

Each <age> element MAY contain the combination of the ”from” and ”until” attributes to specify an age or age interval.
5.1.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.groups”.

5.1.3 XML Schema

The “group” XML document SHALL be composed according to the XML schema described in [XSD_LISTSERV] and extended with the XML Schema defined in [XSD_GROUP_EXT].

5.1.4 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:oma:xml:poc:list-service” defined in [XSD_LISTSERV].
5.1.5 MIME Type

The MIME type for the Shared Group document SHALL be “application/vnd.oma.poc.groups+xml”.

5.1.6 Validation Constraints

The Group document SHALL conform to the XML Schema described in subclause 5.1.3 “XML Schema”, with the clarifications given in this subclause.

A Group document stored in the “users” tree of Shared Group XDMS SHALL contain no more than one <list-service> element.

NOTE: The “index” document in the “global” tree as specified in subclause 5.1.9 “Global documents” can contain multiple <list-service> elements. 

The value of the “uri” attribute proposed by the XDM Client in the <list-service> element:

· SHALL be in the format of a SIP URI.

· SHALL be unique amongst all Group documents spanning all “users” trees stored across all Shared Group XDMS in a service provider’s domain. 

· SHALL conform to the syntax specified by the Conference URI Template (see [XDMSPEC]), which is stored in the Shared Group XDMS and provisioned to the XDM Client.
If this “uri” attribute value does not conform to any local policy or the constraints described above, the Shared Group XDMS SHALL respond with an HTTP “409 Conflict” response as described in [XCAP]. The error condition SHALL be described by the <uniqueness-failure> error element. The Shared Group XDMS SHALL includes at least one <alt-value> element in the <uniqueness-failure> error element.

NOTE 1: The syntax of the <alt-value> element is according to the syntax, which is stored in the Shared Group XDMS, and provisioned to the XDM Client but may also be another syntax according to a local XDMS policy and not yet provisioned to the XDM Client. 
If the “uri” attribute violated additional constraints imposed by local policy, the “phrase” attribute SHOULD be set to “URI constraint violated”.

NOTE 2: The rendering of any “phrase” attribute to a human user is a user interface issue, and is not standardized.

NOTE 3: If the server decides to use the “phrase” text as defined in this specification, it will ignore the received HTTP Accept-language header value. 

If the XDM Client repeats the XCAP request it SHOULD use a “uri” attribute chosen from one of the values received in the <alt-value> elements.

If the value proposed by the XDMC for the <max-participant-count> exceeds the value determined by the Shared Group XDMS, an HTTP “409 Conflict” response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute of this element SHOULD be set to “Maximum number of participants exceeded”.

The value of an <entry> element SHALL contain a syntactically valid User Address.

If the value proposed for the <entry> element does not conform to the syntax of a supported URI, the Shared Group XDMS SHALL return an HTTP “409 Conflict” response including the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “URI syntax error”.

If the XDMC adds an <entry> element to the <list> element whose “uri” attribute matches that of another <entry> element already present, the Shared Group XDMS SHALL return an HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Duplicate entry”.

The <entry-ref> element is not defined in the schema as specified in subclause 5.1.3 “XML Schema”. As such, if the XDMC uses or adds an <entry-ref> element (as specified in [XCAP_List]) under the <list> element, to refer to any storage of User Address in the Shared List XDMS, the Shared Group XDMS complying with this specification SHALL return an error code "409 Conflict" response which includes the XCAP error element <schema-validation-error>. 
NOTE 4: The use of <entry-ref> element is avoided in the current version to alleviate possible complexities in resource interdependency.
Any AUID value other than “resource-lists” in the Document URL contained in an <external> or <external-list> element SHALL be a validation error. If so, the <external> or <external-list> insertion SHALL fail with an HTTP “409 Conflict” response which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Wrong type of shared list”.

If the XUI value of the Document URL proposed in an <external> or <external-list> element does not match the XUI of a Group document URI or a <list> element within a “resource-lists” document, this SHALL be a validation error. If so, the <external> or <external-list> element insertion SHALL fail with an HTTP “409 Conflict” response, which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Access denied to shared list”.

If the document proposed by the XDM Client contains under the <conditions> element more than one child element of <identity>, <external-list>, <other-identity> or <is-list-member>, the Shared Group XDMS SHALL return an HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Complex rules are not allowed”.

5.1.7 Data Semantics

The value of the “uri” attribute in the <list-service> element SHALL represent a Group Identity.

The <list> element SHALL contain the Group Members:

· The <list > element MAY contain one or several <entry> child elements. The <entry> element SHALL contain an attribute "uri" which contains a valid User Address, i.e., either a SIP URI (as defined in [RFC3261]) or TEL URI (as defined in [RFC3966]), as well as a <display-name> associated with each of the element <entry>, and

· The <list> element MAY contain one or several <external> child elements. The <external> element SHALL reference URI Lists stored in the Shared List XDMS (as defined in [LIST_XDM]). Such referenced URI Lists SHALL belong to the same user as that of the Group document.

The <invite-members> element SHALL indicate whether the Group Session Controlling Function will invite the Group Members to the Group Session. The possible values are:

“false”
represents the Join-in Group. The Application Server performing the Group Session Controlling Function will not invite the Group Members to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
represents the Pre-arranged  Group. The Application Server performing the Group Session Controlling Function will invite the Group Members identified by the <list> element.

The <max-participant-count> element SHALL indicate the maximum number of Participants allowed by the document owner in the Group Session. 

The <subject> element SHALL indicate the title or description for the Group.
The <schedule> element SHALL define the start and end times for a Group Session. The <start-time> element SHALL be used to indicate the starting time of the Group Session, e.g., to indicate the first possible time when Users can join the Group Session with the “eq” or “lt” attributes; or the latest possible joining time with the “earlier than” attribute. The <end-time> element can be used to indicate e.g. an exact end time or an end time if no participants with the “eq”, “gt” and “no-participants” attributes. More detailed semantics of the <schedule> element may be defined in enabler specific specifications. Using the same element multiple times inside the same <schedule> element denotes a logical AND operation between those elements.
The <age-restrictions> element SHALL indicate the allowed age or age span of a Participant in a Group Session. The <age> child element SHALL indicate each of such allowed age or age span by the combination of ”from” and ”until” attributes. Those attributes represent the boundaries of an age interval. This interval denotes an acceptance of participation (i.e. a user whose age is within the interval is allowed to join the group). The boundaries are inclusive (i.e. from 14 until 18 means that people of 14 and 18 are allowed to join the group). A missing attribute means “any age”; e.g., <age from=”18”/> means that the age span is from 18 to any. A specific age can be specified by having the same value for both attributes; e.g., <age from=”20” until=”20>.  Multiple <age> child elements under <age-restrictions> element denote multiple allowed ages or age spans, and SHALL be interpreted as logically ORed.

The <automatic-group-advertisement>  element indicating automatic sending of an Extended Group Advertisement message to members of the Group. The possible values are:

“false”
instructs the Shared Group XDMS not to send an Extended Group Advertisement message to members of the group. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Shared Group XDMS to send an Extended Group Advertisement message to members of the group as described in Chapter 7. 
The <is-list-member> “condition” element SHALL be used to match an identity against the contents of the <list> element.

The <join-handling> element SHALL define the action that the Application Server performing the Group Session Controlling Function is to take when processing a particular request to join a Group Session. 

The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the access to the Group Session. This SHALL be the default value taken in the absence of the element. 

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the access to the Group Session. 

The <allow-initiate-conference> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to initiate a Pre‑arranged Group Session. The possible values are:
“false”
instructs the Application Server performing the Group Session Controlling Function to prevent the user from initiating the Pre‑arranged Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow the user to initiate the Pre‑arranged Group Session.

The <allow-invite-users-dynamically> “action” SHALL be used to indicate that the identity matching this rule SHALL be allowed to invite additional participants. The possible values are:

“false”
instructs the Application Server to prevent the user from inviting additional participants. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server to allow the user to invite additional participants.

The <allow-anonymity> “action” SHALL be used to indicate whether anonymity is allowed for a matching identity that is requesting anonymity. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block an anonymous access to the Group Session. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept an anonymous access to the Group Session.

The <allow-conference-state> “action” SHALL be used to indicate that the identity matching this rule is allowed to subscribe to the “conference” event package. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the subscription to the “conference” event package. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subscription to the “conference” event package.

The <is-key-participant> “action” SHALL be used to indicate that the identity matching this rule is assigned the role of ”Distinguished Participant”. The semantics of the “Distinguished Participant” is described in enabler specific specifications, e.g., in case of PoC in [OMA-PoC-AD]. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a normal participant. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to treat the User as a Distinguished Participant. 

The <allow-subconf> “action” SHALL be used to indicate that the identity matching this rule is allowed to create sub-conferences. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to block the sub-conferences originated by the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to accept the subs conferences originated by the User.

The <allow-private-message> “action” SHALL be used to indicate that the identity matching this rule is allowed to use private messages in the conference. The possible values are:

“false”
instructs the Application Server performing the Group Session Controlling Function to deny usage of private messages from the User. This SHALL be the default value taken in the absence of the element.

“true”
instructs the Application Server performing the Group Session Controlling Function to allow usage of private messages to the User.

The <add-media-handling> “action” SHALL be used to indicate which media types the identity matching this rule is allowed to initiate or add in the group communication. The possible child elements are defined in <media> element in [XDMSPEC]. 

NOTE 1: Additional enabler-specific semantics of the above “action” elements may be described in enabler-specific specifications.
The <remove-media-handling> “action” SHALL be used to indicate that the identity matching this rule is allowed to remove a media stream of Media Type allowed to be used in Group Session from Group Session. The possible values are:

“own”
instructs the Application Server performing the Group Session Controlling Function to allow the User the removal of media  stream which were previously added to the PoC Session by the same User. This value is assigned the numeric value of 100. 
“any”
instructs the Application Server performing the Group Session Controlling Function to allow the User any media stream removal. This value is assigned the numeric value of 200.
NOTE: The lowest value is the default value in the absence of the element.
Editor's note: Other media stream removal policies, e.g. removal of media stream if the requestor is responsible for charges only, are FFS. 
5.1.8 Naming conventions

The naming conventions SHALL be defined according to [XDMSPEC].

5.1.9 Global Documents

For every “list-service” specified in each "group" document created in the “users” tree for a particular user, the Shared Group XDMS SHALL support a single document in the Global Tree named “index” representing the union of all of the <list-service> elements across all "group" documents created by all users within the same XCAP Root. 

The uniqueness constraint on the “uri” attribute in the <list-service> element (see section 5.1.5) will ensure that no two <list-service> elements in the Global Document have the same value of that attribute. This allows an Application Server to retrieve a specific <list-service> element in the “index” document using the Group Identity.

Therefore, a XCAP GET targeted at the resource identified by the URI 

http://[XCAP Root URL]/org.openmobilealliance.groups/global/index/~~/group/list-service[@uri=”canonicalised value of the Group Identity “]

SHALL return the <list-service> element of the Group document. 
5.1.10 Resource interdependencies

There is a one-to-one correspondence between each “group” document in the “users” tree for a particular user and a <list-service> element in the “index” document in the Global Tree.

This correspondence is one-way, which means that a <list-service> element in the "index" document in the Global Tree is created/deleted/modified if and only if the corresponding document in the “users” tree is created/deleted/modified.

This does not imply that the server must actually store this “index” document. The server SHALL always be prepared to process requests against this global “index” document and the contents of this document at any point in time SHALL always accurately represent the state of all “group” documents in the “users” tree.

5.1.11 Authorization policies

The authorization policies for documents in the “users” tree SHALL be defined according to [XDMSPEC].

The authorization policies for documents in the “global” tree shall be as follows:

· Global Documents SHALL be “read-only”

· Access to Global Documents SHALL be restricted based on local policy.

NOTE: It is expected that only an Application Server will access documents in the “global” tree. There is no reason why users should need to access the “global” tree.

Change 2:  xdm_groupExtensions-V1_0.xsd changes
<?xml version="1.0" encoding="UTF-8"?>

<!-- 


XDM - Shared Group Extensions


    version - 1.0


    date    - 20 September 2006

    FILE INFORMATION


OMA Permanent Document


   File: OMA-SUP-XSD_xdm_groupExtensions-V1_0-20060920-D


   Type: Text - Schema Description


Public Reachable Information


   Path: http://www.openmobilealliance.org/tech/profiles


   Name: xdm_groupExtensions-v1_0.xsd

    NORMATIVE INFORMATION


Information about this file can be found in the specification


    OMA-TS-XDM_Shared_Group-V2_0  


available at http://www.openmobilealliance.org/


Send comments to technical-comments@mail.openmobilealliance.org

    LEGAL DISCLAIMER


Use of this document is subject to all of the terms and conditions


of the Use Agreement located at



http://www.openmobilealliance.org/UseAgreement.html


You may use this document or any part of the document for internal


or educational purposes only, provided you do not modify, edit or


take out of context the information in this document in any manner.


Information contained in this document may be used, at your sole


risk, for any purposes.


You may not use this document in any other manner without the prior


written permission of the Open Mobile Alliance.  The Open Mobile


Alliance authorizes you to copy this document, provided that you


retain all copyright and other proprietary notices contained in the


original materials on any copies of the materials and that you


comply strictly with these terms.  This copyright permission does


not constitute an endorsement of the products or services.  The


Open Mobile Alliance assumes no responsibility for errors or


omissions in this document.


Each Open Mobile Alliance member has agreed to use reasonable


endeavors to inform the Open Mobile Alliance in a timely manner of


Essential IPR as it becomes aware that the Essential IPR is related


to the prepared or published specification.  However, the members


do not have an obligation to conduct IPR searches.  The declared


Essential IPR is publicly available to members and non-members of


the Open Mobile Alliance and may be found on the "OMA IPR


Declarations" list at http://www.openmobilealliance.org/ipr.html.


The Open Mobile Alliance has not conducted an independent IPR review


of this document and the information contained herein, and makes no


representations or warranties regarding third party IPR, including


without limitation patents, copyrights or trade secret rights.  This


document may contain inventions for which you must obtain licenses


from third parties before making, using or selling the inventions.


Defined terms above are set forth in the schedule to the Open Mobile


Alliance Application Form.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE


MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER


OR ITS AFFILIATES REGARDING ANY OF THE IPR'S REPRESENTED ON THE "OMA


IPR DECLARATIONS" LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY,


COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR


NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY


DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR


EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF


DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


Copyright 2006 Open Mobile Alliance Ltd.  All Rights Reserved.


Used with the permission of the Open Mobile Alliance Ltd. under the


terms set forth above.

-->

<xs:schema

   targetNamespace="urn:oma:xml:xdm:group"

   xmlns="urn:oma:xml:xdm:group"

   xmlns:xs=http://www.w3.org/2001/XMLSchema
   xmlns:xs=http://www.w3.org/2001/XMLSchema
   elementFormDefault="qualified" attributeFormDefault="unqualified">

   <!-- This import brings in the XML language attribute xml:lang-->

   <xs:import namespace="http://www.w3.org/XML/1998/namespace"

    schemaLocation="http://www.w3.org/2001/xml.xsd"/>

<xs:import namespace="urn:ietf:params:xml:ns:common-policy"/>
<!--XML element extensions for the list-service element -->

<xs:element name="subject" type="subjectType"/>

<xs:element name="schedule" type="scheduleType"/>

<xs:element name="age-limit" type="agelimitType"/>

<xs:complexType name="agelimitType">

   <xs:simpleContent>

    <xs:extension base="xs:nonNegativeInteger">

     <xs:attribute name="comp" use="required">

      <xs:simpleType>

       <xs:restriction base="xs:string">

         <xs:enumeration value="eq"/>

         <xs:enumeration value="lt"/>

         <xs:enumeration value="gt"/>

        </xs:restriction>

       </xs:simpleType>

      </xs:attribute>

     <xs:anyAttribute namespace="##other" processContents="lax"/>

    </xs:extension>

   </xs:simpleContent>

</xs:complexType>

<!-- OMA specific "conditions" child elements -->

<!--OMA specific "actions" child elements -->

<xs:element name="allow-subconf" type="xs:boolean"/>

<xs:element name="allow-private-message" type="xs:boolean"/>

<xs:element name="add-media-handling" type="addmediahandlingType"/>

<xs:element name="remove-media-handling" type="removemediahandlingType"/>

<xs:complexType name="scheduleType">

  <xs:sequence>

    <xs:element name="start-time" type="startendtimeType"/>

    <xs:element name="end-time" type="startendtimeType"/>

    <xs:any namespace="##other" processContents="lax"/>

  </xs:sequence>

</xs:complexType>

<xs:complexType name="startendtimeType">

  <xs:simpleContent>

    <xs:extension base="xs:dateTime">

      <xs:attribute name="cond" use="optional">

        <xs:simpleType>

          <xs:restriction base="xs:string">

            <xs:enumeration value="eq"/>

            <xs:enumeration value="gt"/>

            <xs:enumeration value="lt"/>

            <xs:enumeration value="no-participants"/>

          </xs:restriction>

        </xs:simpleType>

      </xs:attribute>

      <xs:anyAttribute namespace="##other" processContents="lax"/>

    </xs:extension>

  </xs:simpleContent>

</xs:complexType>

<xs:complexType name="addmediahandlingType">

  <xs:sequence maxOccurs="unbounded">

    <xs:choice>

      <xs:element name="message" type="mediaType"/>

      <xs:element name="audio" type="mediaType"/>

      <xs:element name="video" type="mediaType"/>

      <xs:element name="application" type="mediaType"/>

      <xs:any namespace="##other" processContents="lax"/>

    </xs:choice>

  </xs:sequence>

</xs:complexType>

<xs:simpleType name="removemediahandlingType">

  <xs:restriction base="xs:string">

    <xs:enumeration value="own"/>

    <xs:enumeration value="any"/>

  </xs:restriction>

</xs:simpleType>
<xs:complexType name="mediaType">

  <xs:simpleContent>

    <xs:extension base="empty">









      <xs:anyAttribute namespace="##other" processContents="lax"/>

    </xs:extension>

  </xs:simpleContent>

</xs:complexType>

<xs:complexType name="subjectType">

  <xs:simpleContent>

    <xs:extension base="xs:string">

      <xs:attribute ref="xml:lang"/>

    </xs:extension>

  </xs:simpleContent>

</xs:complexType>

<xs:simpleType name="empty">

   <xs:restriction base="xs:string"/>

</xs:simpleType>

</xs:schema>
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