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1 Reason for Change

Justification 

Few editor’s notes exist in the CP stating that some elements included in the Shared Group Document need to be considered by PAG Working Group and included in OMA-TS-XDM_Shared_Profile-V2_0.
These elements have to do with QoE and Dispatcher.
This work has done by PAG and PoC so Editor’s notes can be deleted. 
Actions <allow-dispatch> and <allow-dispatcher-role-transfer> have been included in PoC XDM.

Element <qoe> have been included in Shared XDM.
Scope of change

Delete the following Editor’s notes:
Editor’s note: The element <qoe> of the PoC Group document needs to be specified by the PAG group.

Editor’s Note The action <allow-dispatch> shall be specified by OMA  PAG WG.

Editor’s Note: The action <allow-role-transfer> shall be specified by OMA PAG WG

Impacted subclauses

7.2.1.3.1, 7.2.1.5, 7.2.1.14.2, 7.2.1.19
Consequence if not accepted

Comments in the consistency review.
R01: Change to be aligned with 1438R01
2 Impact on Backward Compatibility

None identified.
3 Impact on Other Specifications

None identified.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Delete the Editor’s notes in CP document.
6 Detailed Change Proposal

Change 1:  7.2.1.3.1 Clause

7.2.1.3.1
General

Editor’s Note: SCR needs to be updated in order to consider this new subclause for Pre-arranged PoC Group Sessions

Upon receiving an initial SIP INVITE request the PoC Server:

1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL return a SIP 495 "URI-List Handling Refused" response according to the rules and procedures of [draft-URI-list-handling] containing the list of members of the Pre-arranged PoC Group. Otherwise, continue with the rest of the steps;

NOTE 1:
If the sender of the INVITE request is a Release 1.0 PoC Server, the procedure specified in [OMA-POC-1-CP] is used instead.
3. SHALL, if the PoC Dispatcher functionality is supported, check whether any of the PoC Users contained in the <list> element of the Pre-arranged PoC Group document is allowed the action <allow-dispatch> as specified in [PoC-XDM Specification]:

a) If it is allowed for at least one group member, the PoC Server SHALL check whether the Contact header of the incoming SIP INVITE request includes the PoC Dispatcher feature tag '+g.poc.dispatcher' according to rules and procedures of [RFC3840]. If it is present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" and do not continue with the rest of the steps. If it is not present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and do not continue with the rest of the steps; and,

b) If it is not allowed for any group member, continue with the rest of the steps. 

4. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 "PoC Session initiation policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

5. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create a unique anonymous PoC Address and unique anonymous Nick Name for the PoC User based on local policy according to the rules of[RFC3325]; the PoC Address and the Nick Name SHALL be unique with the PoC Session. Otherwise, continue with the rest of the steps;

NOTE 2:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

6 SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

7. if the PoC Group does not have already an on-going PoC Session, the PoC Server:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.
b). SHALL, if QoE Profiles are enabled, 
i. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the PoC Session;

ii) if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps; and,


NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

c) SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies,

i. Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, the PoC Server SHALL,

1. send a SIP 403 "Forbidden" response and do not continue with the rest of the steps; or,

2. remove the MIME bodies containing the media that is not allowed.

Change 2:  7.2.1.5 Clause

7.2.1.5
Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includes a PoC Group Identity, which identifies the Chat PoC Group in the request URI that is owned by the PoC Server, the PoC Server: 

1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '105 Isfocus already assigned' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

4. SHALL check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached. If reached, PoC Server SHALL return SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

5. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the tag 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. SHALL create a unique anonymous PoC Address according to local policy based on the rules of [RFC3225]. SHALL, if the Nick Name is already in use in the PoC Session, create a unique anonymous Nick Name according to local policy based on the rules of [RFC3225];
NOTE:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address in used when expelling the PoC Participant from the PoC Session.
Otherwise, continue with the rest of the steps;

6. SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and the Media Type is either used in the PoC Session or allowed by adding Media policy as specified in subclause 7.2.1.21 "Adding Media to a PoC Session policy" and if not, reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

7. If the Chat PoC Group Session does not already exist, the PoC Server:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". ;
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.
b) If QoE Profiles are enabled, the PoC Server SHALL:

i) if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the PoC Session.

ii) if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response withthe warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps, 


NOTE:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

c) SHALL create a Chat PoC Group Session.

Change 3:  7.2.1.14.2 Clause

7.2.1.14.2
Dispatch PoC Session initiation policy for PoC Dispatcher

If the invitation does not indicate a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator's Address is allowed the action <allow-initiate-conference>, as specified in [XDM-Shared-Groups] and the action <allow-dispatch>, as specified in [PoC-XDM Specification]. 
When a request to invite the Dispatch PoC Group is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite all PoC Users contained in the <list> element of the Dispatch PoC Group document that are not allowed the action <allow-dispatch> (i.e. PoC Fleet Members), as specified in [PoC-XDM Specification]. 
The PoC Server performing the Controlling PoC Function MAY also invite other PoC Users contained in the <list> element of the Dispatch PoC Group document that are allowed the action <allow-dispatch> (i.e other PoC Dispatcher capable PoC Users).

NOTE 1:
The decision to invite other PoC Dispatcher capable PoC Users can be based on local policies that are out of the scope of this specification.
If the invitation indicates a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session only if the Authenticated Originator's PoC Address is allowed the action <allow-initiate-conference>, and the action <allow-subconf> as specified in [XDM-Shared-Groups] and the action <allow-dispatch> as specified in [PoC-XDM Specification]. 
When a request to invite one or more PoC Users to a Dispatch PoC Session is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL only invite the PoC Users that are contained in the <list> element of the Dispatch PoC Group document, as specified in [XDM-Shared-Groups]

If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members to the Dispatch PoC Session.

NOTE 2:
How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.

Change 4:  7.2.1.14.3 Clause

7.2.1.14.3 
Dispatch PoC Session initiation policy for PoC Fleet Member
In the case of a Dispatch PoC Group, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator's PoC Address is allowed the action <allow-initiate-conference> as specified in [XDM-Shared-Groups]. 

When the request is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite one of the PoC Users that are allowed the action <allow-dispatch> as specified in [PoC-XDM Specification].

NOTE:
How the PoC Sever performing the Controlling PoC Function selects the PoC User to be invited is out of scope for this specification.


Change 5:  7.2.1.19 Clause

7.2.1.19
PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoC Server performing the Controlling PoC Function SHALL initiate the transfer of the PoC Dispatcher role to the indicated PoC Users only if the indicated PoC User is allowed the action <allow-dispatch> and the Authenticated Originator's PoC Address is allowed the action <allow-dispatch> and the action <allow-dispatcher-role-transfer> , as specified in [PoC-XDM Specification].
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