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Change Request

	Title:
	PoC XDMS-F49-64-67-110-correct 5.2
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	Doc to Change:
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	Submission Date:
	26th Jan 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tapio Paavonen, NOKIA, tapio.paavonen@nokia.com; +358 400 672 937.
Ivo Sedlacek, Siemens.

	Replaces:
	  N/A.


1 Reason for Change

a)
Justification: 

Unsolved CONR comments: F47, 48, 49, 50, 53, 60, 61, 62, 63, 64, 65, 66, 67, 68 and 110.
Covered the comments of OMA-CONRR-PoC-V2_0-20070222-D. 

	ID
	Open Date
	Type
	Section
	Description
	Status

	F24

	2006-01-19
	T
	PoC XDMS, 5.1
	Source: NOKIA

Form: OMA-REL-2007-0026-INP_POCv2.0_CONR_other comments_NOKIA

Comment: Solve the Editor's Note.

Proposed Change: 
	Status: OPEN
OMA-POC-POCv2-2007-0010-PoC XDMS-F24-solve EN in 5.1

	F47

	2007.01.22
	T
	5.2
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Section 5.2 should describe how backward compatibility with PoC User Access Policy is resolved.  The V2.0 network elements must behave toward V1.0 clients as if a PoC XDMS exists, and this behavior must be described.

Proposed Change: Replace note with normative text describing how V2.0 network elements must handle the V1.0 PoC User Access Policy AUID (e.g. the Aggregation Proxy must map to shared User Access Policy AUID).
	Status: OPEN

See F24.


	F48

	2007.01.22
	T
	5.2 PoC User Access Policy
	Source: KSHUH@LGE.COM
Form: OMA-REL-2007-0057
Comment: Media specific access rules is missing. 

Proposed Change: Media specific access rules needed to be specified.
	Status: CLOSED
Proposed to be rejected.

This is covered.

	F49

	2006-01-22
	T
	PoC XDMS, 5.2.1
	Source: NOKIA

Form: OMA-REL-2007-0061-INP_POCv2.0_CONR_other comments_NOKIA

Comment: It is better to describe the PoC specific structure than PoC specific validation.  

Proposed Change: Add here the description of structure.
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F50

	2007.01.22
	T
	5.2.1 through 5.2.11
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: There is no such thing as a “V2.0 PoC User Access Policy” document.

Proposed Change: Delete sections 5.2.1 through 5.2.11, and add text to 5.2 describing where to find description for V1.0 (e.g. PoC User Access Policy) and V2.0 (e.g. shared User Access Policy) AUIDs.
	Status: CLOSED
See F49.

	F53

	2007-01-19
	T
	5.2, 2nd paragraph 1st sentence
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: Statement "PoC User Access Policy is described in  the [SHARED_POLICY_XDM] "User Access Policy"." is incorrect. [SHARED_POLICY_XDM] "User Access Policy" does not describe PoC User Access Policy – it describes the general User Access Policy.

Proposed Change: Replace the statement with e.g. "The User Access Policy defined in [SHARED_POLICY_XDM] defines the PoC User Access Policy".
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F60

	2007.01.18
	T
	5.2.6,
3rd para-graph
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  This is also valid if <many> subelement <except> is present.

Proposed Change: 
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F61

	2007.01.18
	E
	5.2.6,
paragraph 3-7
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  This is text moved to Shared Policy document (already there)

Proposed Change: remove text and refer to Shared policy spec.
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F62

	2007-01-19
	T
	5.2.6
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: The statements related to PoC XDMS error behavior are obsolete since the User Access Policy is no longer stored in PoC XDMS. 

Proposed Change: Remove the text or move it to Shared User Access Policy.
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F63

	2007-01-19
	T
	5.2.6
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: Validation constrains are described in Shared Policy XDMS 

Proposed Change: Remove duplicate text – all except first paragraph
	Status: CLOSED
See F64.

	F64

	2006-01-22
	T
	PoC XDMS, 5.2.6
	Source: NOKIA

Form: OMA-REL-2007-0061-INP_POCv2.0_CONR_other comments_NOKIA

Comment: It is better to describe the PoC specific structure than PoC specific validation.  

Proposed Change: Remove the text here, because this is described in the Shared Policy.
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F65

	2007-01-19
	T
	5.2.7
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: The text duplicates the Shared User Access Policy document text.

Proposed Change: Remove the duplicates
	Status: CLOSED
See F67.

	F66

	2007-01-19
	T
	5.2.7
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: Data semantics are described in Shared Policy XDMS 

Proposed Change: Remove duplicate text – second and third paragraph
	Status: CLOSED
See F67.

	F67

	2006-01-22
	T
	PoC XDMS, 5.2.7
	Source: NOKIA

Form: OMA-REL-2007-0061-INP_POCv2.0_CONR_other comments_NOKIA

Comment: It is better to describe the PoC specific structure than PoC specific validation.  

Proposed Change: Remove the text here, because this is described in the Shared Policy.
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	F68

	2007.01.18
	E
	5.2.7,
paragraph 2-4
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  This is text moved to Shared Policy document (already there)

Proposed Change: remove text and refer to Shared policy spec.
	Status: CLOSED
See F67.

	F110

	2006-01-19
	T
	PoC XDMS, Appendix H
	Source: NOKIA

Form: OMA-REL-2007-0026-INP_POCv2.0_CONR_other comments_NOKIA

Comment: Move this text to Shared Policy XDMS.

Proposed Change: 
	Status: CLOSED
OMA-POC-POCv2-2007-0018R01-PoC XDMS-F49-64-67-110-correct 5.2

	
	
	
	
	
	


b)
Clauses affected:

Sub clauses 5.2.1 and 5.2.6 and 5.2.7 and Appendix H.
c)
Summary of change:

The PoC applicable access policy is described in 5.2.1, not in 5.2.6 and 5.2.7 and Appendix H. 

d)
Consequence if not approved:

Unsolved CONR comments.
e)
Reason for revision:
 R01:  PoC specific sub-element duplex taken account. The media barring excluded. Added some duplicated comments on the "Justification". 
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC WG, agree to the changes and incorporate in the next release of PoC AD.
6 Detailed Change Proposal
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1. Scope


The PoC enabler specific data formats and XCAP Application Usages are described in this specification.


Editors Note:  Should be clarified that there is no impact to PoC 1.0 XDM Client.


2. References


2.1 Normative References

		[COMMONPOL]

		"A Document Format for Expressing Privacy Preferences", H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, August 11, 2006, http://www.ietf.org/internet-drafts/draft-ietf-geopriv-common-policy-11.txt (Expires February 11, 2007)

Note: IETF Draft work in progress.



		[OMA_SCR_Rules]

		"SCR Rules and Procedures", V1_0, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures-V1_0, http://www.openmobilealliance.org/



		[PoC XDM 1.0]

		OMA-PoC_XDM_Specification-V1_0, Version 1.0, Open Mobile Alliance™, OMA-TS-PoC_XDM-V1_0, http://www.openmobilealliance.org/.



		[RFC2119]

		"Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997, http://www.ietf.org/rfc/rfc2119.txt



		[RFC2234]

		"Augmented BNF for Syntax Specifications: ABNF". D. Crocker, Ed., P. Overell. November 1997, http://www.ietf.org/rfc/rfc2234.txt



		[SHARED_GROUP_XDM]

		"Shared Group XDM Specification", Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_Group-V2_0, http://www.openmobilealliance.org/



		[SHARED_LIST_XDM]

		"Shared List XDM Specification", Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_List-V2_0, http://www.openmobilealliance.org/



		[SHARED_POLICY_XDM]

		"Shared Policy XDM Specification", Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Policy_Group-V2_0, http://www.openmobilealliance.org/



		[XCAP]

		"The Extensible Markup Language (XML) Configuration Access protocol (XCAP)", J. Rosenberg, October 13, 2006, http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt (Expires April 16, 2007)

Note: IETF Draft work in progress.



		[XDMSPEC]

		"XML Document Management (XDM) Specification", Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_CORE-V2_0, http://www.openmobilealliance.org/



		[XSD-1_POCRULES]

		"PoC – PoC Rules", Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_pocRules-V1_0, http://www.openmobilealliance.org/



		[XSD-1_POCUSAGE]

		"PoC – PoC usage", Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_pocusage-V1_0, http://www.openmobilealliance.org/



		[XSD-2_SHARED_GROUP_EXT]

		"PoC – Shared Group extensions", Version 2.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_poc2.0-sharedgroup-ext-V2_0, http://www.openmobilealliance.org/





2.2 Informative References


		[XDMAD]

		“XML Document Management Architecture”, Version 2.0. Open Mobile Alliance(. OMA-AD-XDM-V2_0, http://www.openmobilealliance.org/



		[OMA-PoC-AD]

		“Push to talk over Cellular (PoC) - Architecture”, Version 2.0, Open Mobile Alliance™, OMA-AD-PoC-V2_0, http://www.openmobilealliance.org/



		[OMA-PoC-SD]

		“OMA PoC System Description”, Version 2.0, Open Mobile Alliance™, OMA-TS-PoC_System-Desctiption-V2_0, http://www.openmobilealliance.org/



		[OMA-PoC-CP]

		“OMA PoC Control Plane”, Version 2.0, Open Mobile Alliance™, OMA-TS-PoC_ControlPlane-V2_0, http://www.openmobilealliance.org/





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendices, except 1 "Scope" and 4 "Introduction", are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.

		Answer Mode

		The current Answer Mode setting preference of the PoC User. (Source: [OMA-PoC-SD])



		Application Unique ID


(AUID)

		A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [XCAP])



		Chat PoC Group

		A persistent PoC Group in which each member individually joins the PoC Session, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.    (Source: [OMA-PoC-SD])



		Chat PoC Group Session

		A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.  (Source: [OMA-PoC-SD])



		Controlling PoC Function

		A function is implemented in a PoC Server, providing centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information. (Source: [OMA-PoC-SD])



		Document URI

		The HTTP URI containing the XCAP Root and document selector, resulting in the selection of a specific document. As a result, performing a GET against the Document URI would retrieve the document. (Source: [XCAP])



		Global Document

		A document placed under the XCAP Global Tree that applies to all users of that application usage.



		Global Tree

		A URI that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [XCAP])



		Group Usage List

		A list of group names or service URIs that are known by the XDM Client



		Manual Answer Mode

		Manual Answer Mode is a mode of operation in which the PoC Client requires the PoC User to manually accept the PoC Session invitation before the PoC Session is established. (Source: [OMA-PoC-SD]) 



		Participant

		A Participant is aPoC User in a PoC Session.  (Source: [OMA-PoC-SD])



		PoC Group

		A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI (PoC Group Identity for PoC Prearranged and Chat PoC Groups). PoC User uses PoC Groups to establish PoC Group Sessions.. (Source: [OMAPoC-SD])



		PoC Group Session

		A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session.  (Source: [OMA-PoC-SD])



		PoC Group Identity

		A SIP URI identifying a Pre-arranged PoC Group or a Chat PoC Group. A PoC Group Identity is used by the PoC Client to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups. (Source: [OMA-PoC-SD]) 



		PoC Server

		The PoC Server implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.   (Source: [OMA-PoC-SD])



		PoC User

		A user of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.


NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term "PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP]. (Source: [OMA-PoC-SD])



		PoC User Access Policy

		TBD



		Pre-arranged PoC Group

		A Pre-arranged PoC Group is a persistent PoC Group that has an associated set of PoC Users or/and PoC Groups. The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.  (Source: [OMA-PoC-SD])



		URI List

		A list of URIs. (Source: [SHARED_GROUP_XDM])



		User

		A User is any entity that uses the described features through the User Equipment.



		XCAP Application Usage

		Detailed information on the interaction of an XCAP Client with an XCAP Server. (Source: [XCAP])



		XCAP Client

		An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])



		XCAP Root

		A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])



		XCAP Root URI

		An HTTP URI that represents the XCAP Root. Although a syntactically valid URI, the XCAP Root URI does not correspond to an actual resource on an XCAP Server.  Actual resources are created by appending additional path information to the XCAP Root URI. (Source: [XCAP])



		XCAP Server

		An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])



		XCAP User Identifier (XUI)

		The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [XCAP])





3.3 Abbreviations


		AUID

		Application Unique ID



		HTTP

		Hypertext Transfer Protocol



		MIME

		Multipurpose Internet Mail Extensions



		OMA

		Open Mobile Alliance



		PoC

		Push‑to‑Talk Over Cellular



		URI

		Uniform Resource Identifier



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMC

		XDM Client



		XDMS

		XDM Server



		XML

		Extensible Markup Language



		XUI

		XCAP User Identifier





4. Introduction


This specification provides the data schema and application usages for PoC specific documents. PoC XDM Application Usages include that for PoC User Acess Policy.


5. PoC XDM Application Usages


5.1 PoC Group


NOTE:  In PoC 2.0 the Group definitions are described in the [SHARED_GROUP_XDM]. PoC Groups are still available for network elements and XDM Clients, that are compliant with PoC 1.0 Enabler Release by using the AUID specified in the the PoC 1.0 as specified in [PoC XDM 1.0].


Editors Note:  Backward compatibility between XDMC and XDMS should be studied.


PoC Group is described in  the [SHARED_GROUP_XDM] "Group".   The use of the elements of PoC Groups is described in [OMA-PoC-CP]. 

5.1.1 Structure


Structure is described in  the [SHARED_GROUP_XDM] "Structure".   


Editors Note:  Further information is FFS.


5.1.2 Application Unique ID


Application Unique ID is described in  the [SHARED_GROUP_XDM] "Application Unique ID".


Editors Note:  Further information is FFS.  


5.1.3 XML schema


XML schema is described in  the [SHARED_GROUP_XDM] "XDM Schema".  


Editors Note:  Further information is FFS.


5.1.4 Default namespace


Default namespace is described in  the [SHARED_GROUP_XDM] "Default Namespace". 


Editors Note:  Further information is FFS.


5.1.5 MIME type


MIME type is described in  the [SHARED_GROUP_XDM] "MIME Type".    


Editors Note:  Further information is FFS.


5.1.6 Validation constraints


Validation constraints are described in  the [SHARED_GROUP_XDM] "Validation cobstraints".    


Editors Note:  Further information is FFS.


5.1.7 Data semantics


Data semantics are described in  the [SHARED_GROUP_XDM] "Data Semantics".   


Editors Note:  Further information is FFS.


5.1.8 Naming conventions


Naming conventions are described in  the [SHARED_GROUP_XDM] "Naming conventions".   


Editors Note:  Further information is FFS.


5.1.9 Global Documents


Global Documents are described in  the [SHARED_GROUP_XDM] "Global Documents".   


Editors Note:  Further information is FFS.


5.1.10 Resource interdependencies


Resource interdepenencies are described in  the [SHARED_GROUP_XDM] "Resource interdependences". 


Editors Note:  Further information is FFS.

5.1.11 Authorization policies


Authorization policies are described in  the [SHARED_GROUP_XDM] "Authorization policies".  


Editors Note:  Further information is FFS.


5.2 PoC User Access Policy


NOTE:  In PoC 2.0 the User Access Policy is described in the [SHARED_POLICY_XDM]. PoC User Acees Policies are  still available for network elements and XDM Clients, that are compliant with PoC 1.0 Enabler Release by using the AUID specified in the the PoC 1.0 as specified in [PoC XDM 1.0].


PoC User Access Policy is described in  the [SHARED_POLICY_XDM] "User Access Policy".   The use of the elements of PoC User Access Policy is described in [OMA-PoC-CP]. 

5.2.1 Structure


Structure is described in  the [SHARED_POLICY_XDM] "Structure".

The part of the structure applicable for the PoC servise is as follows:


The PoC User Access Policy conforms to the structure of the "ruleset" document described in [COMMONPOL] and extended in [SHARED_POLICY_XDM] "XML schema", with the extensions and constraints given in this sub‑clause.


The PoC User Access Policy document makes use of the following two elements defined for the <rules> element in [COMMONPOL]: 


· <conditions>


· <actions>


NOTE 1: This specification does not define any value for the <transformations> element defined as a child of the <rules> element in [COMMONPOL]. This means that, if present, the PoC Server ignores this element.


The <conditions> element supports the following elements:


a) the <identity> element, as defined in [COMMONPOL], except the sub-elements that are prohibited in [XDMSPEC];


b) the <external-list> element, as defined in [XDMSPEC],  "Common Extensions";


c) the <other-identity> element, as defined in [XDMSPEC],   "Common Extensions";


NOTE 2: This specification does not define any value for those elements defined as a part of the <conditions> element in [COMMONPOL] (e.g., <sphere>, <validity>), but which are not explicitly identified in the list above. This means that, if present, the PoC Server ignores such elements.

d) the <anonymous-request> element, as defined in [XDMSPEC], "Common Extensions".

e) the <media> element, as defined in [XDMSPEC] “Common Extensions”.

The rule 'reject' for <media> element is not applicable for the PoC service.


The sub-element <duplex> is not applicable for PoC Speech, Audio and Video <media> for the PoC service. 

The <actions> element supports the following elements:

a) the <allow-invite> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML schema" and [SHARED_POLICY_XDM] "Data semantics";


b) the <allow-invited-id-autoanswer> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML schema" and [SHARED_POLICY_XDM] "Data semantics";


c) the <allow-unconditional-nwpocbox-routing> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML schema" and [SHARED_POLICY_XDM] "Data semantics";


d) The <pocbox-type> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML schema" and [SHARED_POLICY_XDM] "Data semantics".

5.2.2 Application Unique ID


5.2.3 Application Unique ID is described in  the [SHARED_POLICY_XDM] "Application Unique ID".

5.2.4 XML schema


XML schema is described in  the [SHARED_POLICY_XDM] "XML schema".

5.2.5 Default namespace


Default namespace is described in  the [SHARED_POLICY_XDM] "Default namespace".

5.2.6 MIME type


MIME type is described in  the [SHARED_POLICY_XDM] "MIME type".

5.2.7 Validation constraints


Validation constraints are described in  the [SHARED_POLICY_XDM] "Validation constraints".















5.2.8 Data semantics


Data semantics are described in  the [SHARED_POLICY_XDM] "Data semantics".









5.2.9 Naming conventions


5.2.10 Naming conventions are described in  the [SHARED_POLICY_XDM] "Naming conventions".

5.2.11 Global Documents


Global Documents are described in  the [SHARED_POLICY_XDM] "Global Documents".

5.2.12 Resource interdependencies


Resource interdepenencies are described in  the [SHARED_POLICY_XDM] "Resource interdependences".

5.2.13 Authorization policies


Authorization policies are described in  the [SHARED_POLICY_XDM] "Authorization policies".

6. PoC extensions to Shared XDM application usages


6.1 Group Usage List


6.1.1 Structure


A PoC specific URI usage SHALL be used in a Group Usage List stored in the Shared List XDMS.  


The PoC URI usage, <pocusage> element, is defined to substitute <uriusage> element and is used within the <uriusages> element as specified in [SHARED_LIST_XDM].  The <pocusage> element has two values:


· chat 


· prearranged.


If present in any <uriusages> element, the <pocusage> element indicates the type of the PoC Group URI.


6.1.2 XML schema


The <pocusage> element SHALL conform to the XML schema described in [XSD-1_POCUSAGE].


6.2 Dispatcher actions

6.2.1 Structure


In addition to the child elements that the <actions> child element of any <rule> element MAY include according to [SHARED_GROUP_XDM], the <actions> child element of any <rule> element MAY include the following PoC Specific child elements: 


a) the <allow-dispatch> element;


b) the <allow-dispatcher-role-transfer> element;


6.2.2 XML schema


The <allow-dispatch> and <allow-dispatcher-role-transfer>element SHALL conform to the XML schema described in [XSD-2_SHARED_GROUP_EXT].


6.2.3 Semantics


The <allow-dispatch> "action" SHALL be used to indicate that the identity matching this rule is allowed to assume the role of PoC Dispatcher, as defined in [OMA-PoC-CP]. The possible values are:


"false"
instructs the PoC Server performing the Controlling PoC Function to deny the adoption by the PoC User of the PoC Dispatcher role. This SHALL be the default value taken in the absence of the element.


"true"
instructs the PoC Server performing the Controlling PoC Function to allow the adoption by the PoC User of the PoC Dispatcher role.

The <allow-dispatcher-role-transfer> "action" SHALL be used to indicate that the identity matching this rule is allowed to request the transfer of an active PoC Dispatcher role to another participant, as defined in [OMA-PoC-CP]. The possible values are:


"false"
instructs the PoC Server performing the Controlling PoC Function to block the role transfer request. This SHALL be the default value taken in the absence of the element.


"true"
instructs the PoC Server performing the Controlling PoC Function to accept the role transfer request.
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Appendix I. Static Conformance Requirements
(Normative)


The SCRs defined in the following tables include SCRs for:


· The PoC XDM Client; and,

· The PoC XDM Server.


The SCRs are defined as described in [OMA_SCR_Rules].

Each SCR table identifies a list of supported features as:


· Item:
Identifier for a feature. It MUST be of type ScrItem.


· Function:
Short description of the feature.


· Reference:
Section(s) of the specification(s) with more details on the feature. 


· Requirement:
Other features required by this feature, independent of whether those other features are mandatory or optional. The notation in the dependency grammar MUST be used for this column when other features are required, else the column MUST be left empty.


Dependency grammar used in this section is specified in [OMA_SCR_Rules]:


TerminalExpression =
ScrReference
/ NOT TerminalExpression
/ TerminalExpression LogicalOperator TerminalExpression
/ " (" TerminalExpression ")"

ScrReference =
ScrItem
/ ScrGroup


ScrItem =
SpecScrName "–" GroupType "–" DeviceType "–" NumericId "-" Status
/ SpecScrName "–" DeviceType "–" NumericId "-" Status


ScrGroup =
SpecScrName ":" FeatureType
/ SpecScrName "–" GroupType "–" DeviceType "–" FeatureType


SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = "C" / "S"; C – client, S – server


NumericId = Number Number Number 


Status = "M" / "O"; M - Mandatory, O - Optional


LogicalOperator = "AND" / "OR"; AND has higher precedence than OR and OR is inclusive


FeatureType = "MCF" / "OCF" / "MSF" / "OSF";

Character = %x41-5A;

The following markers are used below to describe the SCRs:


· PoCv1.0 - SCR Item that is the same in PoCv2.0 as it is in PoCv1.0


· PoCv2.0 - SCR Item that is new in PoCv2.0


· PoCv1.0mod - SCR Item that exists in PoCv1.0, but is modified in PoCv2.0


I.1 PoC Group (XGP)


This subclause describes the SCRs for functions needed to support PoC Groups.

I.1.1 PoC XDM Client 


		Item

		Function

		Reference

		Requirement



		POC_XDM-XGP-C-001-M

		PoC Group documents generation in conformance with the Group rules

		5.1.1 – 5.1.8

		



		POC_XDM-XGP-C-002-M

		XDM Client handling of HTTP "409 Conflict" response from the PoC XDMS

		5.1.6

		



		POC_XDM-XGP-C-004-O

		Repeating of XCAP requests resulting from violation of "uri" attribute constraints.

		5.1.6

		





I.1.2 PoC XDM Server 


		

		

		

		Requirement



		N/A

		

		

		





I.2 PoC User Access Policy (XAP)


This subclause describes the SCRs for functions needed to support PoC User Access Policy.

I.2.1 PoC XDM Client 


		Item

		Function

		Reference

		Requirement



		 POC_XDM-XAP-C-001-M

		"pocrules" document generation in conformance with the PoC User Access Policy rules

		5.2.1 – 5.2.8

		



		POC_XDM-XAP-C-002-M

		XDM Client handling of HTTP "409 Conflict" response from the PoC XDMS

		5.2.6

		





I.2.2 PoC XDM Server

		Item

		Function

		Reference

		Requirement



		POC_XDM-XAP-S-001-M 

		"pocrules" document support in conformance with the PoC User Access Policy rules

		5.2.1 – 5.2.5, 5.2.7, 5.2.8

		



		POC_XDM-XAP-S-002-M

		XML schema validation constraints of "pocrules" document

		5.2.6

		



		POC_XDM-XAP-S-003-M

		Authorization policies for manipulating User Access Policy document

		5.2.11

		





I.3 Group Usage List (XUL)


This subclause describes the SCRs for functions needed to support PoC Group Usage List.

I.3.1 PoC XDM Client 


		Item

		Function

		Reference

		Requirement



		POC_XDM-XUL-C-001-O 

		URI List document generation in conformance with the Group Usage List rules

		6.1

		



		POC_XDM-XUL-C-002-O

		XDM Client handling of HTTP "409 Conflict" response from the Shared List XDMS

		[SHARED_LIST_XDMS]:5.2.6

		PoC_XDM-XUL-C-001-O





I.3.2 PoC XDM Server

		Item

		Function

		Reference

		Requirement



		N/A

		

		

		





I.4 Backwards compatibility (XBC)


This subclause describes the SCRs for functions needed to support backwards compatibility.

I.4.1 PoC XDM Client

		Item

		Function

		Reference

		Requirement



		POC_XDM-XBC-C-001-M 

		PoC XDMC support of backwards compatibility with earlier versions of PoC XDMS

		5.1

		





I.4.2 PoC XDM Server


		Item

		Function

		Reference

		Requirement



		 POC_XDM-XBC-S-001-M

		PoC XDMS support of backwards compatibility with earlier versions of PoC XDMC

		5.1

		





Appendix J. Examples
(Informative)


J.1 Manipulating PoC Group documents


In PoC 2.0 the manipulating PoC Group documents is described in the [SHARED_GROUP_XDM] "Manipulating Group Documents". 

J.1.1 Obtaining a PoC Group document


Obtaining PoC Group socuments are described in the [SHARED_GROUP_XDM] "Obtaining a Group Document". 


Editors Note:  Further information is FFS.

J.1.2 PoC conference URI negotiation


PoC conference URI negotiation is described in the [SHARED_GROUP_XDM] "Conference URI Negotiation ".

J.2 Manipulating PoC User Access Policy


J.2.1 Obtaining PoC User Access Policy rules


In PoC 2.0 the obtaining PoC User Access Policy rules is described in the [SHARED_POLICY_XDM] "Obtaining User Access Policy rules".
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