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1 Reason for Change

The primary purpose of this contribution is to address the following Motorola consistency review comments:
	F25
	2007.01.22
	T
	5.1
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Section 5.1 should describe how backward compatibility with PoC Groups is resolved.  The V2.0 network elements must behave toward V1.0 clients as if a PoC XDMS exists, and this behavior must be described.

Proposed Change: Replace note with normative text describing how V2.0 network elements must handle the V1.0 PoC Group AUID (e.g. the Aggregation Proxy must map to shared Group AUID).
	Status: OPEN



	F47
	2007.01.22
	T
	5.2
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Section 5.2 should describe how backward compatibility with PoC User Access Policy is resolved.  The V2.0 network elements must behave toward V1.0 clients as if a PoC XDMS exists, and this behavior must be described.

Proposed Change: Replace note with normative text describing how V2.0 network elements must handle the V1.0 PoC User Access Policy AUID (e.g. the Aggregation Proxy must map to shared User Access Policy AUID).
	Status: OPEN




At the same time, the following Motorola comments are also addressed:

	F3
	2007.01.22
	T
	1
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Resolve editors note.

Proposed Change: The scope of the V2.0 PoC XDM TS is to describe V2.0 behavior toward a V1.0 XDM Client.  There are no PoC-specific Application Usages, so the current text is wrong.
	Status: OPEN

	F12
	2007.01.22
	T
	3.2
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Many of the terms defined in section 3.2 are no longer needed, since the text in section 5 that used the terms has been moved to XDM 2.0.  Also, it might be useful in the definitions to map PoC terminology to the generic terminology used in XDM 2.0.  For example, “Chat PoC Group” is called “Join-in Group” in XDM 2.0.

Proposed Change: Clean up definitions.
	Status: OPEN



	F17
	2007.01.22
	T
	4
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: Current text in introduction is no longer correct, since there are no PoC specific documents in PoC 2.0.

Proposed Change: Modify introduction to describe the true content of the PoC XDM TS.
	Status: OPEN



	F28
	2007.01.22
	T
	5.1.1 through 5.1.11
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: There is no such thing as a “V2.0 PoC Group” document.  Note that PoC CP TS refers directly to Shared Group XDM TS, not PoC XDM TS.

Proposed Change: Delete sections 5.1.1 through 5.1.11, and add text to 5.1 describing where to find description for V1.0 (e.g. PoC Group) and V2.0 (e.g. shared Group) AUIDs.
	Status: OPEN



	F50
	2007.01.22
	T
	5.2.1 through 5.2.11
	Source: Motorola

Form: Doc # OMA-REL-2007-0048

Comment: There is no such thing as a “V2.0 PoC User Access Policy” document.

Proposed Change: Delete sections 5.2.1 through 5.2.11, and add text to 5.2 describing where to find description for V1.0 (e.g. PoC User Access Policy) and V2.0 (e.g. shared User Access Policy) AUIDs.
	Status: OPEN




As well as the following comments from other companies (pending verification by submitting company):

RIM: F4, F20, F21
Nokia: F7, F9, F24, F29-30, F32, F34-36, F38-41, F43, F64, F67
Ericsson: F11, F16, F61, F68
Siemens: F14, F15, F18, F27, F31, F53, F62, F63, F65-66
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In summary, if this CR and OMA-POC-POCv2-0053-CR_PoC_XDM_Editorial_Cleanup are agreed, then all comments F1 to F73 would be closed EXCEPT: F1, F2, F19, F22, F48, F49, F60
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes shown below for the latest version of the PoC XDM Specification.
6 Detailed Change Proposal


[image: image1.emf]D:\Standards\OMA\ ConsistencyReview\POC2\OMA-TS-PoC-XDM-V2_0-20070123-D-revised.doc














NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

_1231220007.doc
OMA-TS-PoC_XDM-V2_0-20070123-D
Page 2  V(27)




		[image: image1.jpg]«“+OMa

Open Mobile Alliance






		



		PoC XDM Specification



		Draft Version 2.0 – 23 Jan 2007



		Open Mobile Alliance



		OMA-TS-PoC_XDM-V2_0-20070123-D



		

		



		



		

		





Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.


Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.


You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.


Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.


NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.


THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.


© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.


Contents


51.
Scope


2.
References
6

2.1
Normative References
6

2.2
Informative References
6

3.
Terminology and Conventions
7

3.1
Conventions
7

3.2
Definitions
7

3.3
Abbreviations
8

4.
Introduction
9

5.
PoC XDM Application Usages
10

5.1
PoC Group
10

5.1.1
Structure
11

5.1.2
Application Unique ID
11

5.1.3
XML schema
11

5.1.4
Default namespace
11

5.1.5
MIME type
11

5.1.6
Validation constraints
11

5.1.7
Data semantics
11

5.1.8
Naming conventions
12

5.1.9
Global Documents
12

5.1.10
Resource interdependencies
12

5.1.11
Authorization policies
12

5.2
PoC User Access Policy
12

5.2.1
Structure
12

5.2.2
Application Unique ID
12

5.2.3
XML schema
12

5.2.4
Default namespace
12

5.2.5
MIME type
12

5.2.6
Validation constraints
13

5.2.7
Data semantics
13

5.2.8
Naming conventions
13

5.2.9
Global Documents
13

5.2.10
Resource interdependencies
13

5.2.11
Authorization policies
14

6.
PoC extensions to Shared XDM application usages
15

6.1
Group Usage List
15

6.1.1
Structure
15

6.1.2
XML schema
15

6.2
Dispatcher actions
15

6.2.1
Structure
15

6.2.2
XML schema
15

6.2.3
Semantics
15

Appendix A.
Change History (Informative)
16

A.1
Approved Version History
16

A.2
Draft Version 2.0 History
16

Appendix B.
Static Conformance Requirements (Normative)
17

B.1
PoC Group (XGP)
18

B.1.1
PoC XDM Client
18

B.1.2
PoC XDM Server
18

B.2
PoC User Access Policy (XAP)
18

B.2.1
PoC XDM Client
18

B.2.2
PoC XDM Server
18

B.3
Group Usage List (XUL)
18

B.3.1
PoC XDM Client
19

B.3.2
PoC XDM Server
19

B.4
Backwards compatibility (XBC)
19

B.4.1
PoC XDM Client
19

B.4.2
PoC XDM Server
19

Appendix C.
Examples (Informative)
20

C.1
Manipulating PoC Group documents
20

C.1.1
Obtaining a PoC Group document
20

C.1.2
PoC conference URI negotiation
20

C.2
Manipulating PoC User Access Policy
20

C.2.1
Obtaining PoC User Access Policy rules
20

Appendix H.
PoC User Access Policy (Informative)
21

2.1 Normative References
21

3.2 Definitions
21

5.2 PoC User Access Policy
21

5.2.1 Structure
21

5.2.2 Application Unique ID
22

5.2.3 XML schema
22

5.2.4 Default namespace
22

5.2.5 MIME type
22

5.2.6 Validation constraints
22

5.2.7 Data semantics
23

5.2.8 Naming conventions
24

5.2.9 Global Documents
24

5.2.10 Resource interdependencies
24

5.2.11 Authorization policies
24

B.2 Manipulating PoC User Access Policy
24

B.2.1 Obtaining PoC User Access Policy rules
24




Figures


25Figure B.1- XDM Client obtains PoC User Access Policy rules






1. Scope


The PoC enabler specific data formats and XCAP Application Usages are described in this specification.



2. References


2.1 Normative References

		

		





		[OMA_SCR_Rules]

		"SCR Rules and Procedures", V1_0, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures-V1_0, http://www.openmobilealliance.org/



		[OMA-PoC-XDM 1.0]

		“PoC XDM Specification”, Version 1.0, Open Mobile Alliance™, OMA-TS-PoC_XDM-V1_0, http://www.openmobilealliance.org/.



		[OMA-PoC-CP]

		“OMA PoC Control Plane”, Version 2.0, Open Mobile Alliance™, OMA-TS-PoC-ControlPlane-V2_0, http://www.openmobilealliance.org/.



		[RFC2119]

		"Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997, http://www.ietf.org/rfc/rfc2119.txt



		[OMA-XDM-SHARED]

		"Shared XDM Specification", Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared-V2_0, http://www.openmobilealliance.org/



		

		



		

		



		

		



		

		





		[OMA-XDM-CORE]

		"XML Document Management (XDM) Specification", Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_CORE-V2_0, http://www.openmobilealliance.org/



		

		



		

		



		

		





2.2 Informative References


		[OMA-PoC-AD]

		“Push to talk over Cellular (PoC) - Architecture”, Version 2.0, Open Mobile Alliance™, OMA-AD-PoC-V2_0, http://www.openmobilealliance.org/



		[OMA-PoC-SD]

		“OMA PoC System Description”, Version 2.0, Open Mobile Alliance™, OMA-TS-PoC_System-Desctiption-V2_0, http://www.openmobilealliance.org/



		

		



		[RFC4234]

		"Augmented BNF for Syntax Specifications: ABNF". D. Crocker, Ed., P. Overell. October 2005, http://www.ietf.org/rfc/rfc4234.txt



		[XDMAD]

		“XML Document Management Architecture”, Version 2.0. Open Mobile Alliance(. OMA-AD-XDM-V2_0, http://www.openmobilealliance.org/





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendices, except 1 "Scope" and 4 "Introduction", are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.

		

		



		Application Unique ID


(AUID)

		A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [XCAP])



		

		



		

		



		

		



		Document URI

		The HTTP URI containing the XCAP Root and document selector, resulting in the selection of a specific document. As a result, performing a GET against the Document URI would retrieve the document. (Source: [XCAP])



		

		



		

		



		

		



		

		



		

		



		

		



		

		



		

		



		

		



		

		





		

		



		

		



		

		



		

		



		XCAP Application Usage

		Detailed information on the interaction of an XCAP Client with an XCAP Server. (Source: [XCAP])



		XCAP Client

		An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])



		XCAP Root

		A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])



		

		



		XCAP Server

		An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])



		

		





3.3 Abbreviations


		AUID

		Application Unique ID



		HTTP

		Hypertext Transfer Protocol



		IM

		Instant Messaging



		

		



		OMA

		Open Mobile Alliance



		PoC

		Push‑to‑talk over Cellular



		URI

		Uniform Resource Identifier



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMC

		XDM Client



		XDMS

		XDM Server



		XML

		Extensible Markup Language



		

		





4. Introduction


In PoC Version 1.0, there are two PoC specific documents stored in the PoC XDMS:


· PoC Group document, as specified in [OMA-PoC-XDM 1.0] “PoC Group”;

· PoC User Access Policy, as specified in [OMA-PoC-XDM 1.0] “PoC User Access Policy”.

In this release of the PoC enabler, these documents are replaced by the Group document and User Access Policy document, respectively, which are stored in Shared XDMSs (see [OMA-XDM-SHARED]) as part of the XML Document Management enabler.  This allows for common group and policy definitions across multiple enablers (e.g. PoC and IM).

This specification provides additional procedures for network entities to be backward compatible with PoC specific documents of PoC Version 1.0.

5. PoC XDM Application Usages


5.1 PoC Group


The XCAP Application Usage for the PoC Group document is described in [OMA-PoC-XDM 1.0] “PoC Group”.  

In this release of the PoC enabler, the PoC Group document is replaced by the Group document, which can be shared with other enablers (e.g. IM).  The XCAP Application Usage for the Group document is described in [OMA-XDM-SHARED] "Group", with additional PoC-specific extensions described in [OMA-PoC-CP] “Group”.

To ensure backward compatibility with the previous release of the PoC enabler:


· the Aggregation Proxy SHALL consider the “org.openmobilealliance.poc-groups” AUID as equivalent to the “org.openmobilealliance.groups” AUID, when forwarding XCAP requests based on the AUID contained in the HTTP request URI (see [OMA-XDM-CORE] “Procedures at the Aggregation Proxy”);

NOTE 1:
This means that the Aggregation Proxy will forward XCAP requests related to PoC Group documents (e.g. from PoC 1.0 Clients) to the Shared Group XDMS, rather than to the PoC XDMS. 


· the Shared Group XDMS SHALL consider the “org.openmobilealliance.poc-groups” AUID as equivalent to the “org.openmobilealliance.groups” AUID, when processing XCAP requests and SIP SUBSCRIBE requests for the “ua-profile” event package (see [OMA-XDM-CORE] “Procedures at the XDM Server”); 

NOTE 2:
This means, for example, that if Document URIs for a PoC Group document and a Group document differ only by the AUID, then they point to the same document instance. 


· when responding to a request for XCAP server capabilities from a PoC 1.0 Client (see [OMA-PoC-CP] “Release version in User-Agent and Server headers”), the Shared Group XDMS SHALL use the “org.openmobilealliance.poc-groups” AUID value when generating the “xcap-caps” document  (see [OMA-XDM-CORE] “XCAP Server Capabilities”)

· when responding to a request for an XML document directory from a PoC 1.0 Client (see [OMA-PoC-CP] “Release version in User-Agent and Server headers”), the Shared Group XDMS SHALL use the “org.openmobilealliance.poc-groups” AUID value when generating the “xcap-directory” document  (see [OMA-XDM-CORE] “XML Documents Directory”)
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5.2 PoC User Access Policy


The XCAP Application Usage for the PoC User Access Policy document is described in [OMA-PoC-XDM 1.0] “PoC User Access Policy”.  


In this release of the PoC enabler, the PoC User Access Policy document is replaced by the User Access Policy document, which can be shared with other enablers (e.g. IM).  The XCAP Application Usage for the User Access Policy document is described in [OMA-XDM-SHARED] "User Access Policy".


To ensure backward compatibility with the previous release of the PoC enabler:


· the Aggregation Proxy SHALL consider the “org.openmobilealliance.poc-rules” AUID as equivalent to the “org.openmobilealliance.user-access-rules” AUID, when forwarding XCAP requests based on the AUID contained in the HTTP request URI (see [OMA-XDM-CORE] “Procedures at the Aggregation Proxy”);


NOTE 1:
This means that the Aggregation Proxy will forward XCAP requests related to PoC User Access Policy documents (e.g. from PoC 1.0 Clients) to the Shared Policy XDMS, rather than to the PoC XDMS. 


· the Shared Policy XDMS SHALL consider the “org.openmobilealliance.poc-rules” AUID as equivalent to the “org.openmobilealliance.user-access-rules” AUID, when processing XCAP requests and SIP SUBSCRIBE requests for the “ua-profile” event package (see [OMA-XDM-CORE] “Procedures at the XDM Server”); 


NOTE 2:
This means, for example, that if Document URIs for a PoC User Access Policy document and a User Access Policy document differ only by the AUID, then they point to the same document instance. 


· when responding to a request for XCAP server capabilities from a PoC 1.0 Client (see [OMA-PoC-CP] “Release version in User-Agent and Server headers”), the Shared Policy XDMS SHALL use the “org.openmobilealliance.poc-rules” AUID value when generating the “xcap-caps” document  (see [OMA-XDM-CORE] “XCAP Server Capabilities”)


· when responding to a request for an XML document directory from a PoC 1.0 Client (see [OMA-PoC-CP] “Release version in User-Agent and Server headers”), the Shared Policy XDMS SHALL use the “org.openmobilealliance.poc-rules” AUID value when generating the “xcap-directory” document  (see [OMA-XDM-CORE] “XML Documents Directory”)
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6. PoC extensions to Shared XDM application usages


6.1 Group Usage List


6.1.1 Structure


A PoC specific URI usage SHALL be used in a Group Usage List stored in the Shared List XDMS.  


The PoC URI usage, <pocusage> element, is defined to substitute <uriusage> element and is used within the <uriusages> element as specified in [SHARED_LIST_XDM].  The <pocusage> element has two values:


· chat 


· prearranged.


If present in any <uriusages> element, the <pocusage> element indicates the type of the PoC Group URI.


6.1.2 XML schema


The <pocusage> element SHALL conform to the XML schema described in [XSD-1_POCUSAGE].


6.2 Dispatcher actions

6.2.1 Structure


In addition to the child elements that the <actions> child element of any <rule> element MAY include according to [SHARED_GROUP_XDM], the <actions> child element of any <rule> element MAY include the following PoC Specific child elements: 


a) the <allow-dispatch> element;


b) the <allow-dispatcher-role-transfer> element;


6.2.2 XML schema


The <allow-dispatch> and <allow-dispatcher-role-transfer> element SHALL conform to the XML schema described in [XSD-2_SHARED_GROUP_EXT].


6.2.3 Semantics


The <allow-dispatch> element SHALL be used to indicate that the identity matching this rule is allowed to assume the role of PoC Dispatcher, as defined in [OMA-PoC-CP]. The possible values are:


"false"
instructs the PoC Server performing the Controlling PoC Function to deny the PoC User to adopt the PoC Dispatcher role. This SHALL be the default value taken in the absence of the element.


"true"
instructs the PoC Server performing the Controlling PoC Function to allow the PoC User to adopt the PoC Dispatcher role.

The <allow-dispatcher-role-transfer> element SHALL be used to indicate that the identity matching this rule is allowed to request the transfer of an active PoC Dispatcher role to another participant, as defined in [OMA-PoC-CP]. The possible values are:


"false"
instructs the PoC Server performing the Controlling PoC Function to block the role transfer request. This SHALL be the default value taken in the absence of the element.


"true"
instructs the PoC Server performing the Controlling PoC Function to accept the role transfer request.
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		Removed Appendix X and moved its contents to normative sections of the TS.


Appendix A became History section.


Added Appendix X for PoC User Access Policy


Incorporated:


· OMA-POC-POCv2-2006-1431R03-CR_PoCXDMS_shared_policy


· OMA-POC-POCv2-2006-1271R01-CR-PoC XDMS media specific access rules – was 0790


· OMA-POC-POCv2-2006-1199R02-CR_PoC_XDM_IPII_access_rule


· OMA-POC-POCv2-2006-1304R01-CR_PoC_XDM_PoC_Box_criteria_access_rules


· OMA-POC-POCv2-2006-1438R02-CR_XDM_Include_Dispatcher



		

		23 Jan 2007

		All

		Incorporated:


· OMA-POC-POCv2-2007-0053-CR_PoC_XDM_Editorial_Cleanup





Appendix I. Static Conformance Requirements
(Normative)


The SCRs defined in the following tables include SCRs for:


· The PoC XDM Client; and,

· The PoC XDM Server.


The SCRs are defined as described in [OMA_SCR_Rules].

Each SCR table identifies a list of supported features as:


· Item:
Identifier for a feature. It MUST be of type ScrItem.


· Function:
Short description of the feature.


· Reference:
Section(s) of the specification(s) with more details on the feature. 


· Requirement:
Other features required by this feature, independent of whether those other features are mandatory or optional. The notation in the dependency grammar MUST be used for this column when other features are required, else the column MUST be left empty.


Dependency grammar used in this section is specified in [OMA_SCR_Rules]:


TerminalExpression =
ScrReference
/ NOT TerminalExpression
/ TerminalExpression LogicalOperator TerminalExpression
/ " (" TerminalExpression ")"

ScrReference =
ScrItem
/ ScrGroup


ScrItem =
SpecScrName "–" GroupType "–" DeviceType "–" NumericId "-" Status
/ SpecScrName "–" DeviceType "–" NumericId "-" Status


ScrGroup =
SpecScrName ":" FeatureType
/ SpecScrName "–" GroupType "–" DeviceType "–" FeatureType


SpecScrName = 1*Character;

GroupType = 1*Character;

DeviceType = "C" / "S"; C – client, S – server


NumericId = Number Number Number 


Status = "M" / "O"; M - Mandatory, O - Optional


LogicalOperator = "AND" / "OR"; AND has higher precedence than OR and OR is inclusive


FeatureType = "MCF" / "OCF" / "MSF" / "OSF";

Character = %x41-5A;

The following markers are used below to describe the SCRs:


· PoCv1.0 - SCR Item that is the same in PoCv2.0 as it is in PoCv1.0


· PoCv2.0 - SCR Item that is new in PoCv2.0


· PoCv1.0mod - SCR Item that exists in PoCv1.0, but is modified in PoCv2.0


I.1 PoC Group (XGP)


This subclause describes the SCRs for functions needed to support PoC Groups.

I.1.1 PoC XDM Client 


		Item

		Function

		Reference

		Requirement



		POC_XDM-XGP-C-001-M

		PoC Group documents generation in conformance with the Group rules

		5.1.1 – 5.1.8

		



		POC_XDM-XGP-C-002-M

		XDM Client handling of HTTP "409 Conflict" response from the PoC XDMS

		5.1.6

		



		POC_XDM-XGP-C-004-O

		Repeating of XCAP requests resulting from violation of "uri" attribute constraints.

		5.1.6

		





I.1.2 PoC XDM Server 


		

		

		

		Requirement



		N/A

		

		

		





I.2 PoC User Access Policy (XAP)


This subclause describes the SCRs for functions needed to support PoC User Access Policy.

I.2.1 PoC XDM Client 


		Item

		Function

		Reference

		Requirement



		 POC_XDM-XAP-C-001-M

		"pocrules" document generation in conformance with the PoC User Access Policy rules

		5.2.1 – 5.2.8

		



		POC_XDM-XAP-C-002-M

		XDM Client handling of HTTP "409 Conflict" response from the PoC XDMS

		5.2.6

		





I.2.2 PoC XDM Server

		Item

		Function

		Reference

		Requirement



		POC_XDM-XAP-S-001-M 

		"pocrules" document support in conformance with the PoC User Access Policy rules

		5.2.1 – 5.2.5, 5.2.7, 5.2.8

		



		POC_XDM-XAP-S-002-M

		XML schema validation constraints of "pocrules" document

		5.2.6

		



		POC_XDM-XAP-S-003-M

		Authorization policies for manipulating User Access Policy document

		5.2.11

		





I.3 Group Usage List (XUL)


This subclause describes the SCRs for functions needed to support PoC Group Usage List.

I.3.1 PoC XDM Client 


		Item

		Function

		Reference

		Requirement



		POC_XDM-XUL-C-001-O 

		URI List document generation in conformance with the Group Usage List rules

		6.1

		



		POC_XDM-XUL-C-002-O

		XDM Client handling of HTTP "409 Conflict" response from the Shared List XDMS

		[SHARED_LIST_XDMS]:5.2.6

		PoC_XDM-XUL-C-001-O





I.3.2 PoC XDM Server

		Item

		Function

		Reference

		Requirement



		N/A

		

		

		





I.4 Backwards compatibility (XBC)


This subclause describes the SCRs for functions needed to support backwards compatibility.

I.4.1 PoC XDM Client

		Item

		Function

		Reference

		Requirement



		POC_XDM-XBC-C-001-M 

		PoC XDMC support of backwards compatibility with earlier versions of PoC XDMS

		5.1

		





I.4.2 PoC XDM Server


		Item

		Function

		Reference

		Requirement



		 POC_XDM-XBC-S-001-M

		PoC XDMS support of backwards compatibility with earlier versions of PoC XDMC

		5.1

		





Appendix J. Examples
(Informative)


J.1 Manipulating PoC Group documents


In PoC 2.0 manipulating PoC Group documents is described in the [SHARED_GROUP_XDM] "Manipulating Group Documents". 

J.1.1 Obtaining a PoC Group document


Obtaining PoC Group documents is described in the [SHARED_GROUP_XDM] "Obtaining a Group Document". 


Editors Note:  Further information is FFS.

J.1.2 PoC conference URI negotiation


PoC conference URI negotiation is described in the [SHARED_GROUP_XDM] "Conference URI Negotiation ".

J.2 Manipulating PoC User Access Policy


J.2.1 Obtaining PoC User Access Policy rules


In PoC 2.0 obtaining PoC User Access Policy rules is described in the [SHARED_POLICY_XDM] "Obtaining User Access Policy rules".

Appendix K. PoC User Access Policy
(Informative)


This is a temporary appendix and the content shall be later moved to the Shared Access Policy document and some quidelines should be left in the PoC XDMS.


Editor's Note:  This content should be moved to Shared Access Policy document and some quidelines should be generated to poc XDMS by separate CRs.

2.1 Normative References


		[XSD-2_POCRULES]

		"PoC – PoC Rules", Version 2.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_poc2.0Rules-V2_0, URL: http://www.openmobilealliance.org/



		[XSD_XDM2_Media_Ext]

		"XDM 2 Media Extensions for Common Policy and Extended Group Advertisement", Candidate Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_MediaExtensions-V1_0, URL: http://www.openmobilealliance.org/





3.2 Definitions


		NW PoC Box

		It is a PoC functional entity in the PoC Network where PoC Session Data and PoC Session Control Data can be stored.



		PoC Session Control Data

		Information about PoC Session Data e.g. time and date, PoC Session initiator.



		PoC Session Data

		Media Bursts and Media Burst Control information exchanged during a PoC Session e.g. Video frames, an image or Talk Burst.



		User Equipment

		A hardware device that supports a PoC Client e.g., a wireless phone.



		UE PoC Box

		It is a function co-located with the PoC Client in the User Equipment where PoC Session Data and PoC Session Control Data can be stored.





5.2 PoC User Access Policy


5.2.1 Structure


The PoC User Access Policy document SHALL conform to the structure of the "ruleset" document described in [COMMONPOL] and extended in sub-clause 5.2.3 "XML schema", with the extensions and constraints given in this sub‑clause.


The PoC User Access Policy document makes use of the following two elements defined for the <rules> element in [COMMONPOL]: 


· <conditions>


· <actions>


NOTE 1: This specification does not define any value for the <transformations> element defined as a child of the <rules> element in [COMMONPOL]. This means that, if present, the PoC Server ignores this element.


The <conditions> element supports the following elements:


a) the <identity> element, as defined in [COMMONPOL], except the sub-elements that are prohibited in [XDMSPEC];


b) the <external-list> element, as defined in [XDMSPEC],  "Common Extensions";


c) the <other-identity> element, as defined in [XDMSPEC],   "Common Extensions";


NOTE 2: This specification does not define any value for those elements defined as a part of the <conditions> element in [COMMONPOL] (e.g., <sphere>, <validity>), but which are not explicitly identified in the list above. This means that, if present, the PoC Server ignores such elements.

d) the <anonymous-request> element, as defined in [XDMSPEC], "Common Extensions".

e) the <media> element, as defined in [XDMSPEC] “Common Extensions”.

The <actions> element supports the following elements:

a) the <allow-invite> element, as defined in sub-clauses 5.2.3 "XML schema" and 5.2.7 "Data semantics";

b) the <allow-invited-id-autoanswer> element, as defined in sub-clauses 5.2.3 "XML schema" and 5.2.7 "Data semantics";


c) the <allow-unconditional-nwpocbox-routing> element, as defined in sub-clauses 5.2.3 "XML schema" and 5.2.7 "Data semantics";


d) The <pocbox-type> element, as defined in sub-clauses 5.2.3 "XML schema" and 5.2.7 "Data semantics".

5.2.2 Application Unique ID


The AUID SHALL be "org.openmobilealliance.poc-rules".


5.2.3 XML schema


The PoC User Access Policy document SHALL conform to the XML schema described in [COMMONPOL] and extended in [XDMSPEC] "Subscribing to changes in the XML documents", with the extensions described in [XSD-1_POCRULES], [XSD-2_POCRULES] and [XSD_XDM2_Media_Ext].


5.2.4 Default namespace


The default namespace used in expanding URIs SHALL be "urn:ietf:params:xml:ns:common-policy" defined in [COMMONPOL].


5.2.5 MIME type


The MIME type for PoC User Access Policy documents SHALL be "application/auth-policy+xml" defined in [COMMONPOL].


5.2.6 Validation constraints


The PoC User Access Policy document SHALL conform to the XML schema described in [COMMONPOL] and extended in subclause 5.2.3 "XML schema", with the additional validation constraints described in this sub-clause.


The "id" attribute of the <one> child element of <identity>, if present, SHALL contain a SIP URI, or a TEL URI. 


For a given <ruleset>, the same value of an <one> element SHALL NOT occur in two "rules" which have different values for <allow-invite>. If this constraint is violated, the PoC XDMS SHALL return an HTTP "409 Conflict" including the XCAP error element <constraint-failure>. If included, the "phrase" attribute SHOULD be set to "Same user in contradictory rules".


For a given <ruleset>, the same value of an <external-list> element SHALL NOT occur in two "rules" which have different values for <allow-invite>. If this constraint is violated, the PoC XDMS SHALL return an HTTP "409 Conflict" including the XCAP error element <constraint-failure>. If included, the "phrase" attribute SHOULD be set to "Same users in contradictory rules".


NOTE: These validation constraints ensure that the User is alerted of a contradictory choice, and also ensures that the PoC Server has an unambiguous way of evaluating the rules.


Any AUID value other than "resource-lists" in the Document URI contained in an <external-list> element SHALL be a validation error. If so, the <external-list> insertion SHALL fail with an HTTP "409 Conflict" response which includes the XCAP error element <constraint-failure>. If included, the "phrase" attribute SHOULD be set to "Wrong type of shared list".


If the XUI value of the Document URI proposed in an <external-list> element does not match the XUI of the PoC User Access Policy Document URI, this SHALL be a validation error. If so, the <external-list> element insertion SHALL fail with an HTTP "409 Conflict" response, which includes the XCAP error element <constraint-failure>. If included, the "phrase" attribute SHOULD be set to "Access denied to shared list".


5.2.7 Data semantics


The PoC User Access Policy document SHALL conform to the semantics for the "conditions" and "actions" described in [COMMONPOL] and extended in [XDMSPEC] "Subscribings to changes in the XML documents", together with the clarifications required for the PoC service, as given in this subclause.


When evaluating a "rule" against an identity, the value of the "entity" attribute of the <one> element, if present, is compared against that identity to see if the "rule" is applicable. 

When evaluating a “rule” against the offered media, the subelements of the <media> element are compared against the incoming request to see if the “rule” is applicable.  The duplex specific subelement of the <audio> and <video> elements MAY be used for further defining the corresponding medium using <half-duplex> and <full-duplex> subelements.  The duplex specific subelement of the <message> element MAY be used.  The duplex specific subelement <half-duplex> indicates Discrete Media transfer with Media Burst Control and the subelement <full-duplex> indicates the Discrete Media transfer without Media Burst Control.  If duplex specific subelement is not included, it means that the access rule is applicable in both cases (i.e. half-duplex and full-duplex). 


Editor's Note:  More appropriate wording for 'full-duplex'/'half-duplex' is FFS.


Editor's Note:  It is FFS if audio includes PoC Speech or not.


The subelement <full-duplex> SHALL NOT be applied for PoC <audio> and <video>.The PoC User Access Policy document can contain references to URI Lists stored in Shared List XDMS (as defined in [SHARED_LIST_XDM]).


The <allow-invite> element defines the action the PoC Server is to take when processing a PoC Session invitation for a particular PoC User. This element has one of the following three values, whose use is described in [OMA-PoC-CP] "PoC Session invitation request". The value is of an enumerated integer type:


 "pass"
instructing the PoC Server to process the PoC Session invitation using Manual Answer Mode procedure (i.e. leave it for PoC User to decide the acceptance). This is the lowest value for this action, and also the value used when no match happens, according to [COMMONPOL]. This value is assigned the numeric value of 0.


"reject"
instructing the PoC Server to reject the invitation. This value is assigned the numeric value of 1.


"accept"
instructing the PoC Server to accept the invitation according to the PoC User's Answer Mode setting. This value is assigned the numeric value of 2. 

NOTE: The <actions> element value "reject" is not valid for <media> element in PoC 2.0.

The < allow-invited-id-autoanswer> element defines the action the PoC Server is to take when the PoC Session invitation contains invited party identities information for a particular user. The PoC Server operation according to the access rule is described in [OMA-PoC-CP] "PoC Session request". This element has one of the following two values of a boolean type:


"true"
instructing the PoC Server to accept the invitation according to the User's Answer Mode setting to process the PoC Session invitation. 

"false"
instructing the PoC Server to process the PoC Session invitation using manual answer procedure (i.e. leave it for PoC User to decide the acceptance). This is the default value for this action when no match happens.


NOTE: After access rule checking for auto answer permission, the delivery of the invited party identity information is handled according to the invited party identity information service setting.

The <allow-unconditional-nwpocbox-routing> element defines the action the PoC Server is to take when processing a PoC Session invitation for a particular PoC User who is not registered. The semantics of the <allow-unconditional-nwpocbox-routing > is described in [OMA-POC-CP]. The value is of a Boolean type:


"false"
instructs the PoC Server not to route the incoming PoC Session invitation to the NW PoC Box when the PoC Client is not registered. This is the default value taken in the absence of the element.


"true"
instructs the PoC Server to route the incoming PoC Session invitation to the NW PoC Box when the PoC Client is not registered. 

The <pocbox-type> element indicates which type of PoC Box will be connected when the incoming PoC Session invitation is routed to a PoC Box. This element has one of the following two values, whose use is described in [OMA-PoC-CP]. The value is of an enumerated integer type:


"nwpocbox"  instructs the NW PoC Box to be connected. This is the lowest value for this action, and also the value used when no match happens, according to [COMMONPOL]. This value is assigned the numeric value of 0.


"uepocbox"  instructs the UE PoC Box to be connected. This value is assigned the numeric value of 1.


5.2.8 Naming conventions


The name of the PoC User Access Policy document SHALL be "pocrules".


5.2.9 Global Documents


This application usage defines no Global Documents.


5.2.10 Resource interdependencies


This application usage defines no additional resource interdependencies.


5.2.11 Authorization policies


The authorization policies SHALL be defined according to [XDMSPEC].

B.2 Manipulating PoC User Access Policy


B.2.1 Obtaining PoC User Access Policy rules


Figure B.3 describes how XDM Client obtains PoC User Access Policy rules.
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Figure B.1- XDM Client obtains PoC User Access Policy rules


The details of the flows are as follows:


1) The user "sip:ronald.underwood@example.com" wants to obtain the document describing his PoC User Access Policy rules. For this purpose the XDMC sends an HTTP GET request to the Aggregation Proxy.


GET http://xcap.example.com/org.openmobilealliance.poc-rules/users/sip:ronald.underwood@example.com/pocrules HTTP/1.1


...


Content-Length: 0


where the filename "pocrules" is a standardized naming convention (see section 5.2.8).


2) Based on the AUID the Aggregation Proxy forwards the request to PoC XDMS.


3) After the PoC XDMS has performed the necessary authorisation checks on the request originator, the PoC XDMS sends an HTTP "200 OK" response including the requested document in the body.


HTTP/1.1 200 OK


Etag: "etu15"


...


Content-Type: application/auth-policy+xml


<?xml version="1.0" encoding="UTF-8"?>


<ruleset xmlns="urn:ietf:params:xml:ns:common-policy"
xmlns:poc="urn:oma:xml:poc:poc-rules"

     

xmlns:cop2="urn:oma:xml:poc:poc2.0-rules"





xmlns:ocp2="urn:oma:xml:xdm:commonpol-media-ext"
 xmlns:ocp="urn:oma:xml:xdm:common-policy"
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">


  <rule id="f3g44r1">


    <conditions>


      <identity>


        <one id="tel:5678;phone-context=+43012349999"/>


        <one id="sip:percy.underwood@example.com"/>


      </identity>


  
  <ocp2:media>





<ocp2:audio/>




 <ocp2:video/>


         <ocp2:message-session>


  

             <ocp2:half-duplex/>

         </ocp2:message-session>



  </ocp2:media>    </conditions>


    <actions>


      <poc:allow-invite>accept</poc:allow-invite>


    </actions>


  </rule>



<rule id="ythk764">


    <conditions>


      <ocp:anonymous-request/>


    </conditions>


    <actions>





<poc:allow-invite>reject</poc:allow-invite>


    </actions>


</rule>


  <rule id="j5h36li">


    <conditions>


      <identity/>


    </conditions>


    <actions>


      <cop2:allow-unconditional-nwpocbox-routing>true</cop2:allow-unconditional-nwpocbox-routing>

      <cop2:pocbox-type>nwpocbox</cop2:pocbox-type>

    </actions>


  </rule>


</ruleset>


4) The Aggregation Proxy routes the response to the XDM Client.
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