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1 Reason for Change

The comments addressed in this CR:
The review of PoC 1.0 CP and 2.0 SD/CP showed that this is not a new requirement.
PoC 1.0 CP (Requests Terminated at the Controlling PoC Function):

[…] PoC Server: […] 

· "4. SHALL check whether privacy is allowed for the Authenticated originator’s PoC Address, when anonymity is requested with the Privacy header containing the tag "id".  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [PoC-XDM Specification].  Otherwise, continue with the rest of the steps;"
PoC 2.0 CP ((Requests Terminated at the Controlling PoC Function):

"6. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and include a Nick Name for the PoC User as specified in subclause 5.4 "Nick Name"; Otherwise, continue with the rest of the steps;"
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	Section
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	Status

	J11
	2007.01.22
	T
	5.1.1.3 (SJR-108)
	Source: Agnieszka.r.Szczurowska@ericsson.com

Form: OMA-REL-2007-0040
Comment:  Is "Reject PoC Session invitation if the identity of the inviting PoC User is hidden and the privacy for the identity is not allowed in the PoC Group authorization rules." a 1.0 requirement or 2.0 as indicated by ETR?
Proposed Change: Clarify
	Status: OPEN
Changing the requirement from 2.0 to 1.0, since the requirement already existed in PoC 1.0. Added a reference to CP as well.



2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review and agree in PoC WG.
6 Detailed Change Proposal

Change 1:  Change the requirement to PoCv1.0
5.1.1.2 PoC Session Initiation, Joining and Release (SJR)
[…]
	SJR-108
	Reject PoC Session invitation if the identity of the inviting PoC User is hidden and the privacy for the identity is not allowed in the PoC Group authorization rules.
[OMA-PoC-SD] 4.8
[OMA-PoC-CP] 7.2.1.3
PoC v1.0


	Verify that the inviting PoC User’s PoC Session request is rejected and the PoC User receives an error message.
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