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Change Request

	Title:
	SD C189-211,524
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG 

	Doc to Change:
	OMA-TS-PoC-System-Description-V2_0-20070219-D

	Submission Date:
	5th Feb 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tapio Paavonen, NOKIA, tapio.paavonen@nokia.com; +358 400 672 937.
Ivo Sedlacek, Siemens.

	Replaces:
	  N/A.


1 Reason for Change

a)
Justification: 

Covered the comments C189-211 and 524 (ref. OMA-CONRR-PoC-V2_0-20070208-D).
	C189
	2007.01.20
	T
	4.18
	Source: Agnieszka.r.Szczurowska@ericsson.com

Form: OMA-REL-2007-0028
Comment:  Align the section with the decision of moving PoC XDM's User Access Policy to Shared Policy XDM.

Proposed Change: Update.
	Status: CLOSED
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	C190
	2007.01.22
	T
	4.18.2
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Editor's Note:  The exceptions to the main rule are FFS.

What exceptions?
Proposed Change: Delete Editor’s Note
	Status: CLOSED
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	C191
	2007.01.16
	T
	4.18.2.4

4.26.5

4.34
	Source: Agnieszka.r.Szczurowska@ericsson.com

Form: OMA-REL-2007-0028
Comment:  It is not clear whether the IPI is optional or mandatory for the PoC Server. The section indicates that IPI is mandatory for the network, but according to the sections 4.18.2.4 and 4.34, it is optional for the PoC Server.

Proposed Change:  Update SD with the correct information.
	Status: CLOSED
 OMA-POC-POCv2-2007-0254R01-CR_SD_CONRR_C191_4.26.5_IPII_serv_set

	C192
	2007-01-19
	T
	4.18.1, 1st paragraph
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: The PoC User Access Policy is not located in the PoC XDMS, but in the XDMv2.0 Shared Policy XDMS
Proposed Change:  State that PoC User Access Policy is stored in XDMv2.0 Shared Policy XDMS
	Status: CLOSED
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	C193
	2006-01-19
	T
	SD, 4.18.1
	Source: NOKIA

Form: OMA-REL-2007-0023-INP_POCV2.0_CONR_SD COMMENTS_NOKIA

Comment: Change PoC XDMS to Shared  Policy XDMS.

Proposed Change: See OMA-POC-POCv2-2007-0009-SD corrections.
	Status: CLOSED

OMA-POC-POCv2-2007-0009R01-CR_SD_corrections

	C194
	2007-01-19
	T
	4.18.1
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the PoC XDMS and PoC Group authorization rules located in the Shared Group XDMS.

Proposed Change: Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the Shared Policy XDMS and PoC Group authorization rules located in the Shared Group XDMS.

	Status: CLOSED
Sere C193.

	C195
	2007.01.16
	T
	4.18.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: Contains an editor's note.

Proposed Change: Resolve editor's note.
	Status: CLOSED
See C190.  

	C196
	2006-01-19
	T
	SD, 4.18.2
	Source: NOKIA

Form: OMA-REL-2007-0023-INP_POCV2.0_CONR_SD COMMENTS_NOKIA

Comment: Remove MAO, not specified in PoC XDMS.

Proposed Change: 
	Status: OPEN

	C197
	2007-01-20
	E
	4.18.2,
1st para-graph and 2nd last paragraph (about IPII)
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0028
Comment: PoC XDMS is not used for PoC V2.0

Proposed Change: Replace “PoC XDMS” by “Shared Policy XDMS”
	Status: CLOSED
 Comment is withdrawn

	C198
	2007-01-20
	E
	4.18.2,
1st para-graph
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0028
Comment: No such server “Shared XDMS”

Proposed Change: Replace “Shared XDMS” by “Shared List XDMS”
	Status: CLOSED
 Comment is withdrawn

	C199
	2007-01-20
	T
	4.18.2
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0028
Comment: Rules violation in [COMMONPOL] if “block” overrules other actions with higher value, as would be the case for <allow-invite> if the described “main rule” is applied. 

Note. There is also a ConR comment issued on XDM V2.0 Enabler about modification of <allow-invite> element.

Proposed Change: 
	Status: OPEN

 

	C200
	2007.01.16
	T
	4.18.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: The "invited party identity information access rules" supersedes the "Allow PoC Users to be treated in Automatic Answer Mode". This must be clear in this subclause too.

Proposed Change: Add in this subclause a NOTE as follows:

NOTE: The Automatic Answer Mode setting is superseded by the invited party identity information access rules as specified in 4.18.2.4 "Invited party identity information access rules". 
	Status: CLOSED
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	C201
	2007.01.22
	T


	4.18.2.2

Media Type specific access rules

1st bullet
	Source: KSHUH@LGE.COM
Form: OMA-REL-2007-0057
Comment: The 3rd bullet says “•
Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Discrete Media.”
It needs more description as written in the RD FUNC-EPE-MB-007 as following.

The PoC Service Infrastructure SHALL use the Automatic Answer Mode as the default Answer Mode for the PoC Sessions with only messaging Media or when adding messaging to the on-going PoC Session

Proposed Change: Add the description for default value as written in RD.
	Status: CLOSED
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	C202
	2007.01.22
	T
	4.18.2.2

Media Type specific access rules

1st bullet
	Source: KSHUH@LGE.COM
Form: OMA-REL-2007-0057
Comment: 
The 1st bullet says “•
Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Video”.

It needs more description as written in the RD FUNC-EPE-MB-006 for default value as following. 

The PoC Service Infrastructure SHALL use the Manual Answer Mode as the default Answer Mode for the PoC Sessions when video is the Media (the PoC User can configure the Answer Mode as he wishes).
Proposed Change: Add the description for default value as written in RD.
	Status: CLOSED
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	C203
	2007-01-19
	T
	4.18.2.3
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: If the PoC Server supports PoC Box the PoC XDMS SHALL support storing of PoC Box criteria access rule conditions.

- not included in PoC OMA-TS-PoC-XDM-V2_0-20061220-D.doc 

Proposed Change: 

	Status: OPEN

	C204
	2007-01-19
	T
	4.18.2.4
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: If the PoC Server supports the invited party identity information functionality the PoC XDMS SHALL support storing of invited party identity information access rules. 

- not included in PoC OMA-TS-PoC-XDM-V2_0-20061220-D.doc 

Proposed Change: 
	Status: OPEN

	C205
	2007-01-19
	T
	4.18.2.4
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: 

The feature does not seem to bring any value to the terminating PoC User. 

The fact that the PoCv2.0 INVITE contains more information usable to the PoC User (IPII) should not result to turning off PoCv1.0 feature (auto answer mode). 

The Invited PoC Client has no way to predict whether it gets the INVITE with IPII or without it. If turned on, the behavior of the Invited PoC Client will be quite unpredictable to the PoC User.

Proposed Change:  Remove the feature.
	Status: OPEN

	C206
	2007-01-19
	T
	4.18.3
	Source: Siemens

Form: OMA-REL-2007-0005

Comment:  Some actions (e.g. Media Type adding, Media Type removing and Dispatcher related actions) are missing.
Proposed Change:  Add the missing actions.
	Status: CLOSED
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	C207
	2007-01-20
	T
	4.18.3
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0028
Comment: It should also be a requirement that the authorization rules support action “Allow/block PoC User of a certain age to join a conference” (and to apply element <age-restrictions> specified in Shared Group XDM spec). If this access rule shall be applied only to Chat PoC Groups or not is FFS. 

Proposed Change: 
	Status: CLOSED
Proposed to be rejected.  <age-restriction> is not applicable in PoC.
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	C208
	2007-01-19
	T
	4.18.3
	Source: Siemens

Form: OMA-REL-2007-0005

Comment:  Privacy service setting (as specified in CP, 6.1.2 PoC Service Settings procedure, 9 e) is missing.
	Status: OPEN

	C209
	2007.01.16
	T
	4.18.3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: The QoE and Dispatcher rules need to be here also!

Proposed Change: Update to include also QoE authorization rules.
	Status: CLOSED

OMA-POC-POCv2-2007-0256-SD C189-211,524  

	C210
	
	E
	4.18.3
	Source: <lei.zhu@huawei.com; zhangaiqin@huawei.com>

Form: OMA-REL-2007-0038
Comment: <For the consistency of the whole SD document, the naming of conference should be changed into PoC Session and the naming of conference state should be changed into Participant Information.> 

Proposed Change: < Change the naming of conference into PoC Session and the naming of conference state into Participant Information>
	Status: CLOSED

OMA-POC-POCv2-2007-0032R01-CR_SD_4.18.3_PoC_Group_authorization_rules

	C211
	2007.01.22
	T
	4.18.3
PoC Group authorization rules
	Source: KSHUH@LGE.COM
Form: OMA-REL-2007-0057
Comment: In the first sentence, pre-defined PoC Group is being used but Pre-arranged PoC Group is correct.

Proposed Change: Change the pre-defined PoC Group to Pre-arranged PoC Group.
	Status: CLOSED
Pre-arranged and Chat PoC Group

OMA-POC-POCv2-2007-0256-SD C189-211,524



	C524
	2007.01.22
	T
	4.18


	Source: Motorola

Form: OMA-REL-2007-0047-INP-POCv2.0_CONR_SD_comments Comment: PoC XDMS becomes Shared XDMS

Proposed Change: Update text
	Status: CLOSED
See 189.


b)
Clauses affected:

Sub clause 4.18 and its subclauses.
c)
Summary of change:

Covered the comments C189, 190, 192, 194, 195, 196, 200, 201, 202, 206, 207, 209, 211 and 524.  

d)
Consequence if not approved:

Unsolved CONR comments.
e)
Reason for revision:
R01:  Meeting comments taken account.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC WG, agree to the changes and incorporate in the next release of PoC SD.
6 Detailed Change Proposal
4.18 Access Control

4.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the Shared Policy XDMS and PoC Group authorization rules located in the Shared Group XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.     

Access Control list management uses the XML Document Management operations specified in the [XDM AD V2.0].

4.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
The PoC User access policies include: 

· General access rules;
· Media Type specific access rules; 

· PoC Box criteria access rules; and

· Invited party identity information access rules.
In case several access rules, described above, are applicable the following main rule applies:

· If any of the access rules indicates 'block' then 'block' is applied to the request.

· If none of the access rules indicates 'block' and any of the access rules indicates 'manual answer' then 'manual answer'  is applied to the request.

· If none of the access rules indicates 'block' or 'manual answer' then 'automatic answer'  is applied to the request.

· If access rule is not defined, then 'manual answer' is applied to the request.


NOTE 1:  PoC User's answer mode setting also affects the Answer Mode applied to the request as described in the subclause ¡Error! No se encuentra el origen de la referencia. "¡Error! No se encuentra el origen de la referencia.". 
NOTE 2: The Automatic Answer Mode setting is overridden by the invited party identity information access rules as specified in 4.18.2.4 "Invited party identity information access rules".
NOTE 3: PoC User access policies are superseded by the Incoming PoC Session Barring state.
4.18.2.1 General access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode setting, known as MAO.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.
4.18.2.2 Media Type specific access rules
The Media Type specific access rules SHALL support following:

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Video

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Audio
· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Discrete Media.

NOTE:  Manual Answer Mode is applied for PoC Speech, Audio and Video and Automatic Answer Mode is appliedfor Discrete Media, if the corresponding access rule is not defined.  
The Media Type specific access rules SHALL be PoC User specific.

4.18.2.3 PoC Box criteria access rules
The PoC Server MAY support the PoC Box criteria access rules.

The XDMC MAY support configuration of PoC Box criteria access rule conditions.

NOTE 1: If the PoC Server supports PoC Box the Shared Policy XDMS supports storing of PoC Box criteria access rule conditions.

If the PoC Server supports PoC Box the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the PoC Box criteria access rule conditions defined by the Invited PoC User. 

The PoC Box criteria access rule SHALL support the following action:

· PoC Server unconditional forwarding of invitations to the NW PoC Box when the PoC User is not registered with a PoC Client and UE PoC Box.
NOTE 2: When the PoC Service Setting is expired because, e.g., the PoC User is not registered, the same access rule is applied.

NOTE 3:  The PoC Server can identify the non-registered PoC User from the incoming INVITE request from the SIP/IP Core. 
· Use the default PoC Box (i.e., UE or NW PoC Box) if both UE and NW PoC Box can be connected.
A local policy MAY be used to determine if all Media Types in an invitation to a PoC Session can be forwarded to the PoC Box or not.
4.18.2.4 Invited party identity information access rules
The XDMC MAY support configuration of the invited party identity information access rules.

NOTE: If the PoC Server supports the invited party identity information functionality the Shared Policy XDMS supports storing of invited party identity information access rules.

The Invited Party Identity Information access rules SHALL support the following action: 
· Allow/disallow Automatic Answer Mode to the invitation request containing invited party identity information
The access rules supersede the Automatic Answer Mode setting stored in the PoC Server.
4.18.3 PoC Group authorization rules

The PoC Group owner MAY use authorization rules to control permissions to access a Pre-arranged and Chat PoC Group. The PoC Group authorization rules SHALL support the following actions:

· Allow/block PoC User initiating the PoC Session
· Allow/block PoC User joining the PoC Session
· Allow/block PoC User adding Participants to the PoC Session
· Allow/block PoC User removing Participants from the PoC Session
· Allow/block subscription to the Participant Information
· Allow/forbid the anonymity of certain Participants
· Allow/block PoC User adding Media to and removing Media from the PoC Session
· Allow/block PoC User adopting the PoC Dispatcher role.
· Allow/block PoC User transferring the PoC Dispatcher role.
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