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1 Reason for Change
R02: CR263 (for the UP spec) and this CR are interdependent.

In the SF meeting, the WG had expressed no objection to delete the distinction between "to" and "cc" attribute value in the discussion on CR263.
A bullet is restructured and aligned for all affected clauses, Subclauses 7.3.2.2.1, 7.3.2.2.3, 7.3.2.2.4, 7.3.2.2.5.3 and 7.3.2.2.5.4, according to the change made in response to the comment D631, D636 and D637.
An added sentence for NOTE in Subclauses 7.3.2.2.1, 7.3.2.2.3, 7.3.2.2.4, 7.3.2.2.5.3 and 7.3.2.2.5.4 is separated as a different NOTE.  Correct numbering for the NOTE is to be dealt with by the Editor.
R03: The R02 version of the CR received editorial comments from Bert and Jan during the 7day R&A, as shown below respectively:
1) 3.2 Definitions: Editorial comment: Replace "conveys" by "indicates".
2) Use "PoC Service Provider''s policy" instead of "service provider''s policy" Several occurrences
For the 1st comment, it is addressed as proposed.  The corresponding definition in the SD specification was already corrected by the CR160R01 in the same way, handled at the previous meeting.
For the 2th comment, it is addressed as proposed with slight change of the use of quotation mark, 'Provider's' instead of 'Provider"s'.
This CR tries to solve consistency review comments, ID D183, D631, 634, 636 and 637, shown below and proposes amendment related to E397.

Also, some clarifications are made for text concerning IPII procedure.  

	D183

	2007.01.11
	T
	6.1.3.3.1 bullet 6
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: 

6. SHALL, for each URI in the MIME resource-lists body, set the "copyControl" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity];
It is a little bit confusing why invited parties are anonymous and a clarification could be useful. It will also be easier to see the difference between this and the normal anonymity described in bullet 11.

Proposed Change: modify as follows:

if the URI is requested to be anonymous and not presented to Invited PoC User(s)
	Status: OPEN 



	D631

	2007.01.11
	T
	7.3.2.2.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The bullet 6 in the second bullet list (sending INVITE) is ending with a MAY. Why is it MAY. If Invited Parties Identity information is sent out shouldn't the "copycontrol" be done then??
Proposed Change: Clarify
	Status: OPEN 



	D634

	2006-01-19
	E
	7.3.2.2.1
	Source: NOKIA

Form: OMA-REL-2007-0024-INP_POCv2.0_CONR_CP comments_NOKIA

Comment: The term "Invited Parties Identity Information Mode" is not defined in 3.2.
Proposed Change: 
	Status: OPEN

	D636

	2007-01-19
	T
	7.3.2.2.1 6

7.3.2.2.2 6

7.3.2.2.3 6

7.3.2.2.4 8

7.3.2.2.5.3 9

7.3.2.2.5.4 8
	Source: Siemens

Form: OMA-REL-2007-0005

Comment:  If IPII is include and application of "anonymize" attribute is MAY, then the privacy is not ensured.

Proposed Change: If the terminating Participating PoC Function includes IPII, it SHALL apply the "anonymize" attribute as specified in OMA-TS-PoC-System-Description-V2_0-20061221-D.doc, 4.34 "Invited Parties Identity Information"
	Status: OPEN

	D637

	2007.01.11
	T
	7.3.2.2.3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The bullet 6 in the second bullet list (sending INVITE) is ending with a MAY. Why is it MAY. If Invited Parties Identity information is sent out shouldn't the "copycontrol" be done then??
Proposed Change: Clarify
	Status: OPEN 




For the comment D183, the proposed change is adopted with a slight modification of expression.  The change was also made in Subclauses 6.1.3.2.2 and 6.1.7, since they contains the procedures same as Subclause 6.1.3.3.1.
D631, D636 and D637 are addressed by changing MAY to SHALL.  
Consequently, the need for the clarification for the handling of the "count" attribute arose.  The target text for this correction originally did not have conditional phrases starting with 'if', and the procedure according to [draft-URI-list-capacity] was expressed with 'MAY', because IPII is an optional functionality.

However, by changing 'MAY' to 'SHALL', it is required to specify, what has to be performed.  Therefore, 
correction is proposed to clarify the use of anonymous ID counting in the IPII functionality.  The existing text does not clearly express the use of counting function.  Therefore, clarifying text which mentions about the use of "count" attribute is proposed for Subclauses 7.3.2.2.1, 7.3.2.2.3, 7.3.2.2.4, 7.3.2.2.5.3 and 7.3.2.2.5.4.
The clarification for the counting functionality also has to be reflected in the UP spec, and this is handled by CR263.
The comment D634 is addressed by adopting the definition for Invited Parties Identity Information Mode from the SD specification.

Furthermore, changes are proposed in relation to a comment to the UP specification, E397, shown below;
	E397

	2007-01-19
	T
	6.5.13
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: "copyControl" is not provided to the PoC Client in the MBCP Connect. 

Proposed Change: Either add e.g. as a new subfield or remove cc/to distinction also from the control plane
	Status: OPEN


In this CR, it is proposed to remove 'to'/'cc' distinction, because there is no requirement for conveying 'to'/'cc' values in IPII.  The change proposes to use only 'to' value for "copyControl" attribute.  Also, addition is made to NOTE in Subclauses 7.3.2.2.1, 7.3.2.2.3, 7.3.2.2.4, 7.3.2.2.5.3 and 7.3.2.2.5.4 to state that "capacyControl" value does not needed to be conveyed to the users.

For the corresponding change in the UP specification, refer to CR263.
2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

This CR proposes a change which may be needed as a consequence of addressing E397 in CR263, a comment for the UP spec.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to adopt the proposed changes to the PoC TS CP V 2.0.
6 Detailed Change Proposal
Change 1:  Addition of the definition for Invited Parties Identity Information Mode
3.2 Definitions
	Instant Personal Alert
	Instant Personal Alert is a feature in which a PoC User sends a SIP based instant message to a PoC User requesting a 1-1 PoC Session.

	Invited Parties Identity Information Mode
	A PoC Service Setting for the PoC Server that indicates that the PoC Client is able and PoC User is willing to receive invited parties identity information.

	Invited PoC Client
	An Invited PoC Client is a PoC Client that is invited to a PoC Session.


6.1.3.2.2
PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users and invited Pre-arranged PoC Groups. The PoC Client MAY, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [draft-URI-list-capacity]; and,

c) include option tag 'multiple-refer' to the Require header. Otherwise, continue with the rest of the steps. 

5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is invited:

a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.

6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is invited:
a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.
7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested;

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode], in case the PoC User has requested manual answer override; 

9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
10. SHALL include in the Refer-To URI a Reject-Contact header with the feature tags 'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value of 'principal' along with 'require' and 'explicit' if the PoC Client doesn't want to be routed to a PoC Box;

11. SHALL include in the Refer-To URI in an Accept-Contact header the feature tags  'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value of  'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation;
12. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the QoE Profile assigned to the Pre-established Session is 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 “QoE Profiles”; the Resource-Priority header is included as a header of the SIP REFER request as well as a Refer-to URI parameter; and,

NOTE 1:
When using Pre-established Sessions, QoE Profile assigned to the Pre-established Session is the same than the Local QoE Profile assigned to the PoC User within any established PoC Session.

11. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; 
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body; and,

NOTE 2:
The PoC Server does not send any SIP NOTIFY request in case the value 'false' was included in the Refer-Sub header of the SIP REFER request.

3. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation" of the achieved QoE Profile if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

------------------------------------------------------------------------------- SKIP --------------------------------------------------------------------------------

6.1.3.3.1
PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

4. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) and PoC Group Identities of the invited Pre-arranged PoC Group(s) according to rules and procedures of [draft-URI-list];

6. SHALL, for each URI in the MIME resource-lists body, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [draft-URI-list-capacity];
7. MAY include a Reject-Contact header with the feature tags and 'actor' with the value of 'msg-taker' along with 'require' and 'explicit' 'automata' along with 'require' and 'explicit' and in another Reject-Contact header the feature tags 'automata' and 'actor' with the value of 'principal' along with 'require' and 'explicit' if the PoC Client doesn't want to be routed to a PoC Box;

8. SHALL include in an Accept-Contact header the feature tags 'automata' and 'actor' with the value of 'msg-taker' along with 'require' and 'explicit' and in another Accept-Contact header the feature tags 'automata' and 'actor' with the value of 'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation;
9. SHALL include in the SIP INVITE request a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode], in case the PoC User has requested manual answer override; 
10. SHALL include in the SIP INVITE request an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
11. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
12. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; and,
3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; 

3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
4. SHALL notify the PoC User that the PoC Session has been established with a PoC Box if the Contact header contains the feature tag 'automata'; 

5. MAY notify the PoC User that the PoC Session has been established with a UE PoC Box if the Contact header contains the feature tag 'actor' with the value 'principal' along with the feature tag 'automata';

6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

7. MAY notify the answer state to the PoC User (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header in the response.

NOTE 1:
According to [draft-URI-list] the received 200 "OK" means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list. If the client wishes to obtain information about the status of other users in the conference it uses general conference mechanisms, such as the conference state event package.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

------------------------------------------------------------------------------- SKIP -------------------------------------------------------------------------------
6.1.7
PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1:
If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Server, which hosts the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
3. SHALL perform the following actions, if only one PoC User is invited, either
a) set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515] if the "copyControl" and the "anonymize" attributes are not used, and skip the next step; or

b) continue to the next step.

4. SHALL perform the following actions:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 
b) include a MIME resource-lists body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer]; 

c) optionally, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [draft-URI-list-capacity]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 

5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
7. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 1:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [XDM-Shared-Groups] the PoC User(s) will not be added to the PoC Session by the PoC Server hosting the PoC Group. 

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the PoC User has requested manual answer override; 
9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode] if the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 

10. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and, 
11. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 

NOTE 2:
The SIP REFER request is sent using a new SIP dialogin case of Pre-established Session if the PoC Session Identity is different from Pre-established Session identity. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 3:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
------------------------------------------------------------------------------- SKIP -------------------------------------------------------------------------------

7.2.2.2
PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Requests terminated at the Controlling PoC Function".
The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

2. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network as specified in the subclause 7.2.1.1a "SDP offer generation";
3. SHALL include the remaining MIME bodies with media conent contained into the incoming SIP INVITE request, if Included media content is supported by the PoC Server and if a MIME body with media was included and not removed as described in 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" or 7.2.1.3 "Pre-arranged PoC Group Session setup request" and if the SIP INVITE request is the result of an initialization of a PoC Session.

4. MAY proceed the following actions, when establishing an Ad-hoc PoC Group Session;
a) include in the SIP INVITE request the MIME resource-lists body contained in the incoming SIP INVITE request according to rules and procedures of [draft-URI-list]; and,

b) set the "copyControl" attribute to 'to' for the URIs without both the "copyControl" and the "anonymize" attribute values in the list based on the PoC Server local policy. If the URI is to be anonymous set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity].
5. MAY proceed the following actions, when adding Participants to a PoC Session as specified in the subclause 7.2.1.8 "Adding Participants to PoC Session request"; 
a) include in the SIP INVITE request the MIME resource-lists body contained in the incoming SIP REFER request according to rules and procedures of [draft-URI-list];

b) set the "copyControl" attribute to 'to' for the URIs without both the "copyControl" and the "anonymize" attribute values in the list based on the PoC Server local policy. If the URI is to be anonymous, set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity]; and,

c) add to the list the URI(s) of the Invited PoC Client(s) already participating in the ongoing PoC Session along with their "copyControl" and "anonymize" attribute values from the cached information.

6. SHALL include the text content in the Subject header contained into the incoming SIP INVITE request, if Text Content is supported by the PoC Server and if text is received in Subject header and not removed and if the SIP INVITE request is the initialization of a PoC Session;
7. SHALL include the text content in the Alert-Info header or the Call-Info header or both contained into the incoming SIP INVITE request, if Referenced Media Content is supported by the PoC Server and if text content is received in Alert-Info header and not removed and if the SIP INVITE request is the initialization of a PoC Session;

8. SHALL, in case of an invitation to a Dispatch PoC Session, as specified in subclauses 7.2.1.3.1 "Dispatch PoC Session setup request from PoC Dispatcher", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Fleet Member" 7.2.1.24 "PoC Dispatcher role transfer request" and subclause 7.2.1.8 "Adding Participants to PoC Session request", include in the Authenticated Originator's PoC Address and in the Contact header of the SIP INVITE request the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter";
9. SHALL in case the PoC User is invited as PoC Dispatcher for a Dispatch PoC Session, as specified in subclauses 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and 7.2.1.24 "PoC Dispatcher role transfer request", include an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];

10. SHALL include in the Accept-Contact header the feature tag 'automata' if the feature tag was included in the Accept-Contact header in the incoming SIP INVITE/REFER request;

11. SHALL include an Reject-Contact header with the feature tag 'automata' and 'actor' with the corresponding value along with 'require' and 'explicit' if the feature tags were included in an Reject-Contact header in the incoming SIP INVITE/REFER request; and,
Editor's note: It is FFS if automata is the only feature tag to identify a PoC Box.

12. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the option tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server:

1. SHALL according to rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP Core;
2. SHOULD generate a notification in case of the first SIP 183 "Session Progress" response and MAY generate a notification in case of the second SIP 183 "Session Progress" response and afterwards to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
· 3. SHOULD send the SIP NOTIFY request in case of the first SIP 183 "Session Progress" response and MAY send the SIP NOTIFY in case of the second SIP 183 "Session Progress" response and afterwards to the PoC Client according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the PoC Server: 

1. MAY generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User is alerted to join to the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

2. MAY send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header; and
2. SHALL cache the contact received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header; 
2. SHALL cache the contact received in the Contact header;

3. SHALL in the case of an invitation to a Pre-arranged PoC Group Session or to a Chat PoC Group Session, check whether the privacy is allowed for this PoC Group, when anonymity is requested with the Privacy header containing the tag 'id'. If not allowed, the PoC Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the PoC Client from the PoC Session immediately as specified in 7.2.2.4 "Removal of PoC Participant from the PoC Session". Allowing privacy in the PoC Group is defined using <allow-anonymity> element as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create an Anonymous PoC Address for the PoC User as specified in subclause 5.9 "Anonymous PoC Address". If accepted, continue with the rest of the steps;

NOTE 1:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

4. SHALL check if the feature tag 'automata' along with the feature tag 'actor' with the value of 'msg-taker' or 'principal' is contained in the Contact header and if that is the case the PoC Server SHALL either

a) perform actions in subclause 7.2.24 "Removal of Participant from PoC Session" if more than one PoC User was invited without an explicit request to be routed to a PoC Box; or,

b) continue with the rest of the steps in case of a 1-1 PoC Session or if all PoC Users were invited with the explicit request to be routed to a PoC Box.

NOTE 2:
An Accept-Contact header with the feature tag 'automata' and the feature tag 'actor' with the value of 'msg-taker' or 'principal' along with parameters ' explicit' and 'require' is the explicit request to route an invitation to a PoC Box.

5. SHALL check if the PoC Dispatcher feature tag '+g.poc.dispatcher' is contained in the Contact header, in case the outgoing SIP INVITE request contained an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters. If it is not present, the PoC Server SHALL perform the actions specified in subclause 7.2.24 "Removal of Participant from PoC Session" and do not proceed with the rest of the steps. Otherwise, the PoC Server SHALL mark the Invited PoC User as the Active PoC Dispatcher for the Dispatch PoC Session;

6. SHOULD check whether the "b=AS" attribute is included in the SDP offer, and if it is, use the attribute as specified in [OMA-PoC-UP] "Media Buffering";
7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

8. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
9. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

NOTE 3: 
Procedures towards Inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK", or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

NOTE 4:
If a SIP 4xx response is received due to media content included in a MIME body or in a Subject header or in an Alert-Info header or in a Call-Info header, the PoC Server does not resend the SIP INVITE request without the MIME bodies or headers or both causing the SIP 4xx response.

Upon receiving SIP 495 "URI-List Handling Refused" response for the SIP INVITE request, the PoC Server

1. SHALL check if the response contains body parts for each URI-List included in the SIP URI-List-Entry header (s) according to rules and procedures of [draft-URI-list-handling]. If not, the PoC Server SHALL behave as specified in the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", when receiving a SIP final response other than 2xx or 3xx. Otherwise, continue with the rest of the steps;

2. SHALL check the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, or when the local policy prevents further processing and no final response is yet sent, the first response towards the Inviting PoC Client SHALL include the warning text set to '102 Too many participants' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

Editor's Note: It should be considered whether different warning code is needed, if the PoC Server has a local policy of not allowing too many embedded PoC Groups within the PoC Groups.
NOTE 5:
With regards to 'MAX-ADHOC-GROUP-SIZE' parameter, the initiator of the PoC Session is also counted as a Participant.

3. SHALL invite the PoC Users and/or Pre-arranged PoC Groups listed in the MIME resource-lists body of the SIP 495 response, as specified in the subclause 7.2.2.2 "PoC Session invitation request". During the same Ad-hoc PoC Group Session initiation the PoC Server SHALL issue only one SIP INVITE request per one PoC Address and per one PoC Group Identity.

Upon receiving SIP 415 "Unsupported Media Type" response for the SIP INVITE request and if the only accepted MIME type is "application/sdp", the PoC Server SHOULD re-perform actions described in this subclause only including the MIME bodies indicated in the SIP 415 "Unsupported Media Type" response.

Upon receiving a SIP 408 "Request Timeout", SIP 480 "Temporarily Unavailable", SIP 486 "Busy Here", SIP 503 "Service Unavailable", SIP 504 "Server Timeout", SIP 600 "Busy Everywhere" or SIP 603 "Decline" response to a SIP INVITE request for a Dispatch PoC Session , the PoC Server MAY resend the SIP INVITE request at a later time towards the SIP/IP Core according to rules and procedures of the SIP/IP Core, if the Dispatch PoC Session is still on-going.

NOTE 6:
The time that the PoC Server needs to wait before resending the SIP INVITE request is out of the scope of this specification.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

------------------------------------------------------------------------------- SKIP -------------------------------------------------------------------------------
7.3.2.2.1     Automatic-answer using On-demand Session

The PoC Server SHALL act as B2BUA.

NOTE 1:
In this version the PoC Server acts as B2BUA.

The PoC Server:
1. SHALL generate a SIP 183 "Session Progress" response to the SIP INVITE request as specified in subclause 7.3.2.1 "General" and according to rules and procedures of [RFC3261] and [RFC3262];
2. MAY include a Require header set to '100rel' according to rules and procedures of [RFC3262];
3. SHALL include the P-Answer-State header set to "Unconfirmed";
4. SHALL send the SIP 183 "Session Progress" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General";
2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

3. SHALL authorize the Authenticated Originator's PoC Address to override the Invited PoC User's Answer Mode setting, and if authorized include a Priv-Answer-Mode header with the value 'Auto', if the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto' and if not authorized or if the manual answer override functionality is not supported reject the request with a 403 "Forbidden" response;

4. SHALL include an Answer-Mode header with the value set to 'Auto', if the received SIP INVITE request did not contain a Priv-Answer-Mode header;

5. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

6. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';


a) include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and,  

b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list;
NOTE 2:
If Invited Parties Identity Information Mode setting is set to 'not active' or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.  
NOTE X:
The "copyControl" value is not required to be presented to the PoC Users.
7. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; and,
8. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP /IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE, the PoC Server:

· 1. SHALL perform actions to authorize the requested Local QoE Profile, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the received SDP answer. If the requested Local QoE Profile is authorized, the PoC Server SHALL assign and cache the requested Local QoE Profile as the Local QoE Profile for PoC User in the PoC Session and continue with step2. If the QoE Profile is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" response towards the inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core, and do not continue with the rest of steps;
2. Depending, according to rules and procedures of [RFC3261] and [RFC3262], on if the SIP 183 "Session Progress" was sent reliable or not as follows:

i. SHALL send the SIP 200 "OK" response immediately, if the SIP 183 "Session Progress" was sent unreliable (since the PoC Server does not have to wait for a SIP PRACK request); and, 

ii SHALL send the SIP 200 "OK" according to rules and procedures of [RFC3262] and [RFC3261], if the SIP 183 "Session Progress" was sent reliable.

If the SIP INVITE transaction is timeout, and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".
Upon receiving a SIP PRACK request the PoC Server 

1. SHALL generate a SIP 200 "OK" response to the SIP PRACK request according to rules and procedures of [RFC3262] and [RFC3261]; and, 

2. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to the rules and procedures of SIP/IP Core.

Whenever the PoC Server sends the SIP 200 "OK" response the PoC Server:

1. SHALL generate a 200 "OK" response as described in the sub-clause 7.3.2.1 "General";
2. SHALL include in the SIP 200 "OK" response a MIME SDP body with an SDP answer based on the SDP answer in the received SIP 200 "OK" response as specified in 7.3.2.1b "SDP answer generation in case of On-demand session";
3. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP 200 "OK" response from the PoC Client contains this feature tag; 4. SHALL include in the Contact header the feature tag '+g.poc.interworking, as specified subclause E.2.5.6 "PoC Interworking Service” if the PoC Server supports the PoC Interworking Service,  and the SIP 200 "OK" response from the PoC Client contains this feature tag; 
5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", and,
6. SHALL send the SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
------------------------------------------------------------------------------- SKIP -------------------------------------------------------------------------------

7.3.2.2.3     Manual-answer using On-demand Session

The PoC Server:

1. SHALL determine if the PoC Server stays in the media path and Talk Burst Control path or not, as specified in [OMA-PoC-UP] "User Plane routing";
2. SHALL perform the following actions, if the PoC Server stays on the media path or the anonymity is requested by the value 'id' in the Privacy header:

a) generate a SIP INVITE request as specified in subclause 7.3.2.1 "General". 

b) include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

c) set the Request-URI to the PoC Address of the PoC User to be invited; and,

d) continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

3. SHALL perform the following actions, if the PoC Server does not stay in the media path: 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261]; and,

c) include a Record-Route header containing a URI identifying its own address.

4. SHALL include the Answer-Mode header set to 'Manual;Require';

5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

6. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active'; 

a) include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and,  

b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list; and,

NOTE:
If Invited Parties Identity Information Mode setting is set as ‘not active’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.  
NOTE X:
The "copyControl" value is not required to be presented to the PoC Users.
7. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the contact if received in the Contact header;

3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
4. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy; and,

5. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

1. SHALL perform the following actions, if the PoC Server acts as B2BUA 

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;

c) check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded, if the Simultaneous PoC Sessions Support PoC Service Settings is set to "SSS active". If exceeded, the PoC Server 

i. SHALL respond with a SIP 486 "Busy Here" response with the warning text set to '104 Too many Simultaneous PoC Sessions' as specified in subclause 5.6 "Warning header" towards the inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core;

Otherwise, continue with the rest of the steps;
d) SHALL perform actions to authorize the requested Local QoE Profile, as specified in subclause 5.8 "QoE Profiles" if QoE Profiles are enabled and a QoE Profile attribute is included in the received SDP answer. If the requested Local QoE Profile is authorized, the PoC Server SHALL assign and cache the requested Local QoE Profile as the Local QoE Profile for PoC User in the PoC Session, and continue with step e. If the QoE Profile is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" response towards the inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core, and do not continue with the rest of steps;

e) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General";

f) include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the PoC Server in the SIP INVITE request as specified in the subclause 7.3.2.1b"SDP answer generation in case of On-demand session"; and,
g) interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".

2. SHALL perform the following actions, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

3. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP 200 "OK" response from the PoC Client contains this feature tag; 
4. SHALL include in the Contact header the feature tag '+g.poc.interworking', as specified subclause E.2.5.6 "PoC Interworking Service", if the PoC Server supports the PoC Interworking Service, and the SIP 200 "OK" response from the PoC Client contains this feature tag; and,
5. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
If the SIP INVITE transaction is timeout and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.4     Manual-answer using Pre-established Session

Editor’s note: It is FFS, if and how Manual-answer using pre-established session can be used with redirecting to NW PoC Box or acceptance by a UE PoC Box
The PoC Server SHALL act as B2BUA.

Upon receiving an incoming SIP INVITE from the PoC Server performing Controlling PoC function, the PoC Server 

· 1. SHALL validate that the Media Parameters are compliant with the Pre-established PoC Session, and that the PoC Server and Invited PoC Client support Manual Answer using Pre-established Session, if not, follow as described in 7.3.2.2.3 "Manual answer using On-demand Session" Otherwise, continue with the rest of the steps;
NOTE 1:
PoC Server can make session modification to get Media Parameters to match between incoming PoC Session and existing Pre-established Session.

· 2. SHALL generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";
· 3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 4. SHALL include Call-ID, From tag and To tag which are provided from Pre-established Session;
· 5. SHALL include the Answer-Mode header set to 'Manual; Require';
· 6. SHALL include the Referred-By header from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header.
· 7. SHALL include in the SIP re-INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

· 8. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';
a) include in the SIP re-INVITE request the MIME resource-list body according to rules and procedures of [draft-URI-list]; and,  
b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list; and,
NOTE 2:
If Invited Parties Identity Information Mode setting is set to ‘not active’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as if their "anonymize" attribute value has been set to 'true'.  
NOTE X:
The "copyControl" value is not required to be presented to the PoC Users.
· 9. SHALL send the SIP re-INVITE request toward the terminating PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the PoC Server:

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
3. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;
Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request from the PoC Server performing Controlling PoC function as described in the subclause 7.3.2.1 "General";
2. SHALL include in the SIP 200 "OK" response to the SDP offer received in SIP INVITE request from the PoC Server performing the Controlling PoC Function, a MIME SDP body as a SDP answer as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 
4. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request of the Pre-established Session, as specified in subclause 7.3.1.2 "Pre-established Session", contained this feature tag;5. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization"; and,
6. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core.
If the SIP INVITE transaction is timeout and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
------------------------------------------------------------------------------- SKIP -------------------------------------------------------------------------------

7.3.2.2.5.3     Forward invitations to a NW PoC Box

When an invitation to a PoC Session is to be forwarded to the NW PoC Box the PoC Server:

· 1. SHALL generate a SIP 181 "Call is Being Forwarded" response according to rules and procedures of [RFC 3261];

Editor's note: The sending of the181 "Call is Being Forwarded" response is FFS.
· 2. SHALL send the SIP 181 "Call is Being Forwarded" response according to rules and procedures of SIP IP Core;

· 3. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1"General";
4. SHALL include the address of a NW PoC Box along with the called PoC User's PoC Address and the cause for the redirection in the Request-URI according to rules and procedures of [RFC 4458];
· 5. SHALL include a History header as specified in [RFC 4244] giving the condition for forwarding the invitation to the NW PoC Box;

6. SHALL include in the SIP INVITE request a MIME SDP body as specified in the subclause 7.3.2.1a "SDP offer generation";

7. SHALL include the Answer-Mode header set to 'Manual;Require';

· 8. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

· 9. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';

a) include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and,  
b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "capacitycopyControl" and the "anonymize" attribute values in the list; and,

NOTE:
The URIs without both the "capacitycopyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.  
NOTE X:
The "copyControl" value is not required to be presented to the PoC Users.
10 SHALL continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261]; and,

11. SHALL forward the incoming SIP INVITE request towards the NW PoC Box according to rules and procedures of SIP/IP Core.
Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL perform the following actions

a) cache the list of supported SIP methods if received in the Allow header; and,

b) cache the contact received in the Contact header.

· 2. SHALL include in the Contact header.the feature tags 'automata', and the feature tag 'actor' with the value of 'msg-taker' if any of these are included in the Contact header of the incoming received SIP response; and,

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.5.4     Forward invitations to a UE PoC Box

When an invitation to a PoC Session is to be forwarded to the UE PoC Box

The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General". 

2. SHALL include in the SIP INVITE request a MIME SDP body as specified in the subclause 7.3.2.1a "SDP offer generation";

3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited

4. SHALL include in the Accept-Contact header the feature tag 'automata' along with the feature tag 'actor' with the value 'principal' and the parameters 'explicit' and 'require'; 

5. SHALL include unmodified any Reject-Contact headers contained in the original SIP INVITE request; and,

· 6. SHALL include the Answer-Mode header set to 'Manual;Require';

· 7. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

· 8. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';
· a) include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and,  
· b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "capacitycopyControl" and the "anonymize" attribute values in the list; and,
NOTE:
The URIs without both the "capacitycopyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.  
NOTE X:
The "copyControl" value is not required to be presented to the PoC Users.
9. SHALL continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

· 10. SHALL send the SIP INVITE request towards the UE PoC Box according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL perform the following actions

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;

· 2. SHALL copy into the Contact header.the feature tags 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response; and,

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

Upon receiving any SIP 4xx, 5xx or 2xx response or if no final response is received from the UE PoC Box the PoC Server SHALL determine whether to forward the request to a NW PoC Box as specified in subclause 7.3.2.2.5.2 "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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