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1 Reason for Change

Justification

This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_0-20070222-D :
	ID
	Open Date
	Type
	Section
	Description
	Status

	C240
	2007-01-20
	T
	4.26,
1st bullit list
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0028
Comment: Wrong name of function

Proposed Change: Replace “Incoming Session Barring” by “Incoming PoC Session Barring”
	Status: OPEN

 AI for Bert


In SD both wordings “Incoming Session Barring” and “Incoming PoC Session Barring” are used to denote the same PoC Service Setting. This inconsistency should be removed and one of the wordings be used throughout the document. In order to get a basis for decision which of the alternatives to chose an inventory has been made of the usage of wording in the entire enabler, and is presented in the table below. 
The proposal is to use the wording “Incoming PoC Session Barring”. The justification for this, based on the table, is that
· The only definition used in the PoC V2.0 enabler is “Incoming PoC Session Barring”.

· There would otherwise exist a term that is not defined in the PoC V2.0 enabler.
· RD for PoC V2.0 uses “Incoming PoC Session Barring” in text, and also for the new features “Incoming/Outgoing Condition Based PoC Session Barring”.
· RD for PoC V1.0 uses “Incoming Session Barring”, but refers to “POC Session” when mentioning it in the text.

· Less documents need to be updated; PoC V2.0 AD, ETR and ERELD are already aligned.

	No
	Document
	V1.0/V2.0
	“Incoming PoC Session Barring
	“Incoming Session Barring”

	1. 
	RD
	V1.0
	No 
	Yes, but refers to “PoC Session” in text

	2. 
	RD
	V2.0
	Yes, used in text. Uses also “Incoming Condition Based PoC Session Barring” and “Outgoing Condition Based PoC Session Barring”
	Yes, used in text

	3. 
	AD
	V1.0
	Yes, definition. Also used in text.
	Yes, used in text

	4. 
	AD
	V2.0
	Yes, definition. Also used in text.
	No

	5. 
	SD
	V2.0
	Yes, definition. Also used in text.
	Yes, used for abbreviation ISB. Also used in text.

	6. 
	CP
	V1.0
	Yes, definition. Also used in text.
	Yes, used for abbreviation ISB. Also used in text.

	7. 
	CP
	V2.0
	Yes, definition. Also used in text.
	Yes, used for abbreviation ISB. Also used in text.

	8. 
	ETR
	V1.0
	Yes, definition. Also used in text.
	No

	9. 
	ETR
	V2.0
	Yes, definition. Also used in text.
	No

	10. 
	ERELD
	V1.0
	Yes, definition. Also used in text.
	No

	11. 
	ERELD
	V2.0
	Yes, definition. Also used in text.
	No


Table 1Inventory of "Incoming PoC Session Barring"/"Incoming Session Barring"
Summary of Change

Wording “Incoming Session Barring” is replaced by “Incoming PoC Session Barring” throughout the document.  

Scope of Change

Subclauses 3.3, 4.26, 4.26.2 and 5.14 are affected.

Consequence if not accepted

Inconsistency remains.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

CP should be updated to align with the proposal. The proposal is to not update RD in PoC V1.0/V2.0, as this is a stage 1 document.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  3.3 - Abbreviation “ISB”
3.3 Abbreviations

For the purposes of the PoC specifications, the abbreviations given in [OMA Dictionary] and the following abbreviations apply:

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	AMR
	Adaptive Multi Rate

	EVRC
	Enhanced Variable Rate Codec

	CDR
	Charging Data Record

	CS
	Circuit-switched

	DM
	Device Management

	EBCF
	Event Based Charging Function

	GPRS
	General Packet Radio Service

	IAB
	Incoming Instant Personal Alert Barring

	IMS
	IP Multimedia Subsystem

	IMSI
	International Mobile Subscriber Identity

	IP
	Internet Protocol

	IPIIM
	Invited Party Identity Information Mode

	ISB
	Incoming PoC Session Barring

	MAO
	Manual Answer Override

	MIME
	Multipurpose Internet Mail Extensions

	MSISDN
	Mobile Subscriber ISDN Number

	NW
	Network

	OMA
	Open Mobile Alliance

	O-CTF
	OMA Charging Trigger Function

	P2T
	Push To Talk

	PDP
	Packet Data Protocol

	PoC
	Push to talk over Cellular

	QoE
	Quality of Experience

	QoS
	Quality of Service

	RTCP
	RTP Control Protocol

	RTP
	Real-time Transport Protocol

	SDP
	Session Description Protocol

	SIP
	Session Initiation Protocol

	SSS
	Simultaneous PoC Session Support

	TBCP
	Talk Burst Control Protocol

	UE
	User Equipment

	UP
	User Plane

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	WPS
	Wireless Priority Service

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Mark-up Language


Change 2:  4.26 PoC Service Settings
4.26 PoC Service Settings 

The PoC Client SHALL control PoC Service Settings via the POC-1 reference point.

The PoC Client SHALL control the following PoC Service Settings:

· Answer Mode;

· Incoming PoC Session Barring; 

· Incoming Instant Personal Alert Barring; and
· Simultaneous PoC Sessions Support.
The PoC Client MAY control the following PoC Service Settings:
· Invited Parties Identity Information Mode;
· Included Media Content in a Request Support; 
· Referenced Media Content Included in a Request Support; 
· Text Content Included in a Request Support; and
· PoC Box use.

The following subclause describes the PoC Service Settings in more detail.
NOTE:  PoC Client will get the information about supported optional features that are related to PoC Service Settings by provisioning as specified in subclause 4.23 “PoC service provisioning”.
Editor’s Note: Management object file and the AC file  shall be updated accordingly.

4.26.1 Answer Mode

The PoC Server in the Home PoC Network SHALL store the Answer Mode setting provided by the PoC Client for the Served PoC User. 

The PoC Client SHALL allow the PoC User to change the Answer Mode setting.

The possible Answer Mode settings are:

· Automatic Answer Mode; and

· Manual Answer Mode.

The PoC Server in the Home PoC Network SHALL include the value of the Answer Mode in all invitations to the Served PoC User.

4.26.2 Incoming PoC Session Barring (ISB)

The PoC Server in the Home PoC Network SHALL store the ISB setting provided by the PoC Client for the Served PoC User.

The PoC Client SHALL allow the PoC User to change the ISB setting in the Home PoC Network.

The possible values are:

· ISB active; or,

· ISB not active.

If the value is “ISB active” the PoC Server SHALL reject all incoming invitations for the Served PoC User.

4.26.3 Incoming Instant Personal Alert Barring (IAB)

If the Home PoC Network supports Incoming Instant Personal Alert Barring, the PoC Server in the Home PoC Network SHALL store the IAB setting provided by the PoC Client for the Served PoC User.

If the PoC Client supports Incoming Instant Personal Alert Barring, the PoC Client SHALL allow the PoC User to change the IAB setting in the Home PoC Network.

The possible values are:

· IAB active; or,

· IAB not active.

If the value is “IAB active” the PoC Server SHALL reject all incoming Instant Personal Alerts for the Served PoC User.

4.26.4 Simultaneous PoC Sessions Support (SSS)

If the Home PoC Network supports Simultaneous PoC Sessions, the PoC Server in the Home PoC Network SHALL store the SSS setting provided by the PoC Client for the Served PoC User.

If the PoC Client supports Simultaneous PoC Sessions, the PoC Client SHALL indicate the SSS setting to the Home PoC Network.

The possible values are:

· SSS active;or, 
· SSS not active.
If the value is “SSS active” the PoC Server SHALL allow up to maximum number of Simultaneous PoC Sessions for the Served PoC User.

NOTE : If there are ongoing PoC Sessions the new value of the SSS setting will not take effect immediately.

4.26.5 Invited Parties Identity Information Mode (IPIIM)

The PoC Server in the Home PoC Network SHALL store the Invited Parties Identity Information Mode setting provided by the PoC Client for the Served PoC User in regions where this functionality is not restricted due to regulations.
The PoC Client MAY support the Invited Parties Identity Information Mode. If supported, the PoC Client SHALL allow the PoC User to change the Invited Parties Identity Information Mode.

The possible  Invited Parties Identity Information Mode settings are:

IPIIM active; or,
IPIIM not active.
If the value is “IPIIM active” the PoC Server SHALL deliver the invited parties identity information to the PoC Client for the Served PoC User.
NOTE: When there is no available service setting value for IPIIM, the default value is “IPIIM not active”. 

4.26.6 Media Content Included in a Request Support
The PoC Service Setting for Media Content in a Request Support is published by PoC Client to indicate whether it supports the functionality of Request with Media Content.
The PoC Client MAY include the following PoC Service Settings:
· Included Media Content in a Request Support;
· Referenced Media Content Included in a Request Support; and
· Text Content Included in a Request Support.
4.26.6.1 Included Media Content in a Request Support
The possible values are:

· ‘True’: indicate that the publishing PoC Client supports Request with Included Media Content; or
· ‘False’: indicate that the publishing PoC Client does not support Request with Included Media Content.
4.26.6.2 Referenced Media Content Included in a Request Support
The possible values are:

· ‘True’: indicate that the publishing PoC Client supports Request with Referenced Media Content or
· ‘False’: indicate that the publishing PoC Client does not support Request with Referenced Media Content.
4.26.6.3 Text Content Included in a Request Support
The possible values are:

· ‘True’: indicate that the publishing PoC Client supports Request with Text Content; or
· ‘False’: indicate that the publishing PoC Client does not support Request with Text Content.
4.26.7 PoC Box use

The PoC Box use setting describes whether the terminating PoC Client wants to route the incoming PoC Session invitation to the PoC Box or how the terminating PoC Client wants to route the incoming PoC Session invitations.

The PoC Server in the Home PoC Network SHALL store the PoC Box use setting provided by the PoC Client for the Served PoC User. 

The PoC Client SHALL allow the PoC User to change the PoC Box use setting if the PoC Client supports the PoC Box function.

The possible values are:

unwilling;

unconditional; or
conditional

If the value is “unwilling” the PoC Server SHALL NOT route the incoming PoC Session invitations to the PoC Box of the Served PoC User.

If the value is “conditional” the PoC Server SHALL route the incoming PoC Session invitations to the PoC Box of the Served PoC User only conditionally and those conditions are specified in subclause 4.29.3 "NW PoC Box".

If the value is “unconditional” the PoC Server SHALL route the incoming PoC Session invitations to the PoC Box of the Served PoC User unconditionally.
Change 3:  5.14 flow
5.14 Changing PoC Service Settings

This subclause describes successful modification of a PoC User’s PoC Service Settings, i.e. the Incoming PoC Session Barring (ISB), Incoming Instant Personal Alert Barring (IAB), Answer Mode, Simultaneous PoC Sessions Support (SSS) settings. Figure 60 "Changing PoC Service Settings” shows the message flow for the scenario.
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Figure 60: Changing PoC Service Settings

1. The PoC Client sends the PUBLISH request to the SIP/IP Core. Information elements contained in the PUBLISH request:

a. PoC service indication.

b. PoC Address of the PoC User at PoC Client A.

c. Answer mode setting (auto-answer or manual-answer).

d. Incoming PoC Session Barring setting (ISB active or ISB not active).

e. Incoming Instant Personal Alert Barring setting (IAB active or IAB not active).

f. Simultaneous PoC Sessions Support setting (SSS active or SSS not active).
g. PoC Box use setting (PoC Box use unwilling, conditional, or unconditional)
h. Invited Parties Identity Information Mode setting (with or without invited parties’ identity information).
2. The SIP/IP Core sends the PUBLISH request to the PoC Server based on the PoC Address of the PoC User and the PoC service indication. Information elements contained in the PUBLISH request:

a. PoC service indication.

b. PoC Address of the PoC User at PoC Client A.

c. Answer mode setting (auto-answer or manual-answer).

d. Incoming PoC Session Barring setting (ISB active or ISB not active).

e. Incoming Instant Personal Alert Barring setting (IAB active or IAB not active).

f. Simultaneous PoC Sessions Support setting (SSS active or SSS not active).
g. PoC Box use setting (PoC Box use unwilling, conditional, or unconditional).
h. Invited Parties Identity Information Mode setting (with or without invited parties’ identity information).
3. The PoC Server authorizes the PoC Address of the PoC User and if successful stores the new values and sends the OK response to the SIP/IP Core.

4. The SIP/IP Core forwards the OK response to the PoC Client.
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