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1 Reason for Change
a) Justification:
The CR attempts to close the following CONR comment:
	C286
	2007-01-19
	T
	4.29
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: It is not defined how the Inviting PoC User is informed about PoC Box participation in the PoC Session when the Inviting PoC User uses PoCv1.0 Client. PoCv1.0 Client does not recognize the PoC Box feature tag.
	Status: OPEN
This CR solves this problem by not allowing PoC version 1 PoC Clients connect to a PoC Box if not allowed according to PoC Service Providers local policy (of cause based on national regulations)


b) Clauses affected:

See also the subclauses referenced in the CONR comments.
c) Summary of change:
Allows user plane announcement of the PoC Box presence in the PoC Session, if the Inviting PoC Client is PoCv1.0 Client.
d) Consequence if not approved:
Review comment not closed.

e) Reason for revision:
R01 – offline discussion comments applied
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

Change 1:  Controlling PoC Function changes
7.2.2 Request initiated by the Controlling PoC Function

(no change here)
7.2.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial INVITE requests;
· 2. SHALL include a Reject-Contact header with a feature tag 'automata' and the feature tag 'actor' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or SIP REFER request;

· 3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 4. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

· 5. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 6. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488];
· 7. SHALL include Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address":
a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session as specified in subclause 5.4 "Nick Name"; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

· 8. SHALL include a Referred-By header with the Authenticated Originator's PoC Address of the Inviting PoC Client;

· 9. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; 

· 10. SHALL include a MIME message/sipfrag body containing a User-Agent header with the value of the User-Agent header of the received SIP request, if the Inviting PoC Client is a PoCv1.0 Client and the PoC service provider policy or the national regulations prohibit the connections to a PoC Box without an indication being provided to the Inviting PoC User
· 10. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The refresher parameter SHALL be omitted;

· 11. SHALL include the Supported header set to 'timer';

· 12. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

· 13. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 14. SHALL include unmodified Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated;

· 15. SHALL include unmodified Priv-Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated, if manual answer override is supported; and,

· 16 SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the priority value assigned for the PoC Session, if the QoE Profile assigned to the PoC Session is 'Official Government Use' and if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:

· 1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported;
· 3. SHALL cache the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 "Nick Name"; and,

· 4. SHALL cache the uri parameter "stay-on-media-path", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  Participating PoC Function changes

7.3.2 Requests terminated by the served PoC User

(no change)
7.3.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server
· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag 'id';
· 2. SHALL include an Accept-Contact header with 

a) the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; and,

b) any other feature tag with the parameters received in the Accept-Contact header of the incoming SIP INVITE request from the Controlling PoC Function. 
· 3. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 4. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The "refresher" parameter SHALL be omitted.
· 5. SHALL include the option tag 'timer' in the Supported header;
· 6. SHALL include the option tag 'norefersub' in a Supported header;
· 7. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus'; 

d) include the feature tag '+g.poc.dispatcher', if it was included in the Contact header of the incoming SIP request;

e) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function; and,

f) include any other uri-parameter provided in the Contact header of the incoming SIP INVITE request by the Controlling PoC Function.

· 9. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; 

· 10. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name".

NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312] and the option tag '100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

· 11. SHALL include the MIME message/sipfrag body from the received SIP request, if the MIME message/sipfrag body was included in the received SIP INVITE request and the SIP INVITE request is being sent to the NW PoC Box or the UE PoC Box;
· 11. SHALL include MIME bodies containing media content in the outgoing SIP INVITE request, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media content are included in the incoming SIP INVITE request and if at least one MIME body containing media content was not removed as specified in subclause 7.3.2.2 "PoC Session invitation request";

· 12. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header;
· 13. SHALL include the Alert-Info header and the Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in the Alert-Info header or in the Call-Info header or both; and,
· 14. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] that is identical to the one in the incoming SIP INVITE request, if the PoC Server supports 'Official Government Use' QoE Profile and if a Resource-Priority header is included in the received SIP INVITE.
When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; 

· 5. SHALL copy into the Contact header the feature tags '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of incoming received SIP response;
· 6. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP provisional response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI received in the incoming SIP INVITE request in the case of a Pre-established Session establishment.

· 7. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name";
· 8. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session or in the PoC Service Settings in the case of Automatic Answer Mode of On-demand Session;
· 9. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body containing media content was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 10. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request"; and,
· 11. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request".
NOTE 2:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP 200 "OK" response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP 200 "OK" response in the case of an On-demand Session establishment; or
b) the URI stored from the Request-URI received in the incoming SIP INVITE request in the case of a Pre-established Session establishment.
· 3. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name";

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas';
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; 
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst';

· 11. SHALL include the Contact header the feature tags '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response;
· 12. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body containing media content was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 13. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 14. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request"; and,
NOTE 3:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

· 15. SHALL insert the uri-parameter "stay-on-media-path" to the URI of the PoC Server in the Contact header of the initial SIP request as specified in E.5.3 "Stay on Media path uri-parameter", if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it stays on the Media path.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 3:  PoC Box changes

8. PoC Box

This subclause describes the action in the NW PoC Box and the UE PoC Box.

8.29 Procedures terminated by the NW PoC Box
8.29.1 General
(no change here)
8.29.2 SDP answer generation
(no change here)
8.29.3 NW PoC Box
8.29.3.1 Invited to PoC Session

Upon receiving a SIP INVITE request the NW PoC Box:

· 1. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '106 Isfocus not assigned' as specified in subclause 5.6 "Warning header", and do not continue with the rest of the steps;

· 1. SHALL reject the request with a SIP 480 "Temporarily Unavailable" response, if the MIME message/sipfrag body containing the User-Agent header indicating the PoCv1.0 Client as specified in subclause E.4.1 "Release version in User-agent and Server headers" was included in the received SIP INVITE request and the NW PoC Box does not support PoC Sessions Inviting PoC Client of which is compliant to PoC Version 1.0 specification. Otherwise continue with the rest of the steps;

· 2. SHALL check by using the identity in the Request-URI if the PoC User has a PoC Box subscription if not the NW PoC Box SHALL return a SIP 403 "Forbidden" response. Otherwise, continue the rest of the steps;

· 3. SHALL validate that at least one Media Stream and Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the PoC Box and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 4. SHALL accept the request and generate a SIP 200 "OK" response as specified in the subclause 8.1.1 "General" towards the PoC Server; 

· 5. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 8.1.2 "SDP answer generation";

· 6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "NW PoC Box procedures at PoC Session initialization"; and,

NOTE: The NW PoC Box sends the Media indicating the recording, if the MIME message/sipfrag body containing the User-Agent header indicating the PoCv1.0 Client as specified in subclause E.4.1 "Release version in User-agent and Server headers" was included in the received SIP INVITE request.

· 7. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the NW PoC Box SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

8.29.3.2 PoC Session release request

(no change here)
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