Doc# OMA-Template-ChangeRequest-20060101-I.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-Template-ChangeRequest-20060101-I.doc
Change Request



Change Request

	Title:
	CP D670 D672 D673 D674 Solving some PoC Box issues
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-TS-PoC-ControlPlane-V2_0-20070402-D
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	 FORMCHECKBOX 
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 3: Clerical

	Source:
	Jan Holm, Ericsson AB, Jan.Holm@ericsson.com

	Replaces:
	n/a


1 Reason for Change

This document is best viewed in the "Final" view

Justification
	D656

	2007.01.11
	T
	7.3.2.2.5.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Contains editor's note about access rule.

Proposed Change: Resolve editor's note.
	Status: CLOSED

Solved by this CR


	D657

	2007.01.22
	E
	7.3.2.2.5.1
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Editor's note: This text needs to be updated to reflect the conditions based on the revised contents of the Accept-Contact and Reject-Contact headers ( actor feature tags)
Proposed Change:  This has been resolved so remove

 
	Status: CLOSED

Solved by this CR


	D658

	2007.01.22
	T
	7.3.2.2.5.1
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Editor's note: The access rule for PoC User PoC Box routing determination is FFS. From this text it is proposed that the PoC User can indicate a preference or can require to use only one type of PoC Box)
Proposed Change:  Resolve

 
	Status: CLOSED

Solved by this CR


	D659

	2007-01-19
	T
	7.3.2.2.5.1 2
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: If indication-setting is set to "unwillingness", PoC Session will always be rejected with SIP 480 response as the 7.3.2.2.5.1 is invoked in 7.3.2.2
	Status: CLOSED

Solved by this CR

	D660

	2007-01-19
	E
	7.3.2.2.5.2
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: 2nd and 3rd paragraph should be merged together or 3rd paragraph should be made into bullet. 

4th and 5th paragraph should be merged together or 5th paragraph should be made into bullet
	Status: CLOSED

Solved by this CR

	D661

	2007-01-19
	T
	7.3.2.2.5.2
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: SIP 302 response could be used for other purposes than just routing to PoC Box. The current statement is too restrictive.

Proposed Change: A Contact URI should be checked for a well know PoC Box URI
	Status: CLOSED

Solved by this CR

	D662

	2007.01.22
	E
	7.3.2.2.5.2
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Editor's note: This text is preliminary and needs further work and addition of further criteria including to take into account XDM Access Rules
Proposed Change:  This has been resolved so remove

 
	Status: CLOSED

Solved by this CR


	D663

	2007.01.22
	T
	7.3.2.2.5.2
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: This subclause specifies how the PoC Server determines whether to route request to a NW PoC Box after failing to receive a non SIP 2xx final response from the PoC Client or from the UE PoC Box.

Proposed Change:  

This subclause specifies how the PoC Server determines whether to route request to a NW PoC Box after failing to receive a SIP 2xx final response from the PoC Client or from the UE PoC Box.

 
	Status: CLOSED

Solved by this CR


	D664

	2007.01.22
	T
	7.3.2.2.5.2
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Editor's note: The access rule for PoC User PoC Box routing determination is FFS. From this text it is proposed that the PoC User can indicate a preference or can require to use only one type of PoC Box
Proposed Change:  Resolve

 
	Status: CLOSED

Solved by this CR


	D665

	2007.01.22
	T
	7.3.2.2.5.2
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Editor's note: Further work is needed to add the setting and expiration of the 'PoC Box Alert User Timer’ and the name of the timer is FFS
Proposed Change:  Resolve

 
	Status: CLOSED
Closed by this CR


	D666

	2007.01.22
	E
	7.3.2.2.5.2
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01
Comment: Upon an expiration of the 'PoC Box Alert User Timer' or upon failing to receive a final response or receiving any SIP 4xx, 5xx or 6xx response to the SIP INVITE request from the PoC Client or UE PoC Box and if the original SIP INVITE request received from the Inviting PoC Client does not contain a Reject-Contact header containing only the feature tag 'automata' and the feature tag 'actor' with the value of 'msg-taker' along with the parameters 'require' and 'explicit'.

Then if based on the Access rules the PoC User does not refuse to have PoC Session invitation requests routed to the NW PoC Box and the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then route the original Incoming SIP INVITE Request to the NW PoC Box as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box".

Proposed Change:  Merge paragraphs

 
	Status: CLOSED
Closed by this CR


	D667

	2007.01.11
	T
	7.3.2.2.5.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Contains an editor's note about access rules

Proposed Change: Resolve editor's note.
	Status: CLOSED

Solved by this CR


	D668

	2007.01.11
	T
	7.3.2.2.5.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Contains an editor's note about access rules for PoC Box routing determination.

Proposed Change: Resolve editor's note.
	Status: CLOSED

Solved by this CR 


	D669

	2007.01.11
	T
	7.3.2.2.5.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Contains an editor's note about PoC Box Alert User Timer.

Proposed Change: Resolve editor's note.
	Status: CLOSED

Solved by this CR 



	D670

	2007.01.11
	T
	7.3.2.2.5.2 bullet b
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Strange SIP return code.

Proposed Change: Change:

If no response was received return an appropriate SIP 5xx response

(
If no response was received return an appropriate SIP 4xx response
	Status: CLOSED
Solved by this CR



Scope of change

Removes a number of EN's and tries make the structure more aligned to the structure of the CP (bullet lists starting with SHALL/SHOULD/MAY. 
Impacted subclauses

Subclauses 7.3.2.2.3, 7.3.2.2.4, 7.3.2.2.5, 7.3.2.5.1 and 7.3.2.5.2 are modified.
Consequence if not accepted
Unresolved CONRR comments in CP.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal

7.3.2.2.3       Manual-answer using On-demand Session

The PoC Server:

1. SHALL determine if the PoC Server stays in the media path and Talk Burst Control path or not, as specified in [OMA-PoC-UP] "User Plane routing";

2. SHALL perform the following actions, if the PoC Server stays on the media path or the anonymity is requested by the value 'id' in the Privacy header:

a) generate a SIP INVITE request as specified in subclause 7.3.2.1 "General". 

b) include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

c) set the Request-URI to the PoC Address of the PoC User to be invited; and,

d) continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

3. SHALL perform the following actions, if the PoC Server does not stay in the media path: 

a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261]; and,

c) include a Record-Route header containing a URI identifying its own address.

4. SHALL include the Answer-Mode header set to 'Manual;Require';

5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

6. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';
a) include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and,

b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list; and,

NOTE 1:
If Invited Parties Identity Information Mode setting is set as ‘not active’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.
NOTE 2:
The "copyControl" value is not required to be presented to the PoC Users.
7. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the contact if received in the Contact header;
3. SHALL start the 'PoC Box Alert User Timer’ if PoC Box is supported by the PoC Server and if the PoC Service Setting for PoC Box use setting is set to 'conditional'.

NOTE:
The value of the 'PoC Box Alert User Timer’ is configurable by the Service Provider;
4. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,

5. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy; and,

6. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

1. SHALL perform the following actions, if the PoC Server acts as B2BUA 

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;
NOTE 3:
If the maximum number of Simultaneous PoC Sessions is exceeded, the PoC Server handles according to the local policy.
c) SHALL perform actions to authorize the requested Local QoE Profile, as specified in subclause 5.8 "QoE Profiles" if QoE Profiles are enabled and a QoE Profile attribute is included in the received SDP answer. If the requested Local QoE Profile is authorized, the PoC Server SHALL assign and cache the requested Local QoE Profile as the Local QoE Profile for PoC User in the PoC Session, and continue with step e. If the QoE Profile is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" response towards the inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core, and do not continue with the rest of steps;

d) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General";

e) include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the PoC Server in the SIP INVITE request as specified in the subclause 7.3.2.1b "SDP answer generation in case of On-demand session"; and,

f) interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".

2. SHALL perform the following actions, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

3. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP 200 "OK" response from the PoC Client contains this feature tag; 

4. SHALL include in the Contact header the feature tag '+g.poc.interworking', as specified subclause E.2.5.6 "PoC Interworking Service", if the PoC Server supports the PoC Interworking Service, and the SIP 200 "OK" response from the PoC Client contains this feature tag; and,

5. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

If the SIP INVITE transaction is timeout and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.4        Manual-answer using Pre-established Session

Editor’s note: It is FFS, if and how Manual-answer using pre-established session can be used with redirecting to NW PoC Box or acceptance by a UE PoC Box
The PoC Server SHALL act as B2BUA.

Upon receiving an incoming SIP INVITE from the PoC Server performing Controlling PoC function, the PoC Server 

· 1. SHALL validate that the Media Parameters are compliant with the Pre-established PoC Session, and that the PoC Server and Invited PoC Client support Manual Answer using Pre-established Session, if not, follow as described in 7.3.2.2.3 "Manual answer using On-demand Session". Otherwise, continue with the rest of the steps;
NOTE 1:
PoC Server can make session modification to get Media Parameters to match between incoming PoC Session and existing Pre-established Session.

· 2. SHALL generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";
· 3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 4. SHALL include Call-ID, From tag and To tag which are provided from Pre-established Session;
· 5. SHALL include the Answer-Mode header set to 'Manual; Require';
· 6. SHALL include the Referred-By header from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header.
· 7. SHALL include in the SIP re-INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

· 8. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'active';
a) include in the SIP re-INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and, 
b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list; and,

NOTE 2:
If Invited Parties Identity Information Mode setting is set to ‘not active’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as if their "anonymize" attribute value has been set to 'true'.
NOTE 3:
The "copyControl" value is not required to be presented to the PoC Users.
· 9. SHALL send the SIP re-INVITE request toward the terminating PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the PoC Server:

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL start the 'PoC Box Alert User Timer’ if PoC Box is supported by the PoC Server and if the PoC Service Setting for PoC Box use setting is set to 'conditional'.

NOTE:
The value of the 'PoC Box Alert User Timer’ is configurable by the Service Provider;
3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,

4. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request from the PoC Server performing Controlling PoC function as described in the subclause 7.3.2.1 "General";

2. SHALL include in the SIP 200 "OK" response to the SDP offer received in SIP INVITE request from the PoC Server performing the Controlling PoC Function, a MIME SDP body as a SDP answer as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";

3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 

4. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request of the Pre-established Session, as specified in subclause 7.3.1.2 "Pre-established Session", contained this feature tag;5. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization"; and,
5. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core.
If the SIP INVITE transaction is timeout and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.5   Forward invitation to a PoC Box

7.3.2.2.5.1    Determination of routing to a PoC Box upon an incoming invitation


This subclause specifies how the PoC Server supporting the PoC Box service determines whether to route an incoming SIP request to a NW PoC Box or a UE PoC Box before attempting to route the SIP request to the PoC Client when the Invited PoC User subscribes to the PoC Box service.


The PoC Server:

1. SHALL not route a SIP INVITE request to the NW PoC Box if the SIP INVITE request received from the Inviting PoC Client contains a Reject-Contact header containing the feature tags 'automata' and 'actor' with the value 'msg-taker' along with the parameters 'require' and 'explicit; 
2.  SHALL not route a SIP INVITE request to the UE PoC Box if the SIP INVITE request received from the Inviting PoC Client contains a Reject-Contact header containing the feature tag 'automata' and 'actor' with the value 'principal' along with the parameters 'require' and 'explicit;
3. SHALL  use the procedures in 7.3.2.2.1 "Automatic-answer using On-demand Session", 7.3.2.2.2 "Automatic-answer using Pre-established Session", 7.3.2.2.3 "Manual-answer using On-demand Session" and 7.3.2.2.4 "Manual-answer using Pre-established Session" is used without considering the PoC Box if the PoC Service Setting <indication-setting> is set to "unwillingness";
3. If the PoC Service Setting <indication-setting> is set to "conditional" or "unconditional" and the SIP INVITE request received from the Inviting PoC Client contains an Accept-Contact header containing the feature tags 'automata' and 'actor' with the value 'msg-taker' or with the value 'principal' along with the parameters 'require' and 'explicit' , then based on the value of the <pocbox-type> element as specified in [PoC-XDM Specification] the PoC Server SHALL determine that the incoming SIP INVITE request is to be routed to either the NW PoC Box or to the UE PoC Box, and do not continue with the rest of the steps;

4. If the PoC Service Setting <indication-setting> is set to "unconditional" then based on the <pocbox-type> element as specified in [PoC-XDM Specification] the PoC Server SHALL determine that the incoming SIP INVITE request is to be routed to the NW PoC Box or to the UE PoC Box.

7.3.2.2.5.2  Determination of routing to a NW PoC Box upon failure to receive a valid SIP 2xx response


This subclause specifies how a PoC Server supporting the PoC Box service determines whether to route a SIP INVITE request to a NW PoC Box after failing to receive a SIP 2xx final response from a PoC Client or from a UE PoC Box and when the Invited PoC User subscribes to the NW PoC Box service.
NOTE:
If all conditions in the above paragraph are not fulfilled the procedures in 7.3.2.2.1 "Automatic-answer using On-demand Session", 7.3.2.2.2 "Automatic-answer using Pre-established Session", 7.3.2.2.3 "Manual-answer using On-demand Session" and 7.3.2.2.4 "Manual-answer using Pre-established Session" is used without considering the PoC Box.

Upon receiving a SIP 302 "Moved Temporarily" response to the SIP INVITE request from the PoC Client, 
the PoC Server:

1. SHALL return the SIP final response if the original SIP INVITE request received from the Inviting PoC Client contains a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor' with the value of 'msg-taker' along with the parameters 'require' and 'explicit and do not continue with the rest of the steps; or,
2. SHALL route the original Incoming SIP INVITE Request to the NW PoC Box as specified in subclause 7.3.2.2.5.2 "Forward invitations to a NW PoC Box" if the SIP URI in the Contact header of the SIP 302 "Moved Temporarily" response  corresponds to the NW PoC Box address and do not continue with the rest of the steps; or,
3. SHALL forward the SIP final response towards the PoC Server performing the Controlling PoC Function if the SIP URI in the Contact header of the SIP 302 "Moved Temporarily" response does not response corresponds to the NW PoC Box address.
NOTE:
The SIP INVITE request is forwarded to the NW PoC Box even if the <allow-unconditional-nwpocbox-routing> element indicates "false" [PoC-XDM Specification]as this is upon the specific decision of the PoC User.


Upon expiry of the 'PoC Box Alert User Timer' or upon failing to receive a final response the PoC Server:
1. SHALL return a SIP 480 "Temporarily unavailable" response if the original SIP INVITE request received from the Inviting PoC Client contains a Reject-Contact header the feature tag 'automata' and the feature tag 'actor' with the value of 'msg-taker' along with the parameters 'require' and 'explicit' and do not continue with the rest of the steps; or,
2. SHALL route the original incoming SIP INVITE request to the NW PoC Box as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box" if <allow-unconditional-nwpocbox-routing> element [PoC-XDM Specification] indicates "true" and if the <pocbox-type> element indicates "nwpocbox" and do not continue with the rest of the steps; or,

3. SHALL return a SIP 480 "Temporarily unavailable" response if <allow-unconditional-nwpocbox-routing> element [PoC-XDM Specification] indicates "false" or if the <pocbox-type> element [PoC-XDM Specification] indicates "uepocbox".
Upon receiving a SIP 486 "Busy here" response, or a SIP 408 "Request Timeout" response, or a SIP 600 "Busy Everywhere" or a SIP 603 "Decline" response the PoC Server:

1.  SHALL forward the SIP response towards the PoC Server performing the Controlling PoC Function if the original SIP INVITE request received from the Inviting PoC Client contains a Reject-Contact header the feature tag 'automata' and the feature tag 'actor' with the value of 'msg-taker' along with the parameters 'require' and 'explicit' and do not continue with the rest of the steps; or

2. SHALL route the original incoming SIP INVITE request to the NW PoC Box as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box" if the PoC Box use setting indicates 'conditional' and do not continue with the rest of the steps; or

3. SHALL forward the SIP response towards the PoC Server performing the Controlling PoC Function if the PoC Box use setting indicates 'unwilling'.
Upon receiving a SIP 3xx response (with the exception of the SIP 302 "Moved Temporarily" response), or a SIP 4xx response (with the exception of the SIP 486 "Busy here" response or the SIP 408 "Request Timeout" response), or a SIP 5xx response, or a SIP 6xx response (with the exception of the SIP 600 "Busy Everywhere" or the SIP 603 "Decline" response) the PoC Server:

1. SHALL forward the SIP response towards the PoC Server performing the Controlling PoC Function.
4. 



When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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