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1 Reason for Change

Justification

R02: Updated after e-mail discussions:
        - Subclause 3.1: Added definitions for UE, NW PoC Box, UE PoC Box and PoC Box used in subclause 6.3. 
        - Subclause 3.2: Added abbreviations “NW” and “UE”.
        - Subclauses 5.2.3 and 5.2.7: Added references to 6.3 for PoC extensions.
R01: Updated after e-mail discussions:
        - Moving extensions from 5.2 to new subclause 6.3 “PoC extensions to User Access Policy” intended for
          PoC specific extensions to User Access Policy. Only the PoC specific clarifications to usage of common
          XDM elements should be described in 5.2 in analogy with what is specified for group data in 5.1.
        - Title of subclause 6.2 changed accordingly to “PoC extensions to Group”.
This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_0-20070425-D : 
	ID
	Open Date
	Type
	Section
	Description
	Status

	F2

	2007.01.18
	E
	General
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment: Some of the text herein shall be moved to XDM enabler documentation where applicable, and some text shall be moved to CP, or remain in this document depending on pending decision in OMA. However, the comments issued in this ConR contribution are valid also for the new placeholder of the same text. See comments below for details.

Proposed Change: -
	Status: OPEN
OMA-POC-POCv2-2007-0709-CR_DM_F2_F22_F103_adjusting_to_XDM_changes

	F22

	2007.01.18
	E
	5.1
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  The description in [OMA-PoC-CP] shall include usage, but also PoC-specific application rules (data semantics) etc. for those elements defined in XDM but used by PoC.

Proposed Change: 
	Status: CLOSED
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	F103

	2007.01.18
	E
	C.2.1
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  The referred subclause in [SHARED_POLICY_XDM] does not exist.

Proposed Change: A review comment has already been issued on XDM to add an Appendix with examples. Refer to applicable subclause therein.
	Status: CLOSED
OMA-POC-POCv2-2007-0709-CR_DM_F2_F22_F103_adjusting_to_XDM_changes



F2: For User Access Policy issues the comment is mainly covered by other CRs, for example 0398R04 and 0684R03, but still there exists a need for clean-up after PAG decisions to move parts of Appendix H contents to XDM enabler. The proposal is to solve the following with this CR:
· PAG has agreed to take over element <allow-unconditional-nwpocbox-routing> and rename it to <allow-offline-storage> (PAG CR 0109R06). The OMA-TS-XDM_Shared_Policy-V2_0-20070425-D has been updated accordingly. The TS also states that the service enabler MAY define a service enabler-specific subelement to indicate the type of off-line storage. However, there is no such need for PoC service, as the invitation can only be routed to a NW PoC Box type when PoC Client is not registered. The existing element <pocbox-type>, as specified in OMA-TS-PoC_Document_Management-V2_0-20070425-D is used independently for on-line purpose and remains unaffected. 
· PAG has agreed to split <allow-invite> element into two new elements, <allow-auto-answermode> and <allow-reject-invite> (PAG CR 0171R02). The OMA-TS-PoC_Document_Management-V2_0-20070425-D has to be updated accordingly.
· As a consequence of above remove the EN in 5.2.3.

· Some minor editorial errors are corrected in references to XDM Shared Policy.

F22: The comment was based on move of PoC-specific XDM content to CP, but the decision is to keep it in the new OMA-TS-PoC_Document_Management-V2_0-20070425-D. The CONR comment can be closed without action. 

F103: The referred sub-clause is now included in sub-clause C.1.1 of OMA-TS-XDM-Shared_Policy-V2_0-20070425-D. However, Appendix C has been removed from our TS PoC Document Management by PoC CR #0660 agreed in telco meeting 20070502. The CONR comment can be closed without action.
Summary of Change

New elements in TS XDM Shared Policy taken into account.
Scope of Change

Subclauses 5.2.1, 5.2.3, 5.2.7, 6.2 and 6.3 are affected.

Consequence if not accepted

Inconsistency between PoC and XDM documentation remains.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1: F2
5.2 PoC User Access Policy

NOTE:  In PoC 2.0 the User Access Policy is described in the [SHARED_POLICY_XDM]. PoC User Access Policies are  still available for network elements and XDM Clients, that are compliant with PoC 1.0 Enabler Release by using the AUID specified in the the PoC 1.0 as specified in [PoC XDM 1.0].

PoC User Access Policy is described in  the [SHARED_POLICY_XDM] "Shared User Access Policy". The use of the elements of PoC User Access Policy is described in [OMA-PoC-CP]. 
5.2.1 Structure

The general structure is described in  the [SHARED_POLICY_XDM] "Structure" and the additional, PoC specific structure in the subclause  6.3.1"Structure".

The part of the structure applicable for the PoC service is as follows:

The PoC User Access Policy conforms to the structure of the "ruleset" document described in [COMMONPOL] and extended in [SHARED_POLICY_XDM] "XML Schema", with the extensions and constraints given in this sub‑clause.

The PoC User Access Policy document makes use of the following two elements defined for the <rules> element in [COMMONPOL]: 

· <conditions>

· <actions>

NOTE 1: This specification does not define any value for the <transformations> element defined as a child of the <rule> element in [COMMONPOL]. This means that, if present, the PoC Server ignores this element.

The <conditions> element supports the following elements:

a) the <identity> element, as defined in [COMMONPOL], except the sub-elements that are prohibited in [XDMSPEC];

b) the <external-list> element, as defined in [XDMSPEC],  "Common Extensions";

c) the <other-identity> element, as defined in [XDMSPEC],   "Common Extensions";

NOTE 2: This specification does not define any value for those elements defined as a part of the <conditions> element in [COMMONPOL] (e.g., <sphere>, <validity>), but which are not explicitly identified in the list above. This means that, if present, the PoC Server ignores such elements.

d) the <anonymous-request> element, as defined in [XDMSPEC], "Common Extensions".
e) the <media> element, as defined in [XDMSPEC] “Common Extensions”.
The <actions> element supports the following elements:
a) the <allow-auto-answermode> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML Schema" and [SHARED_POLICY_XDM] "Data Semantics";

b) the <allow-reject-invite> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML Schema" and [SHARED_POLICY_XDM] "Data Semantics";
c) the <allow-offline-storage> element, as defined in sub-clauses [SHARED_POLICY_XDM] "XML Schema" and [SHARED_POLICY_XDM] "Data Semantics";
d) 
e) 
f) 
5.2.2 Application Unique ID

Application Unique ID is described in  the [SHARED_POLICY_XDM] "Application Unique ID".

5.2.3 XML schema

XML schema is described in  the [SHARED_POLICY_XDM] "XML Schema". The PoC specific XML schema extensions are described in subclause  6.3.2 "XM schema".



5.2.4 Default namespace

Default namespace is described in  the [SHARED_POLICY_XDM] "Default Namespace".
5.2.5 MIME type

MIME type is described in  the [SHARED_POLICY_XDM] "MIME Type".

5.2.6 Validation constraints

Validation constraints are described in  the [SHARED_POLICY_XDM] "Validation constraints".
5.2.7 Data semantics

Data semantics are described in the [SHARED_POLICY_XDM] "Data Semantics" with the PoC specific clarifications as specified in this subclause. The data semantics for PoC specific extensions are described in subclause  6.3.4 "Data semantics".
Editor's Note:  It is FFS if audio includes PoC Speech or not.

The sub-element <full-duplex> is not applicable for PoC Speech, Audio and Video in the PoC service.

The action <allow-reject-invite> element value "true" is not applicable for the <media> element in the PoC service.
Editor's Note:  More appropriate wording for 'full-duplex'/'half-duplex' is FFS.











5.2.8 Naming conventions

Naming conventions are described in  the [SHARED_POLICY_XDM] "Naming conventions".

5.2.9 Global Documents

Global Documents are described in  the [SHARED_POLICY_XDM] "Global Documents".

5.2.10 Resource interdependencies

Resource interdependencies are described in  the [SHARED_POLICY_XDM] "Resource interdependencies".

5.2.11 Authorization policies

Authorization policies are described in  the [SHARED_POLICY_XDM] "Authorization policies".

Change 2: more F2
6. PoC extensions to Shared XDM application usages

6.1 Group Usage List

6.1.9 Structure

A PoC specific URI usage SHALL be used in a Group Usage List stored in the Shared List XDMS.  

The PoC URI usage, <pocusage> element, is defined to substitute <uriusage> element and is used within the <uriusages> element as specified in [SHARED_LIST_XDM].

6.1.10 XML schema

The <pocusage> element SHALL conform to the XML schema described in [XSD-1_POCUSAGE].

6.1.11 Validation constraints

None.

6.1.12 Data semantics

The <pocusage> element, if present in any <uriusages> element, SHALL indicate the type of PoC Group URI. The possible values are:

"chat"
the PoC Group URI is a Chat PoC Group.

"prearranged"
the PoC Group URI is a Pre-arranged PoC Group.
6.2 PoC extensions to Group
6.2.9 Structure

In addition to the child elements that the <actions> child element of any <rule> element MAY include according to [SHARED_GROUP_XDM], the <actions> child element of any <rule> element MAY include the following PoC Specific child elements: 

a) the <allow-dispatch> element;

b) the <allow-dispatcher-role-transfer> element;

c) the <group-advertisement-sending> element;
d) the <mbc_scheme> element;

6.2.10 XML schema

The <allow-dispatch>, <allow-dispatcher-role-transfer>, <group-advertisement-sending> and <mbc_scheme> elements SHALL conform to the XML schema which namespace name is "urn:oma:xml:poc:poc2.0-shared-group-ext" and is described in [XSD-2_SHARED_GROUP_EXT].

6.2.11 Validation constraints

None.
6.2.12 Data semantics

The <allow-dispatch> element SHALL be used to indicate that the identity matching this rule is allowed to assume the role of PoC Dispatcher, as defined in [OMA-PoC-CP]. The possible values are:

"false"
instructs the PoC Server performing the Controlling PoC Function to deny the PoC User to adopt the PoC Dispatcher role. This SHALL be the default value taken in the absence of the element.

"true"
instructs the PoC Server performing the Controlling PoC Function to allow the PoC User to adopt the PoC Dispatcher role.
The <allow-dispatcher-role-transfer> element SHALL be used to indicate that the identity matching this rule is allowed to request the transfer of an active PoC Dispatcher role to another participant, as defined in [OMA-PoC-CP]. The possible values are:

"false"
instructs the PoC Server performing the Controlling PoC Function to block the role transfer request. This SHALL be the default value taken in the absence of the element.

"true"
instructs the PoC Server performing the Controlling PoC Function to accept the role transfer request.

The <group-advertisement-sending> "action" SHALL be used to indicate that the identity matching this rule is allowed to send the Group Advertisement message. The possible values are:

"send"
instructs the Application Server to allow the user to send Group Advertisement message. This value is assigned the numeric value of 100. 

 "reject"
instructs the Application Server to prevent the user from sending Group Advertisement message. This value is assigned the numeric value of 200.
NOTE: Minimum value will be the default value.
The <mbc_scheme> "action" SHALL be used to indicate that the identity matching this rule is allowed to initiate the PoC Group Session with the indicated Media Burst Control Scheme. The possible values are of string type limited to 12 characters.

NOTE: Typically the standardised Media Burst Control procedure is used if <mbc_scheme> is not listed.
If multiple rules with the action <mbc_scheme> apply for an identity, the identity is allowed to initiate the PoC Group Session with any of the indicated Media Burst Control Schemes.
6.3 PoC extensions to User Access Policy
6.3.1 Structure

In addition to the child elements that the <actions> child element of any <rule> element MAY include according to [SHARED_POLICY_XDM], the <actions> child element of any <rule> element MAY include the following PoC Specific child elements: 

a) the <allow-invited-id-autoanswer> element, as defined in sub-clauses 6.3.2 "XML schema" and 6.3.4 "Data semantics";

b) the <pocbox-type> element, as defined in sub-clauses 6.3.2 "XML schema" and 6.3.4 "Data semantics".
6.3.2 XML schema
The <allow-invited-id-autoanswer> element and the <pocbox-type> element SHALL conform to the XML schema described in [XSD-2_POCRULES].

The XML schema described in [XSD-2_POCRULES] SHALL be used as an extension to the XML schema described in [COMMONPOL], if one or more of the following functionalities are supported:

a) the invited parties identity information function;

b) the PoC Box function.

6.3.3 Validation constraints

None.
6.3.4 Data semantics

The <allow-invited-id-autoanswer> element defines the action the PoC Server is to take when the PoC Session invitation contains invited party identities information for a particular user. The PoC Server operation according to the access rule is described in [OMA-PoC-CP] "PoC Session request". The value is a Boolean type:

"true"
instructing the PoC Server to accept the invitation according to the User's Answer Mode setting to process the PoC Session invitation. 
"false"
instructing the PoC Server to process the PoC Session invitation using manual answer procedure (i.e. leave it for PoC User to decide the acceptance). This is the default value for this action when no match happens.

NOTE: After access rule checking for auto answer permission, the delivery of the invited party identity information is handled according to the invited party identity information service setting.
The <pocbox-type> element indicates which type of PoC Box will be connected when the incoming PoC Session invitation is routed to a PoC Box. This element has one of the following two values, whose use is described in [OMA-PoC-CP]. The value is of an enumerated integer type:

"nwpocbox"  instructs the NW PoC Box to be connected. This is the lowest value for this action, and also the value used when no match happens, according to [COMMONPOL]. This value is assigned the numeric value of 0.

"uepocbox"  instructs the UE PoC Box to be connected. This value is assigned the numeric value of 1.

Change 3: Added definitions and abbreviations missing (taken from CR #0567R03)
Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.
	Answer Mode
	The current Answer Mode setting preference of the PoC User. (Source: [OMA-PoC-SD])

	Application Unique ID
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [XCAP])

	Chat PoC Group
	A persistent PoC Group in which each member individually joins the PoC Session, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.    (Source: [OMA-PoC-SD])

	Chat PoC Group Session
	A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.  (Source: [OMA-PoC-SD])

	Controlling PoC Function
	A function is implemented in a PoC Server, providing centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information. (Source: [OMA-PoC-SD])

	Document URI
	The HTTP URI containing the XCAP Root and document selector, resulting in the selection of a specific document. As a result, performing a GET against the Document URI would retrieve the document. (Source: [XCAP])

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [XCAP])

	Group Advertisement
	A feature that provides the capability to inform other PoC Users of the existence of a PoC Group.

	Group Usage List
	A list of group names or service URIs that are known by the XDM Client

	Manual Answer Mode
	Manual Answer Mode is a mode of operation in which the PoC Client requires the PoC User to manually accept the PoC Session invitation before the PoC Session is established. (Source: [OMA-PoC-SD]) 

	NW PoC Box
	A PoC functional entity in the PoC Network where PoC Session Data and PoC Session Control Data can be stored.

	Participant
	A Participant is a PoC User in a PoC Session.  (Source: [OMA-PoC-SD])

	PoC Box
	A PoC functional entity where PoC Session Data and PoC Session Control Data can be stored. It can be NW PoC Box or UE PoC Box or both.

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI (PoC Group Identity for PoC Prearranged and Chat PoC Groups). PoC User uses PoC Groups to establish PoC Group Sessions.. (Source: [OMAPoC-SD])

	PoC Group Session
	A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session.  (Source: [OMA-PoC-SD])

	PoC Group Identity
	A SIP URI identifying a Pre-arranged PoC Group or a Chat PoC Group. A PoC Group Identity is used by the PoC Client to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups. (Source: [OMA-PoC-SD]) 

	PoC Server
	The PoC Server implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.   (Source: [OMA-PoC-SD])

	PoC User
	A user of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.

NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term "PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP]. (Source: [OMA-PoC-SD])

	PoC User Access Policy
	A rule-based plan of actions that defines the criteria for access to the PoC User. The plan describes the expected pattern of behaviour of the PoC User at access attempts from other PoC Users.

	Pre-arranged PoC Group
	A Pre-arranged PoC Group is a persistent PoC Group that has an associated set of PoC Users or/and PoC Groups. The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.  (Source: [OMA-PoC-SD])

	UE PoC Box
	A functional entity co-located with the PoC Client in the User Equipment where PoC Session Data and PoC Session Control Data can be stored.

	URI List
	A list of URIs. (Source: [SHARED_GROUP_XDM])

	User
	A User is any entity that uses the described features through the User Equipment.

	User Equipment
	A hardware device that supports a PoC Client e.g., a wireless phone.

	XCAP Application Usage
	Detailed information on the interaction of an XCAP Client with an XCAP Server. (Source: [XCAP])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a syntactically valid URI, the XCAP Root URI does not correspond to an actual resource on an XCAP Server.  Actual resources are created by appending additional path information to the XCAP Root URI. (Source: [XCAP])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP User Identifier
	A string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [XCAP])


Abbreviations

	AUID
	Application Unique ID

	HTTP
	Hypertext Transfer Protocol

	MIME
	Multipurpose Internet Mail Extensions

	NW
	Network

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier
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