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	Classification:
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 FORMCHECKBOX 
 1: Major Change
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 3: Clerical

	Source:
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1 Reason for Change

a) Justification:

The contribution attempts to close the following comment:
	E517

	2007-01-19
	T
	8.1

8.3
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: The description overlaps with OMA-TS-PoC-ControlPlane-V2_0-20061221-D.doc 5.9 "Anonymous PoC Address" and is inconsistent with it. E.g. in CP it says for the PoC Users wishing privacy, the POC Server needs to generate and to keep the unique Anonymous PoC Address, while this chapter just uses "anonymous identity".
	Status: 
CLOSED


b) Clauses affected:

See justification.
c) Summary of change:

See justification.
d) Consequence if not approved:

CONRR not closed.

e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

8.  Sender Identification

This subclause describes the procedures to provide Sender Identification.

Sender Identification is the process of conveying the PoC Address or Anonymous PoC Address and the Nick Name from the PoC Server performing the Controlling PoC Function to the PoC Client or the PoC Box. 
8.1 Sender Identification information in the PoC Server performing the Controlling PoC Function


The PoC Server SHALL collect and cache for each Participant the following:

· 1. the PoC Address of the Participant as specified in [OMA-PoC-CP] "Authenticated Originator's PoC Address";
· 2. the Anonymous PoC Address as specified in [OMA-PoC-CP] "Anonymous PoC Address", if the Participant requested privacy;

· 3. the Nick Name of the Participant as specified in [OMA-PoC-CP] "Nick Name", if the Nick Names are supported by the PoC Server;

· 4. whether the privacy was requested by the Participant; 
· 5. whether the PoC Server performing the Participating PoC Function of the Participant stays on the Media path; and,
· 6. the SSRC identifier(s) of the RTP stream(s) used by the PoC Client of the Participant.
The SSRC identifier becomes known to the PoC Server when:

· 1. RTP Media packet is received from the PoC Client;
· 2. MBCP packet or TBCP packet is received from the PoC Client; or,
· 3. RTCP compound packet is received from the PoC Client.


The PoC Server SHALL include the PoC Address and Nick Name of the Participant who has been permitted to send a Media Burst in the MBCP Media Burst Taken message, if privacy is not requested and even if privacy is requested and the PoC Server performing Participating PoC Function has indicated to stay on the Media path.

The PoC Server SHALL include the Anonymous PoC Address and Nick Name of the Participant who has been permitted to send a Media Burst in the MBCP Media Burst Taken message, if PoC Server performing Participating PoC Function has not indicated to stay on the Media path and if privacy is requested.



· 
· 
· 
The PoC Server SHALL preserve the SSRC identifier of the PoC Client sending the Media Burst in the RTP Media packets sent to the PoC Clients that are receiving the Media Burst. This allows the receiving PoC Clients to use the SSRC identifier to identify the Participant sending the Media Burst in the case when the MBCP Media Burst Taken message is lost.

The PoC Server SHALL set the PoC Address or the Anonymous PoC Address and the Nick Name of the Participant in the outgoing MSRP SEND requests as specified in [OMA-POC-IM].
8.2 Sender Identification information in the PoC Client

For Continuous Media the PoC Client 

1. SHALL receive the PoC Address or Anonymous PoC Address and MAY receive the Nick Name of the Participant that has been permitted to send a Media Burst in the MBCP Media Burst Taken message and the PoC Client MAY display this information to the PoC User; 

2. MAY collect information about the other Participants, their identities and the SSRC identifiers used by their PoC Clients in the PoC Session in order to be able to map a RTP Media packet in case the MBCP Media Burst Taken message is lost; and,

3. SHOULD keep itself updated with the information provided by the PoC Server performing the Controlling PoC Function if the PoC Client collects information about the other Participants. 

NOTE:
The PoC Client can for instance store the latest mapping between the Participant's PoC Address or Anonymous PoC Address, the Nick Name and SSRC identifier.

For Discrete Media the PoC Client:

1. SHALL include the PoC Address or Anonymous PoC Address and MAY include the Nick Name in the MSRP SEND request as specified in [OMA-PoC-IM]; and,
2. SHALL receive the PoC Address or Anonymous PoC Address and MAY receive the Nick Name of the Participant that who has been permitted to send the Discrete Media in the MSRP SEND request as specified in [OMA-PoC-IM] unless privacy is requested.
8.3 Sender Identification information in the PoC Server performing the Participating PoC Function

This subclause describes the procedure for the PoC Server to deliver the information about Sender Identification to the receiving PoC Clients in case PoC Server performing Participating PoC Function stays on the Media path.

The PoC Server SHALL replace the PoC Address and Nick Name of the Participant who has been permitted to send a Media Burst in the MBCP Media Burst Taken message by an anonymous identity, if privacy is indicated in the MBCP Media Burst Taken message. The PoC Server SHOULD use the unique anonymous identity received in the Anonymous identity field, if included in the received MBCP Media Burst Taken message.

The PoC Server SHALL forward the PoC Address of the Participant who has been permitted to send a Media Burst in the MBCP Media Burst Taken message, if privacy is not indicated in the MBCP Media Burst Taken message.

The PoC Server MAY change the Nick Name of the Participant who has been permitted to send a Media Burst in the MBCP Media Burst Taken message as specified in [OMA-PoC-CP] "Nick Name" when used.

The PoC Server SHALL include in the outgoing MSRP SEND request the PoC Address or Anonymous PoC Address and Nick Name of the PoC User at the PoC Client if received in the incoming MSRP SEND request as specified in [OMA-PoC-IM].

8.4 Sender Identification in the PoC Box

This procedure applies to the UE PoC Box and the NW PoC Box.
When receiving Continuous Media the PoC Box:

1. SHALL store the PoC Address received in the MBCP Media Burst Taken message unless privacy is requested; and,

2. SHOULD store the Nick Name received in the MBCP Media Burst Taken message if a Nick Name is available.
When receiving Discrete Media the PoC Box:

1. SHALL store the PoC Address received in the Discrete Media in the MSRP SEND request as specified in [OMA-PoC-IM] unless privacy is requested; and,

2. SHOULD store the Nick Name received in the Discrete Media in the MSRP SEND request as specified in [OMA-PoC-IM] if a Nick Name is available.
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