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1 Reason for Change

a) Justification:

The documents attempts to close the following CONRR item:

	C61
	2007.01.22
	T
	4.1.1
	Source: aallen@rim.com

Form: OMA-REL-2007-0056R01 

Comment: Need to clarify the relationship between PoC addresses and PoC Clients.

Proposed Change: Clarify that a PoC Address identifies a PoC Client Instance. (i.e if a UE registers multiple PoC Addresses each registered PoC Address identifies a different PoC Client instance of that UE)
	Status: OPEN

AI for Andrew, Jan, Sungjin, Ivo


b) Clauses affected:

4.5, 4.10, 4.18, 4.26
c) Summary of change:

The SD document is updated to contain the current PoC Server and PoC Client behaviour described in the CP.
d) Consequence if not approved:

CONRR not closed.
e) Reason for revision:

R01 – main changes:

· updated according to the 2007-08-14 telco discussion
R02 – changed as discussed in the drafting sessions
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

 3.2 Definitions

	
	


 4.1.1 PoC Address

Each PoC User SHALL have one or more PoC Addresses. A PoC Address SHALL be used by any PoC User to request communication with other PoC Users, PoC Remote Access Users or P2T Users. A PoC Address is in the format of either a SIP URI or a TEL URI. At least one PoC Address SHALL be in the format of a SIP URI. The PoC Address SHALL comply either with the specification of a SIP URI in [RFC 3261], or with the specification of a TEL URI in [RFC3966]. Note that the SIP/IP Core will translate a TEL URI to a SIP URI for routing.
A PoC Address SHALL be registered with the SIP/IP Core as described in subclause 4.5 “Registration”.  Registration of one PoC Address associated with a PoC User MAY imply registration of other PoC Addresses associated with the same PoC User.
When the PoC Client registers multiple PoC Addresses, all PoC Addresses registered with the same SIP/IP Core identify the same PoC User.
The PoC Address is used for PoC and other SIP based service.

Examples of PoC Addresses are:

· sip:joe.doe@operator.net;

· sip:buss2.city@operator.net;

· sip:buss2.city@poc.operator.net;

· tel:+16195551212;

· tel:5551212; phone-context = pbx.net.

 4.2 Addressing

 4.2.1 Phone numbers

Phone numbers MAY be used as a PoC Address.  A PoC User MAY address another PoC User, a P2T User or a PoC Remote Access User by a phone number. The PoC Client SHALL send the phone number to the SIP/IP Core in a TEL URI [RFC3966]. 

NOTE:
Pre-arranged PoC Groups and Chat PoC Groups are addressed with SIP URIs.

The phone number MAY use the international E.164 [ITU-T E.164] format (prefixed with a ‘+’ sign), or a local format according to rules and procedures of [RFC3966].  The SIP/IP Core shall interpret the phone number with a leading ‘+’ to be an E.164 number.

When addressing by TEL URI is used for a PoC Session the PoC Server MAY resolve the TEL URI to a SIP URI, for instance by using DNS/ENUM or other local data base. A phone number in a local format SHALL be converted to the E.164 format before DNS/ENUM is used.
 4.2.2 SIP URI

A PoC User MAY address another PoC User, a P2T User, a PoC Remote Access User by a SIP URI and SHALL address a Pre-arranged PoC Group and a Chat PoC Group by a SIP URI.
 4.5 Registration

 4.5.1 General

Prior to using the PoC service the UE hosting the PoC Client SHALL perform SIP registration to the SIP/IP Core according to rules and procedures of [RFC3261], which indicates the support of PoC service in the REGISTER request. The registration function is provided in the SIP/IP Core and the registration/deregistration MAY be visible to the PoC Server via the POC-2 reference point. After a successful PoC service registration the PoC Client SHALL publish its PoC Service Settings to the PoC Server according to subclause 4.26 "PoC Service Settings"  for each PoC Address that is registered with the SIP/IP core either explicitly or implicitly for the PoC Client that the PoC User intends to use for the PoC Service. 
After a successful registration and a successful PoC Service Settings publish the PoC User is able to use the registered PoC Addresses:

· to originate PoC communication including session and session unrelated procedures;

· to receive PoC communication including session and session unrelated procedures.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address. Registering multiple PoC Addresses at once is called implicit registration. The PoC Address that is used in the registration SHALL be SIP URI according to [RFC3261] while the PoC Addresses to be registered implicitly MAY be SIP URIs or TEL URIs. 
The PoC Client is responsible for maintaining its registration active by using a re-registration procedure. If the PoC Client fails to perform a successful re-registration before a registration timer expires the registration is terminated. 

The PoC Client SHALL be able to terminate its registration for the PoC service at any point of time by using a deregistration procedure. The SIP/IP Core MAY terminate PoC User’s registration at any point of time by using a network initiated deregistration procedure.
NOTE 1: Network initiated de-registration is out of scope of the PoC specification.
The PoC Client SHALL indicate in the REGISTER request that this is a PoC registration so that it is possible for the SIP/IP Core to route the terminating requests to the PoC Client.
If the UE incorporates UE PoC Box functionality the UE SHALL include in the REGISTER request the contact address for the UE PoC Box along with an indication that this is a UE PoC Box whenever the UE PoC Box function is available to record Media Streams.
NOTE 2:  When the UE hosts both the UE PoC Box and the PoC Client both the UE PoC Box and the PoC Client share the same PoC Address of the served PoC User. No registration is needed for the NW PoC Box.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.S0013.4].

 4.10 Handling of Simultaneous PoC Sessions

 4.10.1 General

The Simultaneous PoC Sessions mean functionality, that the Home PoC Server discards Media Bursts of some PoC Sessions for maintaining a single entire Conversation.
A PoC Client and PoC Server MAY be capable of handling Simultaneous PoC Sessions. PoC Clients capable of handling Simultaneous PoC Sessions MAY become involved in Simultaneous PoC Sessions by inviting, joining or accepting more than one PoC Sessions, if handling of Simultaneous PoC Sessions is supported by the Home PoC Server. The PoC Client SHALL be aware if the Home PoC Server supports Simultaneous PoC Sessions. The PoC Client supporting the Simultaneous PoC Sessions SHOULD learn via DM-1 reference point if the Home PoC Server supports Simultaneous PoC Sessions. 
NOTE: 
If the Simultaneous PoC Sessions functionality is not supported, the PoC Client is allowed to handle several PoC Sessions at the same time.  
The PoC Client SHALL indicate to the Home PoC Server, if the PoC Client supports Simultaneous PoC Sessions. 

Each Simultaneous PoC Session SHALL have a SIP Session, Media Burst Control and Media stream established between the PoC Client and the Home PoC Server.
 4.10.2 Simultaneous PoC Session setup and control

The PoC Client, which is capable of handling Simultaneous PoC Sessions, SHALL be able to select the PoC Session priority of two priority levels (primary and secondary). At most one PoC Session MAY be primary. The rest of the PoC Sessions  SHALL be secondary. The session priority is used by the Home PoC Server to filter the Media to be sent to the PoC Client. Additionally the PoC Client MAY lock and unlock itself to the selected PoC Session.

Primary/secondary prioritisation SHALL be PoC User and PoC Session specific. It SHALL be possible to change the prioritisation also while the PoC Client is engaged in multiple PoC Sessions. The Primary or Secondary PoC Session configuration SHALL be stored in the Home PoC Server. The setting MAY be made on the session setup or on the session update. When received the PoC Session priority information SHALL be processed by the Home PoC Server. The lock/unlock information MAY be sent by the PoC Client to the PoC Server performing Participating PoC Function similar way. When PoC Client is locked to one PoC Session, then the Home PoC Server performing Participating PoC Function SHALL not send a Media Burst of any other PoC Session to the PoC Client until unlocked or when PoC Session is ended.

The PoC Server performing Participating PoC Function SHALL identify that the PoC Session priority and/or locking is requested. The PoC Server performing the Participating PoC Function SHALL update the PoC Session priority according to the request, if not prevented by a local policy with pre-configured settings for the priority levels. When the session priority is set primary for the PoC User, the possible previous Primary PoC Session SHALL be automatically changed to the secondary one. If locking is requested and the PoC Server performing the Participating PoC Function allows locking for this PoC Session the PoC Server performing the Participating PoC Function SHALL lock the media stream filtering the way that this PoC Session is by-passed to the PoC Client until the PoC Session ends or it is unlocked. When locked to one PoC Session the PoC Server performing the Participating PoC Function SHALL automatically unlock the possible previous locked PoC Session. The PoC Server performing Participating PoC Function SHALL send the INVITE request to the PoC Server performing the Controlling PoC Function, but without Simultaneous PoC Session specific information elements.
The session priority MAY be set also on the Pre-established Session set-up. Locking to the Pre-established Session is not relevant.

 4.10.3 Setting session priority/lock-in during a PoC Session

The PoC Client MAY change the PoC Session priority also during a PoC Session. In this case the PoC Client SHALL send an UPDATE to the PoC Server performing the Participating PoC Function. In this case the UPDATE SHOULD NOT be forwarded to the PoC Server performing the Controlling PoC Function.

In the case the new PoC Session is either initiated or received, when the PoC Client is locked to another PoC Session, the PoC Client SHALL release the locking of another session by adding the unlocking request to the INVITE/UPDATE request to be able to communicate in the new PoC Session.

The PoC Server performing the Participating PoC Function SHALL change the session priority and/or locking according to the PoC Client request, if not permanently pre-configured.
The PoC Session locking has precedence over the PoC Session priority when both apply.

 4.10.4 RTP Media filtering of the Simultaneous PoC Sessions (for PoC Speech)
The PoC Client MAY participate in Simultaneous PoC Sessions. If there is RTP Media in more than one PoC Session in which the PoC Client is a Participant at the same time, the Home PoC Server performing the Participating PoC Function SHALL filter the Media Bursts so that the PoC User hears a single Conversation.
The Home PoC Server performing the Participating PoC Function SHALL transfer the Media Bursts from the same PoC Session until the Conversation has ended (PoC Session is inactive long enough), or when the PoC Session is put on hold (deactivate Media Bursts) or a new Primary PoC Session is activated or another PoC Session is locked for talking/listening. The RTP Media filtering SHALL be performed by the PoC User’s Home PoC Server performing the Participating PoC Function without affecting to the PoC Server performing the Controlling PoC Function. 

The PoC Server performing the Participating PoC Function SHALL transfer the Media Bursts of the Primary PoC Session immediately when received, even if it was transferring the Media Bursts of the Secondary PoC Session. If the PoC User is currently sending Media in the Secondary PoC Session, the Media Burst SHALL NOT be interrupted, but the Media Burst Control messages of the Primary PoC Session SHOULD be sent to the PoC Client.
Among the Secondary PoC Sessions the PoC Server performing the Participating PoC Function SHOULD transfer the Media Burst of the on-going Conversation. After the silent period the Home PoC Server SHALL select the PoC Session for transferring RTP Media, for which the Media Burst are received first. After the previous Conversation is ended the Home PoC Server SHALL select of the several PoC Sessions with on-going Media Bursts the one according to its local policy. The PoC Client MAY lock itself temporarily into one PoC Session and thus, suspend the listening of any other PoC Session after Conversation has ended, until it is unlocked or the PoC Session is released. The PoC Client MAY send the Media Bursts request to any of the Simultaneous PoC Sessions. The possible locking to the previous PoC Session SHALL be released, when requesting the Media Burst to another PoC Session. The PoC Server performing the Participating PoC Function SHALL be able to relay the Media Burst Confirm response and also to start to transfer Media Bursts of this PoC Session.
 4.10.4.1 Simultaneous PoC Session association
The PoC Server performing the Participating PoC Function SHALL select for the RTP Media filtering the Simultaneous PoC Sessions established by the same PoC Client using any registered PoC Address as determined in the subclause 4.X "Multiple registered PoC Address determination".
 4.10.4.2 Media filtering of other Media Types than PoC Speech
For each PoC Session the PoC Server performing the Participating PoC Function SHALL either send all Continuous Media Types (i.e. PoC Speech, Audio, Video) to the PoC Client or discard all Continuous Media Types using the rules as described for PoC Speech in the subclause 0 " 4.10.4 RTP Media filtering of the Simultaneous PoC Sessions”, when there is any overlapping Continuous Media Type in another PoC Session.

NOTE: Media filtering does not affect Discrete Media. 
 4.10.5 Participant information delivery

The possible changes in the RTP Media filtering selection in the PoC Server (from one PoC Session to another) SHALL NOT affect the distribution of the Participant information.

When the PoC Server changes the PoC Session being delivered to the PoC Client, the PoC Server SHALL indicate on the User Plane which PoC Session is being delivered to the PoC User. The PoC Client SHALL identify each Simultaneous PoC Session with a unique identifier allocated by the Home PoC Server (Participating PoC Function).

 4.10.6 Monitoring

The PoC Server performing the Participating PoC Function SHOULD send the Media Burst Control messages of all Simultaneous PoC Sessions to the PoC Client.

 4.10.7 Authorisation

PoC Clients MAY be provisioned an attribute to tell how many Simultaneous PoC Sessions they are allowed to participate. 
NOTE 1:
The PoC Client provisioned value is lower or equal to the maximum amount of Simultaneous PoC Sessions provisioned at the PoC Server.
The PoC Client SHOULD avoid establishing more PoC Sessions, if the maximum amount of Simultaneous PoC Sessions is reached. In case the maximum number of PoC Sessions is reached, the PoC Server performing the Participating PoC Function SHALL interpret the Invited PoC Client as busy, or respectively SHALL reject an invitation from an Inviting PoC Client.
NOTE 2: 
The provisioning of the maximum number of the Simultaneous PoC Sessions to the PoC Server is out of scope of this specification.

 4.18 Access Control

 4.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the Shared Policy XDMS and PoC Group authorization rules located in the Shared Group XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared List XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.     

Access Control list management uses the XML Document Management operations specified in the [XDM AD V2.0].

 4.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
If multiple PoC Addresses are registered by a PoC Client explicitly or implicitly, the PoC Client SHALL create the PoC User access policy for each PoC Address the PoC User intends to use for the PoC Service.
NOTE 1:
The PoC User access policy need not contain any rules.
The PoC User access policies include: 

· General access rules;
· Media Type specific access rules; and,

· PoC Box criteria access rules.

In case several access rules, described above, are applicable the following main rule applies:

· If any of the access rules indicates 'block' then 'block' is applied to the request.

· If none of the access rules indicates 'block' and any of the access rules indicates 'manual answer' then 'manual answer'  is applied to the request.

· If none of the access rules indicates 'block' or 'manual answer' then 'automatic answer'  is applied to the request.

· If access rule is not defined, then 'manual answer' is applied to the request.

NOTE 2:
PoC User's Answer Mode Indication setting also affects the Answer Mode applied to the request as described in the subclause 0 " 4.30 Answer Mode". 
NOTE3:
PoC User access policies are superseded by the Incoming PoC Session Barring state.
 4.18.2.1 General access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode Indication setting, known as MAO.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.
 4.18.2.2 Media Type specific access rules
The Media Type specific access rules SHALL support following:

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Video

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Audio
· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Discrete Media.
NOTE: Manual Answer Mode is applied for PoC Speech, Audio and Video and Automatic Answer Mode is appliedfor Discrete Media, if the corresponding access rule is not defined.
The Media Type specific access rules SHALL be PoC User specific.

 4.18.2.3 PoC Box criteria access rules
The PoC Server MAY support the PoC Box criteria access rules.

The XDMC MAY support configuration of PoC Box criteria access rule conditions.

If the PoC Server supports PoC Box the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the PoC Box criteria access rule conditions defined by the Invited PoC User. 

The PoC Box criteria access rule SHALL support the following action:

· PoC Server unconditional forwarding of invitations to the NW PoC Box when the PoC User is not registered with a PoC Client and UE PoC Box.
NOTE 1: When the PoC Service Setting is expired because, e.g., the PoC User is not registered, the same access rule is applied.

NOTE 2:  The PoC Server can identify the non-registered PoC User from the incoming INVITE request from the SIP/IP Core. 
· Use the default PoC Box (i.e., UE or NW PoC Box) if both UE and NW PoC Box can be connected.
A local policy MAY be used to determine if all Media Types in an invitation to a PoC Session can be forwarded to the PoC Box or not.
 4.18.3 PoC Group authorization rules

The PoC Group owner MAY use authorization rules to control permissions to access a Pre-arranged and Chat PoC Group. The PoC Group authorization rules SHALL support the following actions:

· Allow/block PoC User initiating the PoC Session
· Allow/block PoC User joining the PoC Session
· Allow/block PoC User adding Participants to the PoC Session
· Allow/block PoC User removing Participants from the PoC Session
· Allow/block subscription to the Participant Information
· Allow/forbid the anonymity of certain Participants
· Allow/block PoC User adding Media to and removing Media from the PoC Session

· Allow/block PoC User adopting the PoC Dispatcher role

· Allow/block PoC User transferring the PoC Dispatcher role
· Allow/block PoC User sending the Group Advertisements to the PoC Group
· Allow certain Media Burst Control Schemes for a certain PoC Session initiator
 4.26 PoC Service Settings 

The PoC Client SHALL control PoC Service Settings via the POC-1 reference point.

The PoC Client SHALL provide to the Home PoC Server the following PoC Service Settings:

· Answer Mode Indication;

· Incoming PoC Session Barring; 

· Incoming Instant Personal Alert Barring; and
· Simultaneous PoC Sessions Support.
The PoC Client MAY provide to the Home PoC Server the following PoC Service Settings:
· Invited Parties Identity Information Mode;
· Support for Media Content included in a request; 
· Support for Referenced Media Content included in a request; 
· Support for Text Content included in a request; 
· PoC Box Use; and
· Privacy.
If multiple PoC Addresses are registered by a PoC Client explicitly or implicitly, the PoC Client SHALL publish the PoC Service Setting for each PoC Address. 
The PoC Client MAY publish different PoC Service Settings values for each PoC Address. 
The PoC Server SHALL apply the PoC Service Settings that the PoC Client publishes for requests involving that specific PoC Address.
The following subclause describes the PoC Service Settings in more detail.
NOTE:  PoC Client will get the information about supported optional features that are related to PoC Service Settings by provisioning as specified in subclause 4.23 “PoC service provisioning”.
 4.26.1 Answer Mode Indication
The PoC Client SHALL provide the Home PoC Server with its current Answer Mode Indication setting. The Home PoC Server SHALL store the Answer Mode Indication setting provided by the PoC Client for the Served PoC User. 

The possible Answer Mode Indication settings are:

· Automatic Answer Mode; and

· Manual Answer Mode.

If the PoC Client supports both the Automatic Answer Mode and the Manual Answer Mode the PoC Client SHALL allow the PoC User to change the Answer Mode Indication setting.

The Home PoC Server SHALL request the Invited PoC Client to answer the PoC Session with a specific Answer Mode by indicating the requested Answer Mode in all initial PoC Session invitations to the Served PoC User based on the Answer Mode Indicationsetting, the Access Rules and any indication indicating the requested Answer Mode specifically included by the Inviting PoC User. 
 4.26.2 Incoming PoC Session Barring (ISB)

The PoC Client SHALL provide the Home PoC Server with its current Incoming PoC Session Barring setting. The Home PoC Server SHALL store the Incoming PoC Session Barring setting provided by the PoC Client for the Served PoC User.

The PoC Client SHALL allow the PoC User to change the Incoming PoC Session Barring setting.

The possible Incoming PoC Session Barring settings are:

· Incoming PoC Session Barring settings active; or,

·  Incoming PoC Session Barring settings not active.

If the Incoming PoC Session Barring is active the Home PoC Server SHALL reject all incoming invitations for the Served PoC User.

 4.26.3 Incoming Instant Personal Alert Barring (IAB)

The PoC Client SHALL provide the Home PoC Server with its current Incoming Instant Alert Barring setting. If the Home PoC Network supports Incoming Instant Personal Alert Barring, the Home PoC Server SHALL store the Incoming Instant Personal Alert Barring setting provided by the PoC Client for the Served PoC User.

If the PoC Client supports Incoming Instant Personal Alert Barring, the PoC Client SHALL allow the PoC User to change the Incoming Instant Personal Alert Barring setting in the Home PoC Network.

The possible Incoming Instant Personal Alert Barring settings are:

· Incoming Instant Personal Alert Barring active; or,

· Incoming Instant Personal Alert Barring not active.

If the Incoming Instant Personal Alert Barring is active the PoC Server SHALL reject all incoming Instant Personal Alerts for the Served PoC User.

 4.26.4 Simultaneous PoC Sessions Support (SSS)

If the PoC Client supports Simultaneous PoC Sessions, the PoC Client SHALL indicate the Simultaneous PoC Sessions Support setting to the Home PoC Server. If the PoC Client does not support Simultaneous PoC Sessions, the PoC Client SHALL indicate that the Simultaneous PoC Sessions Support setting is not active when providing PoC Service Settings to the Home PoC Server.
If the Home PoC Network supports Simultaneous PoC Sessions, the Home PoC Server SHALL store the Simultaneous PoC Sessions Support setting provided by the PoC Client for the Served PoC User.
The possible Simultaneous PoC Sessions Support settings are:

· Simultaneous PoC Sessions Support active;or, 
· Simultaneous PoC Sessions Support not active.

· Contributor's note: moved to 4.10.7

· PLEASE REMOVE THIS BEFORE APPLYING THE CHANGES TO THE DOCUMENT


If the Simultaneous PoC Sessions Support setting is Simultaneous PoC Sessions Support active, the PoC Server behaves as specified in subclause 4.10 "Handling of Simultaneous PoC Sessions".
NOTE 1: 
If there are ongoing PoC Sessions the new value of the Simultaneous PoC Sessions Support setting will not take effect immediately.
 4.26.5 Invited Parties Identity Information Mode (IPIIM)

The Home PoC Server SHALL store the Invited Parties Identity Information Mode setting provided by the PoC Client for the Served PoC User in regions where this functionality is not restricted due to regulations.
The PoC Client MAY support the Invited Parties Identity Information Mode. If Invited Parties Identity Information Mode is supported by the PoC Client, the PoC Client SHALL allow the PoC User to change the Invited Parties Identity Information Mode.

The possible  Invited Parties Identity Information Mode settings are:

· Invited Parties Identity Information Mode active; or,
· Invited Parties Identity Information Mode not active.
If the Invited Parties Identity Information Mode is active the Home PoC Server SHALL deliver the invited parties identity information to the PoC Client for the Served PoC User.
NOTE: When there is no available service setting for Invited Parties Identity Information Mode, the default for Invited Parties Identity Information Mode is not active”. 

 4.26.6 Support for Media Content included in a request
The PoC Service Settings for Support of Media Content included in a request MAY be indicated by the PoC Client to indicate whether  the PoC User is willing to accept requests with Media Content included..
The PoC Client MAY include the following PoC Service Settings:
· Support for Media Content included in a request;
· Support for Referenced Media Content included in a request; and
· Support for Text Content included in a request.
 4.26.6.1  Support for Media Content included in a request
The Home PoC Server SHALL store the Support for Media Content included in a request setting if provided by the PoC Client for the Served PoC User.
The PoC Client MAY support Media Content included in a request. If Media Content included in a request is supported by the PoC Client, the PoC Client SHALL allow the PoC User to change the Support for Media Content included in a request.

The possible Support for Media Content included in a request settings are:

· Support for Media Content included in a request supported ; or 
· Support for Media Content included in a request not supported
If the Support for Media Content included in a request is not supported the Home PoC Server SHALL remove any Media Content included in the request before forwarding to the PoC Client for the Served PoC User.
NOTE: When there is no available service setting for Support for Media Content included in a request the default setting is not supported 

 4.26.6.2 Support for Referenced Media Content included in a request
The Home PoC Server SHALL store the Support for Reference Media Content included in a request setting if provided by the PoC Client for the Served PoC User.
The PoC Client MAY support referenced Media Content included in a request. If referenced Media Content included in a request is supported by the PoC Client, the PoC Client SHALL allow the PoC User to change the Support for Referenced Media Content included in a request.

The possible Support for Referenced Media Content included in a request settings are:

· Support for Referenced Media Content included in a request supported; or
· Support for Referenced Media Content included in a request not supported.
If the Support for Referenced Media Content included in a request is not supported the Home PoC Server SHALL remove any reference to Media Content included in the request before forwarding to the PoC Client for the Served PoC User.
NOTE: When there is no available service setting for Support for Referenced Media Content included in a request the default setting is not supported.

 4.26.6.3 Support for Text Content included in a Request
The Home PoC Server SHALL store the Support for Text Content included in a request setting if provided by the PoC Client for the Served PoC User.
The PoC Client MAY support Text Content included in a request. If Text Content included in a request is supported by the PoC Client, the PoC Client SHALL allow the PoC User to change the Support for Text Content included in a request.

The possible Support for Text Content included in a request settings are:

· Support for Text Content included in a request supported; or
· Support for Text Content included in a request not supported.
If the Support for Text Content included in a request is not supported the Home PoC Server SHALL remove any Text Content included in the request before forwarding to the PoC Client for the Served PoC User.
NOTE: When there is no available service setting for Support for Text Content included in a request the default setting is not supported .
 4.30 Answer Mode
 4.30.2 Answer Mode determination procedures
Answer Mode for PoC Session is based on originating PoC User's selection or terminating PoC User's settings. The cases where originating PoC User has selected the Answer Mode for PoC Session are described in subclauses Error! Reference source not found. "Error! Reference source not found." and Error! Reference source not found. "Error! Reference source not found.".  In those cases, the originating PoC Client has included an indication indicating the requested Answer Mode in its PoC Session invitation.

In cases where no indication indicating the requested Answer Mode is contained in an incoming PoC Session invitation, the determination for used Answer Mode SHALL be performed at terminating Participating PoC Function. The determination SHALL be based on terminating PoC User's access rules settings and the published Answer Mode Indication PoC Service Setting as described in 0 " 4.26.1 Answer Mode”.

On determination of the Answer Mode for the PoC Session in the case where incoming PoC Session invitation does not contain an indication indicating the requested Answer Mode, following rules apply:

1) Firstly the access rules configured by Invited PoC User are checked. The access rules to be checked are the default access rules as specified in 0 " 4.18.2.1 General access rules” and Media Type specific access rules as specified in 0 " 4.18.2.2 Media Type specific access rules”. If any of these access rules indicates Manual Answer and no access rule indicates ‘block’, then Manual Answer Mode SHALL be applied.

2) If the access rules checking allow Automatic Answer, then the PoC Service Setting Answer Mode Indication published by Invited PoC Client SHALL be checked, and if Automatic Answer Mode Indication has been published by the terminating PoC User, then Automatic Answer Mode for the PoC Session SHALL be applied. 
3) if the Invited PoC User already participates in another PoC Session using  the Invited PoC User's PoC Address of this PoC Session, then Manual Answer Mode SHOULD be used. 
4) if the Invited PoC User already participates in another PoC Session using any other PoC Address registered by the PoC Client of the Invited PoC User as specified in the subclause 4.X "Multiple registered PoC Address determination", then Manual Answer Mode SHOULD be used otherwise Automatic Answer Mode is used. 

 4.41.4 Prioritization and pre-emption
The PoC Server and PoC Client MAY support the prioritization and pre-emption.

The Controlling PoC Function SHOULD determine the PoC Session Precedence from the QoE Profile assigned for the PoC Session, as defined by the PoC Service Provider.
The PoC Server and PoC Client MAY support three levels of PoC Session Precedence, according to Basic, Premium and Professional QoE Profiles.
Additionally, the PoC Server and PoC Client MAY support a higher level of PoC Session Precedence assigned to Official Government Use QoE Profile. Within this level of priority there are 5-levels of priority according to the WPS namespace, as reflected in [RFC4412]. These five levels of priority represent levels of PoC Session Precedence and they are represented by a number from 0 to 4, where 0 is used for the highest priority level and 4 is used for the lowest priority level.

The Participating PoC Function SHOULD directly determine the PoC Session Precedence from the Local QoE Profile applied for the served PoC Client in the PoC Session, as defined by the PoC Service Provider.
If the prioritization and pre-emption capability is supported, then under high load situations at the PoC Server:

· The PoC Server SHALL prioritise the signalling of a PoC Session with higher PoC Session Precedence among the signalling of other PoC Sessions with lower PoC Session Precedence.

· When located on the Media path, the PoC Server SHOULD prioritise the Continuous Media flows of PoC Sessions of higher PoC Session Precedence over Continuous Media flows of PoC Sessions of lower PoC Session Precedence.

· When performing the Controlling PoC Function, the PoC Server MAY revoke the Media Burst sending permissions, or reject the Media Burst requests, of PoC Clients participating in  PoC Sessions of lower PoC Session Precedence.
· In case of several PoC Session establishment requests of the same PoC Session Precedence, the PoC Server SHALL service the requests based on the order of the requests.
· According to Service Provider Policy, the PoC Server MAY pre-empt (i.e., release) PoC Sessions of lower PoC Session Precedence due to the requests of PoC Sessions of a higher PoC Session Precedence.
When a PoC Server acting as a Participating PoC Function serving a PoC Client with existing PoC Session(s) established using any PoC Address of the Invited PoC Client as specified in the subclause 4.X "Multiple registered PoC Address determination" receives a PoC Session invitation with an Official Government Use QoE Profile, then subject to Service Provider Policy:
· If the PoC Client does not support Simultaneous PoC Sessions, and if the incoming PoC Session has a higher PoC Session Precedence than the currently existing PoC Session, PoC Server performing the Participating PoC Function SHALL release the PoC Session and send the new incoming invitation to the destined PoC Client.
· If Simultaneous PoC Sessions are supported, and the maximum number of PoC Sessions has not been reached and none are locked, the PoC Server performing the Participating PoC Function SHALL send the new incoming invitation to the destined PoC Client.
· If Simultaneous PoC Sessions are supported and the maximum number of PoC Sessions has been reached, and if the incoming request has a higher PoC Session Precedence than the lowest currently established PoC Session, the PoC Server performing the Participating PoC Function SHALL release the PoC Session of lowest PoC Session Precedence and send the new incoming invitation to the destined PoC Client.  
· If Simultaneous PoC Sessions are supported and one of the PoC Sessions is locked, and if the incoming PoC Session has a higher PoC Session Precedence than the locked PoC Session, the PoC Server performing the Participating PoC Function SHALL release the locked PoC Session and send the new incoming invitation to the destined PoC Client.  
 4.X Multiple registered PoC Address determination
The PoC Server SHALL determine the PoC Addresses used by the same PoC Client.
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