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1 Reason for Change

a) Justification:

The System Description document requires PoC Server to detect when multiple PoC Addresses are used by the same PoC Client and to take into account the PoC Sessions established using all such PoC Addresses when handling a PoC Session invitation targeted to/originated by one of such PoC Addresses. 
This is not applied in Control Plane document yet.

b) Clauses affected:

2.1, 3.2, 5.7A, 6.1.1.1, 6.1.1.2, 6.1.2, 7.3.1.4, 7.3.1.5, 7.3.1.14, 7.3.1.14A, 7.3.2.2, 7.3.2.2.3, 7.3.2.2.4, B.1, B.3.2, E.6.1, 
c) Summary of change:

The PoC Client and the PoC Server handling for multiple PoC Addresses is added.

d) Consequence if not approved:

CP not fulfilling all SD procedures.
e) Reason for revision:

R01 – application of the Vancouver comments. Main changes:

· optimizing for number and length of the PoC Service Settings as requested in the Vancouver meeting

· adding optional forward compatibility for the PoCv2.1 solution as requested in the Vancouver meeting

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

 2.1 Normative References

	[RFC4826]
	IETF RFC 4826 (May 2007): "Extensible Markup Language (XML) Formats for Representing Resource Lists",
URL: http://www.ietf.org/rfc/rfc4826.txt 


 3.2 Definitions

	Master PoC Address
	A PoC Address, to which all other PoC Addresses used by the same PoC Client are related. In the PoC Client the first item of the used PoC Address list is the Master PoC Address.

	Slave PoC Address
	A PoC Address which has only relation to the Master PoC Address used by the same PoC Client. In the PoC Client all the used PoC Address list items apart from the first item are the Slave PoC Addresses.


5.7A PoC Session association

In order to determine which PoC Sessions are established at a PoC Client, the following handling is necessary: 
The PoC Client using multiple PoC Addresses: 
1. SHALL list the used PoC Addresses in the used PoC Address list; and,
2. SHALL add the PoC Address at the end of the used PoC Address list, when a new PoC Address is registered;

3. SHALL remove the PoC Address from the used PoC Address list, when an existing PoC Address is de-registered.

The PoC Server SHALL cache the following information for each PoC Address with valid PoC Service Settings:

1. whether the PoC Address is a Master PoC Address or a Slave PoC Address; and,

2. list of other PoC Addresses used by the same PoC Client, if the PoC Address is the Master PoC Address;
3. the Master PoC Address used by the same PoC Client, if the PoC Address is the Slave PoC Address.
Upon receiving the initial PoC Service Setting for a PoC Address X or the PoC Service Setting modification for a PoC Address X, the PoC Server SHALL create or replace the cached information for the PoC Address X based on the information in the PoC Service Settings. If the PoC Service Settings do not indicate whether the PoC Address for which the PoC Service Settings are published is a Master PoC Address or a Slave PoC Address, the PoC Server considers the PoC Service Settings as if the PoC Service Settings indicate that the PoC Address for which the PoC Service Settings are published is the Master PoC Address without any Slave PoC Addresses.
Upon receiving the PoC Service Setting removal for a PoC Address X or upon expiration of the PoC Service Setting for PoC Address X, the PoC Server:
1. if the cached information of the PoC Address X states that the PoC Address X is a Slave PoC Address for the PoC Address Y and if the cached information of the PoC Address Y states that PoC Address Y is a Master PoC Address and includes the PoC Address X in the list of the other PoC Addresses used by the same PoC Client;
· a) SHALL remove the PoC Address X from the list of the other PoC Addresses used by the same PoC Client in the cached information of the PoC Address Y;
· 2. if the cached information of the PoC Address X states that the PoC Address X is a Master PoC Address,

· a) SHALL identify the first PoC Address Z in the list of other PoC Addresses used by the same PoC Client in the cached information of the PoC Address X such that the cached information of the PoC Address Z states that the PoC Address Z is a Slave PoC Address of the PoC Address X; and,
· b) if such PoC Address Z exists

· i. for each PoC Address Y listed among the other PoC Addresses used by the same PoC Client in the cached information of the PoC Address X not including the PoC Address Z 
· A) SHALL check if the cached information of the PoC Address Y states that PoC Address Y is a Slave PoC Address of the PoC Address X and if so, replace the cached information of the PoC Address Y with information that the PoC Address Y is a Slave PoC Address for the PoC Address Z.
· ii. SHALL replace the cached information of the PoC Address Z with information that the PoC Address Z is a Master PoC Address of the other PoC Addresses used by the same PoC Client in the cached information of the PoC Address X not including the PoC Address Z; and,
3. SHALL release the cached information of the PoC Address X
The PoC Server SHALL determine that a PoC Address B is used by the same PoC Client as a PoC Address A if:

· 1. the cached information of the PoC Address A states that the PoC Address A is a Slave PoC Address for the PoC Address B and the cached information of the PoC Address B states that the PoC Address B is a Master PoC Address and includes the PoC Address A in the list of the other PoC Addresses used by the same PoC Client; or

· 2. the cached information of the PoC Address B states that the PoC Address B is a Slave PoC Address for the PoC Address A and the cached information of the PoC Address A states that the PoC Address A is a Master PoC Address and includes the PoC Address B in the list of the other PoC Addresses used by the same PoC Client; or

· 3. the cached information of the PoC Address A states that the PoC Address A is a Slave PoC Address for the PoC Address Z, the cached information of the PoC Address B states that the PoC Address B is a Slave PoC Address for the PoC Address Z and the cached information of the PoC Address Z states that the PoC Address Z is a Master PoC Address and includes the PoC Address A and the PoC Address B in the list of the other PoC Addresses used by the same PoC Client.
 6.1.1.1 PoC service registration and re-registration

The PoC Client PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.

When registering or re-registering for the PoC service, the PoC Client

· 1. SHALL generate a SIP REGISTER request  according to rules and procedures of [RFC3261];

· 2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

· 3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 

· 4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if receiving of Group Advertisement messages is supported;

· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if Discrete Media is supported;

· 6. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the FDCFO Proceed feature is supported; 
· 7. SHOULD include the parameter 'q' with value between 1 and 0 in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client if UE PoC Box functionality is supported by the UE and enabled by the PoC User.
· 8. SHALL include an additional Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and  'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' along with the parameter 'q' with value between 1 and 0 if UE PoC Box functionality is supported by the UE and enabled by the PoC User;

NOTE 1:
The value of parameter 'q' for the UE PoC Box and the PoC Client Contacts cannot be the same as this would result in parallel forking of the request. 

NOTE 2:
If the value of parameter 'q' for the PoC Client Contact header is greater than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing an Accept-Contact header indicating the UE PoC Box will be routed to the PoC Client.

NOTE 3:
If the value of parameter 'q' for the PoC Client Contact header is less than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing a Reject-Contact header for the UE PoC Box will be routed to the UE PoC Box. Equivalent functionality can be achieved by the PoC Client implementation redirecting locally the PoC Session invitation to the UE PoC Box. 

NOTE 4:
The use of a higher value of parameter 'q' for the UE PoC Box Contact than the PoC Client Contact achieves similar functionality for the UE PoC Box as the use of the SIP 302 "Moved Temporarily" response achieves for the NW PoC Box. 

NOTE 5:
If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact header has to contain the same IP address and port number however they can contain different tokens as URI parameters to differentiate them. 3GPP2 IMS allows additional security mechanisms to be used (e.g TLS and HTTP Digest) as well as the security mechanism specified by 3GPP. Some 3GPP2 security mechanisms do not restrict the UE to use the same IP address and port number for all contact addresses. 
· 9. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 

· 10. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 

· 11. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 

· 12. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 13. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE 6:
The UAC can register clients for several enablers using the same SIP REGISTER request. In case other enabler client(s) are already registered and a new enabler client is registering, the UAC includes in the SIP REGISTER request also the feature tag(s) with which the other enablers are currently registered.

Each time the PoC Client has successfully performed an initial PoC service registration the PoC Client SHALL set the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure". If multiple PoC Addresses are registered at the initial PoC service registration, the PoC Client SHALL set the PoC Service Setting for each registered PoC Address. When registering further PoC Addresses after the initial PoC Service registration, the PoC Client SHALL set the PoC Service Settings for the new registered PoC Addresses and for the Master PoC Address.
NOTE 7: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 
The PoC Client SHALL send NAT keep alive messages as specified in [sip-outbound] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client.
NOTE 8:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT registration is done according to the procedures in this subclause and according to rules and procedures of [sip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 6.1.1.2 PoC service de-registration

When de-registering from the PoC service, the PoC Client SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.

When PoC service de-registering, the PoC Client:

· 1. SHALL remove the PoC Service Settings before de-registering from the PoC service as specified in subclause 6.1.2 "PoC Service Settings procedure". If multiple PoC Addresses are registered, the PoC Client SHALL remove the PoC Service Setting for each registered PoC Address.
· 2. SHALL generate a SIP REGISTER request;

· 3. SHALL NOT include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

· 4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 

· 5. SHALL include a Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and 'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box; 

· 6. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840], if the PoC Client needs to continue to receive Group Advertisement messages or need to continue to act as a UE PoC Box and MAY include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840] in all other cases; 

· 7. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 8. SHALL include the expiration value set to 0 according to rules and procedures of [RFC3261], if the User Equipment also needs to de-register from the SIP/IP Core; and,

· 9. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE:
In case several enabler clients are registered from the same UE, the UAC needs to ensure that it only deregisters the PoC Client and maintains all other enabler clients in the registered state unless the User intends those other clients also to be de-registered. To prevent complete de-registration of all registered enabler clients the SIP REGISTER request does not include an Expires header set to 0 but is a refresh registration without the relevant PoC enabler feature tags (e.g +g.poc.talkburst).
 6.1.2 PoC Service Settings procedure

To set, update, remove or refresh the PoC Service Settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL set the Event header to the value 'poc-settings';

· 7. MAY set PoC Service Settings expiration timer in Expires header, if set, SHALL set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

NOTE:
Expiration timer value 0 means removal of the PoC Service Settings.

· 8. SHALL include the PoC Service Settings as follows, if setting or updating the PoC Service Setting:

a) Answer Mode Indication setting (auto-answer or manual-answer);

b) Incoming PoC Session Barring setting (ISB active or ISB not active);

c) Incoming Instant Personal Alert Barring setting (IAB active or IAB not active); and,

d) Simultaneous PoC Sessions Support setting (SSS active or SSS not active).

· 9. MAY include the following optional PoC Service Settings, if setting or updating the PoC Service Setting:
a) Invited Parties Identity Information Mode setting ('true' or 'false');

b) Included Media Content in a Request Support setting ('true' or 'false');

c) Referenced Media Content in a Request Support setting ('true' or 'false');

d) Text Content in a Request Support setting ('true' or 'false');

e) PoC Box use setting ('unwilling' or 'unconditional' or 'conditional'); and,

f) Privacy setting (‘none’ or 'id').

· 10. if the PoC Client has registered multiple PoC Addresses,

· a) if the PoC Address indicated in the Authenticated Originator's PoC Address is the Master PoC Address
· i. SHALL indicate in the PoC Service Settings that the PoC Address indicated in the Authenticated Originator's PoC Address is the Master PoC Address; and,
· ii. SHALL indicate in the PoC Service Settings the list of PoC Addresses registered by the PoC Client not including the PoC Address indicated in the Authenticated Originator's PoC Address;
· b) if the PoC Address indicated in the Authenticated Originator's PoC Address is the Slave PoC Address
· i. SHALL indicate in the PoC Service Settings that the PoC Address indicated in the Authenticated Originator's PoC Address is the Slave PoC Address; and,
· ii. SHALL indicate in the PoC Service Settings the Master PoC Address;
· 11. SHALL set the value of the "id" attribute of the <entity> element in the PoC Service Settings according to [RFC4354]. The PoC Client MAY set the value of the "id" attribute of the <entity> element to the instance-id created according to [sip-outbound], if the PoC Client supports and uses rules and procedures of [sip-outbound];
· 12. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client subscribes to the 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; and,
· 13. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 7.3.1.4 PoC Session establishment or rejoin using On-demand Session

Upon receiving an initial SIP INVITE request containing a Request-URI with a Conference-Factory-URI owned by this PoC Server, the PoC Server:

NOTE 1:
The procedure as follows applies when a PoC Client initiates an Ad-hoc PoC Group Session or a 1-1 PoC Session. The PoC Session will be owned by this same PoC Server.

· 1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261];

NOTE 2:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.

· 2. SHALL authorize according to local policy whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps; 
· 3. SHALL check the total size of text content in the Subject header, if Included Text Content is supported by the PoC Server and if Subject header is included, and if the total size exceeds a configurable max size remove the text content;
· 4. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME body:
a) authorize the Media Type of the media content in all MIME bodies using a Service Provider configurable setting and if at least one Media Type is not allowed send a SIP 415 "Unsupported Media Type", The SIP 415 "Unsupported Media Type" response SHALL include:

i. the Accept header with the acceptable Media Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
iii. both
and do not continue with the rest of the steps. 
b) Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,

i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 5. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header";

b) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
c) cache 'Official Government Use' as the Local QoE Profile assigned to the PoC User; and,

d) apply preferential treatment to the SIP request, as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 

· 6. SHALL perform actions to authorize a QoE Profile attribute included in the PoC Client SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the PoC Client SDP offer. The PoC Server SHALL:
a) cache the requested QoE Profile as the Local QoE Profile assigned to the PoC User if the requested QoE Profile is authorized and the PoC Server is acting as a B2BUA; or,

b) return a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header" if the requested QoE Profile cannot be authorized. Otherwise continue with the rest of steps.

· 7. MAY remove the Subject header;
· 8. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 3:
The reason for removing the Alert-Info header or the Call-Info header may be a local policy in the PoC Server.

· 9. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client as specified in subclause 5.7A "PoC Session association" has exceeded, if the PoC Service Settings for the Simultaneous PoC Sessions Support is set to "SSS active". If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response with the warning text set to '104 Too many Simultaneous PoC Sessions' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; and,

· 10. SHALL also adapt the role of a Controlling PoC Function and continue as specified in the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request".

NOTE 4:
The handling of SIP requests and SIP responses within the SIP dialog created by this SIP INVITE request is described in the 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request".

Upon receiving an initial SIP INVITE request that contains a Request-URI not owned by this PoC Server, the PoC Server:

NOTE 5:
The following procedure of this subclause applies when a PoC Client initiates or joins a Pre-arranged PoC Group Session, or when a PoC Client rejoins a PoC Session, or when a PoC Client joins a Chat PoC Group Session and in all these cases the PoC Session is owned by another PoC Server.

either

· 1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261];

NOTE 6:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.

· 2. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request according to local policy and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 3. SHALL validate that the new Media Parameters and at least one codec offered in the SIP INVITE request are acceptable by the PoC Server when staying on the Media path and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 4. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session, when staying on the Media path; 

· 5. SHALL authorize according to local policy whether the served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;
· 6. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client as specified in subclause 5.7A "PoC Session association" has exceeded, if the PoC Service Settings for the Simultaneous PoC Sessions Support is set to "SSS active". If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response with the warning text set to '104 Too many Simultaneous PoC Sessions' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 7. SHALL check the total size of text content in the Subject header, if Included Text Content is supported by the PoC Server and if Subject header is included, and if the total size exceeds a configurable max size remove the text content;
· 8. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME body:
a) authorize the Media Type of the media content in all MIME bodies using a Service Provider configurable setting and if at least one Media Type is not allowed send a SIP 415 "Unsupported Media Type", the SIP 415 "Unsopprted Media Type" response SHALL include:
i. the Accept header with the acceptable Media Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
iii. both
and do not continue with the rest of the steps.
b) Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider policy either,

i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 9. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header";
b) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
c) cache 'Official Government Use' as the Local QoE Profile assigned to the PoC User; and,

d) apply preferential treatment to the SIP request, as specified in [RFC4412], skip the next step and proceed with the rest of the steps; 

· 10. SHALL perform actions to authorize the QoE Profile attribute included in the PoC Client SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the PoC Client SDP offer. The PoC Server SHALL:
a) cache the authorized QoE Profile as the Local QoE Profile assigned to the PoC User if the requested QoE Profile is authorized; or,

b) return a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header" if the requested QoE Profile cannot be authorized. Otherwise continue with the rest of steps.

· 11. MAY remove the Subject header;
· 12. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 7:
The reason for removing the Alert-Info header or the Call-Info header may be a local policy in the PoC Server.

· 13. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General"; 

· 14. SHALL include as the contents of the Request-URI:

a) copy the received Request-URI including the Session Type uri-parameter and any other uri-parameter present in the received Request-URI; or,

b) resolve back the received Request-URI to the SIP URI received in the Contact header from the PoC Server performing the Controlling PoC Function within the SIP 200 "OK" response to the initial SIP INVITE request in the case of re-join.

· 15. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the PoC Client as specified in the subclause 7.3.1.1a "SDP offer generation in case of On-demand session";

· 16. SHALL include the MIME bodies in the incoming SIP INVITE request into the outgoing SIP INVITE request as specified in [RFC2046], if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME body;

· 17. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the value indicated in the Resource-Priority header of the SIP INVITE request from the PoC Client, if the 'Official Government Use' QoE Profile is supported and if a Resource-Priority header was present in the SIP INVITE request from the PoC Client;

· 18. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header;
· 19. SHALL include the Alert-Info header and Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is supported by the PoC Server and if a reference to media content is included in Alert-Info header or Call-Info header or both; and,
NOTE 8:
The '+g.poc.interworking'  is included in a SIP INVITE by the PoC Interworking Agent, behaving like a PoC Client on behalf of a PoC Remote Access User. 

· 20. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core.

or 

· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session, when not staying in media and Talk Burst Control path;

· 2. SHALL check the total size of text content in the Subject header, if Included Text Content is supported by the PoC Server and if Subject header is included, and if the total size exceeds a configurable max size remove the text content;
· 3. SHALL perform the following actions, if Included Media Content, or Text Content ,or Referenced Media Content is supported by the PoC Server and if media content is included in one or more MIME body:
a) authorize the Media Type of the media content in all MIME bodies,or Subject header, or Alert-Info header using a Service Provider configurable setting and if at least one Media Type is not allowed send a SIP 415 "Unsupported Media Type". The SIP 415 "Unsupported Media Type" response SHALL include:
i. the Accept header with the acceptable Media Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
ii. the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
iii. both.
and do not continue with the rest of the steps.
b) Check the total size of all the MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,
i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 4. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header";
b) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header". Otherwise proceed with the rest of the steps; and,

c) apply preferential treatment to the SIP request, as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

· 5. SHALL perform actions to authorize the QoE Profile attribute included in the PoC Client SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included in the PoC Client SDP offer. The PoC Server SHALL:
a) return a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header" if the requested QoE Profile cannot be authorized. Otherwise continue with the rest of steps.

· 6. SHALL include a Record-Route header containing a URI identifying its own address; and,

· 7. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a B2BUA, the PoC Server: 

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.3.1.1 "General"; 

· 4. SHALL include Warning header(s) received in incoming SIP 180 "Ringing" response; and,

· 5. SHALL forward the SIP 180 "Ringing" response to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response and when the PoC Server is acting as a SIP proxy the PoC Server SHALL forward the SIP response towards the initiating PoC Client according to rules and procedures of [RFC3261].

Upon receiving a SIP 200 "OK" response, the PoC Server is acting as a B2BUA, the PoC Server: 

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact received in the Contact header;

· 3. SHALL generate a SIP 200 "OK" response as specified in the subclause 7.3.1.1 "General"; 

· 4. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer as specified in the subclause 7.3.1.1c "SDP answer generation"; 

· 5. SHALL include unmodified a P-Answer-State header if a P-Answer-State header was present in the incoming SIP 200 "OK" response;
· 6. SHALL include Warning header(s) received in the incoming SIP 200 "OK" responses.

· 7. SHALL send the SIP 200 "OK" response to the PoC Client according to rules and procedures of SIP/IP Core; and

· 8. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization";

Upon receiving a SIP 200 "OK" response, when the PoC Server is acting as a SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core;

· 2. SHALL continue to act as a SIP proxy for the duration of the PoC Session.

Upon receiving a SIP final response other than a SIP 200 "OK", the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
 7.3.1.5 PoC Session initiation using Pre-established Session

Upon receiving a SIP REFER request containing in the Request-URI a SIP URI of a Pre-established Session owned by this PoC Server and if the "method" parameter in the Refer-to header is set as "INVITE" or is not present, the PoC Server:

· 1. SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Server as specified in subclause 5.7A "PoC Session association" has exceeded. If exceeded, the PoC Server SHALL respond with a SIP 486 "Busy Here" response with the warning text set to '104 Too many Simultaneous PoC Sessions' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Contact header includes the PoC Discrete Media feature tag '+g.poc.discretemedia'. If it is present, and if the Pre-established Session does not include the PoC Discrete Media feature tag '+g.poc.discretemedia’, the PoC Server SHALL reject the incoming SIP INVITE request with a SIP 403 "Forbidden" response and not continue with the rest of the steps;

· 3. SHALL authorize according to local policy whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request manual answer override, if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP REFER request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

· 4. SHALL check the SIP URI in the Refer-To header. If the SIP URI in the Refer-To header does not include the Session Type uri-parameter "session=adhoc", "session=prearranged" or "session=chat" the PoC Server:

a) SHALL perform the procedures as specified in 7.2.1.8 "Adding Participants to PoC Session Request" and do not do anything else in this subclause.

· 5. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 6. SHALL generate a final SIP response 2xx according to rules and procedures of [RFC3515];
· 7. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

· 8. SHALL check if a Resource-Priority header is included in the SIP REFER request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header";
b) check that the QoE Profile assigned to the Pre-established session is 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile assigned to the Pre-established session is other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header"; and,
c) apply preferential treatment to the SIP request, as specified in [RFC4412], and proceed with the rest of the steps.

· 9. MAY remove the Subject header from the URI of the Refer-To header;
· 10. MAY remove the Alert-Info or the Call-Info header or both from the URI of the Refer-To header;

· 11. SHALL send the SIP response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 12. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 13. SHALL insert a Request-URI using the URI, and possible Session Type and Dispatch Type uri-parameters, out of the Refer-To in the SIP REFER request;
· 14. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the value negotiated during the Pre-established Session establishment, if the 'Official Government Use QoE Profile' is supported and if this is the QoE Profile assigned to the Pre-established Session;
· 15. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in the subclause 7.3.1.1b "SDP offer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; 
· 16. SHALL include the Subject header into the outgoing SIP INVITE request, if received in the URI of Refer-To header of the incoming SIP REFER request and if Text Content is supported by the PoC Server;
· 17. SHALL include the Alert-Info header, Call-Info header or both into the outgoing SIP INVITE request, if received in the URI of the Refer-To header of the incoming SIP REFER request and if Referenced Media Content is supported by the PoC Server;
· 18. SHALL send the SIP INVITE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP Core; and,

NOTE:
B2BUA do not forward any SIP provisional nor final responses.

· 19. SHALL generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the invitation, if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request. 

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact if received in the Contact header; and,

· 3. SHALL discard the received SIP responses without forwarding them.
Upon receiving a SIP 200 "OK" response for the SIP INVITE request the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact received in the Contact header; and,

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization", when a PoC Session is initiated;

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', or a SIP 503 "Service Unavailable", or a SIP 486 "Busy Here", or a SIP 488 "Not Acceptable Here", or a SIP 417 "Unknown Resource Priority", the PoC Server SHALL generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request", if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request.

Upon receiving a SIP final response other than 2xx, 3xx, or a SIP response other than specifically mentioned above, the PoC Server: 

· 1. SHALL discard the received SIP responses without forwarding them.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
 7.3.1.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server: 

· 1. SHALL check whether the Event header includes value 'poc-settings' and if not included the PoC Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 2. SHALL perform actions to verify the Authenticated Originator's PoC Address of the PoC Client and authorize the request according to local policy, and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 3. SHOULD check if a Resource-Priority header is included in the SIP PUBLISH request according to the rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header"; and,
b) apply preferential treatment to the SIP request, as specified in [RFC4412], and proceed with the rest of the steps.

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and if processing of the SIP request was not successful, do not continue with the rest of the steps;

· 5. SHALL store the received PoC Service Settings until PoC Service Settings expiration timer is expired; 

NOTE:
The PoC Service Settings are listed in subclause 6.1.2 "PoC Service Settings procedure".

· 6. SHALL use the following default values for the following optional PoC Service Settings, if not included in the received SIP PUBLISH request.

a) The default value of Invited Parties Identity Information Mode is 'false';

b) The default value of Included Media Content in a Request Support is 'false';

c) The default value of Referenced Media Content in a Request Support is 'false';

d) The default value of Text Content in a Request Support is 'false';

e) The default value of PoC Box use setting is 'unwilling' and,

f) The default value of Privacy value as specified in [RFC3323] and [RFC3325] is 'none'.

· 7. SHALL update the association among the PoC Addresses used by the same PoC Client as specified in 5.7A "PoC Session association";
· 8. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];
· 9. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers"; and,

· 10. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause. 
 7.3.1.14A PoC Service Setting expiration procedure

Upon expiration of the PoC Service Settings the PoC Server: 

· 1. SHALL update the association among the PoC Addresses used by the same PoC Client as specified in 5.7A "PoC Session association";
 7.3.2.2 PoC Session invitation request

Upon receiving an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

· 1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the PoC Server is acting as a B2BUA and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261];

NOTE 1:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.

· 2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '106 Isfocus not assigned' as specified in subclause 5.6 "Warning header". Otherwise continuing the rest of the steps;

· 3. SHALL check if the URI Usage Type uri-parameter is included in the Request-URI and if it is included with a value different from "uriusage=user" the PoC Server performing the Controlling PoC Function SHALL return a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261] with the warning text set to '130 Conflicting URI: <URI>>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;
· 4. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response. Otherwise continue with the rest of the steps;

· 5. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not 'true' in the <allow-reject-invite> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' then the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

· 6. SHALL, in case privacy is requested, check if the value associated to the <allow-anonymity> element as described in [OMA-PoC-Document-Mgmt] is not 'false'. If it is 'false', the PoC Server SHALL respond with a SIP 433 "Anonymity Disallowed" response as specified in [draft-ietf-sip-acr-code]. Otherwise continue with the rest of the steps; 

· 7. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if PoC Box functionality is not supported by PoC Server or the PoC User does not have a valid subscription to the NW PoC Box service;

· 8. SHALL check the total size of text content in the Subject header, if Included Text Content is supported by the PoC Server and if Subject header is included, and if the total size exceeds a configurable max size remove the text content;
· 9. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME body:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if at least one Media Type is not allowed according to local policy, either

i. send a SIP 415 "Unsupported Media Type". The SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both.
and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,
i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content and continue with the rest of the steps.

· 10. MAY remove the Subject header;
· 11. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 2:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server or Referenced Media Content in a Request Support with value ‘false’.

· 12. SHALL perform actions to authorize a QoE Profile attribute included in the received SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included and marked as mandatory in the received SDP offer, as specified in subclause E.3.2 "QoE Profile". If the requested QoE Profile cannot be authorized, the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

NOTE 3:
'Official Government Use' QoE Profile is automatically authorized at the terminating PoC Server to the Invited PoC Client, if the PoC Server supports this QoE Profile.

· 13. SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.1 "Determination of routing to a PoC Box upon an incoming invitation" if the PoC Server supports PoC Box functionality;

· 14. SHALL route the request to a NW PoC as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box" if it was determined to route the invitation to a NW PoC Box and not continue with the rest of the steps;

· 15. SHALL route the request to a UE PoC as specified in subclause 7.3.2.2.5.4 "Forward invitations to a UE PoC Box" if it was determined to route the invitation to a UE PoC Box and not continue with the rest of the steps; and

· 16. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client has an existing PoC Session as specified in subclause 5.7A "PoC Session association", but does not support Simultaneous PoC Sessions. If true, and if the incoming PoC Session has a higher PoC Session Precedence than the currently existing PoC Session, and if in accordance with Service Provider Policy, the PoC Server SHALL release the PoC Session, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session". Then skip to step 18;

· 17. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client has an existing locked PoC Session as specified in subclause 5.7A "PoC Session association" and supports Simultaneous PoC Sessions. If true, and if the incoming PoC Session has a higher PoC Session Precedence than the locked PoC Session, then if in accordance with Service Provider Policy, the PoC Server SHALL release the locked PoC Session, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session"; Then skip to step 18;

· 18. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client supports Simultaneous PoC Sessions and has reached the maximum number of PoC Sessions permitted as specified in subclause 5.7A "PoC Session association". If true, and if the incoming request has a higher PoC Session Precedence than the lowest currently established PoC Session, and if in accordance with Service Provider Policy, the PoC Server SHALL release the PoC Session of lowest PoC Session Precedence, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session". 

· 19. SHALL authorize whether the Authenticated Originator's PoC Address in the SIP INVITE request is allowed by the action <allow-manual-answer-override> as specified in [PoC-Document-Mgmt], if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;
· 20. SHALL perform the actions specified in subclause 7.3.2.2a "Automatic-answer", if:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto', or

b) all the following applies:

i. the Authenticated Originator's PoC Address in the SIP INVITE request is 'true' by the <allow-auto-answermode> action associated to the Invited PoC User as described in [OMA-PoC-Document-Mgmt];

ii. the result of the <allow-auto-answermode> action for each offered Media Stream is 'true' according to the <media> condition of the Invited PoC User's User Access Policy as described in [XDM_Shared_Policy];

iii. the Answer Mode Indication setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer;

iv. the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require'; and,

v. the PoC Server does not have already a PoC Session with the PoC Client as specified in subclause 5.7A "PoC Session association".

Otherwise, continue with the rest of the step; and,

· 21. SHALL perform the actions specified in subclause 7.3.2.2b "Manual-answer"

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 7.3.2.2.3 Manual-answer using On-demand Session

The PoC Server:

· 1. SHALL determine if the PoC Server acts as a B2BUA and stays on the Media path or not, as specified in [OMA-PoC-UP] "User Plane routing";

· 2. SHALL perform the following actions, if the PoC Server acts as a B2BUA and stays on the media path:

a) generate a SIP INVITE request as specified in subclause 7.3.2.1 "General". 

b) include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

c) set the Request-URI to the PoC Address of the PoC User to be invited; and,

d) continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

· 3. SHALL perform the following actions, if the PoC Server does not stay in the media path: 

a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261]; and,

c) include a Record-Route header containing a URI identifying its own address.

· 4. SHALL include the Answer-Mode header set to 'Manual;Require';

· 5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

· 6. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC Session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'true';
a) include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and,

b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list.

NOTE 1:
If Invited Parties Identity Information Mode setting is set as ‘false’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.

NOTE 2:
The "copyControl" value is not required to be presented to the PoC Users.
· 7. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

· 1. SHALL cache the list of supported SIP methods if received in the Allow header;
· 2. SHALL cache the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA;

· 4. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy; and,

· 5. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL perform the following actions, if the PoC Server acts as B2BUA 

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;

NOTE 3:
If the maximum number of Simultaneous PoC Sessions is exceeded by PoC Client as specified in subclause 5.7A "PoC Session association", the PoC Server handles according to the local policy.
c) SHALL perform actions to authorize the requested Local QoE Profile, as specified in subclause 5.8 "QoE Profiles" if QoE Profiles are enabled and a QoE Profile attribute is included in the received SDP answer. If the requested Local QoE Profile is authorized, the PoC Server SHALL assign and cache the requested Local QoE Profile as the Local QoE Profile for PoC User in the PoC Session, and continue with step e. If the QoE Profile is not authorized, the PoC Server:

i. SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header" towards the Inviting PoC Client;

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core, and do not continue with the rest of steps;

d) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General";

e) include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the PoC Server in the SIP INVITE request as specified in the subclause 7.3.2.1b "SDP answer generation in case of On-demand session"; and,

f) interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".

· 2. SHALL perform the following actions, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

· 3. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP 200 "OK" response from the PoC Client contains this feature tag; 

· 4. SHALL include in the Contact header the feature tag '+g.poc.interworking', as specified subclause E.2.5.6 "PoC Interworking Service", if the PoC Server supports the PoC Interworking Service, and the SIP 200 "OK" response from the PoC Client contains this feature tag; and,

· 5. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

If the SIP INVITE transaction times out and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
 7.3.2.2.4 Manual-answer using Pre-established Session
NOTE:
If the PoC Server determines to route the SIP INVITE request to a UE PoC Box Manual Answer using an On-demand Session is used.
The PoC Server SHALL act as B2BUA.

Upon receiving an incoming SIP INVITE from the PoC Server performing Controlling PoC function, the PoC Server 

· 1. SHALL generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";
NOTE 1:
A SIP re-INVITE request cannot include an Answer-Mode header as specified in [draft-answermode] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the Pre-established Session.

· 2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 3. SHALL include Call-ID, From tag and To tag which are provided from Pre-established Session;
· 4. SHALL include in a Contact header conference URI which identifies Pre-established Session; 
· 5. SHALL include the Referred-By header from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header.
· 6. SHALL include in the SIP re-INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

· 7. SHALL, in the establishment of an Ad-hoc PoC Group Session and 1-1 PoC session, and if the invited parties identity information feature is supported by PoC Service Provider's policy and Invited Parties Identity Information Mode setting is set to 'true';
a) include in the SIP re-INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list]; and, 

b) perform procedures of [draft-URI-list-capacity] including the addition of the "count" attribute, relying on the "copyControl" and the "anonymize" attribute values in the list.

NOTE 2:
If Invited Parties Identity Information Mode setting is set to ‘false’ or not available in the PoC Server, the PoC Server does not include the identity information in the SIP INVITE request. The URIs without both the "copyControl" and the "anonymize" attributes are interpreted as if their "anonymize" attribute value has been set to 'true'.

NOTE 3:
The "copyControl" value is not required to be presented to the PoC Users.
· 8. SHALL send the SIP re-INVITE request toward the terminating PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the PoC Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,

· 3. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the PoC Server:

NOTE 4:
If the maximum number of Simultaneous PoC Sessions is exceeded by PoC Client as specified in subclause 5.7A "PoC Session association", the PoC Server handles according to the local policy.
· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation" for updating the User Plane with the newly negotiated codecs and Media Parameters from the received SDP answer, if the received SDP answer includes changes in codecs or Media formats or Media Parameters from those earlier accepted; 
· 2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures when disconnecting from a Media", if a Media Stream previously negotiated in the Pre-established Session was marked as rejected in the received SDP answer;

· 3. SHALL generate a SIP 200 "OK" response as described in the subclause 7.3.2.1 "General";

· 4. SHALL include in the SIP 200 "OK" response, a MIME SDP body with an SDP answer based on the SDP answer in the received SIP 200 "OK" response, as specified in 7.3.2.1b "SDP answer generation in case of On-demand session";

· 5. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if PoC Server supports the FDCFO Proceed feature, and the SIP 200 "OK" response from the PoC Client contains this feature tag;
· 6. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization"; and,
NOTE 5:
The PoC Server sends a MBCP Connect message, in order to give PoC Session Identity to the terminating PoC Client. 
· 7. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core.
If the SIP INVITE transaction times out and the PoC Server supports PoC Box functionality, the PoC Server SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.2. "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
 B.1 OMA PoC Device Management general

This Appendix describes the parameters that are needed for initiation of PoC service, as well as continuous provisioning by service provider. These parameters are specified in Client Provisioning Application Characteristics document (AC file) and Device Management Management Object (DM MOs). The bootstrap function specified in [Provisioning Bootstrap] and [OMA DM] SHALL be used to enforce the security of provisioning. Existing parameters in [Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined in present specification and to be registered in OMNA through OMA official registration procedures. 

· 1. APPID (Application ID): The application characteristics name for this application, to be used by DM Client to uniquely identify the application.
· 2. NAME: Application name. To be displayed in equipment, it's specific for each service provider.
· 3. PROVIDER-ID: provides an identifier for the application service access point described by an APPLICATION characteristic. 
· 4. TO-NAPID: This parameter allows an application to refer to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document.

· 5. TO-APPREF: The TO-APPREF parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.

· 6. Pre-established Session support: A flag to inform whether the PoC Server supports the Pre-established Session functionality

· 7. Support for Simultaneous PoC Sessions: Maximum number of Simultaneous PoC Sessions supported for this PoC Client. The value 0 is used to indicate that Simultaneous PoC Sessions are not supported.

· 8. Max Ad-hoc Group size: Maximum number of Participants allowed for an Ad-hoc PoC Group PoC Session.

· 9. Conference-Factory-URI: A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session.

· 10. Exploder-URI: A SIP URI used for sending SIP MESSAGE e.g. Group Advertisement to an URI-list.

· 11. Conference-URI Template: A URI template used by the XDM Client to propose a Conference URI when creating a PoC Group document as specified in [XDM-Core] "Provisioned XDMC Parameters".

NOTE 1: 
The Conference-URI Template parameter value is used by the collocated XDM Client when the PoC Client is compliant only to the PoC version 1.0 specification or when the Version number parameter is equal 1.0 or is not present.  The Conference-URI Template provisioned by an XDM specific provisioning parameter is used by the collocated XDM Client in other cases.

· 12. T10 (Talk Burst Release) timer: This parameter indicates the value of the T10 (Talk Burst Release) timer in milliseconds

· 13. T11 (Talk Burst Request) timer: This parameter indicates the value of the T11 (Talk Burst Request)timer in milliseconds

· 14. T13 (End of RTP Media) timer: This parameter indicates the value of the T13 (End of RTP Media) timer in milliseconds

· 15. PoC Server Presence support: This parameter indicates the Presence publish capability of the PoC Server, the PoC status on behalf of a PoC Client.

NOTE 2:
The parameters 12 - 14 are parameters needed for OMA PoC UP procedures. 

· 16. Version number: This parameter indicates the Home PoC Server release number.  

· 17. Max size of media content in requests: This parameter gives the total size of media content contained in MIME bodies.

· 18. Max size of text content in requests: This parameter gives the maximum size of text content allowed to be included in the Subject header of the SIP request.

· 19. QoE-Use: This node and the inherited nodes and parameters indicate the supported QoE Profiles according to the PoC User subscription, and the set of QoS Parameters associated to each Media Type, for each QoE Profile.
The parameters from 6 - 15 are defined in the present specification for PoC service. They are to be registered in OMNA.
These parameters SHALL be obtained via the DM-1 reference point, from the data which is provisioned to the DM Client as specified in [Provisioning Content] and [OMA DM].
 B.3.2 Management Object parameters

This clause describes the parameters for the OMA PoC Management Object.

NOTE 1:
The "Occurrence" set to 'One' or 'OneOrMore' indicates that a parameter is mandatory. The "Occurrence" set to 'ZeroOrOne' indicates that the parameter is optional. 

1. Node: /<X>

This interior node acts as a placeholder for one or more accounts for a fixed node. The interior node is mandatory if the UE supports OMA PoC. 

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: xx
2. /<X>/APPID/

The APPID is the identity of the application service available at the described application service access point. The value is expected to be globally unique.  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Globally unique value>
3. /<X>/NAME/

The Name leaf is the application name, which is to be displayed in user's equipment, it's specific for each service provider.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <User displayable name>
4. /<X>/PROVIDER-ID/

This parameter provides an identifier for the application service access point described by an APPLICATION characteristic. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <Provider identifier>

5. /<X>/ToConRef

The ToConRef interior node is used to allow application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a give application under this interior node.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A

6. /<X>/ToConRef/<X>

This run-time node acts as a placeholder for one or more connectivity parameters. 


Occurrence: OneOrMore


Format: Node


Access Type: Get

· Value: N/A

7. /<X>/ToConRef/<X>/ConRef

The ConRef indicates the linkage to connectivity parameters. This parameter points to the right connectivity identity, NAP ID and the SIP/IP Core.

· Occurrence: OneOrMore

· Format: chr

· Access Types: Get

· Values: N/A

8. /<X>/PRE-EST-SESN/

This is a flag to inform whether the PoC Server supports the Pre-established Session functionality.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: 0, 1


   0 – Indicates that the home operator's network has NO support for Pre-established Session.


   1 – Indicates that the home operator's network has support for Pre-established Session.

9. /<X>/SIMU-SESNS/

This parameter defines the maximum number of Simultaneous PoC Sessions allowed for the PoC Client. The value is defined by each service provider.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <Integer>
0 – Indicates that the home operator's network has NO support for Simultaneous PoC Sessions.


> 0 – Indicates the maximum number of Simultaneous PoC Sessions supported for the PoC Client.

10. /<X>/MAX_AD-HOC_ GROUP_SIZE/

This parameter defines the Maximum number of Participants allowed for an Ad-hoc PoC Group Session. The value is defined by each service provider.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: <Integer>

11. /<X>/CONF-FCTY-URI/

A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session. 

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>
12. /<X>/EXPLODER-URI/

A SIP Exploder-URI used for PoC Client to send SIP MESSAGE, e.g. for Group Advertisement. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

13. /<X>/TALK-BRST-REL-TMR/

This parameter indicates the value of the T10 (Talk Burst Release) timer in milliseconds

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>
14. /<X>/TALK-BRST-REQ-TMR/

This parameter indicates the value of the T11 (Talk Burst Request) timer in milliseconds

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

15. /<X>/END-RTP-MEDIA-TMR/

This parameter indicates the value of the T13 (End of RTP Media) timer in milliseconds

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

16. /<X>/CONF-URI-TMPLT/

A URI template used by the XDM Client to propose a Conference URI when creating a PoC Group document as specified in [XDM-Core] "Provisioned XDMC Parameters".

NOTE 2: 
The Conference-URI Template parameter value is used by the collocated XDM Client when the PoC Client is compliant only to the PoC version 1.0 specification or when the Version number parameter is equal 1.0 or is not present.  The Conference-URI Template provisioned by an XDM specific provisioning parameter is used by the collocated XDM Client in other cases.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

17. /<X>/PRES-SRV-CAP/

A binary flag used for PoC Server to indicate the Presence publish capability of the PoC Server, the PoC status on behalf of a PoC Client. The flag must be given in sequence order according to the list of parameters below:

bit1: "Application-specific (PoC) Availability for sessions"

bit2: "Application-specific (PoC) Availability for alerts"

bit3: "Session Participation"

bit 4-8 for future extension.
· Occurrence: One

· Format: bin

· Access Types: Get

· Values: <A binary, b1b2b3xxxxx>

bit 1-3 have 2 values: 

0 means no support by the PoC Server and 

1 means the support is available.

18. /<X>/VERSION-NUMBER/

This parameter defines the release version of the Home PoC Server. 

If the parameter is not present the PoC Client assumes the value indicates PoC 1.0.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: 1.0 or higher. 

19. /<X>/NW-POC-BOX-URI/

A SIP URI of the NW PoC Box of the PoC Subscriber. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <A SIP URI>

20. /<X>/INCLUDED-MEDIA-CONTENT-SIZE/

This parameter defines the total maximum size of media content included in one or more MIME bodies of a SIP INVITE request or SIP MESSAGE request. The value is defined by each service provider.

If the parameter is not present the PoC Client assumes the value zero.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Integer>

21. /<X>/INCLUDED-TEXT-CONTENT-SIZE/

This parameter defines the maximum size of text content included in a SIP INVITE request or SIP MESSAGE request. The value is defined by each service provider.

If the parameter is not present the PoC Client assumes the value zero.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Integer>

22. /<X>/QoE-Use/

This interior node specifies the use of the QoE Profiles and acts as a placeholder of the supported QoE Profiles.

If the parameter is not present, QoE Profiles are not enabled by the Service Provider.

· Occurrence: ZeroOrOne

· Format: Node

· Access Types: Get
· Values: N/A

23. /<X>/QoE-Use/<X>/

This interior node acts as a placeholder for one or more QoE Profiles. It appears once per authorized QoE Profile according to the PoC User subscription.

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: N/A

24. /<X>/QoE-Use/<X>/QOE-PROFILE-NAME/

This parameter defines the name of the QoE Profile, as specified in subclause 5.8 "QoE Profiles".

· Occurrence: One

· Format: Chr

· Access Types: Get
· Values: Basic, Premium, Professional, Official Government Use

25. /<X>/QoE-Use/<X>/<X>/

This interior node acts as a placeholder for one or more Media Types and the associated QoS parameters. It appears once per Media Type.

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: N/A

26. /<X>/QoE-Use/<X>/<X>/MEDIA-TYPE

This parameter defines the Media Type the QoS Parameters will be applied to. The possible values are ‘discrete’, grouping any the discrete media types, 'speech', 'audio' or 'video'.

· Occurrence: One

· Format: Chr

· Access Types: Get
· Values: audio, speech, video, discrete.

27. /<X>/QoE-Use/<X>/<X>/ToConRef

This interior node acts as a placeholder for one or more references to collection of connectivity definitions for the underlying PS networks.

· Occurrence: One

· Format: Node

· Access Types: Get

· Values: N/A

28. /<X>/QoE-Use/<X>/<X>/ToConRef/<X>

This run-time node acts as a placeholder for one or more references to connectivity parameters. 

· Occurrence: OneOrMore

· Format: Node

· Access Type: Get

· Value: N/A

29. /<X>/QoE-Use/<X>/<X>/ToConRef/<X>/ConRef

This ConRef indicates the linkage to connectivity parameters of the underlying PS Access Network. This parameter points to the right Access Network parameters.

· Occurrence: OneOrMore

· Format: Chr

· Access Types: Get

· Values: [OMA-DM-3GPPPS-CONNMO], <token>

NOTE 3:
Token is used to indicate that any other references can be included. This references will point to Connectivity Management Objects defined by OMA DM WG for any other PS Access Network. 

NOTE 4:
The values of 3GPP parameters are supposed to be recommended by 3GPP.
30. /<X>/Ext/

The Ext is an interior node for where the vendor specific information about the OMA_PoC MO is being placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include un-standardized sub-tree.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A

 E.6.1 Extensions to PoC-Settings

 E.6.1.1 Structure

The general PoC Service Settings structure is described in [RFC4354] with the PoC V2.0 specific extensions described in this subclause.

The following elements and attributes extending the <entity> child element of the <poc-settings> element are used by PoC Enabler:

a) a <ipii-settings> element containing the Invited Parties Identity Information Mode setting;

b) a <inc-media-settings> element containing the Included Media Content in a Request Support setting;
c) a <ref-media-settings> element containing the Referenced Media Content in a Request Support setting;
d) a <text-content-settings> element containing the Text Content in a Request Support setting;
e) a <pocbox-settings> element containing the PoC Box use setting;
f) a <privacy-settings> element containing the Privacy setting;
g) a <master-of> element indicating that the Authenticated Originator's PoC Address is the Master PoC Address;
h) a <slave-for> element indicating that the Authenticated Originator's PoC Address is a Slave PoC Address;
i) "id" attribute.
The following elements and attributes of the <ipii-settings> element are used by PoC Enabler:

a) the <invited-party-identity-information> element.

The following elements and attributes of the <inc-media-settings> element are used by PoC Enabler:

a) the <included-media-support> element.

The following elements and attributes of the <ref-media-settings> element are used by PoC Enabler:

a) the <referenced-media-support> element.

The following elements and attributes of the <text-content-settings> element are used by PoC Enabler:

a) the <text-content-support> element.

The following elements and attributes of the <pocbox-settings> element are used by PoC Enabler:

a) the <pocbox-use> element.

The following elements and attributes of the <privacy-settings> element are used by PoC Enabler:

a) the <privacy> element.

The following elements and attributes of the <invited-party-identity-information> element are used by PoC Enabler:

a) the "active" attribute.

The following elements and attributes of the <included-media-support> element are used by PoC Enabler:

a) the "active" attribute.

The following elements and attributes of the <referenced-media-support> element are used by PoC Enabler:

a) the "active" attribute.

The following elements and attributes of the <text-content-support> element are used by PoC Enabler:

a) the "active" attribute.

The following elements and attributes of the <master-of> element are used by PoC Enabler:

b) a <list> element containing the list of the other PoC Addresses registered by the PoC Client in addition to the Authenticated Originator's PoC Address.
The following elements and attributes of the <slave-for> element are used by PoC Enabler:

c) a "master-uri" attribute containing the Master PoC Address.
The following elements and attributes of the <list> element are used by PoC Enabler:
d) zero or more <entry> elements.
e) NOTE:
Other allowed elements and attributes are ignored by PoC Enabler.
The following elements and attributes of the <entry> element are used by PoC Enabler:

f) the "uri" attribute.
NOTE:
Other allowed elements and attributes are ignored by PoC Enabler.
 E.6.1.2 XML Schema

This XML Schema uses the extendable space for other PoC Service Settings in [RFC4354] to define the PoC V2.0 specific Service Settings.

The following XML namespace prefix SHALL be used, when generating PoC Service Settings document:

xmlns:PoC2Set="urn:oma:xml:poc:poc2.0-settings"
xmlns:PoCAddrList="urn:ietf:params:xml:ns:resource-lists"
The Extended Service Settings SHALL conform to the XML schema described in [OMA-POC-POC2.0-SETTINGS].
The elements <list> and <entry> elements conform to the XML schema "urn:ietf:params:xml:ns:resource-lists" described in [RFC4826].
 E.6.1.3 Validation Constraints

None.

 E.6.1.4 Data Semantics

The data semantics of the PoC V2.0 specific extensions are specified in this subclause.

The <invited-party-identity-information> element is used to indicate whether the PoC Client supports the Invited Parties Identity Information Mode. The value for the "active" attribute is of Boolean type. The possible values are:

"false"
instructs the Home PoC Server to not deliver the invited parties identity information to the PoC Client for the Served PoC User. This is the default value in absence of the element.

"true"
instructs the Home PoC Server to deliver the invited parties identity information to the PoC Client for the Served PoC User.

The <included-media-support> element is used to indicate whether the PoC Client supports Media Content included in a request. The value for the "active" attribute is of Boolean type. The possible values are:

"false"
instructs the Home PoC Server to remove any Media Content included in the request before forwarding the request to the PoC Client for the Served PoC User. This is the default value in absence of the element.

"true"
instructs the Home PoC Server to forward any Media Content included in the request to the PoC Client for the Served PoC User.

The <referenced-media-support> element is used to indicate whether the PoC Client supports Referenced Media Content included in a request. The value for the "active" attribute is of Boolean type. The possible values are:

"false"
instructs the Home PoC Server to remove any reference to Media Content included in the request before forwarding the request to the PoC Client for the Served PoC User. This is the default value in absence of the element.

"true"
instructs the Home PoC Server to forward any reference to Media Content included in the request to the PoC Client for the Served PoC User.

The <text-content-support> element is used to indicate whether the PoC Client supports Text Content included in a request. The value for the "active" attribute is of Boolean type. The possible values are:

"false"
instructs the Home PoC Server to remove any Text Content included in the request before forwarding the request to the PoC Client for the Served PoC User. This is the default value in absence of the element.

"true"
instructs the Home PoC Server to forward any Text Content included in the request to the PoC Client for the Served PoC User.

The <pocbox-use> element is used to indicate whether the PoC Client wants to route the request to a PoC Box or whether the routing to a PoC Box is subject to conditions. The values are of enumerated string type. The possible values are:

"unwilling"
instructs the Home PoC Server to not route the request to the UE PoC Box or NW PoC Box of the Served PoC User. This is the default value in absence of the element.

"unconditional"
instructs the Home PoC Server to route the request to the UE PoC Box or NW PoC Box of the Served PoC User based on the PoC Box access rules for the default PoC Box, i.e. the  <pocbox-type> element, as specified in [OMA-PoC-Document-Mgmt] unconditionally.

"conditional"
instructs the Home PoC Server to route the request to the UE PoC Box or NW PoC Box of the Served PoC User based on the PoC Box access rules for the default PoC Box , i.e. the  <pocbox-type> element, as specified in [OMA-PoC-Document-Mgmt]only conditionally.

The <privacy> element is used to indicate whether the PoC Client wants to be anonymous or not. The values are of enumerated string type. The possible values are:

"none"
instructs the Home PoC Server to allow the identity of the PoC Client for the Served PoC User in responses to requests by including the value in the Privacy header. This is the default value in absence of the element.

"id"
instructs the Home PoC Server to not reveal the identity of the PoC Client for the Served PoC User in responses to requests by including the value in the Privacy header.

The <master-of> element is used to indicate that the Authenticated Originator's PoC Address is the Master PoC Address. The <master-of> element cannot be used together with <slave-for> element. If neither <master-of> nor <slave-for> are included, the <master-of> element with <list> subelement containing no <entry> subelements is the default value.
The <slave-for> element is used to indicate that the Authenticated Originator's PoC Address is a Slave PoC Address. The <slave-for> element cannot be used together with <master-of> element. 
The "id" attribute of the <entity> element contains a globally unique identifier for a given Authenticated Originator's PoC Address that represents the PoC Client.
The "master-uri" attribute of the <slave-for> element is used to indicate the Master PoC Address. The values are of any URI.
The <list> subelement of the <master-of> element is used to indicate the list of the other PoC Addresses registered by the PoC Client in addition to the Authenticated Originator's PoC Address, each entry in the list is indicated by one <entry> subelement. 
The "uri" attribute of the <entry> element is used to indicate a PoC Address registered by the PoC Client. 
 E.6.1.5 XML example of PoC2.0 Service Settings

The following is an example of a PoC-settings document:
   <?xml version="1.0" encoding="UTF-8"?>

   <poc-settings xmlns="urn:oma:params:xml:ns:poc:poc-settings" 
xmlns:PoC2Set="urn:oma:xml:poc:poc2.0-settings"
xmlns:PoCAddrList="urn:ietf:params:xml:ns:resource-lists"
>

     <entity id="urn:uuid:00000000-0000-1000-8000-000A95A0E128">

        <isb-settings>

          <incoming-session-barring active="true"/>

        </isb-settings>

        <am-settings>

          <answer-mode>automatic</answer-mode>

        </am-settings>

        <ipab-settings>

          <incoming-personal-alert-barring active="false"/>

        </ipab-settings>

        <sss-settings>

          <simultaneous-sessions-support active="true"/>

        </sss-settings>


  <PoC2Set:ipii-settings>


    <PoC2Set:invited-party-identity-information active="true"/>


  </PoC2Set:ipii-settings>


  <PoC2Set:inc-media-settings>

          <PoC2Set:included-media-support active="true"/>


  </PoC2Set:inc-media-settings>

  
  <PoC2Set:ref-media-settings>

  
    <referenced-media-support active="true"/>

  
  </PoC2Set:ref-media-settings>

  
  <PoC2Set:text-content-settings>

 
    <PoC2Set:text-content-support active="true"/>

  
  </PoC2Set:text-content-settings>

        <PoC2Set:pocbox-settings>

          <PoC2Set:pocbox-use>conditional</PoC2Set:pocbox-use>

        </PoC2Set:pocbox-settings>

        <PoC2Set:privacy-settings>

          <PoC2Set:privacy>none</PoC2Set:privacy>

        </PoC2Set:privacy-settings>

        <PoC2Set:master-of>

        <PoCAddrList:list>
          <PoCAddrList:entry PoCAddrList:uri="tel:+1234567890"/>
          <PoCAddrList:entry PoCAddrList:uri="sip:john.smith@operator.com"/>
        </PoCAddrList:list>
        </PoC2Set:master-of>

     </entity>

   </poc-settings>
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