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1 Reason for Change

2 R01: This is the agreed version:
Justification

At the moment there is some text in the SD about the PoC Crisis Event handling function. It need to be cleaned up to more cover the requirements below:


	Label
	Description
	Enabler Release

	Conditionality

	FUNC-PSC-CH-001
	The PoC Service Infrastructure MAY support the PoC Session control for crisis handling functionality.
	PoC V2.1

	FUNC-PSC-CH-002
	The PoC Client MAY support PoC Session control for crises handling functionality.
	PoC V2.1

	Functionality

	FUNC-PSC-CH-003
	The PoC Service Infrastructure SHALL differentiate the Crisis Handling Request from other requests.
	PoC V2.1

	FUNC-PSC-CH-004
	The PoC Service Infrastructure SHALL validate the Crisis Handling Request (e.g., authenticate the source) and authorize the PoC Session initiation for crisis handling.
	PoC V2.1

	FUNC-PSC-CH-005
	The PoC Service Infrastructure SHALL enforce high enough priority to be able to serve the PoC Session initiated with Crisis Handling Request
	PoC V2.1

	FUNC-PSC-CH-006
	The PoC Service Infrastructure SHALL to be able to serve the PoC Session initiated with Crisis Handling Request by using an appropriate access network resource reservation schema.
	PoC V2.1

	FUNC-PSC-CH-007
	Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session such as:

a) Sending out PoC Session invitation to one or more Pre-arranged PoC Group(s)

b) Invoking other services (e.g., location, presence)  to determine the Dynamic PoC Groups to be invited 

c) Distributing pre-recorded data (e.g., canned voice) 

d) Distributing data received in the received Crisis Handling Request (e.g., images), or 

e)  Invoking other services to complement crisis related data to be distributed (e.g., location information)
	PoC V2.1

	FUNC-PSC-CH-008


	The PoC Service Infrastructure MAY apply a pre-defined set of specific PoC Service Settings to the PoC Session for Crisis Handling (e.g., characterized by PoC Session priority, Manual Answer Override to invited PoC Users, etc.).
	PoC V2.1

	FUNC-PSC-CH-00x


	The PoC Service Infrastructure SHALL be able to override the current PoC Service Settings to forward PoC Session invitation with Crisis Handling Request from an PoC User with the appropriate authority according to applicable regulations.
	PoC V2.1


Table 19: PoC Session Control for Crisis Handling
Summary of Change 
The subclause 4.50 is cleaned up to more fulfil the requirements.
Scope of Change

Added some more definitions. 
A lot of changes, restructuring etc. is done. See changes in chapter 6.
Consequence if not accepted

It will be a very unclear SD description.
3 Impact on Backward Compatibility

None
4 Impact on Other Specifications

None
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

To include the proposed changes as described in clause 6 in the next version of the SD.
7 Detailed Change Proposal

Change 1:  (Adding definition)

	Crisis Event
	An unplanned event having potentially significant impact on the safety or well-being of the community (local, regional or national). Examples of a Crisis Event include natural or man-made disasters.

	PoC Session Control for Crisis Handling
	A service providing the means to enforce high enough priority in the PoC Network to serve a PoC Session for end user groups with more mission critical requirements in applications such as Public Safety, Private Safety and National Security.

	PoC Crisis Event Handling Entity
	A functional entity in the PoC Network authorizing PoC Users to initiate PoC Session Control for Crisis Handling. The PoC Crisis Event Handling Entity enforces the local policy for National Security and Public Safety applications within a country or a sub-division of a country.
NOTE:
The PoC Crisis Event handling complements the Emergency Service.

	Public Safety
	A public service that focuses primarily on law enforcement, fire fighting, emergency medical, and disaster recovery services for the citizens of a pre-defined political sub-division of a country.

	Private Safety
	A private service providing security services aimed at protecting homes, workplaces and society including mobile patrols, access control, fire prevention, receptionist, monitoring and call-out services.

	National Security
	National security refers to the requirement to maintain the survival of the nation-state through the use of economic, military and political power and the exercise of diplomacy.

	Emergency Service
	A legally recognized service that provides immediate and rapid assistance in situations where there is a direct risk to life or limb, individual or public health or safety, to private or public property, or the environment but not necessarily limited to these situations.


Change 2:  (Removing EN)

Change 3:  Contributor's comment (Not to be included in the document): It is highly recommended to read the following subclauses (4.50, 4.50.x) in "Final" mode not in the "Final Showing Markup" mode
4.50  PoC Session Control for Crisis Handling
Editor's note: Procedures for Chat PoC Group session and how to initiate PoC Session Control for Crisis Handling during an ongoing PoC Session is FFS. One possible solution is to use re-negotiation.
Editor's note: Procedure for terminating PoC Session Control for Crisis Handling, i.e. if the "alarm state" ceases during an ongoing PoC Session  the PoC Session Control for Crisis handling need to be switched of (PoC Users not belonging to Pre-arranged PoC Group removed etc.) 
4.50.1 General
The PoC Client MAY support PoC Session Control for Crisis Handling.
A PoC Client supporting PoC Session Control for Crisis Handling:
· SHALL support QoE profiles described in subclause 4.41 "Quality of Experience (QoE)";
· SHALL support MAO as described in subclause 4.30.3 "Manual answer override (MAO)"; and,
· SHALL support Multicast PoC as described in 5.26 "Multicast PoC" when the PoC Client is used in applications that force many PoC Client to use the same limited access network recourses at the same time.
The PoC Server MAY support PoC Session Control for Crisis Handling.
A PoC Server supporting the PoC Session Control for Crisis Handling: 
· SHALL support MAO as described in subclause 4.30.3 "Manual answer override (MAO)"; 
· SHALL support pre-emption of PoC Sessions as specified in subclause 4.41.4 "Prioritization and pre-emption" and,
· SHALL support Multicast PoC as described in 5.26 "Multicast PoC" when the PoC Server performing the Participating PoC Function serve applications that force many PoC Client to use the same limited access network recourses at the same time.
The PoC Crisis Event Handling Entity:

· SHALL have access to lists (out of scope of PoC) containing authorized PoC Users;
· SHALL have a local policy for adding PoC Users or members of Pre-arranged PoC Groups to a PoC Session using PoC Session Control for Crisis Handling;
· SHALL have a local policy for applying QoE profiles on PoC Session using PoC Session Control for Crisis Handling; and,
· MAY store pre-recorded messages (e.g. canned voice or text messages). 

Initiating a PoC Session using PoC Session Control for Crisis Handling
A PoC Client that initiates PoC Session Control for Crisis Handling:

· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places in this document with the clarifications in the following steps;

· SHALL include the QoE profile to be used in the PoC Session in the request to initiate the PoC Session; 

· SHALL include a PoC Crisis Event handling indication;
· SHOULD indicate Manual Answer Mode; and,
· SHALL set the PoC Session priority to primary in case of Simultaneous PoC Sessions; 
· SHALL request to use the appropriate Access Network resource reservation scheme, if such resource reservation scheme is provided by Access Network; and,

· SHALL indicate to the PoC User that this PoC Session is a PoC Session using PoC Session Control for Crisis Handling.










· 



· 

· 
· 
On receipt of request from a PoC User including a PoC Crisis Event handling indication a PoC Server performing the Participating PoC Function supporting PoC Session Control for Crisis Handling: 
· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places in this document with the clarifications in the following steps;

· SHALL forward the PoC Crisis Event handling indication to the PoC Server performing the Controlling PoC Function;
· SHALL forward the MAO request to the PoC Server performing the Controlling PoC Function if a MAO request is included in the request received from the PoC User;

· SHALL request a priority in the multicast/broadcast network based on the QoE Profile received from the PoC Server performing the Controlling PoC Function when Multicast PoC is used;
·  NOTE 1:
The local Policy in the PoC Server decides when a Multicast PoC Channel is included as part of a PoC Session. 
On receipt of request from a PoC User including a PoC Crisis Event handling indication a PoC Server performing the Controlling PoC Function supporting PoC Session Control for Crisis Handling:
· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document with the exceptions described in the following steps;

· SHALL invite the PoC Crisis Handling Entity
Editor's note: How the address to the PoC Crisis Event Handling Entity is FFS. Configured in the PoC Server and as part of the PoC Group document could be the solution.
· instead of the list of PoC User(s) in case of a 1-1 PoC Session and Ad-hoc PoC Session; and,
· instead of the PoC Users in the PoC Group document in the case of a Pre-arranged PoC Group Session;

Editor's note: The interaction with a PoC Dispatcher Group Session is FFS.
· SHALL apply the QoE profile received from the PoC Crisis Handling Entity to the PoC Session as described in the subclause 4.41.3 "Setting the QoE Profile for the PoC Session"; 
· SHALL only invite PoC Users added by the PoC Crisis Event Handling Entity;

· SHALL apply MAO to Invited PoC Users as described in subclause 4.30.3 "Manual answer override (MAO)" when MAO is indicated in the request received from the PoC Server performing the Participating PoC Function; and,

· SHALL include the PoC Crisis Event handling indication in invitation of PoC Users.
When receiving a request from the PoC Server performing the Controlling PoC Function to initiate PoC Session Control for Crisis Handling the PoC Crisis Event Handling Entity:

· SHALL authorize the PoC User initiating the PoC Session Control for Crisis Handling;
· SHALL apply a QoE profile to the PoC Session according to a local policy; 

· SHALL add PoC Users or Pre-arranged PoC Group(s) to be invited to the PoC Session according to local Policy;
· NOTE 2:
The PoC Crisis Event Handling Entity always invites the PoC Users received in the list of invited PoC Users in case of a 1-1 PoC Session or an Ad-hoc PoC Session and the Pre-arranged PoC Group in case of a Pre-arranged PoC Group Session.
· MAY add dynamic criteria according to a local policy when adding PoC Users or Pre-arranged PoC Groups to be invited to the PoC Session; 
· MAY add Included Media Content, Referenced Media Content or Text Content according to a local policy in the response when adding PoC Users or Pre-arranged PoC Groups to be invited to the PoC Session; and,

· MAY send pre-recorded messages to the PoC Session (e.g. canned voice, text message, pictures, video-clips, etc.).

When a request to invite a PoC User to a PoC Session includes a PoC Crisis Event handling indication the PoC Server performing the Participating PoC Function serving the Invited PoC User supporting PoC Session Control for Crisis Handling:

· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document with the exceptions described in the following steps; and,
· SHALL override the following PoC Service Settings based on local policy and according to applicable regulations as follows: 
The PoC Server:
· SHALL assume that Incoming PoC Session Barring settings is not active; 

· SHALL ignore the settings for Incoming Condition Based PoC Session Barring;

· SHALL assume that Media Content included in a request is supported; 

· SHALL assume that Referenced Media Content included in a request is supported; 

· SHALL assume that Text Content included in a request is supported; and,
· SHALL assume that PoC Box Use PoC Service Setting is "unwilling".
NOTE 3:
A PoC Server follow the normal procedures defined in other places of this specification when the PoC Crisis Event handling is not supported.
When receiving an invitation to a 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session where the invitation includes a PoC Crisis Event handling indication a PoC Client supporting PoC Session Control for Crisis Handling:
· SHALL use the procedures for being invited to a 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document with the exceptions described in the following steps;
· SHALL prioritize this PoC Session over other PoC Sessions; and,
· SHALL indicate towards the PoC User that this is PoC Session Control for Crisis Handling.

Change 4:  (removing one EN)
4.41.1     General

Quality of Experience (QoE) Profiles apply to individual's PoC User subscription with the PoC Service Provider, to Pre-arranged PoC Groups and, finally, to PoC Sessions.

PoC Servers SHALL support QoE Profiles. PoC Clients SHOULD support QoE Profiles.

Each PoC Service Provider can decide whether to use QoE Profiles or not. If QoE Profiles are used, the following SHALL apply.

A QoE Profile SHALL be defined for each PoC subscriber. If not explicitly defined the lowest profile ('Basic') SHALL be used.

If authorized by the Service Provider Policy, the PoC Group owner MAY define and assign a QoE Profile for a Pre-arranged PoC Group. The assigned QoE Profile SHALL be stored in Shared Group XDMS as an attribute of the PoC Group. 

NOTE 1:
It is possible that a Pre-arranged PoC Group has no QoE Profile assigned in the PoC Group document.

Those PoC Clients that support the QoE feature and PoC Servers SHALL support the following QoE Profiles:

The possible QoE Profile(s) SHALL be:

· 'Basic' profile: Intended for users who do not have high Quality of Experience expectations, such as via "best effort" communication; or,

· 'Premium' profile: Intended for users who have demanding Quality of Experience expectations, such as via  interactive 1 communication and higher priority; or

· 'Professional' profile:  Intended for users involved in special applications for professional use, e.g. Private Safety or Public Safety applications, and that therefore have demanding Quality of Experience expectations, such as via streaming communication and higher priority.

Those PoC Clients that support the QoE feature and PoC Servers MAY support the following QoE Profile:

· 'Official Government Use' profile: Intended for those PoC Users who require priority access to PoC Service, e.g. National Security applications, according to one of the 5-levels existing in the WPS namespace, as specified in [RFC4412]. Subject to applicable regulations, when the ‘Official Government Use’ profile is implemented in a PoC network domain, this profile SHALL take precedence over all other QoE profiles.

NOTE 2:
The use of the WPS namespace is subject to be changed in order to be aligned with the namespace used in 3GPP Multimedia Priority Service.

NOTE 3:
The above profiles are arranged in increasing order of priority, but only one QoE Profile can be associated to PoC User’s subscription.

Each QoE Profile SHALL be associated with a set of well-defined QoS and prioritization parameters that are understandable for the specific underlying network(s) and also applicable to the PoC Server itself to actually obtain the target quality of experience for the end user. The appropriate QoE to QoS mapping(s) SHALL be provisioned to PoC Clients as reflected in subclause ‎4.41.2 "QoE provisioning".

As described in subclause ‎4.41.3 "Setting the QoE Profile for the PoC Session", based on the QoE Profile proposed by the Inviting PoC Client and the QoE Profile associated to the involved PoC Group, the PoC Server SHALL assign a QoE Profile for each PoC Session at the PoC Session establishment time. When a QoE Profile has been assigned for the PoC Session and each involved PoC Client knows the Local QoE Profiles that is acceptable for him based on individual constraints, the involved PoC Clients and PoC Servers:

· SHOULD apply/request the corresponding QoS in the underlying network for the transport of PoC Session Media and signalling.

· MAY apply the corresponding prioritization and pre-emption procedures.
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