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1 Reason for Change

Justification

There is no flow showing how the PoC Crisis Event Handling Entity is included in a PoC Session.
Summary of change

A new flow showing the establishment of a Crisis PoC Group Session is introduced in the SD:
Scope of Change

 A new subclause 5.x is introduced.
Consequence if not accepted

 It will be unclear how the PoC Crisis Event Handling Entity is included in a PoC Session.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in clause 6 in the next version of the SD.
6 Detailed Change Proposal

7 Contributor's comment (not to be included in the document): Definitions required for this CR are included by the CR OMA-POC-POCV2_1-2008-0070-CR_AD_Crisis_event_handling_clean_up.
Change 1:  ()

5.X PoC Session Control for Crisis Handling
This subclause shows some examples of scenarios related to PoC Session Control for Crisis Handling.
Editor's note: Message flows for Chat PoC Group session and how to initiate PoC Session Control for Crisis Handling during an ongoing PoC Session is FFS.
5.X.1 At Inviting PoC User side
5.X.1.1 PoC Session Control initiated by PoC Client, On-demand Session
This subclause shows a scenario where a PoC Client initiates a PoC Session using PoC Session Control for Crisis Handling.

The message flow is valid for all types of PoC Sessions. 

Figure 1 " PoC Session Control for Crisis Handling initiated by a PoC Client" shows the message flow for the scenario.
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Figure 1: PoC Session Control for Crisis Handling initiated by a PoC Client.

The steps of the flow are as follows:

1. The PoC Client A sends an INVITE message to the SIP/IP Core A. 

Information elements contained in the INVITE message:

a. Pre-arranged PoC Group Identity; 

b. PoC Address of the PoC User at the PoC Client A;

c. PoC service indication; 

d. Media Parameters of PoC Client A;

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal;

f. A manual answer override request;

g. Media-floor Control Entities proposal;

h. Desired QoE Profile; and,

i. Crisis Event request indication.

2. The SIP/IP Core A routes the INVITE message to the PoC Server A (participating) based on the PoC service indication.

Information elements contained in the INVITE message are the same as in step 1.

3. The PoC Server A sends the INVITE request to the SIP/IP Core A.

Information elements contained in the INVITE message:

a. Pre-arranged PoC Group Identity; 

b. PoC Address of the PoC User at the PoC Client A;

c. PoC service indication; 

d. Media Parameters of the PoC Server A (participating);

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal;

f. A manual answer override request;

g. Media-floor Control Entities proposal;

h. Desired QoE Profile;

i. Crisis Event request indication;

j. Included Media Content,

k. Included Referenced Media Content; and,

l. Included Text Content.

4. The SIP/IP Core A routes the INVITE message to the SIP/IP Core X based on the Pre-arranged PoC Group Identity.

Information elements contained in the INVITE request are the same as in step 3.

5. The SIP/IP Core X routes the INVITE message to the PoC Server X (controlling) based on the Pre-arranged PoC Group Identity.

Information elements contained in the INVITE message are the same as in step 6.

6. The PoC Server X (controlling) sends the INVITE message to the SIP/IP Core X. The PoC Address of the PoC Crisis Event Handling Entity is obtained from the PoC Group document. 
Information elements contained in the INVITE message:

a. PoC Address of the PoC Crisis Event Handling Entity;

b. Pre-arranged PoC Group Identity; 

c. PoC Address of the PoC User at the PoC Client A;

d. PoC service indication; 

e. Media Parameters of the PoC Server X (controlling);

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal;

g. Media-floor Control Entities proposal;

h. Desired QoE Profile;

i. Crisis Event request indication;

j. Included Media Content,

k. Included Referenced Media Content;
l. Included Text Content; and,
m. PoC Session Identity.
7. The SIP IP Core X sends the INVITE message to the PoC Crisis Event Handling Entity.
Information elements contained in the INVITE message is the same as in step 6.
8. The PoC Crisis Event Handling Entity authorizes the PoC User A to initiate a PoC Session for Crisis Control with the desired QoE Profile. Note that the QoE Profile can be higher than the PoC User or the PoC Group normally would be allowed to use.
9. The PoC Crisis Event Handling Entity sends an OK message to the SIP/IP Core X.
Information elements contained in the OK message:

a. Pre-arranged PoC Group Identity; 

b. PoC Address of the PoC User at the PoC Client A;

c. PoC service indication; 

d. Media Parameters of the PoC Server X (controlling);

e. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol;

f. Media-floor Control Entities response; and,
g. QoE Profile for the PoC Session.
10. The SIP/IP Core X sends the OK message along the signalling path to the PoC Server X (controlling).

Information elements contained in the OK message are the same as in step 9.
11. The PoC Server X (controlling) sends an OK message to SIP/IP Core X.

Information elements contained in the OK message:

a. PoC Session Identity;

b. PoC Server X (controlling) selected Media Parameters;

c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol;

d. Media-floor Control Entities response;

e. QoE Profile for the PoC Session; and,

f. Crisis Event handling indication.

12. The SIP/IP Core X sends the OK message along the signalling path to SIP/IP Core A .

Information elements contained in the OK message are the same as in step 11.

13. The SIP/IP Core A sends the OK message along the signalling path to the PoC Server A (participating).

Information elements contained in the OK message are the same as in step 12.

14. The PoC Server A (participating) sends the OK message along the signalling path to the SIP/IP Core A.

Information elements contained in the OK message:

a. PoC Session Identity;

b. PoC Server A (participating) selected Media Parameters;

c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol;

d. Media-floor Control Entities response;

e. QoE Profile for the PoC Session; and,

f. Crisis Event handling response indication.

15. The SIP/IP Core A sends the OK message to the PoC Client A.

Information elements contained in the OK message are the same as in step 14.
16. The PoC Crisis Event Handling Entity sends the REFER message along the signalling path to the SIP/IP Core X.

Information elements contained in the REFER message:

a. PoC Address or a list of the Invited PoC User(s) or Pre-arranged PoC Group identity to be invited; and,
b. Manual answer override request.
17. The SIP/IP Core X sends the REFER message along the signalling path to the PoC Server X (controlling).

Information elements contained in the REFER message are the same as in step 16.
18. The PoC Server X sends an ACCEPT message to the SIP/IP Core X.

19. The SIP/IP Core X sends the ACCEPT message to the PoC Crisis Event Handling Entity.
20. The PoC Server X (controlling) invites PoC Users according to the list of PoC Users received in step 17.
5.X.1.2 PoC Session Control initiated by PoC Client, On-demand Session
5.X.1.3 Editor's note: Pre-established Session signalling is TBD.
5.X.2 At Invited PoC User side
5.X.2.1 Inviting a PoC User using PoC Session Control for Crisis Handling, On-Demand Session signalling
5.X.3 This subclause describes the scenario when a PoC User is invited to a PoC Session and the terminating PoC Client automatically answers the invitation using an On-demand Session. 
5.X.4 The scenario applies for any type of PoC Session using On-demand Session signalling.
5.X.5 Figure 2 "PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, On-demand Session"
8 
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9 Figure 2: PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, On-demand Session.
10 The steps of the flow are:
1. The PoC Server X sends INVITE message to the SIP/IP Core X.

Information elements contained in the INVITE message:

a. Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session"; and,

b. Crisis Event indicator.
2. SIP/IP Core X routes the request to the PoC Client B's home network.
Information elements contained in the INVITE message are the same as in step 1.
3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the Invited PoC Client and PoC service indication. Information elements contained in the INVITE request:
a. Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session"; and,
b. Crisis Event indicator.
4-6.
If the PoC Client B is accepting the PoC Session automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC Client B also uses On-demand Session, then the PoC Server B (participating) sends automatic answer request to the PoC Server X (controlling) through the signalling path.

7. The PoC Server B (participating) sends the PoC Session setup request to the SIP/IP Core B.
Information elements contained in the INVITE request:
a. Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session"; and,

b. Crisis Event indicator.

8. The SIP/IP Core B forwards the INVITE request to the PoC Client B. 
Information elements contained in the INVITE message is the same as in step 7.
9-13.The PoC Client B responds with an OK response to the PoC Server X (controlling) through the signalling path, which has routed the request. The PoC Server X (controlling) notifies the inviting PoC User that the Invited PoC User has accepted the invitation.

Information elements contained in OK response:
a. Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session".
5.X.5.1 Inviting a PoC User using PoC Session Control for Crisis Handling, Pre-establish Session
This subclause describes the scenario when a PoC User is invited to a PoC Session and the terminating PoC Client automatically answers the invitation using a Pre-established Session. 

11 The scenario applies for any type of PoC Session using Pre-established signalling.
12 Figure 3 "PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, Pre-established Session" shows the message flow for the scenario.
13 
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Figure 3: PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, Pre-established Session.
14 The steps of the flow are as follows:

1. Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE message to SIP/IP Core X.

Information elements contained in the INVITE message:
a. Parameters listed in the subclause 5.7.2.3 "Invited PoC User is in Automatic Answer Mode using Pre-established Session"; and,
b. Crisis Event indicator.
2. The SIP/IP Core sends the INVITE message to the SIP/IP Core B based on the PoC Address of the PoC User B.
Information elements contained in the INVITE message are the same as in step 1.
3. The SIP/IP Core B sends the INVITE message to the PoC Server B based on the PoC Address of PoC User B and the PoC service indication.
Information elements contained in the INVITE message are the same as in step 2.
4-6. The PoC Server B has a Pre-established PoC Session towards the PoC User B at the PoC Client B and returns a OK message to the SIP/IP Core. The OK message contains the parameters listed in the subclause 5.7.2.3 "Invited PoC User is in Automatic Answer Mode using Pre-established Session" and is forwarded to the PoC Server X (controlling) via the SIP/IP Core B, SIP/IP Core X.
7. The PoC Server B (participating) sends the Connect message to the PoC Client:

Information elements contained in the Connect message:

a. Parameters listed in the subclause 5.7.2.3 "Invited PoC User is in Automatic Answer Mode using Pre-established Session"; and,
b. Crisis Event indicator.
8. The PoC Client B acknowledges the reception of the Connect message by means of the Media Burst Acknowledge message.
15 Sending pre-recorded message to PoC Clients in the PoC Session

5.X.5.2 Playing Pre-recorded voice message
5.X.5.3 The PoC Crisis Event Handling Entity can send pre-recorded voice or video messages to be distributed among Participants in a PoC Session with PoC Session Control for Crisis Handling active.
5.X.5.4 The message flow is valid for any type of PoC Session regardless if Pre-established Session or On-demand Session was used to establish the PoC Session.
5.X.5.5 Figure 2 "Playing Pre-recorded voice message" shows the message flow for the scenario.
5.X.5.6 
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5.X.5.7 NOTE:
The message flow only shows one Participant in the PoC Session. The steps 3-7 will be reapeated for all Participants.
5.X.5.8 Figure 4: Playing Pre-recorded voice message.

5.X.5.9 A PoC Session is ongoing and the PoC Crisis Event Handling Entity wants to play a pre-recorded voice message.
5.X.5.10 The steps of the flow are as follows:
1. The PoC Crisis Event Handling Entity requests permission to send Media by means of a Media Burst Request to the PoC Server X (controlling).
2. The PoC Server X (controlling) grants the request to send Media by means of the Media Burst Granted message.
3-4. The PoC Server X (controlling) sends the Receiving Media Burst to the PoC Server A (participating).
5.X.5.11 Information elements contained in the Receiving Media Burst:
a. PoC Address of PoC Crisis Event Handling Entity.
5. The PoC Crisis Event Handling Entity sends the pre-recorded voice message in a Media Burst to the PoC Server X (controlling)

6-7. The PoC Server X (controlling) distributes the Media Burst to all Participants connected to the Media-floor Control Entity where the Media Burst is received.
8. The PoC Crisis Event Handling Entity sends the Media Burst Release when the pre-recorded voice message is sent.
9. The No Media Burst message is sent to all Participants receiving the Media Burst and to then PoC Crisis Event Handling Entity.
5.X.5.12 Sending pre-recorded text message
The PoC Crisis Event Handling Entity can send pre-recorded voice or video messages to be distributed among Participants in a PoC Session with PoC Session Control for Crisis Handling active.
The message flow is valid for any type of PoC Session regardless if Pre-established Session or On-demand Session was used to establish the PoC Session.
16 Figure 2 "Playing Pre-recorded voice message" shows the message flow for the scenario.
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Figure 5: Playing Pre-recorded voice message.

A PoC Session is initiated as described in subclause 5.x.1 "PoC Session Control initiated by PoC Client" and in the subclause  5.x.2 "Inviting a PoC User using PoC Session Control for Crisis Handling" and the PoC Crisis Event Handling Entity wants to send a text message to all Participants in the PoC Session.
17 The steps of the flow are as follows:
1. The PoC Crisis Event Handling Entity sends a MESSAGE request to the PoC Server X (controlling) with the text message included. 
Information contained in the MESSAGE request:

a. The PoC Session Identity;

The type of content to be transferred;

i. The content e.g. a Video clip, an image or text;

ii. The size of the content; and,

iii. A request to receive a report on the result.
18 2-6. The PoC Server X (controlling) distributes the MESSAGE request to all PoC Clients that supports the MESSAGE request via the SIP/IP Core X, SIP/IP Core B and the PoC Server B.
Information contained in the MESSAGE request are the same as in step 1.

19 7-12. The PoC Client acknowledge the reception of the MESSAGE request by means of a OK message. The OK message is sent in the signalling path to the PoC Crisis Event Handling Entity.
20 Editor's note: The return of a report is FFS.












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

_1274790016.ppt






PoC Client B

SIP/IP Core A

SIP/IP Core X

PoC Server X

(controlling)

Controlling PoC Network X

PoC Server B

(participating)

PoC Client B Home PoC Network

1. INVITE

2. INVITE

3. INVITE

7. INVITE

8. INVITE

9. OK

10. OK

11. OK

12. OK

Existing PoC Session

4. AUTO-ANSWER

5. AUTO-ANSWER

6. AUTO-ANSWER

13. OK

Media Burst Control






























_1274859786.ppt






PoC Client B

SIP/IP Core A

SIP/IP Core X

PoC Server X

(controlling)

Controlling PoC Network X

PoC Server B

(participating)

PoC Client B Home PoC Network

1. INVITE

2. INVITE

3. INVITE

Existing PoC Session

4. OK

5. OK

6. OK

Media Burst Control

7. CONNECT

8. Media Burst Acknowledge






























_1274790780.ppt






SIP/IP Core X

PoC Server X

(controlling)

Controlling PoC Network X

PoC Crisis Event Handling Entity

A PoC Session is ongoing

1. MESSAGE

PoC Server B

(participating)

SIP/IP Core

PoC Client B

PoC Client Home PoC Network

2. MESSAGE

3. MESSAGE

4. MESSAGE

5. MESSAGE

6. MESSAGE

7. OK

8. OK

9. OK

10. OK

11. OK

12. OK
































_1274786721.ppt






PoC Client A

SIP/IP Core A

SIP/IP Core X

PoC Server X

(controlling)

PoC Client A Home PoC Network

Controlling PoC Network X

PoC Server A

(participating)

PoC Crisis Event Handling Entity

1. INVITE

2. INVITE

3. INVITE

4. INVITE

7. INVITE

5. INVITE

9. 200 OK

11. 200 OK

12. 200 OK

13. 200 OK

14. 200 OK

15. 200 OK

20. PoC Users are invited.

16. REFER

19. ACCEPTED

6. INVITE

10. 200 OK

17. REFER

18. ACCEPTED

Media Burst Control.

8. Authorization
































_1274789895.ppt






SIP/IP Core X

PoC Server X

(controlling)

Controlling PoC Network X

PoC Crisis Event Handling Entity

A PoC Session is ongoing

1. Media Burst Request

2. Media Burst Granted

3. Receiving Media Burst

PoC Server B

(participating)

SIP/IP Core

PoC Client B

4. Receiving Media Burst

7. Media Burst

6. Media Burst

PoC Client Home PoC Network

5. Media Burst

8. Media Burst Completed

9. No Media Burst

9. No Media Burst

9. No Media Burst
































