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1 Reason for Change

Justification

At the moment the AD reference some 2.0 document when the corresponding 2.1 document exists.
Further, the version 2.1 can be modified to include New Functional Entities etc.

Summary of Change

· New Functional Entities, Modified Functional Entities and New reference points are added.

· References to SD 2.0 is changed to references to 2.1 SD. 
Scope of Change

 Subclauses 4.1c are 5.1a are modified.
Consequence if not accepted

 Inconsistent document.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in clause 6 in the next version of the AD.
6 Detailed Change Proposal

Change 1:  ()

3.2  Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA DICT], [OMA Presence V1.0 AD], [OMA XDM V2.0 AD] and the following terms and definitions apply.
Contributor's comment (not to be included in the document): The rest of the subclause is not affected and shall be kept as is.

Change 2:  ()

4.1c  Version 2.1




The PoC Version 2.1 architecture extends [OMA PoC V2.0 AD] by adding functional entities and reference points, and by modifying some existing PoC version 2.0 functional entities. These additions and modifications address the requirements identified as Enabler Release PoC V2.1 in [OMA PoC V2.1 RD].

This subclause summarises the architecture modifications included in PoC Version 2.1.
PoC Versions 2.1 and later will build upon PoC Version 2.0 and will include additional features.

New Functional Entities

The new functional entities added in PoC Version 2.1 are:

· PoC Crisis Event Handling Entity
New Reference Points

The reference points added in PoC Version 2.1 are the following:

· POC-14, PoC Crisis Event Handling Entity - SIP/IP Core
· POC-15, PoC Crisis Event Handling Entity – PoC Server
· POC-16, PoC Server – access network
· POC-17, PoC Client – access network
Modified Functional Entities

The following functional entities modified to include support for new PoC Version 2.1 requirements are the PoC Client, the Controlling PoC Function, and the Participating PoC Function as summarized in the following subclauses:
PoC Client

The PoC Client is modified to add support related to the following requirements:

· Moderated PoC Sessions
· Alert for Unavailable PoC Users.
· Dynamic PoC Groups functionality.
· PoC Crisis Event handling.
· Limited Participant information.

· Sharing of media content from External Media Content Entity.
· Support Multicast PoC
· Performance Enhancements Objectives
· Multiple PoC Clients with the Same PoC Address
Controlling PoC Function
The Controlling PoC Function is updated to add support related to the requirements listed below:

· Media Streaming Control
· Moderated PoC Groups
· Dynamic PoC Groups
· PoC Crisis Event handling

· Limited participant information
· Performance Enhancements Objectives
Participating PoC Function
The Participating PoC Function is updated to add support related to the requirements listed below:

· Alert for Unavailable PoC Users
· Dynamic PoC Groups functionality

· Media Streaming Control
· Multicast PoC

· Dynamic PoC Groups functionality

· Incoming Condition Based Barring

· Outgoing Condition Based Barring
· Multiple PoC Clients with the Same PoC Address
4.1 Void

4.2 Security Considerations

The security mechanism provides the protection to the PoC service environment. The following aspects of security are considered: SIP signalling security, User Plane security, XDM security, and interworking function security.
4.2.1 SIP signalling security

The PoC Client SHALL be authenticated prior to accessing the PoC service. The PoC Server SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core as defined in [RFC3261] to support the integrity and confidentiality protection of SIP signalling. The SIP/IP Core needs to ensure during registration that the registered PoC Address is allocated and authorised to be used by that PoC User in order to prevent spoofing attacks as identified in Appendix C. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the User Equipment contains USIM/ISIM or UIM/R-UIM, the mutual authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].

NOTE:
[RFC3261] mandates the support for HTTP digest authentication [RFC2617], if authentication is performed.
4.2.2 User Plane security

The PoC service User Plane communication between the PoC Client and the PoC Server using a unicast bearer, and between PoC Servers is protected with existing mechanisms being defined for radio access (3GPP GPRS or 3GPP2 PDN) and with secured connections between the network domains.

The PoC service User Plane communication between the PoC Client and the PoC Server using a Multicast PoC Channel is protected by mechanisms defined in xxxx.

Editor's note: Where the mechanism protecting the Multicast PoC Channel is FFS.

4.2.3 XDM security

The XDM security is specified in [OMA XDM V2.0 AD] "Security Considerations".
4.2.4 PoC Interworking Function security

The PoC network SHALL apply the same security measures to the signalling received from non-PoC networks as it would to the signalling received from PoC networks. Subclause ‎4.2.1 "SIP signalling security", ‎4.2.2 "User Plane security" and ‎4.2.3 "XDM security" apply.
5. Architecture

5.1a  Architecture Model

The PoC architecture is an evolution of the architecture described in [OMA PoC V1.0 AD]. 

The PoC functional entities (PoC Client, PoC Box and PoC Server), that provide the PoC service, use and interact with certain external entities providing services to the PoC service as shown in the Figure 2 "Interaction of PoC functional entities with external entities." 
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NOTE 1:
Interactions between external entities are not shown in the figure.

NOTE 2:
Architecture for PoC specific charging is described in [OMA PoC V2.1 SD] "Charging architecture".
Figure 2: Interaction of PoC functional entities with external entities.
The XML Document Management enabler is described in [OMA XDM V2.0 AD].  The XDM functional entities used by this version of the PoC Enabler are the Aggregation Proxy (as specified in subclause 6.2.3 "Aggregation Proxy"), Shared List XDMS (as specified in subclause ‎6.2.2.1 "Shared List XML Document Management Server (XDMS)"), Shared Group XDMS (as specified in subclause ‎6.2.2.2 "Shared Group XML Document Management Server (XDMS)") and Shared Policy XDMS (as specified in subclause ‎6.2.2.3 "Shared Policy XML Document Management Server (XDMS)"). The PoC Server interacts with any of the Shared XDM Servers over the POC-2, XDM-2, and POC-13 reference points.

The Presence enabler is described in [OMA Presence V1.0 AD].  The Presence functional entities are the Presence Server (as specified in subclause 6.2.4 "Presence Server"), Presence Source (as specified in subclause 6.2.5 "Presence Source"), and Watcher (as specified in subclause 6.2.6 "Watcher").  The PoC Server can assume the role of a Presence Source or Watcher or both, and interacts with the Presence Server over the POC-2 and PRS-3 reference points. The PoC service interactions with Presence service functionality are further specified in [OMA PoC V2.1 SD] "Presence".
The SIP/IP Core includes a number of SIP proxies and SIP registrars. When SIP/IP Core is based on the 3GPP/3GPP2 IMS, the SIP/IP Core architecture is specified in [3GPP TS 23.228] or [3GPP2 X.S0013.2].
The Multicast Access Network contains the technology required to broadcast Continuous Media and Discrete Media in a PoC Session. The Multicast Access Network used for the Multicast PoC Channel can be based on a technology different than the access network used for PoC Sessions without Multicast PoC Channel. When the Multicast Access Network is based on the 3GPP MBMS/3GPP2 BCMCS the Multicast Access Network architecture is specified in [3GPP TS 23.246] or [3GPP2 A.S0019-A_v1.0].
Discovery/Registry, Authentication/Authorization and Security are provided in cooperation with SIP/IP Core. Registry functionality is described in [OMA PoC V2.1 SD] "Registration".
NOTE:
Discovery is SIP/IP Core specific and out of scope of this specification.
The Authentication/Authorization is described in the subclause ‎4.2 "Security Considerations". Security is described in the subclause ‎4.2 "Security Considerations". 
Charging functionality is described in [OMA PoC V2.1 SD] "Charging".
Provisioning functionality is described in [OMA PoC V2.1 SD] "PoC service provisioning". 
Figure 3 "PoC architecture" describes the functional entities and reference points that are involved in the support of the PoC service.
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NOTE 1:
Shared XDMSs is a logical entity to map similar Shared XDM Servers together for simplification as specified in [OMA XDM V2.0 AD].
NOTE 2:
There are other reference points described in clause ‎7 "Description of the reference points" in addition to those shown in the figure.
Figure 3: PoC architecture
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