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1 Reason for Change

Justification

The original idea documented in the PoC 2.0 WID regarding crisis was to 
· Investigate the use of PoC by emergency organisations/services personnel (e.g. police, ambulance, fire). 
When PoC 2.1 is finalized PoC contains functions that very well supports that intention and no special function is required to support Private Safety, Public Safety and National Security instead some sort of description to put the whole thing together is needed.
Further, it is not clear how PoC interworks with already existing systems providing a Walkie-talkie type of service to emergency organisations/services personnel.

Summary of change

Adds an appendix where the whole concept is described in a very brief way. (More information can be added later)
Some new definitions and abbreviations added.
Scope of Change

 A new appendix is created. 
Consequence if not accepted

 It may not be clear how emergency organisations/services personnel can use PoC. 
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in clause 6 in the next version of the SD.

6 Detailed Change Proposal

Change 1:  (Adding new reference)
2.1 Normative references
	[OMA PoC V2.1 RD]
	"Push to Talk over Cellular 2 Requirements", Version 2.1, Open Mobile Alliance™, 
OMA-RD-PoC-V2_1,
URL: http://www.openmobilealliance.org/


Change 2:  (Adding definitions and abbreviations)

3.2 Definitions

	National Security
	The requirement to maintain the survival of the nation-state through the use of economic, military and political power and the exercise of diplomacy.

	Private Safety
	A private service providing security services aimed at protecting homes, workplaces and society including mobile patrols, access control, fire prevention, receptionist, monitoring and call-out services.

	Public Safety
	A public service that focuses primarily on law enforcement, fire fighting, emergency medical, and disaster recovery services for the citizens of a pre-defined political sub-division of a country.


Contributor's comment (not to be included in the document): Definitions above may be duplicates i.e. also introduced by other not yet agreed CRs. So the above definitions should only be included in the SD if not already included by other CR.
3.3 Abbreviations

	PMR
	Private Mobile Radio


Change 3:  (Adding appendix)
Appendix X. The use of PoC by emergency organisations/services personnel
(Informative)

Using the "walkie-talkie" type of communication i.e. conversations in a half-duplex style, typically, the user holds down a button to talk and releases the button to listen, has been used for a long time within Private Safety, Public Safety and National Security applications.  

Currently, the "walkie-talkie" type of communication is using e.g. Private Mobile Radio (PMR) technology. The Push to talk over Cellular (PoC) systems based on the OMA standard have been developed to fulfil Private Safety, Public Safety and National Security requirements utilizing existing cellular phone systems with the addition of a PoC Server in the network and a PoC Client in the terminal device to provide the service.

The following features are examples of features that can be used to support Private Safety, Public Safety and National Security solutions:

· Dispatcher PoC Session

· Dynamic PoC Groups

· Incoming Condition Based Barring

· Local Granted Mode
· Manual Answer Mode Override (MAO)

· Moderated PoC Functions
· Multicast PoC

· Outgoing Condition Based Barring

· PoC Interworking Service

· Quality of Experience (QoE)
· PoC Session Control for Crisis Handling
As PoC systems are being deployed, the need for interworking with already existing Private Safety, Public Safety and National Security systems becomes more and more evident.

This appendix tries to show the typical configuration of a Private Safety, Public Safety or National Security application and use cases that are needed to support interworking with other Private Safety, Public Safety and National Security systems.

For more information about interworking see the Appendix D "PoC Interworking Service".
X.1 Typical configuration
Typically a Private Safety, Public Safety and National Security application consists of:

· one application control centre;

· one assistant;

· one or more group members ;

· one connection to PSTN; and,
· one or more sensor.

Figure 1 "A typical Private Safety, Public Safety and National Security configuration" shows the different parts of a typical Private Safety, Public Safety and National Security application.
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Figure 1: A typical Private Safety, Public Safety and National Security configuration.

The application control centre is the core of the Private Safety, Public Safety and National Security system. It acts as a conference focus distributing media to members in the group using the 1-many or 1-many-1 communication method. The application control centre can be in another non-PoC network or in the PoC Network. The PoC Server performing the Controlling PoC Function performs the task of the application control centre in a PoC Network.

The assistance can be a PoC Dispatcher, a Moderator or just a member of a PoC Group. The assistant can either be connected to the application control centre in another network, connected as a PoC Remote Access or connected as a PoC Client.
A group member can be a PoC Fleet Member or PoC User. The member can be connected as a PoC Remote Access or connected as a PoC Client. Members connected to application control centres in other networks are out of scope of PoC.

The connection to PSTN is used to communicate with persons not possible to reach via the "walkie-talkie" technology e.g. a person calling 911, a doctor for medical advice or any person that can support an ongoing session with useful information.  The connection to the PSTN and the emergency service defined in PSTN is out of scope of PoC.

The sensors are machines (e.g. fire sensor, smoke detectors, camera, etc.) that automatically initiate crisis sessions. The sensor can be connected as a PoC Remote Access or connected as a PoC Client. Sensors connected to application control centres in other networks are out of scope of PoC.

The interworking gateway makes it possible for the members to communicate with other "walkie-talkie" systems.

X.2 Integration scenarios

It is unlikely to believe that all the existing Private Safety, Public Safety and National Security system switches to PoC technology over one night. Instead it is more likely that there will be small steps in the integration process before a complete Private Safety, Public Safety and National Security system is only based on PoC technology.

This integration process creates a need for special integration scenarios to be supported by PoC.
X.2.1 Integration step 1
The application control centre is in another network based on another technology. The members using PoC technology are connected using the Interworking Service described in Appendix D.
The scenario implies that the assistant is in the other network but at least one member or sensor is in the PoC Network.

Figure 2 "Integration step 1" illustrates the integration step 1.
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Figure 2: Integration step 1

The members 1, 2, 3, the assistant and the sensor 1 are connected to the application control centre using another technology than PoC technology. From the PoC Network point of view the application control centre behaves as a Controlling PoC Function.

The member 4 and the sensor 2 are using the PoC technology and are connected as PoC Clients via Participating PoC Functions in the PoC Network. 

PoC Interworking Function scenarios are described in the subclause D.2 "PoC Interworking Function".

X.2.2 Integration step 2
The application centre is based on PoC technology but some of the members are still using another technology. The members using other technologies can be connected as PoC Remote Accesses or via an interworking gateway where the interworking gateway is acting as a Participating PoC Function. 

This scenario implies that the assistance is in the PoC Network and that at least one member or sensor is connected to another network using another technology than PoC.

Figure 3 "Integration step 2" illustrates the integration step 2.
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Figure 3: Integration step 2

The member 1 and the sensor 1 are still using another technology than PoC technology and are connected as PoC Remote Accesses via Interworking Agents to Participating PoC Functions in the PoC Network. From the PoC Network point of view member 1 and sensor 1 behaves as normal PoC Clients.

The application control centre is using PoC technology and is connected as the Controlling PoC Function.

The member 2, 3, 4, the assistant and the sensor 2 are using the PoC technology and are connected as PoC Clients via Participating PoC Functions in the PoC Network. 

The PoC Interworking Agent scenarios are described in the subclauses D.3 "PoC Remote Access".

X.2.3 Integration step 3
This can be seen as the last step. The whole Private Safety, Public Safety and National Security application is based on PoC technology. 

This scenario implies that the assistant is in the PoC Network, all members are in the PoC Network and all sensors are in the PoC Network.

Figure 4 "Integration step 3" illustrates the integration step 3.
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Figure 4: Integration step 3.

The application control centre is using PoC technology and is the Controlling PoC Function.

The member 1, 2, 3, 4, the assistant, and the sensors 1 and 2 are now all using the PoC technology and are connected as PoC Clients via Participating PoC Functions in the PoC Network. 
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