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1 Reason for Change

Justification
There are some editorial mistakes in the document. 

Clauses affected
Subclause 4.10.4, 5.29, 5.30 was modified.
Summary of change
Editorial mistakes are corrected.
Consequence if not approved
The document would make confused.
2 Impact on Backward Compatibility

No impact.

3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

4.10.4
  RTP Media filtering of the Simultaneous PoC Sessions (for PoC Speech)

The PoC Client MAY participate in Simultaneous PoC Sessions. If there is RTP Media in more than one PoC Session in which the PoC Client is a Participant at the same time, the Home PoC Server performing the Participating PoC Function SHALL filter the Media Bursts so that the PoC User hears a single Conversation.

The Home PoC Server performing the Participating PoC Function SHALL transfer the Media Bursts from the same PoC Session until the Conversation has ended (PoC Session is inactive long enough), or when the PoC Session is put on hold (deactivate Media Bursts) or a new Primary PoC Session is activated or another PoC Session is locked for talking/listening. The RTP Media filtering SHALL be performed by the PoC User’s Home PoC Server performing the Participating PoC Function without affecting to the PoC Server performing the Controlling PoC Function. 

The PoC Server performing the Participating PoC Function SHALL transfer the Media Bursts of the Primary PoC Session immediately when received, even if it was transferring the Media Bursts of the Secondary PoC Session. If the PoC User is currently sending Media in the Secondary PoC Session, the Media Burst SHALL NOT be interrupted, but the Media Burst Control messages of the Primary PoC Session SHOULD be sent to the PoC Client.

Among the Secondary PoC Sessions the PoC Server performing the Participating PoC Function SHOULD transfer the Media Burst of the on-going Conversation. After the silent period the Home PoC Server SHALL select the PoC Session for transferring RTP Media, for which the Media Burst are received first. After the previous Conversation is ended the Home PoC Server SHALL select of the several PoC Sessions with on-going Media Bursts the one according to its local policy. The PoC Client MAY lock itself temporarily into one PoC Session and thus, suspend the listening of any other PoC Session after Conversation has ended, until it is unlocked or the PoC Session is released. The PoC Client MAY send the Media Bursts request to any of the Simultaneous PoC Sessions. The possible locking to the previous PoC Session SHALL be released, when requesting the Media Burst to another PoC Session. The PoC Server performing the Participating PoC Function SHALL be able to relay the Media Burst Confirm response and also to start to transfer Media Bursts of this PoC Session.

4.10.4.1
Simultaneous PoC Session association

The PoC Server performing the Participating PoC Function SHALL select for the RTP Media filtering the Simultaneous PoC Sessions established by the same PoC Client using any registered PoC Address as determined in the subclause 4.47 "Multiple registered PoC Address determination".

4.10.4.2
Media filtering of other Media Types than PoC Speech

For each PoC Session the PoC Server performing the Participating PoC Function SHALL either send all Continuous Media Types (i.e. PoC Speech, Audio, Video) to the PoC Client or discard all Continuous Media Types using the rules as described for PoC Speech in the subclause ‎4.10.4 "RTP Media filtering of the Simultaneous PoC Sessions", when there is any overlapping Continuous Media Type in another PoC Session.

NOTE:
Media filtering does not affect Discrete Media.
5.29  PoC Session Control for Crisis Handling

This subclause shows some examples of scenarios related to PoC Session Control for Crisis Handling.

Editor's note: Message flows for Chat PoC Group session and how to initiate PoC Session Control for Crisis Handling during an ongoing PoC Session is FFS.

5.29.1  PoC Session Control initiated by PoC Client
5.29.1.1
PoC Session Control initiated by PoC Client, On-demand Session

This subclause shows a scenario where a PoC Client initiates a PoC Session using PoC Session Control for Crisis Handling.

The message flow is valid for all types of PoC Sessions. 

Figure 111 " PoC Session Control for Crisis Handling initiated by a PoC Client" shows the message flow for the scenario.

Figure 111: PoC Session Control for Crisis Handling initiated by a PoC Client.

The steps of the flow are as follows:

1.
The PoC Client A sends an INVITE message to the SIP/IP Core A. 

Information elements contained in the INVITE message:

a.
Pre-arranged PoC Group Identity; 

b.
PoC Address of the PoC User at the PoC Client A;

c.
PoC service indication; 

d.
Media Parameters of PoC Client A;

e.
Talk Burst Control Protocol and/or Media Burst Control Protocol proposal;

f.
A manual answer override request;

g.
Media-floor Control Entities proposal;

h.
Desired QoE Profile; and,

i.
Crisis Event request indication.

2.
The SIP/IP Core A routes the INVITE message to the PoC Server A (participating) based on the PoC service indication.

Information elements contained in the INVITE message are the same as in step 1.

3.
The PoC Server A sends the INVITE request to the SIP/IP Core A.

Information elements contained in the INVITE message:

a.
Pre-arranged PoC Group Identity; 

b.
PoC Address of the PoC User at the PoC Client A;

c.
PoC service indication; 

d.
Media Parameters of the PoC Server A (participating);

e.
Talk Burst Control Protocol and/or Media Burst Control Protocol proposal;

f.
A manual answer override request;

g.
Media-floor Control Entities proposal;

h.
Desired QoE Profile;

i.
Crisis Event request indication;

j.
Included Media Content,

k.
Included Referenced Media Content; and,

l.
Included Text Content.

4.
The SIP/IP Core A routes the INVITE message to the SIP/IP Core X based on the Pre-arranged PoC Group Identity.

Information elements contained in the INVITE request are the same as in step 3.

5.
The SIP/IP Core X routes the INVITE message to the PoC Server X (controlling) based on the Pre-arranged PoC Group Identity.

Information elements contained in the INVITE message are the same as in step 6.

6.
The PoC Server X (controlling) sends the INVITE message to the SIP/IP Core X. The PoC Address of the PoC Crisis Event Handling Entity is obtained from the PoC Group document. 

Information elements contained in the INVITE message:

a.
PoC Address of the PoC Crisis Event Handling Entity;

b.
Pre-arranged PoC Group Identity; 

c.
PoC Address of the PoC User at the PoC Client A;

d.
PoC service indication; 

e.
Media Parameters of the PoC Server X (controlling);

f.
Talk Burst Control Protocol and/or Media Burst Control Protocol proposal;

g.
Media-floor Control Entities proposal;

h.
Desired QoE Profile;

i.
Crisis Event request indication;

j.
Included Media Content,

k.
Included Referenced Media Content;

l.
Included Text Content; and,

m.
PoC Session Identity.

7.
The SIP IP Core X sends the INVITE message to the PoC Crisis Event Handling Entity.

Information elements contained in the INVITE message is the same as in step 6.

8.
The PoC Crisis Event Handling Entity authorizes the PoC User A to initiate a PoC Session for Crisis Control with the desired QoE Profile. Note that the QoE Profile can be higher than the PoC User or the PoC Group normally would be allowed to use.

9.
The PoC Crisis Event Handling Entity sends an OK message to the SIP/IP Core X.

Information elements contained in the OK message:

a.
Pre-arranged PoC Group Identity; 

b.
PoC Address of the PoC User at the PoC Client A;

c.
PoC service indication; 

d.
Media Parameters of the PoC Server X (controlling);

e.
Selected Talk Burst Control Protocol and/or Media Burst Control Protocol;

f.
Media-floor Control Entities response; and,

g.
QoE Profile for the PoC Session.

10.
The SIP/IP Core X sends the OK message along the signalling path to the PoC Server X (controlling).

Information elements contained in the OK message are the same as in step 9.

11.
The PoC Server X (controlling) sends an OK message to SIP/IP Core X.

Information elements contained in the OK message:

a.
PoC Session Identity;

b.
PoC Server X (controlling) selected Media Parameters;

c.
Selected Talk Burst Control Protocol and/or Media Burst Control Protocol;

d.
Media-floor Control Entities response;

e.
QoE Profile for the PoC Session; and,

f.
Crisis Event handling indication.

12.
The SIP/IP Core X sends the OK message along the signalling path to SIP/IP Core A .

Information elements contained in the OK message are the same as in step 11.

13.
The SIP/IP Core A sends the OK message along the signalling path to the PoC Server A (participating).

Information elements contained in the OK message are the same as in step 12.

14.
The PoC Server A (participating) sends the OK message along the signalling path to the SIP/IP Core A.

Information elements contained in the OK message:

a.
PoC Session Identity;

b.
PoC Server A (participating) selected Media Parameters;

c.
Selected Talk Burst Control Protocol and/or Media Burst Control Protocol;

d.
Media-floor Control Entities response;

e.
QoE Profile for the PoC Session; and,

f.
Crisis Event handling response indication.

15.
The SIP/IP Core A sends the OK message to the PoC Client A.

Information elements contained in the OK message are the same as in step 14.

16.
The PoC Crisis Event Handling Entity sends the REFER message along the signalling path to the SIP/IP Core X.

Information elements contained in the REFER message:

a.
PoC Address or a list of the Invited PoC User(s) or Pre-arranged PoC Group identity to be invited; and,

b.
Manual answer override request.

17.
The SIP/IP Core X sends the REFER message along the signalling path to the PoC Server X (controlling).

Information elements contained in the REFER message are the same as in step 16.

18.
The PoC Server X sends an ACCEPT message to the SIP/IP Core X.

19.
The SIP/IP Core X sends the ACCEPT message to the PoC Crisis Event Handling Entity.

20.
The PoC Server X (controlling) invites PoC Users according to the list of PoC Users received in step 17.

5.29.1.2
PoC Session Control initiated by PoC Client, Pre-establish Session
Editor's note: Pre-established Session signalling is TBD.

5.29.2  Inviting a PoC User using PoC Session Control for Crisis Handling
5.29.2.1
Inviting a PoC User using PoC Session Control for Crisis Handling, On-Demand Session signalling

This subclause describes the scenario when a PoC User is invited to a PoC Session and the terminating PoC Client automatically answers the invitation using an On-demand Session. 

The scenario applies for any type of PoC Session using On-demand Session signalling.

Figure 112 "PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, On-demand Session"

Figure 112: PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, On-demand Session.

The steps of the flow are:

1.
The PoC Server X sends INVITE message to the SIP/IP Core X.

Information elements contained in the INVITE message:

a.
Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session"; and,

b.
Crisis Event indicator.

2.
SIP/IP Core X routes the request to the PoC Client B's home network.

Information elements contained in the INVITE message are the same as in step 1.

3.
SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the Invited PoC Client and PoC service indication. Information elements contained in the INVITE request:

a.
Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session"; and,

b.
Crisis Event indicator.

4-6.
If the PoC Client B is accepting the PoC Session automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC Client B also uses On-demand Session, then the PoC Server B (participating) sends automatic answer request to the PoC Server X (controlling) through the signalling path.

9.
The PoC Server B (participating) sends the PoC Session setup request to the SIP/IP Core B.

Information elements contained in the INVITE request:

a.
Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session"; and,

b.
Crisis Event indicator.

10.
The SIP/IP Core B forwards the INVITE request to the PoC Client B. 

Information elements contained in the INVITE message is the same as in step 7.

9-13.The PoC Client B responds with an OK response to the PoC Server X (controlling) through the signalling path, which has routed the request. The PoC Server X (controlling) notifies the inviting PoC User that the Invited PoC User has accepted the invitation.

Information elements contained in OK response:

a.
Parameters listed in the subclause 5.7.2.2 "Invited PoC User is in Automatic Answer Mode using On-demand Session".

5.29.2.2
Inviting a PoC User using PoC Session Control for Crisis Handling, Pre-establish Session

This subclause describes the scenario when a PoC User is invited to a PoC Session and the terminating PoC Client automatically answers the invitation using a Pre-established Session. 

The scenario applies for any type of PoC Session using Pre-established signalling.

Figure 113 "PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, Pre-established Session" shows the message flow for the scenario.

Figure 113: PoC User invited to a PoC Session with PoC Session Control for Crisis Handling, Pre-established Session.

The steps of the flow are as follows:

1.
Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE message to SIP/IP Core X.

Information elements contained in the INVITE message:

a.
Parameters listed in the subclause 5.7.2.3 "Invited PoC User is in Automatic Answer Mode using Pre-established Session"; and,

b.
Crisis Event indicator.

2.
The SIP/IP Core sends the INVITE message to the SIP/IP Core B based on the PoC Address of the PoC User B.

Information elements contained in the INVITE message are the same as in step 1.

3.
The SIP/IP Core B sends the INVITE message to the PoC Server B based on the PoC Address of PoC User B and the PoC service indication.

Information elements contained in the INVITE message are the same as in step 2.

4-6.
The PoC Server B has a Pre-established PoC Session towards the PoC User B at the PoC Client B and returns a OK message to the SIP/IP Core. The OK message contains the parameters listed in the subclause 5.7.2.3 "Invited PoC User is in Automatic Answer Mode using Pre-established Session" and is forwarded to the PoC Server X (controlling) via the SIP/IP Core B, SIP/IP Core X.

7.
The PoC Server B (participating) sends the Connect message to the PoC Client:

Information elements contained in the Connect message:

a.
Parameters listed in the subclause 5.7.2.3 "Invited PoC User is in Automatic Answer Mode using Pre-established Session"; and,

b.
Crisis Event indicator.

8.
The PoC Client B acknowledges the reception of the Connect message by means of the Media Burst Acknowledge message.

5.29.3  Sending pre-recorded message to PoC Clients in the PoC Session

5.29.3.1
Playing Pre-recorded voice message

The PoC Crisis Event Handling Entity can send pre-recorded voice or video messages to be distributed among Participants in a PoC Session with PoC Session Control for Crisis Handling active.

The message flow is valid for any type of PoC Session regardless if Pre-established Session or On-demand Session was used to establish the PoC Session.

Figure 114 "Playing Pre-recorded voice message" shows the message flow for the scenario.

NOTE:
The message flow only shows one Participant in the PoC Session. The steps 3-7 will be reapeated for all Participants.

Figure 114: Playing Pre-recorded voice message.

A PoC Session is ongoing and the PoC Crisis Event Handling Entity wants to play a pre-recorded voice message.

The steps of the flow are as follows:

1.
The PoC Crisis Event Handling Entity requests permission to send Media by means of a Media Burst Request to the PoC Server X (controlling).

2.
The PoC Server X (controlling) grants the request to send Media by means of the Media Burst Granted message.

3-4.
The PoC Server X (controlling) sends the Receiving Media Burst to the PoC Server A (participating).

Information elements contained in the Receiving Media Burst:

a.
PoC Address of PoC Crisis Event Handling Entity.

5.
The PoC Crisis Event Handling Entity sends the pre-recorded voice message in a Media Burst to the PoC Server X (controlling)

6-7.
The PoC Server X (controlling) distributes the Media Burst to all Participants connected to the Media-floor Control Entity where the Media Burst is received.

8.
The PoC Crisis Event Handling Entity sends the Media Burst Release when the pre-recorded voice message is sent.

9.
The No Media Burst message is sent to all Participants receiving the Media Burst and to then PoC Crisis Event Handling Entity.

5.29.3.2
Sending pre-recorded text message

The PoC Crisis Event Handling Entity can send pre-recorded voice or video messages to be distributed among Participants in a PoC Session with PoC Session Control for Crisis Handling active.

The message flow is valid for any type of PoC Session regardless if Pre-established Session or On-demand Session was used to establish the PoC Session.

Figure 115 "Playing Pre-recorded voice message" shows the message flow for the scenario.
  NOTE:
The message flow only shows one Participant in the PoC Session. The steps 3-7 will be reapeated for all Participants.

Figure 115: Playing Pre-recorded voice message.

A PoC Session is initiated as described in subclause 5.29.1 "PoC Session Control initiated by PoC Client" and in the subclause  5.29.2 "Inviting a PoC User using PoC Session Control for Crisis Handling" and the PoC Crisis Event Handling Entity wants to send a text message to all Participants in the PoC Session.

The steps of the flow are as follows:

1.
The PoC Crisis Event Handling Entity sends a MESSAGE request to the PoC Server X (controlling) with the text message included. 

Information contained in the MESSAGE request:

a.
The PoC Session Identity;

The type of content to be transferred;

i.
The content e.g. a Video clip, an image or text;

ii.
The size of the content; and,

iii.
A request to receive a report on the result.

2-6. The PoC Server X (controlling) distributes the MESSAGE request to all PoC Clients that supports the MESSAGE request via the SIP/IP Core X, SIP/IP Core B and the PoC Server B.

Information contained in the MESSAGE request are the same as in step 1.

7-12. The PoC Client acknowledge the reception of the MESSAGE request by means of a OK message. The OK message is sent in the signalling path to the PoC Crisis Event Handling Entity.

Editor's note: The return of a report is FFS.
5.30  Still-alive

When the PoC Client wants to use the Still-alive function the PoC Client negotiate the use of the Still-alive function. The negotiation message flow is shown in subclause 5.30 .1 "Still alive-negotiation".

Still-alive message sending is shown in 5.30.2 " Still-alive message sending".

The message flows are valid for all types of PoC Sessions and is used independent for each Media-floor Control Entity.

5.30.1  Still alive-negotiation

Before the Still-alive function can be used parameters need to be negotiated. This subclause shows the negotiation procedure when the PoC Client initiates a PoC Session.

The message flow show how a PoC Client initiates Ad-hoc PoC Group Session but the message flow is valid for all types of PoC Session.

Figure 116 "Still-alive negotiation" shows the message flow for the scenario.

Figure 116: Still alive negotiation

The steps of the flows are as follows:

1.
The PoC Client A initiates an Ad-hoc PoC Group Session or 1-1 PoC Session by sending an INVITE message to the SIP/IP Core A.

Information elements contained in INVITE message: 

a.
Still-alive indication and Still-alive interval proposal; and.

b.
Other parameters as described in subclause 5.2.1 "Ad-hoc PoC Group Session invitation from PoC Client". 

2.
The SIP/IP Core A forwards the INVITE message to the PoC Server A (participating & controlling) based on the message content.

Information elements contained in INVITE message are the same as in step 1. 

3.
The PoC Server A (participating & controlling) invites PoC Users and the 1st PoC User accepts the invitation.

4.
The PoC Server A (participating & controlling) sends an OK message towards SIP/IP Core A.

Information elements contained in OK message: 

a.
Still-alive indication and Still-alive interval response; and.

b.
Other parameters as described in subclause 5.2.1 "Ad-hoc PoC Group Session invitation from PoC Client".

5.
The SIP/IP Core sends the OK message to the PoC Client A.

Information elements contained in the OK message are the same as in step 4.

5.30.2  Still-alive message sending

This subclause shows how the PoC Client sends Still-alive messages.

Figure 117 "Usage of still alive" shows the message flow for the scenario.

Figure 117: Usage of Still-alive.

One PoC Client has the permission to send a Media Burst. When the Media Burst is completed the PoC Server A (participating & controlling) receives the Media Burst Complete indication (not shown in the flow).

The steps of the flow are as follows:

1.
The PoC Server A (participating & controlling) sends the STILL-ALIVE request message to the PoC Client A. 

There are no information elements contained in the No Media Burst indication:

2.
The PoC Client A sends the STILL-ALIVE response message to the PoC Server A (participating & controlling).

3.
The PoC Server A (participating & controlling) starts the Still-alive interval timer and at expiry do the step 1 again.

The sending of STILL-ALIVE request and STILL-ALIVE response continues until someone is granted permission to send a Media Burst. In the case of Discrete Media without Media Burst Control the sending of STILL-ALIVE request and STILL-ALIVE response continues as long as the Discrete Media without Media Burst Control is allowed.
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