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1 Reason for Change

Justification

NOTE 1: This CR is based on CR http://www.openmobilealliance.org/ftp/Public_documents/POC/POCv2_1/2008/OMA-POC-POCV2_1-2008-0199-CR_RD_removal_of_incoming_media_barring_overriding_ICSB.zip .
The PoC User access policies include Media Type specific access rules according to current SD subclause 4.18.2 “PoC User access policy”. These rules were introduced in PoC V2.0. 
Barring of media related to incoming media barring is a PoC V2.1 feature based on access rules specified for media types. An Editor’s Note in 14.8.2 indicates that these access rules are not yet specified. The purpose of this CR is to describe the PoC V2.1 access rules for Incoming Media Barring (IMB) features in order to be able to remove the Editor’s Note.
PoC V2.0 access rules for media types are based on PoC Service Setting for Included Media Content and actions element <allow-auto-answermode> for Media Streams. (Element <allow-reject-invite> does not apply to media in PoC V2.0.)

Media Content:

Removal of media types in a request with Included Media Content, if the PoC Service Setting is active, is based on PoC server local policy and is nothing that the individual PoC User can configure himself. Such rules are NOT PoC User specific access rules.
In PoC V2.1 the access rules are extended to include conditions for removal of media content, while rejecting a request with media content is still based on existing PoC V2.0 access rules.

Media Stream:

PoC V2.0 access rules are currently also based on <media-list> condition element where action element <allow-auto-answermode> can be specified per media type of a Media Flow. This gives the PoC User the means to manually reject requests for certain media types for which automatic answer is not allowed. These rules are PoC User specific access rules.
NOTE 2. XDM V2.0 (used by PoC V2 .0) allows also other actions for <media-list> condition element, but they are not used by PoC V2.0 specifications.

Combination with other access rules:

Use of action element <allow-reject-invite> in combination with condition element <media-list> shall not relate to Incoming Media Barring features. The reason is that IMB features cannot block a request for a specific media type. For in combination with Incoming Condition Based PoC Session Barring (ICSB), see referred CR #0199.
Conclusion:

What is currently stated for PoC User access policies in subclause 4.18.2 is valid also when Incoming Media Barring is active.

What is currently stated in subclause 4.18.2.1 “General access rules” is not impacted by Incoming Media Barring features. For example blocking for a certain Media Type by use of ICSB will take effect even if IMB is active. 

What is currently stated in subclause 4.18.2.2 “Media Type specific access rules” need to be extended to cover Incoming Media Barring features.
Finally, a minor editorial error is corrected (at the end of 4.18.2.2).
Summary of Change

The Media Type specific access rules for Incoming Media Barring features are added. An EN is removed.
Scope of Change

Subclauses 4.18.2 and 4.18.2.2 are affected.

Consequence if not accepted

An EN remains unsolved.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  4.18.2 – removing an EN; 4.18.2.2 – adding access rules
4.18.2 PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
If multiple PoC Addresses are registered by a PoC Client explicitly or implicitly, the PoC Client SHALL create the PoC User access policy for each PoC Address the PoC User intends to use for the PoC Service.

NOTE 1:
The PoC User access policy need not contain any rules.
The PoC User access policies include: 

· General access rules;

· Incoming Condition Based PoC Session Barring (ICSB);

· Outgoing Condition Based PoC Session Barring (OCSB);

· Media Type specific access rules; and,

· PoC Box criteria access rules.


In case several access rules, described above, are applicable the following main rule applies:

· If any of the access rules indicates 'block' then 'block' is applied to the request.

· If none of the access rules indicates 'block' and any of the access rules indicates 'manual answer' then 'manual answer' is applied to the request.

· If none of the access rules indicates 'block' or 'manual answer' then 'automatic answer'  is applied to the request.

· If access rule is not defined, then 'manual answer' is applied to the request.

NOTE 2:
PoC User's Answer Mode Indication setting also affects the Answer Mode applied to the request as described in the subclause Error! Reference source not found. "Error! Reference source not found.". 
NOTE 3: 
PoC User access policies are superseded by the Incoming PoC Session Barring state.

Editor’s Note:  It needs to be covered the case where the PoC Subscriber/Dispatcher/Authorised User can limit the abilility of the PoC User to modify the PoC User access Policy (e.g. for ICSB and OCSB).

4.18.2.6 General access rules

The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request

· Block anonymous PoC User’s incoming PoC Session request

· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode Indication setting, known as MAO.

The access rules MAY be applied also on the delivery of the Instant Personal Alerts.
4.18.2.7 Media Type specific access rules

The Media Type specific access rules SHALL support following:

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Video

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Audio

· Allow PoC User to configure Automatic or Manual Answer Mode for PoC Session offering Discrete Media.

· Allow PoC User to configure conditions for removal of Media Content of one or more Media Types in PoC Session and Group Advertisement requests.
· Allow PoC User to configure conditions for removal of Media Streams of one or more Media Types in PoC Session requests and modifications.
NOTE:
Manual Answer Mode is applied for PoC Speech, Audio and Video and Automatic Answer Mode is applied for Discrete Media, if the corresponding access rule is not defined.

The Media Type specific access rules SHALL be PoC User specific.
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