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1 Reason for Change

Justification

The following PoC V2.1 requirements in RD subclause 6.1.3.3 “Incoming Media Barring” can cause interference problems and should be removed:

	FUNC-EPE-MB-010
	The PoC Service Infrastructure SHALL be able to override Incoming Condition Based PoC Session Barring for a certain Media Type, if Incoming Condition Based PoC Session Barring is active for the Invited PoC Client and if the same Media Type is barred according to Incoming Media Content Barring settings of the Invited PoC Client. 
	PoC V2.1

	FUNC-EPE-MB-010a
	The PoC Service Infrastructure SHALL be able to override Incoming Condition Based PoC Session Barring for a certain Media Type, if Incoming Condition Based PoC Session Barring is active for the Invited PoC Client and if the same Media Type is barred according to Incoming Media Stream Barring settings of the Invited PoC Client. 
	PoC V2.1


The reason to remove them is that it will not be possible to combine use of ICSB and Incoming Media Barring in a flexible way. The current requirements will have undesirable side-effects to Group Advertisement when applying the above requirements to incoming PoC Sessions. Incoming Media Barring will also “neutralize” the ICSB setting for the Media Type, which means that the User will have problems to “harden” the access rules for incoming PoC Sessions without also affecting rules for GA. Although the “neutralizing” was agreed when introducing the requirements, all side-effects were not identified. This CR describes the problem and proposes to remove the above requirements.

Abbreviations:

GA, Group Advertisement

ICSB, Incoming Condition Based PoC Session Barring

IMB, Incoming Media Content Barring (a collective name for the features IMCB and IMSB used in this CR)

IMCB, Incoming Media Content Barring

IMSB, Incoming Media Stream Barring

Consequences of current requirements

The following is a detailed description of the consequences of the current requirements. It can be jumped over for the reader not interested in the details.

Scenario: Assume that a User wants to block all incoming sessions for a certain Media Type and at the same time wants to bar that Media Type for Group Advertisement, i.e. a User simply wants to block a certain Media type in either way for all incoming traffic. With the requirements above it will not be possible.

Because what happens is that if you apply ICSB on sessions, and IMB on sessions and GA at the same time they will interfere.

So if a User wants to block sessions for Media Types and bar them for GA it will not work as expected. To make it work as expected you must not use IMB for the same Media Types. This is an undesirable constraint that will cause confusion. A solution would require different settings for GA and sessions which would make it even more complicated. The following table is an overview of plausible scenarios. 

NOTE: It is assumed in the table that the ICSB and IMB settings target the same or all Media Type(s), otherwise there is no interference problem.

	No
	ICSB for sessions
	IMCB for sessions and GA
	IMSB for sessions
	Result

	1. 
	No block
	No barring
	No barring
	No barring/no block

	2. 
	No block
	Bar
	No barring
	Barring media content for all sessions and GA/no block

	3. 
	No block
	No barring
	Bar
	Barring media streams for all sessions/no block

	4. 
	No block
	Bar
	Bar
	Barring media content for all sessions and GA and media streams for all sessions/no block

	5. 
	Block
	No barring
	No barring
	No barring/block for all session

	6. 
	Block
	Bar
	No barring
	Barring media content for all sessions and GA/no block for media content/block for media streams

	7. 
	Block
	No barring
	Bar
	Barring media streams for all sessions/no block for media streams/block for media content

	8. 
	Block
	Bar
	Bar
	Barring media content for all sessions and GA and media streams for all sessions/no block


Table 1: Combining ICSB and IMB for the same Media Type based on requirements
Scenarios (1) and (8) obviously have the same effect. If you activate/deactivate IMB setting it will impact the behaviour of ICSB setting. This side-effect is the result of the dependency between IMB and ICSB created via the requirements above. It also has the side-effect that you cannot bar for GA and at the same time block for sessions.

In order to comply with the requirements we would have to deviate from the main access rule of SD 4.1.8.2 that ‘block’ always applies if defined in any of the combined access rules. 
Proposed solution
The following is a detailed description of the consequences for the proposed solution. It can be jumped over for the reader not interested in the details.

By simply removing the above requirements it will make ICSB work independently of IMB. This implies that ICSB takes precedence over IMB (‘block’ goes before ‘bar’) and the combination of ICSB and IMB will adhere to the general access rules of SD 4.18.2. In all scenarios above ICSB will then work as expected, see table 2 below.

	No
	ICSB for sessions
	IMCB for sessions and GA
	IMSB for sessions
	Result

	1. 
	No block
	No barring
	No barring
	No barring/no block

	2. 
	No block
	Bar
	No barring
	Barring media content for all sessions and GA/no block

	3. 
	No block
	No barring
	Bar
	Barring media streams for all sessions/no block

	4. 
	No block
	Bar
	Bar
	Barring media content for all sessions and GA and media streams for all sessions/no block

	5. 
	Block
	No barring
	No barring
	No barring for GA/block for all sessions

	6. 
	Block
	Bar
	No barring
	Barring media content for GA/block for media content and media streams for all sessions

	7. 
	Block
	No barring
	Bar
	No barring for GA/block for media content and media streams for all sessions

	8. 
	Block
	Bar
	Bar
	Barring media content for GA/block media content and media streams for all sessions


Table 2: ICSB and IMB are independent settings
What differentiate this solution from the current requirements is scenario (5) – (8). 
Additionally, activating/deactivating ICSB will impact the behaviour of the IMB setting. This is however a question of utilizing the full capabilities of the features, as with this solution it is possible to “harden” or “soften” the rules for incoming sessions without having to change access rules for GA, i.e. IMB will work as expected and will be possible to apply to GA without interfering with ICSB. This improves the flexibility of combining ICSB and IMB. Finally, this solution complies with the existing main rule for combined access rules of SD 4.18.2. 

NOTE: If it is not desired to block sessions for a certain Media Type but only desired to remove the Media Type from the sessions it will work fine by using IMB without using ICSB for that Media Type.

Summary of Change

Requirement items, FUNC-EPE-MB-010 and FUNC-EPE-MB-010a, are removed for Incoming Media Barring.  
An empty row is also removed (editorial) from the same table.
Scope of Change

Subclause 6.1.3.3 is affected.

Consequence if not accepted

Interference problems between ICSB and Incoming Media Barring will prevail.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  6.1.3.3 – Incoming Media Barring
6.1.3.3 Incoming Media Barring

In addition to what is specified in PoC V1.0, Incoming Media Barring is supported when the receiving PoC User does not want to receive certain Media at a certain moment.  "Media" or "Media Type" in this subclause means those described in section 6.1.1 "New Media Types". He can require the barring without interfering to the conversation and Media sharing within the rest of the PoC Group. Incoming Media Barring is divided into Incoming Media Content Barring feature and Incoming Media Stream Barring feature.
Incoming Media Content Barring feature is supported when the receiving PoC User does not want to receive certain Media Content in PoC Session invitation and Group Advertisement requests. The PoC Subscriber or the authorized PoC User can activate a setting for not receiving certain Media Content.

Incoming Media Stream Barring feature is supported when the receiving PoC User does not want to receive certain Media Content in a Media flow in PoC Session invitation requests and during ongoing PoC Sessions. The PoC Subscriber or the authorized PoC User can activate a setting for not receiving certain Media Types of a Media flow.

	Label
	Description
	Enabler Release

	Conditionality

	FUNC-EPE-MB-001
	The PoC Client MAY support Incoming Media Content Barring.  
	PoC V2.1

	FUNC-EPE-MB-001a
	The PoC Client MAY support Incoming Media Stream Barring.  
	PoC V2.1

	FUNC-EPE-MB-002
	The PoC Service Infrastructure SHOULD support Incoming Media Content Barring. 
	PoC V2.1

	FUNC-EPE-MB-002a
	The PoC Service Infrastructure SHOULD support Incoming Media Stream Barring. 
	PoC V2.1

	Functionality

	FUNC-EPE-MB-003
	The PoC Client MAY support separate Incoming Media Content Barring for each Media Type.
	PoC V2.1

	FUNC-EPE-MB-003a
	The PoC Client MAY support separate Incoming Media Stream Barring for each Media Type.
	PoC V2.1

	FUNC-EPE-MB-004


	The PoC Client MAY support different Access Control for each Media Type. The Access Control for Incoming Media Content Barring MAY be based on the following optional conditions:
· PoC Session attributes (eg., Media Type). 
· PoC User attributes (e.g. inviting PoC User identity).
The validity of the Access Control MAY be based on time.
NOTE:
The above list is not an exhaustive list of conditions.
	PoC V2.1

	FUNC-EPE-MB-004b

	The PoC Client MAY support different Access Control for each Media Type. The Access Control for Incoming Media Stream Barring MAY be based on the following optional conditions:

· PoC Session attributes (eg., QoE, Media Type). 

· PoC User attributes (e.g. inviting PoC User address).
The validity of the Access Control MAY be based on time.

NOTE:
The above list is not an exhaustive list of conditions.
	PoC V2.1

	FUNC-EPE-MB-005
	The PoC Service Infrastructure SHALL support separate Incoming Media Content Barring for each Media Type.
	PoC V2.1

	
	
	

	FUNC-EPE-MB-005a
	The PoC Service Infrastructure SHALL support separate Incoming Media Stream Barring for each Media Type.
	PoC V2.1

	FUNC-EPE-MB-006


	The PoC Service Infrastructure SHALL use the Manual Answer Mode as the default Answer Mode for the PoC Sessions when video is the Media (the PoC User can configure the Answer Mode as he wishes).
	PoC V2.1

	FUNC-EPE-MB-007


	The PoC Service Infrastructure SHALL use the Automatic Answer Mode as the default Answer Mode for the PoC Sessions with only messaging Media or when adding messaging to the on-going PoC Session.
	PoC V2.1

	FUNC-EPE-MB-008


	The PoC Service Infrastructure SHALL use the Answer Mode according to the PoC Service Settings the same way as specified in PoC V1.0. 
	PoC V2.0

	FUNC-EPE-MB-009


	The PoC Service Infrastructure SHALL use different Access Control for each Media Type, if configured by the PoC Client.
	PoC V2.1

	
	
	

	
	
	


                                                        Table 5: Incoming Media Barring













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

© 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 6)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20080101-I]

