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1 Reason for Change

Justification
 The PoC Crisis Event Handling Entity needs to be described in the CP.
(The PoC Session Control for Crisis Handling in other part of the CP is described in OMA-POC-POCV2_1-2008-0289-CR_CP_PoC_Session_Control_for_Crisis_handling)
Summary of change

Introduced procedures in the PoC Crisis Event Handling Entity
Scope of change

New subclause created.
Consequence if not accepted
Procedures for the PoC Crisis Event Handling Entity will be missing in CP
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and include proposed changes in the next revision of the CP.
6 Detailed Change Proposal

Change 1:  ()

9. PoC Crisis Event Handling Entity

This clause describes the action in the PoC Crisis Event Handling Entity.

9.2 Invitation to a PoC Session with PoC Session Control for Crisis Handling

Upon receipt of a SIP INVITE request the PoC Crisis Event Handling Entity:

· 2. SHALL Authorize the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session; 
Editor's note: The authorization is FFS but is most likely based on local policy configured into the PoC Crisis Event Handling Entity by the PoC Service Provider.
· 3. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Session with PoC Session Control  and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 4. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Crisis Event Handling Entity determines that there is not enough resources to handle the PoC Session; or,

b) any other reason outside the scope of this specification.

· 5. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 6. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2 "SDP answer generation";

Editor's note: Interaction with Dispatcher is FFS.

· 7. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 

· 8. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling Entity procedures at PoC Session initialization"; 
· 9. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 10. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1:
The PoC Crisis Event Handling Entity converts TEL URI to SIP URI according to [RFC3261], if needed.

· 11. SHALL perform the following actions:

a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 

b) include a MIME resource-lists body with the list of the PoC Users and PoC Groups to be added according to rules and procedures of [draft-multiple-refer]; 
NOTE 2:
The PoC Crisis Event Handling always includes the PoC Users and PoC Groups received in the MIME resource-list body of the SIP INVITE request in case of a 1-1 PoC Session or an Ad-hoc PoC Session but can add additional PoC Users and PoC Groups according to a local Policy.

Editor's note: How the PoC Crisis Event Handling Entity obtains the members of a Pre-arranged PoC Group or the members of a restricted Chat PoC Group is FFS. Alternatives are: 1) reads from XDMS, 2) The group document is included by the PoC Server, 3) ????
c) optionally, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [draft-URI-list-capacity]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 

· 12. SHALL include the following according to rules and procedures of [RFC4488:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 13. SHALL include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 14. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested in the incoming SIP INVITE request; 

· 15. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the incoming SIP INVITE request included manual answer override or according to local policy; 
NOTE 3: The Refer-To URI can be a PoC Address or a content-ID URL.
· 16. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] if received in the incoming SIP INVITE request or according to local policy and as specified in subclause 5.8 "QoE Profiles". If included the Resource-Priority header SHALL be included as a header of the REFER request as well as a Refer-to URI parameter;
· 17. MAY include media content in one or more MIME bodies as specified in [RFC2046] if received in the incoming SIP INVITE request or according to local policy. 
For each included media content, the PoC Crisis Event Handling Entity:
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional".
NOTE 4:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Crisis Event Handling Entity in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
· 18. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] if received in the incoming SIP INVITE request or according to local policy; 
NOTE5:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 19. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC3261] if received in the incoming SIP INVITE request or according to local policy; and, 
· 20. SHALL send the SIP REFER request towards the PoC Server within the existing dialog according to rules and procedures of the SIP/IP Core. 
9.3 SDP answer generation

When PoC Crisis Event Handling Entity receives an initial SDP offer for a PoC Session, the PoC Crisis Event Handling Entity SHALL accept or reject each Media Stream according to rules and procedures of [RFC3264].

When the PoC Crisis Event Handling Entity receives an SDP offer, which removes a Media Stream from the existing PoC Session, the PoC Crisis Event Handling Entity SHALL accept each Media Stream removal in the SDP answer according to rules and procedures of [RFC3264]. The PoC Crisis Event Handling Entity SHALL accept PoC Speech, if offered in the SDP offer.

When PoC Crisis Event Handling Entity receives an SDP offer, which offers adding new Media Stream in the existing PoC Session, the PoC Crisis Event Handling Entity SHALL accept or reject each new Media Stream according to rules and procedures of [RFC3264].

When composing an SDP answer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Crisis Event Handling Entity:

· 1. SHALL set the IP address of the PoC Crisis Event Handling Entity for each accepted Media Stream and for each accepted Media-floor Control Entity;

NOTE 1:
If the PoC Crisis Event Handling Entity is behind NAT the IP address and port can be a different IP address and port than the one of the PoC Crisis Event Handling Entity depending on NAT traversal method used by SIP/IP Core.

· 2. SHALL include the media-level section for each accepted Media from the SDP offer consisting of:

a) the port number for Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters acceptable by the PoC Crisis Event Handling Entity for the PoC Service selected from those in the SDP offer contained in the incoming SIP INVITE request;

NOTE 2:
The Media Parameters of the Discrete Media are defined in [OMA_IM_TS_Endorsement].

b) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity and except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted; 

c) the IP address of the PoC Crisis Event Handling Entity and port number to be used for RTCP selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;
d) the "a=sendonly" attribute;
f) include the "a=setup:active" attribute and the "a=connection:new" attribute according to rules and procedures of [RFC4145] if a "a=setup:passive" or "a=setup:actpass" attribute was received in the SDP offer and if the PoC Crisis Event Handling Entity will establish a new TCP connection for this PoC Session, if the PoC Crisis Event Handling Entity supports NAT traversal according to [RFC4145] and;

g) include the "a=setup: active" attribute and the "a=connection:existing" attribute according to rules and procedures of [RFC4145] if a "a=setup:passive" or "a=setup:actpass" attribute was received in the SDP offer and if the PoC Crisis Event Handling Entity will use an existing TCP connection for this PoC Session, if the PoC Crisis Event Handling Entity supports NAT traversal according to [RFC4145].

· 3. SHALL include for any Media-floor Control Entity, that is offered in the SDP offer and accepted in the SDP answer, the media-level section of each offered Media-floor Control Entity consisting of:

a) the format list field for the Media-floor Control Entity is set to "TBCP";

b) the Media-floor Control Entity parameters selected from those in the SDP offer contained in the SIP INVITE request including if needed theTBCP MIME parameter "multimedia" with the appropriated value as specified in E.3 "SDP Extensions";

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; and,

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted;

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Streams bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is either rejected or not supported;

· 5. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media Streams rejected or not supported;

· 6. SHOULD include a QoE Profile attribute, as specified in subclause E.3.2 "QoE Profile" if received in the incoming SIP INVITE request or according to local policy.

When composing an SDP answer, the PoC Crisis Event Handling Entity:

· 1. SHALL bind the media-level section that identifies PoC Speech to the corresponding Media-floor Control Entity as in the SDP offer, if PoC Speech is accepted;

· 2. SHALL bind the media-level section that identifies Video to the corresponding Media-floor Control Entity as in the SDP offer, if Video is accepted;

· 3. SHALL bind the media-level section that identifies Audio to the corresponding Media-floor Control Entity as in the SDP offer, if Audio is accepted; and

· 4. SHALL bind the media-level section that identifies Discrete Media to the corresponding Media-floor Control Entity as in the SDP offer, if Discrete Media is accepted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Receiving request for Normal PoC Session Control

Upon receipt of a SIP INFO request with a Priority header set to "normal", the PoC Crisis Event Handling Entity:
1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC2976];

2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core; 
3. SHALL authorize the PoC User sending the SIP INFO request according to a local policy and if the PoC User is not authorized do not continue with the rest of the steps.
4. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976];

5. SHALL include a Priority header with the value set to "normal"; and,
6. SHALL send the SIP INFO request according to rules and procedures of SIP/IP Core.

Upon receipt of a SIP 200 "OK" response to the SIP INFO request the PoC Crisis Event Handling Entity:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling procedures at PoC Session release";

· 2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
· 5. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] according to a local policy and as specified in subclause 5.8 "QoE Profiles"; and,

· 6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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