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1 Reason for Change

Justification
The MC is now in a good shape but still there are some minor editorials and minor errors that can be corrected.
(Pre-consistency review)

Summary of change
See chapter 6.
Scope of change
The Clause 6 is modified.
Consequence if not accepted
There will be some minor editorial errors and some minor technical errors in the MC that can cause confusion to a reader.
2 Impact on Backward Compatibility

No impact
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of MC 

6 Detailed Change Proposal

Change 1:  ()
1. Scope

This document defines the procedures of a PoC Client and a PoC Server when using multicast/broadcast access technology in a Push to talk over Cellular (PoC) session to distribute Media. 
Example detailed signaling flows for the reference points POC-1, POC-2, POC-3, POC-16 and POC-17 defined in [OMA-POC-AD] are included in appendix C "Examples of signalling flows".
This Multicast specification is based on the procedures specified in [OMA-PoC-SD].
The SIP Session handling, such as SIP Session origination and release are described in [OMA-POC-CP].
Signalling procedures for Multicast PoC over the PoC-3 are partly described in this document and partly described in [OMA-POC-UP].

2. References

2.3 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)",

URL: http://www.ietf.org/rfc/rfc3264.txt

	[RFC3450]
	IETF RFC 3450 "Asynchronous Layered Coding (ALC) Protocol Instantiation", December 2002.

URL:http://www.ietf.org/rfc/rfc3450.txt

	[RFC3451]
	IETF RFC 3451 "Layered Coding Transport (LCT) Building Block", December 2002.

URL:http://www.ietf.org/rfc/rfc3451.txt

	[RFC3588]
	IETF RFC 2046: "Diameter Base Protocol", P. Calhoun, J. Loughney, E. Guttman, G. Zorn, J. Arkko, September 2003.

URL: http://www.ietf.org/rfc/rfc3588.txt

	[RFC3830]
	IETF RFC 3830: "Multimedia Internet KEYing", August 2004

URL:http://www.ietf.org/rfc/rfc3830.txt

	[RFC3926]
	IETF RFC 3926 "FLUTE - File Delivery over Unidirectional Transport", October 2004, 
URL:http://www.ietf.org/rfc/rfc3926.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[RFC4574]
	IETF RFC 4574 (August 2006), "The Session Description Protocol (SDP) Label Attribute",

URL: http://www.ietf.org/rfc/rfc4574.txt

	[RFC4975]
	IETF RFC 4975 "The Message Session Relay Protocol (MSRP)", September 2007,

URL: http://www.ietf.org/rfc/rfc4975.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[OMA-PoC-CP]
	"OMA PoC Control Plane", Version 2.1, Open Mobile Alliance, 

OMA-TS-PoC_ControlPlane-V2_1, 

URL: http://www.openmobilealliance.org/

	[OMA-PoC-SD]
	"OMA PoC System Description", Version 2.0, Open Mobile Alliance(, 
OMA-TS-PoC_System_Description-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-UP]
	"OMA PoC User Plane", Version 2.1, Open Mobile Alliance, 

OMA-TS-PoC_UserPlane-V2_1, 

URL: http://www.openmobilealliance.org/

	[3GPP TS 23.003]
	3GPP TS 23.003 "3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Numbering, addressing and identification"

URL: http://www.3gpp.org/

	[3GPP TS 24.008]
	3GPP TS 24.008 "3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

URL: http://www.3gpp.org/

	[3GPP TS 25.331]
	3GPP TS 25.331 "3rd Generation Partnership Project; Technical Specification Group Radio Access Network; Radio Resource Control (RRC); Protocol Specification".

URL: http://www.3gpp.org/

	[3GPP TS 25.413]
	3GPP TS 25.413 "3rd Generation Partnership Project; Technical Specification Group Radio Access Network; UTRAN Iu interface RANAP signaling".

URL: http://www.3gpp.org/

	[3GPP TS 26.346]
	3GPP TS 26.346, "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs", 3rd Generation Partnership Project (3GPP).
URL: http://www.3gpp.org/

	[3GPP TS 29.061]
	3GPP TS 29.061 "3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

URL: http://www.3gpp.org/

	[3GPP TS 33.220]
	3GPP TS 33.220 "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Generic Authentication Architecture (GAA); Generic bootstrapping architecture"

URL: http://www.3gpp.org/

	[3GPP TS 33.246]
	3GPP TS 33.246 "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; 3G Security; Security of Multimedia Broadcast/Multicast Service (MBMS)" 

URL: http://www.3gpp.org/

	[3gpp-sdp-rtsp]
	draft-westerlund-mmusic-3gpp-sdp-rtsp-06.txt (July, 2008): "SDP and RTSP extensions defined for 3GPP Packet-switched Streaming Service and Multimedia Broadcast/Multicast Service", expires December 2008.

URL: http://www.ietf.org/internet-drafts/draft-westerlund-mmusic-3gpp-sdp-rtsp-06.txt

NOTE: The referenced IETF draft is a work in progress

	[BCAST XMLSchema-FD-FDT]
	"Mobile Broadcast Services – XML Schema for File Description Table", Open Mobile Alliance™, OMA-SUP-XSD_bcast_fd_fdt-V1_0, 

URL: http://www.openmobilealliance.org/

	[BCAST Distribution]
	"File and Stream Distribution for Mobile Broadcast Services", OMA-TS-BCAST_Distribution-V1_0.


2.4 Informative References

	 [OMADICT]
	“Dictionary for OMA Specifications”, OMA-ORG-Dictionary-V2.6, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	


3. Terminology and Conventions

3.3 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.
3.4 Definitions

	Continuous Media
	Media with an inherent notion of time (e.g., PoC Speech, audio, and video).

	Control Plane
	The specification of the signalling between PoC Client and PoC Server, between PoC Box and PoC Server and between PoC Servers for the Push to talk over Cellular (PoC) service.

	Core Network
	An architectural term relating to the part of 3GPP/3GPP2 System which is independent of the connection technology of the terminal and that includes the GGSN and the SGSN in case of 3GPP, and the PDSN and the PCF in case of 3GPP2.

	Discrete Media
	Media that itself does not contain an element of time (e.g. images, text).

	File Delivery Table
	See, [BCAST Distribution]

	Forward Error Correction
	See, [BCAST Distribution]

	Home PoC Network
	A network comprising of a Home PoC Server and SIP/IP Core operated by the PoC User's PoC Service Provider.  The Home PoC Network is the same as the Home Network defined in 3GPP/3GPP2 IMS specifications.

	Home PoC Server
	The PoC Server of the PoC Service Provider that provides PoC service to the PoC User.

	MBMS Client
	A function in the PoC Client capable of interacting with a Multicast Access Network based on the MBMS technology.

	MBMS Service Area Identity
	A code mapped to one or more cells by the RNC/BSS. The MBMS Service Area Identity and its semantics are defined in [3GPP TS 23.003].

	Media Burst Control
	Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia.

	Multicast Access Network
	An access network providing multicast/broadcast access to a PoC Client, e.g. MBMS, BCMCS, DVB-H, DVB-T, etc.

	Multicast Agent
	The Participating PoC Function acting as the service center for different multicast/broadcast access technologies.

	Multicast PoC
	A feature that provides the capability to use multicast/broadcast access technology in PoC Sessions.

	Multicast PoC Channel
	A bearer shared between one or more PoC Session to transport one or more Media Steams per PoC Session using the underlying Multicast Access Networks capability to distribute Media Streams on a multicast/broadcast bearer, e.g. MBMS specified by 3GPP and BCMCS specified by 3GPP2. The Multicast PoC Channel is uniquely identified by TMGI in the case of MBMS.

	Multimedia
	Multimedia is the simultaneous existence of multiple Media Types like

· audiovisual 

· video plus subtitles 

Multimedia from a single source that involves real-time Media Types is assumed to be synchronized.

	Participating PoC Function
	A function implemented in a PoC Server, which provides PoC Session handling, which includes policy enforcement for incoming PoC Sessions and relays Talk Burst Control and Media Burst Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function. The Participating PoC Function may also relay RTP Media between the PoC Client and the PoC Server performing the Controlling PoC Function.

	PoC Client
	A functional entity that resides on the User Equipment that supports the PoC service.

	PoC Media Traffic Optimisation
	A mechanism for reducing PoC Media traffic via the PoC-4 reference point.

	PoC Server
	A network element, which implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server can perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.

	PoC Service Provider
	A PoC Service Provider provides PoC Service – on its own or in conjunction with other Value Added Services – to his PoC Subscribers.

	PoC Session
	A PoC Session is a SIP Session established by the procedures of this specification. This specification supports the following types of PoC Sessions: 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session, and Chat PoC Group Session.

	PoC Subscriber
	Is one whose service subscription includes the PoC service. A PoC Subscriber can be the same person as a PoC User.

	PoC User
	A User of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.

	Sender Identification
	The procedure by which the identity of the current Media sender is determined and made known to receivers on the PoC Session.

	Service Provider Policy
	Service Provider Policy refers to the overall policy conditions actually selected by a service provider(s) for commercial implementation of a PoC service.  Service Provider Policy is established based on commercial considerations, which may concern, e.g. support/non-support of certain network or client capabilities or service features within a network.  Service Provider Policy is applicable only to the network or subscribers over which the service provider has control.

	Transport Object Identifier
	See, [BCAST Distribution]

	User
	Any entity that uses the described features through the User Equipment.

	User Equipment
	A hardware device that supports a PoC Client e.g., a wireless phone


3.3
Abbreviations

	ALC
	Asynchronous Layered Coding

NOTE:Asynchronous Layered Coding is defined in [RFC3450].

	AVP
	Attribute-Value Pair

	BCMCS
	Broadcast and Multicast Service

	BM-SC
	Broadcast Multicast Service Centre

	BSS
	Base Station System

	B-TID
	Bootstrapping Transaction Identifier, see [3GPP TS 33.220]

	CEA
	Capability-Exchange-Answer, see [RFC3588].

	CER
	Capability-Exchange-Request, see [RFC3588].

	DVB-H
	Digital Video Broadcast – Handheld

	FDT
	File Delivery Table

	FEC
	Forward Error Correction

	FLUTE
	File deLivery over Unidirectional Transport, see [RFC3926].

	GGSN
	Gateway GPRS Service Node

	LCT
	Layered Coding Transport

NOTE: Layered Coding Transport is defined in [RFC3451].

	MBCP
	Media Burst Control Protocol, see [OMA-PoC-UP].

	MBMS
	Multimedia Broadcast/Multicast Service

	MCCH
	MBMS point-to-multipoint Control Channel

	MICH
	MBMS Indication Channel

	MSCH
	MBMS point-to-multipoint Scheduling Channel

	OMA
	Open Mobile Alliance

	PCF
	Packet Control Function

	PDSN
	Packet Data Service Node

	PoC
	Push to talk Over Cellular

	RAA
	Re-Auth-Answer, see [3GPP TS 29.061].

	RAN
	Radio Access Network

	RANAP
	Radio Access Network Application Protocol specified in [3GPP TS 25.413]

	RAR
	Re-Auth-Request, see [RFC3588].

	REA
	Re-Auth-Answer, see [RFC3588].

	RNC
	Radio Network Controller

	RRC
	Radio Resource Control, see [3GPP TS 25.331]

	RRM
	Radio Resource Management

	SGSN
	Service GPRS Support Node

	TBCP
	Talk Burst Control Protocol, see [OMA-PoC-UP].

	TCP
	Transmission Control Protocol

	TGMI
	Temporary Mobile Group Identifier, see [TS 26.346].

	TOI
	Transport Object Identifier

	UE
	User Equipment

	3GPP
	3rd Generation Partnership Project


4. Introduction
4.3 Version 2.1
This is the initial version of the specification and describes how Multicast PoC applies to PoC Group Sessions. Multicast PoC is optional for the PoC Server and the PoC Client.
This version of Multicast PoC includes:

· Notification of the availability of a Multicast PoC Channel during a PoC Session.

· Distribution of Continuous Media over the Multicast PoC Channel.

· Distribution of Discrete Media over the Multicast PoC Channel.

· File repair.
This feature requires multicast/broadcast capabilities in the underlying radio access network and a key distribution function  in the Home PoC Network.
Editor's note: At the moment the document is planned to include MBMS and BCMCS. The full scope of access technologies are for FFS. When we are sure add the supported access technologies.
4.3.1 Overview
Mission critical application sometimes requires that many people are located in the same geographical area. For example: fire-fighters trying to put out a fire, or security guards at a big sports event. In those occasions it is very important that thereare undisturbed communications. 

In order to guarantee undisturbed communications the multicast/broadcast capabilities of radio access networks can be utilized.

The multicast/broadcast radio access network can use different access technologies than the radio access network used for unicast. Examples on multicast/broadcast radio access technologies are: MBMS, BCMCS, and DVB-H. The multicast/broadcast capability in a PoC Session is referred to as the Multicast PoC Channel in this and other PoC specifications.

The decision to use a Multicast PoC Channel in a PoC Session is taken by the PoC Server performing the Participating PoC Function based on a local policy in the PoC Server. The Multicast PoC Channel can be started during the establishment of the PoC Session or during the ongoing PoC Session. A Multicast PoC Channel can be shared by several PoC Sessions.
The Multicast PoC Channel can be started in one or more radio network cells at the same time.

The Multicast PoC Channel requires support in the PoC Server performing the Participating PoC Function, in the access network and in the PoC Client. A PoC Client that does not support Multicast PoC or is out of range of the Multicast PoC Channel receives Media as a unicast Media stream.

Figure 1 "PoC Group Session using a Multicast PoC Channel" shows a PoC Session utilizing the multicast/broadcast capabilities of the radio network.
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Figure 1: PoC Group Session using a Multicast PoC Channel.
In the figure the PoC Server performing the Participating PoC Function is using a Multicast PoC Channel towards a group of PoC Clients in the PoC Session while two of the PoC Clients are connected via a unicast connection. The PoC Server performing the Participating PoC Function can use the Traffic Optimisation function (see [OMA-PoC-CP]) towards the PoC Server performing the Controlling PoC Function in order to reduce the Media Streams between the PoC Servers.

The steps to establish a Multicast PoC Channel are as follows:

1. A PoC Session is established as described in the [OMA-PoC-CP];
2. The PoC Server performing the Participating PoC Function starts the Multicast PoC Channel as described in this document;
3. The PoC Client connects to the Multicast PoC Channel when it is available in the radio network as described in this document; and,
4. The PoC Client and the PoC Server performing the Participating PoC Function negotiates the use of the Multicast PoC Channel as described [OMA-PoC-CP] with the Media Parameters described in this document.
Once the Multicast PoC Channel is started the PoC Server performing the Participating PoC Function starts sending Media towards the Multicast Address selected for Multicast PoC Channel. Media Streams and TBCP/MBCP messages sent over the Multicast PoC Channel are encrypted. If no PoC Client has yet connected to the Multicast PoC Channel Media is buffered and is discarded by the radio access network when the buffer is full.

The Multicast PoC Channel can be stopped by the PoC Server performing the Participating PoC Function at any point in an ongoing PoC Session based on local policy or when the last PoC Session using the Multicast PoC Channel is released.

The PoC Client can disconnect from the Multicast PoC Channel at any point during the PoC Session, e.g. because the PoC Client is moving in to an area where the Multicast PoC Channel is not available or when the PoC Client leaves the PoC Session.

When the PoC Client switches from the Multicast PoC Channel to the normal unicast RTP session or to the MSRP session the PoC Client, if possible, ensures that a minimum of disturbance occurs by staying connected to the Multicast PoC Channel until a new Media session is negotiated and the Media Stream is received over the normal unicast RTP session or the MSRP session instead.
When the PoC Client switches from the normal unicast RTP Session or from the MSRP Session to the Multicast PoC Channel the PoC Client ensures that a minimum of disturbance occurs by staying connected to the normal unicast RTP session or to the MSRP session until a new Media session is negotiated and the Media Stream is received over the Multicast PoC Channel instead.
5. Common functions

This subclause describes functionality common to different access technologies.
5.3 PoC User plane security

PoC User Plane security provides confidentiality protection of individual Media Streams and TBCP/MBCP messages in PoC Sessions independent of access technology. The PoC Multicast protection is based on 3GPP MBMS security solution including GAA/GBA bootstrapping, data confidentiality and key distribution as defined in [3GPP TS 33.220] and [3GPP TS 33.246].

5.3.1 Providing a User Key

The PoC Client supporting Multicast PoC SHALL invoke the GBA/GAA procedure as specified in [3GPP TS 33.220] to authenticate the PoC User and to retrieve the PoC User individual user key.
As a successful result of the GBA/GAA procedure the client MAY initiate a PoC Session as defined in subclause 6.1.1 "General".
The PoC Server supporting Multicast PoC SHALL authenticate the PoC User and retrieve PoC User individual user key to protect the session key when distributing the session key to PoC Clients participating in a PoC Session.
5.3.2 Generation and distribution of the session key

The PoC Server performing the Participating PoC Function SHALL generate the session key.
In order to obtain the session key generated by the PoC Server the PoC Client:

1. SHALL include in the SIP UPDATE request an Authorization header containing the 'Digest username' with the value "(B-TID)" and 'realm' with the value in which the host name part value is "3GPP-bootstrapping" and the domain name part value is the domain name which the PoC Server belongs to, e.g., "poc-serverA.networkA.net".
At reception of a SIP UPDATE request the PoC Server performing the Participating PoC Function:

1. SHALL, using the B-TID received as the 'Digest username' and realm contained in the Authorization header, authenticate the PoC Client and extract the user key from the BSF as specified in [3GPP TS 33.220]; 
2. SHALL encrypt the generated session key with the user key; and,

3. SHALL include in the MIME SDP body of the SIP 200 "OK" response the session key protected with user key as defined in [3GPP TS 33.246].
At reception of a SIP 200 "OK" response to the SIP UPDATE request including a session key in SDP parameter the PoC Client:
1. SHALL, using the user key, extract from the " a=key-mgmt:mikey" attribute value the session key as specified in [RFC4567]; and,
Editor's note: If a=key-mgmt:mikey is the attribute to use in PoC Multicast if FFS.

2. SHALL cache the session key (any previous cached session key is overwritten).
NOTE:
When a new session key replacing the old session key is obtained by all PoC Clients the PoC Server performing the Participating PoC Function removes the old session key from the MICKEY message. 
5.3.3  Generation and distribution of the traffic key
When a RTP Media Stream is sent over the Multicast PoC Channel and PoC Clients are connected to the Multicast PoC Channel the Participating PoC Function on a regular base: 
1. SHALL generate a traffic key;
2. SHALL encrypt the traffic key with the session key;
3. SHALL include the encrypted traffic key in a MICKEY message as specified in [RFC3830]; and,
4. SHALL send on regular bases the MICKEY message over the Multicast PoC Channel in the RTP Media Stream.
NOTE 1:
When the session key is changed the PoC Server performing the Participating PoC Function encrypts the traffic key with the new session key and includes the encrypted traffic key in the MICKEY message. 
At reception of the MICKEY message over the RTP Media stream the PoC Client:

1. SHALL decrypt the traffic key contained in the MICKEY message using the stored session key;
2. SHALL cache the traffic key and if the decryption is successful, do not continue with the rest of the steps. Otherwise continue with the rest of the steps;
3. SHALL perform the actions in the subclause as described in 5.1.2 "Generation and distribution of the session key".
NOTE 2:
When a new session key replacing the old session key is obtained by all PoC Clients the PoC Server performing the Participating PoC Function starts encrypting Media using the traffic key encrypted by the new session key.
5.3.4 Media encryption and decryption

The PoC Server performing the Participating PoC Function:
· SHALL encrypt Continuous Media, TBCP message and MBCP messages sent over the Multicast PoC Channel using the traffic key generated and distributed as specified in subclause 5.1.3 "Generation and distribution of the traffic key";

· SHALL continue to encrypt Continuous Media, TBCP message and MBCP messages using an old traffic key encrypted with an old session key until all PoC Clients has obtained the new session key as specified in subclause 5.1.2 "Generation and distribution of the session key"; and,

· SHALL start to encrypt Continuous Media, TBCP message and MBCP message using the new traffic key encrypted by the new session key when all PoC Clients have obtained the new session key as 5.1.2 "Generation and distribution of the session key".

NOTE:
The PoC Server can decide, using a local policy, to switch to the new traffic key encrypted by the new session key before all PoC Clients have obtained the new session key e.g. based on time.

The PoC Client

· SHALL decrypt Media encrypt Continuous Media, TBCP message and MBCP messages sent over the Multicast PoC Channel using the traffic key obtained as specified in subclause 5.1.3 "Generation and distribution of the traffic key"; and,

· SHALL obtain a new session key as specified in subclause 5.1.3 "Generation and distribution of the traffic key" when decryption fails due to a changed session key. 
5.4 End-to-end Media security

This version of Multicast PoC does not include End-to-end Media security.
5.5 Transport
The transport is specified in [OMA-PoC-UP] "Transport". Additional Multicast PoC specific transport procedures are described in this subclause.
5.5.1 FLUTE
 A PoC Server performing the Participating PoC Function, supporting Multicast PoC, SHOULD support sending Discrete Media over the Multicast PoC Channel.

A PoC Client, supporting Multicast PoC MAY support receiving Discrete Media over the Multicast PoC Channel.

The PoC Server that supports sending of Discrete Media over the Multicast PoC Channel SHALL support FLUTE as defined in [RFC3926].

The PoC Client that supports receiving of Discrete Media over the Multicast PoC Channel SHALL support FLUTE as defined in [RFC3926].
The PoC specific procedures are specified in subclause 5.4 "File Distribution".
5.6 File distribution
This clause and its subclauses describe how Discrete Media is sent over the PoC Multicast PoC Channel..

Editor's note: Which part of the MSRP SEND message that shall be transported over the Multicast PoC Channel is FFS.
5.6.1 File distribution MBMS
This subclause and its subclauses describe how Discrete Media SHALL be sent over the Multicast PoC Channel when the multicast/broadcast technology is MBMS and how lost packets, that can't be recovered by the Forward Error Correction (FEC) information provided along with the file itself, can be repaired.
5.2.1.1 General
A PoC Client that supports receiving Discrete Media over the Multicast PoC Channel SHALL use the procedures specified in the [RFC3450] with the clarifications in this subclause.
A PoC Server that supports sending Discrete Media over the Multicast PoC Channel SHALL use the procedures specified in the [RFC3450] with the clarifications in this subclause.
The PoC Server:

· SHALL NOT use congestion control for the file distribution function; and,
· SHALL use the LCT building block specified in [RFC3451] to provide in-band session management functionality. 

NOTE:
The LCT building block has several specified and under-specified fields that are inherited and further specified by [RFC3450].

The PoC Client SHALL support the reception of metadata (name, URL, media type, etc.) associated with files in-band within the file delivery session, in which case the Transport Object Identifier (TOI) 0 carries the File Delivery Table (FDT), and the file delivery session is a FLUTE session as specified in [3GPP TS 26.346].

The PoC Server SHALL support the delivery of metadata (name, URL, media type, etc.) associated with files in-band within the file delivery session, in which case the Transport Object Identifier '0' carries the File Delivery Table, and the file delivery session is a FLUTE session as specified in [3GPP TS 26.346].

Editor's note: Out-band delivery of meta data is FFS.

5.2.1.1.1 Content Encoding
The content of the Discrete Media SHALL be encoded as specified in [BCAST Distribution/5.2.1] "Content Encoding".

5.2.1.1.2 Forward Error Correction Building Block
The PoC Client and the PoC Server SHALL support the Forward Error Correction specified in [BCAST Distribution/5.2.2] "Forward Error Correction Building Block".
5.2.1.1.3 File Descriptions
Discrete Media SHALL be delivered in FLUTE sessions as described in [BCAST Distribution/5.2.3] "File Descriptions".

NOTE:
The use of ALC sessions is not defined for PoC.

5.2.1.1.4 File Versioning
Not applicable for Multicast PoC.
5.2.1.1.5 Signalling End of File and End of Session
5.2.1.1.5.1. Signalling End of File Delivery Session
The PoC Client SHALL considered the file delivery session as complete when one of the following events occurs:

· The PoC Client receives an end-of-session packet (ALC packet with A-flag in LCT header set to true).

· The PoC Client decides to exit the file delivery session, e.g. because the PoC Client is moving into an area where the Multicast PoC Channel is not available.
5.2.1.1.5.2. Signalling End of File Delivery
The PoC Client SHALL determine that the delivery of a file has ended when one of the following events occur:

· The PoC Client determines that the file delivery session has ended, as specified in subclause 5.4.1.1.5.1 "Signalling End of File Delivery Session".

· The PoC Client receives an end-of-object packet(ALC packet with B-flag in LCT header set to true). 

This end of file delivery as concluded by the PoC Client SHALL be the starting point of any associated delivery procedure requested or needed for this file e.g. render and display the content to the PoC User.
5.2.1.1.6 Signalling of Parameters with FLUTE
The procedures specified in [BCAST Distribution/5.2.6] "Signalling of Parameters with Basic ALC/FLUTE Headers" SHALL be used with the following clarifications.

Parameters related to versioning of file delivery SHALL NOT be used.

Parameters related to expiry data for FDT instance SHALL NOT be used.
5.2.1.2 File repair
The PoC Server and the PoC Client SHOULD support the download file repair procedure as defined in subclause [BCAST Distribution/5.2.6] "File repair".
Editor's note: If sending the repair data in the Discrete Media download session is an option for PoC is FFS. 

The formal XML syntax of associated file delivery is defined in [BCAST XMLSchema-FD-FDT].
5.6.2 File distribution BCMCS
Editor's note: The file distribution in BCMCS is FFS.
5.7 Media Control
The Media control is specified in [OMA-PoC-UP] "Media Control". Additional Multicast PoC specific Media control procedures are described in this subclause.
5.7.1 Discrete Media Transfer Final Report
Editor's note: How the PoC Server compose the Report is FFS.

The PoC Server performing the Participating PoC Function SHALL support the Discrete Media Transfer Final Report functionality when Discrete Media is sent over the Multicast PoC Channel as specified in subclause 5.4 "File Distribution".

NOTE 1:
The components of a Discrete Media Final Report are described in [OMA-PoC-UP] "Discrete Media Transfer Final Report".

Upon receiving a MSRP SEND request and if a MSRP REPORT have been requested when Discrete Media is sent over the Multicast PoC Channel as specified in subclause 5.4 "File Distribution":

1. SHALL generate and send the MSRP REPORT requests according to rules and procedures of [RFC4975].

NOTE 2: 
The PoC Server performing the Participating PoC Function can respond with a MSRP 413 response if the PoC Server wishes the PoC Server performing the Controlling PoC Function to stop sending the particular message for any reason.

5.7.2 Discrete Media Transfer Progress Report
Editor's note: How the PoC Server compose the Report is FFS.

The PoC Server SHALL support the Discrete Media Transfer Progress Report functionality when Discrete Media is sent over the Multicast PoC Channel as specified in subclause 5.4  "File Distribution".

NOTE 1:
The components of a Discrete Media Transfer Progress Report are described in [OMA-PoC-UP] "Discrete Media Transfer Progress Report".

Upon receiving the MSRP SEND request and if a MSRP REPORT have been requested when Discrete Media is sent over the Multicast PoC Channel as specified in the subclause 5.4 "File distribution":

1. SHALL generate the REPORT request according to rules and procedures of [RFC4975] if Success-Report is set to "yes" in the received MSRP SEND request with a chunk, complete message of which has not been received yet.

NOTE 2: 
The PoC Server performing the Participating PoC Function can respond with a MSRP 413 response if the PoC Server wishes the PoC Server performing the Controlling PoC Function to stop sending the particular message for any reason.
5.8 Sending and receiving Media over the Multicast PoC Channel
During a PoC Session TBCP messages, MBCP messages, Continuous Media and Discrete Media can be sent over the Multicast PoC Channel.
The Multicast PoC Channel MAY be shared by several PoC Sessions according to the Service providers local policy.

NOTE:
One example of a local policy can be that all PoC Sessions where the PoC Group Identity is part of the same sub-domain shares one Multicast PoC Channel. Another local policy could be that the PoC Server is configured with the PoC Group Identities of the PoC Groups sharing the same Multicast PoC Channel.
5.8.1 Sending and receiving of MBCP Messages

During a PoC Session PoC Server performing the Controlling PoC Functions sends MBCP messages according to rules and procedures of [OMA-PoC-UP] towards all PoC Clients in the PoC Session. 
On receipt of a MBCP Media Burst Taken message, a TBCP Talk Burst Taken message, a MBCP Media Burst Idle message or a TBCP Talk Burst Idle message from the Controlling PoC Server towards a PoC Client in a PoC Session where a Multicast PoC Channel, controlled by the PoC Server, is used, the PoC Server performing the Participating function:

NOTE:
Other MBCP/TBCP messages are sent as specified by [OMA-PoC-UP] independent on if a Multicast PoC Channel is used or not.

1. SHALL, if not already sent, send the MBCP/TBCP message over the Multicast PoC Channel with the content encrypted as specified in the subclause 5.1.4 "Media encryption and decryption" towards the multicast IP address and port negotiated for Continuous Media and Discrete Media for the Media-floor Control Entity. The MBCP/TBCP message SHALL NOT include a request for a MBCP Acknowledgment message.
Editor's note: How the PoC Server determines if the MBCP/TBCP message is the same or not the same is FFS. (time stamped by CF?)

2. SHALL send the MBCP/TBCP message unencrypted toward the PoC Client if the PoC Client is not listening to the Multicast PoC Channel according to rules and procedures of [OMA-PoC-UP/6.3] "Procedures at the PoC Server performing the Participating PoC Function".
On receipt of the MBCP Media Burst Taken, the TBCP Talk Burst Taken, the MBCP Media Burst Idle or the YBCP Talk Burst Idle message from the PoC Server Performing the Participating PoC Function over the Multicast PoC Function the PoC Client:

1. SHALL check that the TBCP/MBCP message is intended for this PoC Session by means of the port number in the source address and if that is not the case do not continue with the rest of the steps; and,
2. SHALL act according to rules and procedures of [OMA-POC-UP/6.2] "Procedures at the PoC Client" as if the MBCP/TBCP message was received over the normal unicast MBCP session. 
5.8.2 Sending and receiving Continuous Media

The PoC Server performing the Controlling PoC Functions sends Continuous Media in the form of RTP Media packets according to rules and procedures of the [OMA-PoC-UP] towards all PoC Clients that has negotiated Continuous Media in the PoC Session unless the PoC Server Participating PoC Function are using PoC Media Traffic Optimisation as specified in [OMA-PoC-UP] "PoC Media Traffic Optimisation".

NOTE 1: If the PoC Media Traffic Optimisation is used the PoC Server performing the Controlling PoC Function only sends one RTP Media packets to the PoC Server performing the Participating PoC Function instead of sending one RTP Media packet to each PoC User handled by the PoC Server performing the Participating PoC Function. 
On receipt of a RTP Media packet from the Controlling PoC Server towards a PoC Client in a PoC Session where a Multicast PoC Channel, controlled by the PoC Server, is used, the PoC Server performing the Participating PoC Function:

1. SHALL, if not already sent, send the RTP Media packet over the Multicast PoC Channel with the content encrypted as specified in the subclause 5.1.4 "Media encryption and decryption" towards the multicast IP address and port negotiated for the Continuous Media;

NOTE 2:
The PoC Server is using RTP header information to determine whether the Packet is already sent or not.

2. SHALL send the RTP Media packet unencrypted towards the PoC Client if the PoC Client is not listening to the Multicast PoC Channel according to rules and procedures of [OMA-PoC-UP/6.3] "Procedures at the PoC Server performing the Participating PoC Function" if PoC Media Traffic Optimisation is not used; and,
3. SHALL send the RTP Media packet unencrypted towards all PoC Clients not listening to the Multicast PoC Channel according to rules and procedures of [OMA-PoC-UP] "PoC Media Traffic Optimisation" and [OMA-PoC-UP/6.3] "Procedures at the PoC Server performing the Participating PoC Function" if PoC Media Traffic Optimisation is used..

On receipt of a RTP Media packet from the PoC Server performing the Participating PoC Function over the Multicast PoC Function the PoC Client:

1. SHALL check that the RTP Media packet is intended for this PoC Session by means of the port number in the source address and if that is not the case do not continue with the rest of the steps; and,
2. SHALL act according to rules and procedures of [OMA-POC-UP/6.2] "Procedures at the PoC Client" as if the RTP Media packet was received over the normal unicast RTP Session.

Editor's note: The interaction with Simultaneous PoC Sessions is FFS.


5.8.3 Sending and receiving of Discrete Media

During the PoC Server performing the Controlling PoC Functions sends Discrete Media using MSRP SEND requests according to rules and procedures of the [OMA-PoC-UP] towards each PoC Client that has negotiated Discrete Media.

On receipt of an MSRP SEND request from the PoC Server performing the Controlling PoC Function towards a PoC Client in a PoC Session where a Multicast PoC Channel controlled by the PoC Server is used, the PoC Server performing the Participating PoC Function:

1. SHALL if the target PoC Client is a PoC Client listening to the Multicast PoC Channel:

a. generate and send a MSRP 200 "OK" response according to rules and procedures of [OMA-PoC-IM];
b. generate a Discrete Media Transfer Progress Report as specified in subclause 5.5.2 "Discrete Media Transfer Progress Report" if Discrete Media Transfer Progress Report is requested; and,

c. generate a Discrete Media Transfer Final Report as specified in subclause 5.5.1 "Discrete Media Transfer Final Report" if Discrete Media Transfer Final Report is requested; 
2. SHALL send the file contained in the SEND request over the Multicast PoC Channel using the procedures described in subclause 5.4 "File distribution".

NOTE: If the MSRP SEND request contains only a part of the final file the PoC Server collects all parts prior to sending the file over the Multicast PoC Channel.

3. SHALL, if the target PoC Client is a PoC Client not listening to the Multicast PoC Channel send the MSRP SEND request according to the rules and procedures of [OMA-PoC-UP/6.3] "Procedures at the PoC Server performing the Participating PoC Function".
On receipt of a file as specified in subclause 5.4 "File distribution" from the PoC Server performing the Participating PoC Function over the Multicast PoC Channel, the PoC Client:

1. SHALL check that the Discrete Media is intended for this PoC Session by means of the port number in the source address and if that is not the case do not continue with the rest of the steps;
2. SHALL act as if a MSRP SEND request with a complete file is received and follow the rules and procedures of [OMA-POC-UP/6.2] "Procedures at the PoC Client";
3. SHALL NOT generate any Discrete Media Transfer Progress Report; and,

4. SHALL NOT generate any Discrete Media Transfer Final Report.
5.9 Media Burst Control
The Media Burst Control is specified in [OMA-PoC-UP] "Media Burst Control".
5.10 Sender identification
The Sender Identification is specified in [OMA-PoC-UP] "Sender Identification".
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