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1 Reason for Change

Justification

This is a proposal to specify the Incoming Media Stream Barring in CP. The solution is based on agreed CR #0235 which introduces new <actions> element <allow-barring-media-stream>. The barring shall be possible based on Originator’s Identity, anonymity and media type.

Summary of Change

The support for Incoming Media Stream Barring is added to PoC Session procedures for PoC Server perfoming Participating PoC Function at the terminating side.  

Scope of Change

Subclause 7.3.2.1a is affected.

Consequence if not accepted

Support for Incoming Media Stream Barring is missing in PoC Server.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  7.3.2.1a - adding support for Incoming Media Stream Barring
7.3.2.1a
SDP offer generation

The SDP offer is generated based on the received SDP offer. The PoC Server SHALL offer the same or a subset based on local policy of the Media Streams and the connected Media-floor Control Entities as included in the received SDP offer. 
The SDP offer SHALL be generated based on Access Control for Incoming Media Stream Barring associated to the Invited PoC User, if Incoming Media Stream Barring is supported by the PoC Server and if Service Setting for Incoming Media Content Barring and if set to 'active' for the PoC User.
When composing an SDP offer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:

· 1. SHALL set the IP address of the PoC Server for each offered Media Stream from the list contained in the received SDP offer and for each offered Media-floor Control Entity from the list contained in the received SDP offer;

· 2. SHALL include the media-level section for each offered Media Stream from the list contained in the received SDP offer consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the received SDP offer; and optionally the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the received SDP offer, if transcoding is supported by the PoC Server; 
Editor's note: The coding of the SDP for RTSP are FFS. The direction of TCP establishment need to be considered in the same way as done for MSRP.
NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA_IM_TS_Endorsement].
c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; 

d) the "i=" field set to "speech" as specified in subclause 5.10 "PoC Speech" when PoC Speech with MBCP is offered;

NOTE 2:
PoC Speech Media exists at most once in the SDP offer.

e) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

f) include the "a=setup" attribute with the value "actpass'' according to rules and procedures of [RFC4145] if the Media Type is "message" if the PoC Server is not sure if the PoC Client is behind NAT or not.

· 3. SHALL include the media-level section of each offered Media-floor Control Entity from the list contained in the received SDP offer, if any Media-floor Control Entity is offered:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the Media-floor Control Entity parameters selected by the PoC Server from the received SDP offer;

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; 

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media as specified in [RFC4583] intended to be connected to the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered;

e) optionally TBCP MIME parameters in the received SDP offer as specified in E.3 "SDP Extensions", TBCP MIME parameter "multimedia=1" is included, unless only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; and,

f) indication of the manner to render Simultaneous Media Streams as received in the incoming offer and as specified in E.3 "SDP Extensions" if supported and received in the incoming offer.

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Stream bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is rejected;

· 5. SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264], if the Media Stream is rejected according to local policy;
· 6. SHALL perform the following actions, if Incoming Media Stream Barring is supported by the PoC Server:
a) check the PoC Service Setting for Incoming Media Stream Barring and if set to 'active' the PoC Server

i. SHALL check if any of the Media Types of the incoming Media Streams is not 'true' in the <allow-barring-media-content> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. For each Media Type that is 'true' the PoC Server SHALL perform the following:

1. reject all Media Streams containing the not allowed Media Type and mark the Media Streams as rejected according to rules and procedures of [RFC3264], if no additional condition is associated to the rules for barring incoming Media Streams of that Media Type and skip the next two step. Otherwise, continue with the rest of the steps;

2. check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the incoming SIP INVITE request, if SIP INVITE is received, or the URI of From header in the incoming SIP UPDATE request, if SIP UPDATE request is received, is not 'true' in the <allow-barring-media-stream> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' and if no additional condition is associated to the rules for barring incoming Media Streams of that Media Type the PoC Server SHALL reject the Media Streams containing the not allowed Media Type and mark the Media Streams as rejected according to rules and procedures of [RFC3264] and skip the next step. Otherwise, continue with the rest of the steps; and,
3. check, in case privacy is requested in the initial SIP INVITE request, if anonymous request is not 'true' in the <allow-barring-media-stream> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If it is 'true' the PoC Server SHALL reject the Media Streams containing the not allowed Media Type and mark the Media Streams as rejected according to rules and procedures of [RFC3264].
ii. check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the incoming SIP INVITE request, if SIP INVITE is received, or the URI of From header in the incoming SIP UPDATE request, if SIP UPDATE request is received, is not 'true' in the <allow-barring-media-stream> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' and if no additional condition is associated to the rules for barring incoming Media Streams the PoC Server SHALL reject the Media Streams containing the not allowed Media Type and mark the Media Streams as rejected according to rules and procedures of [RFC3264] and skip the next step. Otherwise, continue with the rest of the steps;
iii. 3. check, in case privacy is requested in the initial SIP INVITE request, if anonymous request is not 'true' in the <allow-barring-media- stream> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If it is 'true' the PoC Server SHALL reject the Media Streams containing the not allowed Media Type and mark the Media Streams as rejected according to rules and procedures of [RFC3264]; and,
iv. validate that at least one Media Stream is acceptable. If no Media Stream is acceptable the POC Server SHALL reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;
NOTE 3:
The PoC Server rejects only those Media Streams containing not allowed Media Types according to element <media-list> as defined in [OMA-PoC-Document-Mgmt] and associated to the Invited PoC User. Conditions for removal based on identity of the Inviting PoC User and/or anonymous request can be defined without or in combination with <media-list>.
Editor's note: Barring of incoming Media Streams based on Quality of Experience of incoming request is FFS.
· 7. SHALL include the received QoE Profile attribute as specified in subclause E.3.2 "QoE Profile", if QoE Profiles are enabled and if a QoE Profile attribute is present in the received SDP offer. 

When composing an SDP offer, the PoC Server:

· 1. SHALL bind the media-level section that identifies PoC Speech to Media-floor Control Entity as in the received SDP offer, if PoC Speech is offered;

· 2. SHALL bind the media-level section that identifies Video to Media-floor Control Entity as in the received SDP offer, if Video is offered;

· 3. SHALL bind the media-level section that identifies Audio to Media-floor Control Entity as in the received SDP offer, if Audio is offered; and,

· 4. SHALL bind the media-level section that identifies Discrete Media to Media-floor Control Entity as in received SDP offer, if Discrete Media is offered and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

