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1 Reason for Change

Justification

R01: Updated after comments in PoC CC 13 May:
         - Check of barring of incoming Media Streams is performed in a new subclause 7.3.2.1d “Barring of
           incoming Media Streams” and referred to wherever applicable.
         - 7.3.2.1a, 7.3.2.1b, 7.3.2.1c,: A NOTE is added.
         - 7.3.2.2: When to perform Automatic-answer procedure is clarified.
         - 7.3.2.2: A couple of steps refer incorrectly to step 20”, which is corrected to “22”.
         - 7.3.2.1a, 7.3.2.2: A few editorial corrections (ending of steps).
This is a proposal to specify the Incoming Media Stream Barring in CP. The solution is based on agreed CR #0235 which introduces new <actions> element <allow-barring-media-stream>. The barring shall be possible based on Originator’s Identity, anonymity and media type.

Summary of Change

The support for Incoming Media Stream Barring is added to PoC Session procedures for PoC Server perfoming Participating PoC Function at the terminating side.  

Scope of Change

Subclauses 7.3.2.1a, 7.3.2.1b, 7.3.2.1c, 7.3.2.2, 7.3.2.3 are affected.

Consequence if not accepted

Support for Incoming Media Stream Barring is missing in PoC Server.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  7.3.2.1a, b, c, d - adding support for Incoming Media Stream Barring
7.3.2.1a
SDP offer generation

The SDP offer is generated based on the received SDP offer. The PoC Server SHALL offer the same or a subset based on local policy of the Media Streams and the connected Media-floor Control Entities as included in the received SDP offer. 
The SDP offer SHALL be generated based on Access Control for Incoming Media Stream Barring associated to the Invited PoC User, if Incoming Media Stream Barring is supported by the PoC Server and if Service Setting for Incoming Media Content Barring and if set to 'active' for the PoC User.
When composing an SDP offer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:

· 1. SHALL set the IP address of the PoC Server for each offered Media Stream from the list contained in the received SDP offer and for each offered Media-floor Control Entity from the list contained in the received SDP offer;

· 2. SHALL include the media-level section for each offered Media Stream from the list contained in the received SDP offer consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the received SDP offer; and optionally the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in the received SDP offer, if transcoding is supported by the PoC Server; 
Editor's note: The coding of the SDP for RTSP are FFS. The direction of TCP establishment need to be considered in the same way as done for MSRP.
NOTE 1: The Media Parameters of the Discrete Media are specified in [OMA_IM_TS_Endorsement].
c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; 

d) the "i=" field set to "speech" as specified in subclause 5.10 "PoC Speech" when PoC Speech with MBCP is offered;

NOTE 2:
PoC Speech Media exists at most once in the SDP offer.

e) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

f) include the "a=setup" attribute with the value "actpass'' according to rules and procedures of [RFC4145] if the Media Type is "message" if the PoC Server is not sure if the PoC Client is behind NAT or not.

· 3. SHALL include the media-level section of each offered Media-floor Control Entity from the list contained in the received SDP offer, if any Media-floor Control Entity is offered:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the Media-floor Control Entity parameters selected by the PoC Server from the received SDP offer;

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; 

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media as specified in [RFC4583] intended to be connected to the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered;

e) optionally TBCP MIME parameters in the received SDP offer as specified in E.3 "SDP Extensions", TBCP MIME parameter "multimedia=1" is included, unless only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; and,

f) indication of the manner to render Simultaneous Media Streams as received in the incoming offer and as specified in E.3 "SDP Extensions" if supported and received in the incoming offer.

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Stream bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is rejected;

· 5. SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264], if the Media Stream is rejected; and,
NOTE 3:
Media Streams can be rejected due to local policy and/or Invited PoC User’s Access Control.
· 6. SHALL include the received QoE Profile attribute as specified in subclause E.3.2 "QoE Profile", if QoE Profiles are enabled and if a QoE Profile attribute is present in the received SDP offer. 

When composing an SDP offer, the PoC Server:

· 1. SHALL bind the media-level section that identifies PoC Speech to Media-floor Control Entity as in the received SDP offer, if PoC Speech is offered;

· 2. SHALL bind the media-level section that identifies Video to Media-floor Control Entity as in the received SDP offer, if Video is offered;

· 3. SHALL bind the media-level section that identifies Audio to Media-floor Control Entity as in the received SDP offer, if Audio is offered; and,

· 4. SHALL bind the media-level section that identifies Discrete Media to Media-floor Control Entity as in received SDP offer, if Discrete Media is offered and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1b
SDP answer generation in case of On-demand session

When composing an SDP answer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:

· 1. SHALL set the IP address of the PoC Server for each accepted Media Stream from the list contained in the received SDP offer and for each accepted Media-floor Control Entity from the list contained in the received SDP offer;

· 2. SHALL include the media-level section for each accepted Media Stream from the list contained in the received SDP offer consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the received SDP offer, optionally reduced based on the SDP answer received in SIP 200 "OK" response from the Invited PoC Client; 
NOTE 1:
The Media Parameters of the Discrete Media are defined in [OMA_IM_TS_Endorsement].

NOTE 2:
If transcoding is supported and codec(s) and Media Parameters other than those contained in the received SDP offer have been offered in the SDP of the SIP INVITE request sent to Invited PoC Client(s), the SDP answer in the SIP 200 "OK" response towards Controlling PoC Function may be different from the SDP answer received in SIP 200 "OK" response from the Invited PoC Client(s); 

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port number to be used for RTCP selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

e) the "a=upcc:0" attribute as specified by [RFC3108], if the PoC Server supports the PoC Media Traffic Optimisation, the Participant did not put the PoC Session on hold and the media-level section offers a Continuous Media; and,

f) the "a=sendonly" attribute according to rules and procedures of [RFC4566], if the PoC Server supports the PoC Media Traffic Optimisation, the Participant did not put the PoC Session on hold, the media-level section offers a Continuous Media, the "a=upcc:0" attribute is offered for the Media Stream in the received SDP offer and the RTP Session of the SIP Session of the other Participant is selected for the Media transmission between the PoC Server and the PoC Server performing the Controlling PoC Function.

· 3. SHALL include for any Media-floor Control Entity, that is offered in the SDP offer from the PoC Server and accepted in the SDP answer by PoC Client, the media-level section of each offered Media-floor Control Entity consisting of:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the Media-floor Control Entity parameters selected by the PoC Server from those contained in the SDP answer from the Invited PoC Client;
c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers";

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted;

e) optionally TBCP MIME parameters in the received SDP answer as specified in E.3 "SDP Extensions" including if needed theTBCP MIME parameter "multimedia" with the appropriated value as specified in E.3 "SDP Extensions"; and,

f) indication of the manner to render Simultaneous Media Streams as received in the incoming answer and as specified in E.3 "SDP Extensions" if supported and received in the incoming answer. 

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Streams bound to the rejected Media-floor Control Entity, if a Media-floor Control Entity is rejected; 

· 5. SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264], if the Media Stream is rejected; and,
NOTE 3:
Media Streams can be rejected due to local policy and/or Invited PoC User’s Access Control.

· 6. SHALL include the received QoE Profile attribute as specified in subclause E.3.2 "QoE Profile", if QoE Profiles are enabled and if a QoE Profile attribute is present in the received SDP answer.

When composing an SDP answer, the PoC Server:

· 1. SHALL bind the media-level section that identifies PoC Speech to the corresponding Media-floor Control Entity as in the received SDP offer, if PoC Speech is accepted;

· 2. SHALL bind the media-level section that identifies Video to the corresponding Media-floor Control Entity as in the received SDP offer, if Video is accepted;

· 3. SHALL bind the media-level section that identifies Audio to the corresponding Media-floor Control Entity as in the received SDP offer, if Audio is accepted; and,

· 4. SHALL bind the media-level section that identifies Discrete Media to the corresponding Media-floor Control Entity as in the received SDP offer, if Discrete Media is accepted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.1c
SDP answer generation in case of Pre-established Session

When composing an SDP answer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:

· 1. SHALL set the IP address of the PoC Server for each accepted Media Stream from the list contained in the received SDP offer, which was also negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";

· 2. SHALL set the IP address of the PoC Server for each accepted Media-floor Control Entity from the list contained in the received SDP offer, which was also negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";

· 3. SHALL include the media-level section for each accepted Media Stream from the list contained in the received SDP offer, which was also negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session", consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the received SDP offer, reduced based on the Media Parameters negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session"; optionally also including the codec(s) and Media Parameters, which can be transcoded by the PoC Server to a codec contained in Media Parameters negotiated in Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session";
NOTE 1:
The Media Parameters of the Discrete Media are defined in [OMA_IM_TS_Endorsement].

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted; 

d) the "i=" field set to "speech" as specified in subclause 5.10 "PoC Speech" when PoC Speech with MBCP is offered.

NOTE 2:
PoC Speech Media exists at most once in the SDP offer.

e) the IP address of the PoC Server and port number to be used for RTCP selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used;

f) the "a=upcc:0" attribute as specified in [RFC3108], if the PoC Server supports the PoC Media Traffic Optimisation, the Participant did not put the PoC Session on hold and the media-level section offers a Continuous Media;

g) the "a=sendonly" attribute according to rules and procedures of [RFC4566], if the PoC Server supports the PoC Media Traffic Optimisation, the Participant did not put the PoC Session on hold, the media-level section offers a Continuous Media, the "a=upcc:0" attribute is offered for the Media Stream in the received SDP offer and the RTP Session of the SIP Session of the other Participant is selected for the Media transmission between the PoC Server and the PoC Server performing the Controlling PoC Function; and,

h) indication of the manner to render Simultaneous Media Streams as received in the incoming answer and as specified in E.3 "SDP Extensions" if supported and received in the incoming answer..

· 4. SHALL include for any Media-floor Control Entity, that is offered in the SDP offer from the PoC Server and accepted in the SDP answer by PoC Client, the media-level section of each offered Media-floor Control Entity consisting of:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the Media-floor Control Entity parameters contained in the received SDP offer, restricted to Media-floor Control Entity parameters negotiated during the Pre-established Session establishment as specified in the subclause 7.3.1.2 "Pre-established Session";
c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers";

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected the Media-floor Control Entity except when only PoC Speech with  Talk Burst Control Protocol is accepted; and,

e) optionally TBCP MIME parameters in the received SDP answer as specified in E.3 "SDP Extensions", including if needed theTBCP MIME parameter "multimedia" with the appropriated value as specified in E.3 "SDP Extensions".
· 5. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Stream bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is rejected: 

· 6. SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264], if the Media Stream is rejected; and,
NOTE 3:
Media Streams can be rejected due to local policy and/or Invited PoC User’s Access Control.

· 7. SHALL include a QoE Profile attribute, as specified in subclause E.3.2 "QoE Profile", with the same value as the QoE Profile assigned to the Pre-established Session, if QoE Profiles are enabled.

When composing an SDP answer, the PoC Server:

· 1. SHALL bind the media-level section that identifies PoC Speech to the corresponding Media-floor Control Entity as in the received SDP offer, if PoC Speech is accepted;

· 2. SHALL bind the media-level section that identifies Video to the corresponding Media-floor Control Entity as in the received SDP offer, if Video is accepted;

· 3. SHALL bind the media-level section that identifies Audio to the corresponding Media-floor Control Entity as in the received SDP offer, if Audio is accepted; and,

· 4. SHALL bind the media-level section that identifies Discrete Media to the corresponding Media-floor Control Entity as in the received SDP offer, if Discrete Media is accepted and bound to the Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1d
Barring of incoming Media Streams
This subclause specifies how the PoC Server supporting Incoming Media Stream Barring determines whether to reject incoming Media Streams based on the Invited PoC User’s Access Control for Incoming Media Stream Barring. The procedures that initiate the barring of incoming Media Streams are:

Subclause 7.3.2.2 "PoC Session invitation request", during a PoC Session establishment.
Subclause 7.3.2.3 "PoC Session modifications", during an ongoing PoC Session.
When determining whether to bar incoming Media Streams for the Invited PoC User, the PoC Server:
· 1. SHALL check if the <allow-barring-media-stream> action for each of the incoming Media Streams is not 'true' according to <media> condition associated to the Invited PoC User indicated by the Request-URI of the incoming SIP request as described in [OMA-PoC-Document-Mgmt]. For each Media Type that is 'true' the PoC Server SHALL perform the following:
a) reject all Media Streams containing the not allowed Media Type, if no additional condition is associated to the rules for barring incoming Media Streams of that Media Type and skip the next two step. Otherwise, continue with the rest of the steps;

b) check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the incoming SIP INVITE request, if SIP INVITE is received, or the URI of From header in the incoming SIP UPDATE request, if SIP UPDATE request is received, is not 'true' in the <allow-barring-media-stream> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' and if no additional condition is associated to the rules for barring incoming Media Streams of that Media Type the PoC Server SHALL reject the Media Streams containing the not allowed Media Type and skip the next step. Otherwise, continue with the rest of the steps; and,

c) check, in case privacy is requested in the initial SIP INVITE request, if the <allow-barring-media-stream> action is not 'true' according to <anonymous request> condition associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If it is 'true' the PoC Server SHALL reject the Media Streams containing the not allowed Media Type.
· 2. check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the incoming SIP INVITE request, if SIP INVITE is received, or the URI of From header in the incoming SIP UPDATE request, if SIP UPDATE request is received, is not 'true' in the <allow-barring-media-stream> action associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' and if no additional condition is associated to the rules for barring incoming Media Streams the PoC Server SHALL reject the Media Streams and skip the next step. Otherwise, continue with the rest of the steps; and,
· 3. check, in case privacy is requested in the initial SIP INVITE request, if the <allow-barring-media-stream> action is not 'true' according to <anonymous request> condition associated to the Invited PoC User indicated by the Request-URI of the initial SIP INVITE as described in [OMA-PoC-Document-Mgmt]. If it is 'true' the PoC Server SHALL reject the Media Streams.
NOTE 1:
The PoC Server rejects only those Media Streams containing not allowed Media Types according to element <media-list> as defined in [OMA-PoC-Document-Mgmt] and associated to the Invited PoC User. Conditions for removal based on identity of the Inviting PoC User and/or anonymous request can be defined without or in combination with <media-list>.
Editor's note: Barring of incoming Media Streams based on Quality of Experience of incoming request is FFS.
Change 2:  7.3.2.2 – add check of Incoming Media Stream Barring

7.3.2.2 PoC Session invitation request

Upon receiving an initial SIP INVITE request that includes a PoC Address in the Request-URI the PoC Server: 

· 1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the PoC Server is acting as a B2BUA and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261];

NOTE 1:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.

· 2. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '106 Isfocus not assigned' as specified in subclause 5.6 "Warning header". Otherwise continuing the rest of the steps;

· 3. SHALL check if the URI Usage Type uri-parameter is included in the Request-URI and if it is included with a value different from "uriusage=user" the PoC Server SHALL return a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261] with the warning text set to '130 Conflicting URI: <URI>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 4. SHALL check the Invited PoC User's PoC Service Settings associated to the PoC Address received in the Request-URI. If the PoC Service Settings have not been received from the PoC Client yet or if PoC Service Settings expiration timer has expired, the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response. Otherwise continue with the rest of the steps;

· 5. SHALL check if the Authenticated Originator's PoC Address and the URI of Referred-By header in the initial SIP INVITE request is not 'true' in the <allow-reject-invite> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If at least one of them is 'true' then the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

· 6. SHALL, in case privacy is requested, check if the value associated to the <allow-anonymity> element as described in [OMA-PoC-Document-Mgmt] is not 'false'. If it is 'false', the PoC Server SHALL respond with a SIP 433 "Anonymity Disallowed" response as specified in [RFC5079]. Otherwise continue with the rest of the steps; 

· 7. SHALL check the Invited PoC User's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response and do not continue the rest of the steps if PoC Box functionality is not supported by PoC Server or the PoC User does not have a valid subscription to the NW PoC Box service;
· 8. SHALL perform the following actions, if Incoming Condition Based PoC Session Barring is supported by the PoC Server:
a) evaluate the Incoming Condition Based PoC Session Barring conditions defined by the Subscriber and stored in the Shared Policy XDMS and associated to the PoC Address received in the Request-URI and if any of the evaluated conditions is satisfied and the PoC Box Use PoC Service Setting is set to "unwillingness" return a SIP 480 "Temporarily Unavailable" response according to the rules and procedures of [RFC3261] with the warning text set to '133 Incoming invitation conditionally barred' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps; and,
b) evaluate the Incoming Condition Based PoC Session Barring conditions defined by the User and stored in the Shared Policy XDMS and associated to the PoC Address received in the Request-URI, if the Incoming Condition Based PoC Session Barring User setting is active and if any of the evaluated conditions is satisfied and if the PoC Box Use PoC Service Setting is set to "unwillingness"  return a SIP 480 "Temporarily Unavailable" response according to the rules and procedures of [RFC3261] with the warning text set to '133 Incoming invitation conditionally barred ' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps. Otherwise continue with the rest of the steps;
Editor’s note: It is FFS whether different announcements should be played to an Inviting PoC Client compliant only to PoC version 1.0 depending on whether the Invited PoC Client has been redirected because the invitation has been conditionally barred or because the Invited PoC Client is busy.

NOTE 2:
How the evaluation of Incoming Condition Based PoC Session Barring conditions is done is out of scope of this specification. The PoC Server might utilize functionality provided by the OMA CBUS Enabler or it might utilize proprietary solutions.
Editor's note: A reference to the OMA CBUS Enabler should be included when it becomes available.
· 9. SHALL check the total size of text content in the Subject header, if Included Text Content is supported by the PoC Server and if Subject header is included, and if the total size exceeds a configurable max size remove the text content;
· 10. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if media content is included in one or more MIME body:
a) check the PoC Service Setting for Included Media Content in a Request Support and if set to 'false' or not set at all and if at least one Media Type is not allowed according to local policy, either

i. send a SIP 415 "Unsupported Media Type". The SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both.
and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps.

b) check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,
i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content and continue with the rest of the steps.

· 11. MAY remove the Subject header;
· 12. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 3:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server or Referenced Media Content in a Request Support with value ‘false’.

· 13. SHALL perform the following actions, if Incoming Media Content Barring is supported by the PoC Server and if media content is included in one or more MIME body:
a) check the PoC Service Setting for Incoming Media Content Barring and if set to 'active'

i. check the Incoming Media Content Barring conditions as specified in [OMA-PoC-Document-Mgmt] and stored in the Shared Policy XDMS and associated to the PoC Address received in the Request-URI and if any of the Media Types is barred remove all MIME bodies containing not allowed Media Types and continue with the rest of the steps:
Editor’s Note: The element data structure of the User Access Policy providing the conditions for Incoming Media Content Barring is FFS.
· 14. SHALL perform the following actions, if Incoming Media Stream Barring is supported by the PoC Server:
 a) check the Invited PoC User’s PoC Service Setting for Incoming Media Stream Barring and if set to 'active' the PoC Server:

i. SHALL perform the actions as specified in 7.3.2.1d "Barring of incoming Media Streams"; and,
ii. SHALL validate that at least one Media Stream is acceptable. If no Media Stream is acceptable the POC Server SHALL reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;
· 15. SHALL perform actions to authorize a QoE Profile attribute included in the received SDP offer, as specified in subclause 5.8 "QoE Profiles", if QoE Profiles are enabled and a QoE Profile attribute is included and marked as mandatory in the received SDP offer, as specified in subclause E.3.2 "QoE Profile". If the requested QoE Profile cannot be authorized, the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

NOTE 4:
'Official Government Use' QoE Profile is automatically authorized at the terminating PoC Server to the Invited PoC Client, if the PoC Server supports this QoE Profile.

· 16. SHALL determine whether to route the SIP INVITE request to a PoC Box as specified in subclause 7.3.2.2.5.1 "Determination of routing to a PoC Box upon an incoming invitation" if the PoC Server supports PoC Box functionality;

· 17. SHALL route the request to a NW PoC Box as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box" if it was determined to route the invitation to a NW PoC Box and not continue with the rest of the steps;

· 18. SHALL route the request to a UE PoC Box as specified in subclause 7.3.2.2.5.4 "Forward invitations to a UE PoC Box" if it was determined to route the invitation to a UE PoC Box and not continue with the rest of the steps; 
· 19. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client has an existing PoC Session, but does not support Simultaneous PoC Sessions. If true, and if the incoming PoC Session has a higher PoC Session Precedence than the currently existing PoC Session, and if in accordance with Service Provider Policy, the PoC Server SHALL release the PoC Session, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session" and skip to step 22;

· 20. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client has an existing locked PoC Session and supports Simultaneous PoC Sessions. If true, and if the incoming PoC Session has a higher PoC Session Precedence than the locked PoC Session, then if in accordance with Service Provider Policy, the PoC Server SHALL release the locked PoC Session, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session" and skip to step 22;

· 21. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile and acts as a B2BUA, check if the SIP INVITE request includes a Resource-Priority header according to rules and procedures of [RFC4412], and if so, check whether the PoC Client supports Simultaneous PoC Sessions and has reached the maximum number of PoC Sessions permitted. If true, and if the incoming request has a higher PoC Session Precedence than the lowest currently established PoC Session, and if in accordance with Service Provider Policy, the PoC Server SHALL release the PoC Session of lowest PoC Session Precedence, as specified in subclause 7.3.2.10 "PoC Server Releases a PoC Session";
· 22. SHALL authorize whether the Authenticated Originator's PoC Address in the SIP INVITE request is allowed by the action <allow-manual-answer-override> as specified in [PoC-Document-Mgmt], if a Priv-Answer-Mode header with the value 'Auto' is present in the incoming SIP INVITE request and if not authorized or if manual answer override is not supported the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;
· 23. SHALL perform the actions specified in subclause 7.3.2.2a "Automatic-answer", if:

a) the received SIP INVITE request contained a Priv-Answer-Mode header with the value set to 'Auto', or

b) all the following applies:

i. the Authenticated Originator's PoC Address in the SIP INVITE request is 'true' by the <allow-auto-answermode> action associated to the Invited PoC User as described in [OMA-PoC-Document-Mgmt];

ii. the result of the <allow-auto-answermode> action for each offered and not barred Media Stream is 'true' according to the <media> condition of the Invited PoC User's User Access Policy as described in [OMA-PoC-Document-Mgmt];

iii. the Answer Mode Indication setting in the PoC Service Settings of the Invited PoC User is set to Automatic Answer;

iv. the received SIP INVITE request did not contain an Answer-Mode header with the value set to 'Manual;Require'; and,

v. the PoC Server does not have already a PoC Session with the PoC Client.

Otherwise, continue with the rest of the step; and,

· 24. SHALL perform the actions specified in subclause 7.3.2.2b "Manual-answer"

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 3:  7.3.2.3 - add check of Incoming Media Stream Barring

7.3.2.3 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP re-INVITE request and when the PoC Server acts as a B2BUA during an on-going PoC Session the PoC Server: 

· 1. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable to the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;
· 2. SHALL perform the following actions, if Incoming Media Stream Barring is supported by the PoC Server:
 a) check the Invited PoC User’s PoC Service Setting for Incoming Media Stream Barring and if set to 'active' the PoC Server:

i. SHALL perform the actions as specified in 7.3.2.1d "Barring of incoming Media Streams"; and,

ii. SHALL validate that at least one Media Stream is acceptable. If no Media Stream is acceptable the POC Server SHALL reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise continue with the rest of the steps;
· 3. MAY generate a SIP UPDATE request according to rules and procedures of [RFC3311] , if the PoC Server supports the SIP UPDATE request and if

a) the PoC Client has indicated support for the SIP UPDATE method;

b) the offered Media Streams and the offered Media-floor Control Entities are used in the PoC Session by the PoC Client; and,

c) the offered Media-floor Control Entity binding of each Media Stream used and offered is the same as used;

and SHALL generate a SIP re-INVITE request according to rules and procedures of [RFC3261], if the SIP UPDATE request is not generated;

· 4. SHALL include the PoC Session Identity in a Contact header when the On-demand Session is used and include conference URI which identifies Pre-established Session when the Pre-established Session is used; 
· 5. SHALL include in the SIP request a MIME SDP body as an SDP offer as specified in subclause 7.3.2.1a "SDP offer generation";

· 6. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] that is identical to the one in the incoming SIP UPDATE request or SIP re-INVITE request, if the PoC Server supports 'Official Government Use' QoE Profile and if a Resource-Priority header is included in the incoming SIP UPDATE request or SIP re-INVITE;
· 7. SHALL send the SIP request towards the PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an on-going PoC Session and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP request according to rules and procedures of [RFC3261]. 

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request and when the PoC Server acts as a B2BUA, the PoC Server:

· 1. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response and when the PoC Server acts as a B2BUA the PoC Server:

· 1. SHALL generate a SIP 200 "OK" to the SIP UPDATE request or the SIP re-INVITE request according to rules and procedures of the [RFC3261];

· 2. SHALL include a MIME SDP body in the SIP 200 "OK" response as the SDP answer as specified in subclause 7.3.2.1b "SDP answer generation in case of On-demand session" or as in subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session";

· 3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation" for updating the User Plane with the newly negotiated codecs and Media Parameters from the received SDP answer, if the PoC Server is in the Media path and if the received SDP answer includes changes in codecs or Media formats or Media Parameters from those earlier accepted; 
· 4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures when disconnecting from a Media", if the PoC Server is on the Media path and if a Media Stream previously used in the PoC Session was marked as rejected in the received SDP answer or if the PoC Server is in the Media path and if the current Media-floor Control Entity binding of a Media, that is currently used in the PoC Session and accepted in the SDP answer, is not the same as in the received SDP answer;

· 5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures when connecting to a Media", if the PoC Server is in the Media path and if a Media Stream not previously used in the PoC Session was accepted in the received SDP answer or if the PoC Server is in the Media path and if the current Media-floor Control Entity binding of a Media, that is currently used in the PoC Session and accepted in the SDP answer, is not the same as in the received SDP answer; and,

· 6. SHALL send a SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.
Upon receiving of a SIP 180 "Ringing" response and when the PoC Server acts as a SIP proxy, the PoC Server SHALL forward the SIP 180 "Ringing" response according to rules and procedures of [RFC3261].
Upon receiving a SIP 200 "OK" response and when the PoC Server acts as a SIP proxy the PoC Server SHALL forward the SIP 200 "OK" response according to rules and procedures of [RFC3261].
Upon receiving a SIP final response (with the exception of the SIP 200 "OK" response) to the SIP re-INVITE request or the SIP UPDATE request the PoC Server SHALL forward the SIP final response according to rules and procedures of [RFC3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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