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Change Request

	Title:
	CP Solving PoC Crisis related CONRR D053 D106 D126 D141 D142 D202
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PoC WG

	Doc to Change:
	OMA-TS-PoC_Control_Plane-V2_1-20090520-D

	Submission Date:
	2009-06-14

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jan Holm Ericsson AB, Jan.Holm@ericsson.com, +46107197378

	Replaces:
	n/a


1 Reason for Change

Justification
	ID
	Open Date
	Type
	Section
	Description
	Status

	D053
	2009.06.08
	T
	6.1.18.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc>

Comment: A PoC Client can not terminate PoC Session Control for Crisis Handling 

Proposed Change: Remove subclause
	Status: CLOSED

Solved by:

OMA-MWG-POCv2_1-2009-0299-CR_CP_Solving_PoC_Crisis_related_CONRR_D053_D106_D126_D141_D142_D202 


	D106
	2009.05.27
	T
	7.2.1.28.3
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: A PoC Client can't terminate PoC Session Control for Crisis Handling.

Proposed Change: Describe how it works (i.e. when BYE is received from the PoC Crisis Event Handling Entity)


	Status: CLOSED

Solved by:

OMA-MWG-POCv2_1-2009-0299-CR_CP_Solving_PoC_Crisis_related_CONRR_D053_D106_D126_D141_D142_D202 


	D126
	2009.05.27
	T
	7.2.1.9
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Does not mention the special case when receiving a BYE from the PoC Crisis Event Handling Entity

Proposed Change: Mention what happens when receiving BYE from PoC Crisis Event Handling Entity. Make a reference to 7.2.1.28.3
	Status: CLOSED

Bullet 4 in the subclause satisfies the request in the comment.

Closed by:  


	D141
	2009.05.27
	T
	7.2.2.9.1
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unresolved EN

Editor's note: How to inform about the PoC Address of the initiator of the PoC Session Control for Crisis Handling is FFS

Proposed Change: Resolve EN.
	Status: CLOSED

Solved by:

OMA-MWG-POCv2_1-2009-0299-CR_CP_Solving_PoC_Crisis_related_CONRR_D053_D106_D126_D141_D142_D202 


	D142
	2009.05.27
	T
	7.2.2.9.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: A PoC Client can not terminate PoC Session control for Crisis Handling

Proposed Change: Remove subclause or clarify.
	Status: CLOSED

Solved by:

OMA-MWG-POCv2_1-2009-0299-CR_CP_Solving_PoC_Crisis_related_CONRR_D053_D106_D126_D141_D142_D202 


	D202
	2009.05.27
	T
	9.4
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: PoC Clients can't terminate PoC Session for Crisis Event Handling

Proposed Change: Make this an internal event and send a BYE instead of receiving an INFO.
	Status: CLOSED

Solved by:

OMA-MWG-POCv2_1-2009-0299-CR_CP_Solving_PoC_Crisis_related_CONRR_D053_D106_D126_D141_D142_D202 



Summary of change

 Some CONRR comments are solved by this CR.
Scope of change

 See chapter 6.
Consequence if not accepted

 Inconsistency.
2 Impact on Backward Compatibility

No impact
3 Impact on Other Specifications

No impact
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of CP.
6 Detailed Change Proposal

Change 1:  (D053)






Change 2:  (D106)

7.2.28.3. Termination of PoC Session Control for Crisis Handling


· 
Upon receipt of a SIP BYE request from the PoC Crisis Event Handling Entity the PoC Server:

· 1. SHALL perform the actions described in the subclause 7.2.2.9.3 "Informing about the use Normal PoC Session Procedures" towards all Participants in the PoC Session;

· 2. SHALL remove all non authorized Participants from the PoC Session as described in the subclause 7.2.2.4 "Removal of Participant from PoC Session"; and,

· 3. SHALL apply Normal PoC Session Procedures. 

NOTE:
During PoC Session Control for Crisis Handling normal rules does not apply e.g. any Participant in the PoC Session can add any PoC User to a Pre-arranged PoC Group Session even if the PoC User is not a member of the Pre-arranged PoC Group.
Change 3:  (D141)

7.2.1.28.2. PoC Session Control for Crisis Handling requested during an ongoing PoC Session

The PoC Server performs the actions in this subclause when receiving a SIP INFO request containing the Priority header set to "crisis event" or when a PoC Client is joining or rejoining an ongoing PoC Session and the SIP INVITE request included the Priority header set to "crisis event" and the ongoing PoC Session wasn't already using PoC Session Control for Crisis Handling.
The PoC Server supporting PoC Session Control for Crisis Handling :
· 1. SHALL either use

a. the <Crisis Event handling entity address> element in the PoC Group document as the PoC Address to the PoC Crisis Event Handling Entity if available in the case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,

b. a local policy in the PoC Server to determine the PoC Address of the PoC Crisis Event Handling Entity if a Crisis Event handling entity address> element in the PoC Group document is not available in the case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,

c. a local policy in the PoC Server to determine the PoC Address of the PoC Crisis Event Handling Entity in the case of a 1-1 PoC Session or an Ad-hoc PoC Session; or,

d. reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" to the originating network if no local policy is available in the PoC Server and do not continue with the rest of the steps.

· 2. SHALL invite the PoC Crisis Event Handling Entity as specified in subclause 7.2.2.2 "PoC Session invitation request" using the PoC Address obtained in previous step; and,

· 3. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.9 "Inviting the PoC Crisis Event Handling Entity the PoC Server:

· 1. SHALL if the Priority header was included in a SIP INVITE request 

a) generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"  before continuing with the rest of the steps;

b) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";  

c) SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

NOTE:
Resulting User Plane processing is completed before the next step is performed.

d) SHALL send a SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

e) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
f) SHALL send the SIP NOTIFY request to the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

· 7. SHALL perform towards all Participants in the PoC Session the actions described in the subclause 7.2.2.9.1 "Informing about the use of PoC Session Control for Crisis Handling"; and,

· 8. SHALL apply PoC Session Control for Crisis handling procedures until Normal PoC Session Procedures applies again.
Upon receiving a SIP final response to the SIP INVITE request other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server either: 

· 1. SHALL send the SIP final response towards the PoC Client sending the join or rejoin request if Priority header was received in a SIP INVITE request; or,

· 2. SHALL perform the actions described in the subclause 7.2.2.9.3 "Informing about the use of Normal PoC Session Procedures" towards the PoC Client sending the SIP INFO request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause
7.2.2.9. PoC Session Control for Crisis Handling

7.2.2.9.1. Informing about the use of PoC Session Control for Crisis Handling

This procedure is initiated by the PoC Server as the result of an action specified in subclauses of 7.2.1.28.2 "PoC Session Control for Crisis Handling requested during an ongoing PoC Session".
· 1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976];

· 2. SHALL include the Priority header set to "crisis event" in the SIP INFO request; 


Contributor's comment (not to be included in the document): Since this an INFO sent to participants in the PoC Session the PoC Address of the initiator is not critical hence the EN can be removed.

· 3. SHALL send the SIP INFO request towards all Participants in the PoC Session (with the exception of the PoC Crisis Event Handling Entity) to SIP/IP Core according to rules and procedures of SIP/IP Core.


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 4:  (D142)
7.2.2.9.2. Informing about the use of Normal PoC Session Procedures

This procedure is initiated by the PoC Server as the result of an action specified in subclauses of 7.2.1.28.3 "Termination of PoC Session Control for Crisis Handling".
· 1. SHALL generate a SIP INFO request according to rules and procedures of [RFC2976];

· 2. SHALL include the Priority header set to "normal" in the SIP INFO request; and,

Contributor's comment (not to be included in the document): Since it is always the PoC Crisis Event Handling Entity that terminates the PoC Session Control for Crisis Handling there is no issue any longer.

· 3. SHALL send the SIP INFO request towards all Participants in the PoC Session the SIP/IP Core according to rules and procedures of SIP/IP Core; and,


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 5:  (D202)
9.4. Receiving request for Normal PoC Session Control


· 
· 
· 
· 
· 
· 
When the PoC Crisis Event Handling Entity wants to terminate the PoC Session Control for Crisis Handling the PoC Crisis Event Handling Entity:

· 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling procedures at PoC Session release";

· 2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

· 3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
· 5. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] according to a local policy and as specified in subclause 5.8 "QoE Profiles"; and,

· 6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core. 

Upon receiving a SIP 200 "OK" response to the SIP BYE request the PoC Crisis Event Handling Entity:

1. SHALL 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling procedures at PoC Session release".
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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