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1 Reason for Change

Justification

This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_1-20090612-D:
	ID
	Open Date
	Type
	Section
	Description
	Status

	G026
	2009.05.28
	T
	5.2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: The Editor’s Note needs to be solved.

Proposed Change: Remove the <qoe> element from the list.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0313-CR_DM_G026_G027_G029_G033

	G027
	2009.06.28
	T
	5.2.1
	Source: Jan.Holm

Form: <INP doc >

Comment: Unresolved EN. 

Editor's note: Whether condition element <qoe> will be used for barring of incoming Media is FFS.
Proposed Change: Resolve EN.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0313-CR_DM_G026_G027_G029_G033

	G029
	2009.05.28
	E
	7.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: The Note 3 is a duplicate of Note 4.

Proposed Change: Remove Note 3 and renumber “Note 4” to “Note 3”.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0313-CR_DM_G026_G027_G029_G033

	G033
	2009.05.28
	T
	9.1.3
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment:  As there are new elements defined by PoC V2.1 as an extension to the <entry> element defined by RFC4826 a reference to SUP file describing the extension is missing.

Proposed Change: Add a normative statement that the schema shall additionally conform to the extension described by the SUP file for the PoC Session document and specify which elements are covered by the extension.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0313-CR_DM_G026_G027_G029_G033


G026, G027: The use of <qoe> element for Incoming Media Barring does not make sense and the EN can be removed. However, OCBS/ICBS specifies optional usage of QoE in policies according to SD (however not explicitly mentioned in CP) and therefore the element should remain in the list.
G029: The NOTE 3 is removed.

G033: A statement that XML schema shall conform to SUP file for PoC Session is added. The only sub-element defined for <entry> element is <display-name>. Thus all elements defined in 9.1.1 must conform to the new SUP file in order to be valid. This is clarified in 9.1.3. A reference for the SUP file is added in “Normative References”.
Summary of Change

The usage of conditions for Incoming Media Barring is clarified.  Conformance for PoC Session XML schema is clarified.
Scope of Change

Subclauses 2.1, 5.2.1, 7.1 and 9.1.3 are affected.

Consequence if not accepted

A number of CONRR comments remain open/unsolved.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  5.2.1, 5.2.2 – G026, G027
5.2 PoC User Access Policy

NOTE:
In PoC 2.0 the User Access Policy is described in the [SHARED_POLICY_XDM]. PoC User Access Policies are still available for network elements and XDM Clients, that are compliant with PoC 1.0 Enabler Release by using the AUID specified in the PoC 1.0 as specified in [PoC XDM 1.0].

PoC User Access Policy is described in the [SHARED_POLICY_XDM] "Shared User Access Policy". The use of the elements of PoC User Access Policy is described in [OMA-PoC-CP]. 
5.2.1 Structure

The general User Access Policy structure is described in the [SHARED_POLICY_XDM] "Structure" with the PoC Enabler specific clarifications and deviations specified in this subclause and the additional, PoC specific structure in the subclause 6.3.1"Structure".
The following elements and attributes of the <rule> element together with their usage are used by PoC Enabler as specified in [SHARED_POLICY_XDM]:

a) the <conditions> element;

b) the <actions> element.

NOTE 1:
This specification does not define any value for the <transformations> element defined as a child of the <rule> element in [RFC4745]. This means that, if present, the PoC Server ignores this element.

The following elements and attributes of the <conditions> element together with their usage are used by PoC Enabler as specified in [SHARED_POLICY_XDM]:

a) the <identity> element;
b) the <external-list> element;

c) the <other-identity> element;

NOTE 2:
This specification does not define any value for those elements defined as a part of the <conditions> element in [RFC4745] (e.g., <sphere>, <validity>), but which are not explicitly identified in the list above. This means that, if present, the PoC Server ignores such elements.

d) the <anonymous-request> element;
e) the <media-list> element;

f) the <service-list> element, as defined in [XDMSPEC] "Common Extensions";

g) the <qoe> element.

The following elements and attributes of the <actions> element together with their usage are used by PoC Enabler as specified in [SHARED_POLICY_XDM]:

a) the <allow-auto-answermode> element;

b) the <allow-reject-invite> element;

c) the <allow-offline-storage> element;

d) the <allow-manual-answer-override> element;

e) the <allow-barring-media-content> element;

f) the <allow-barring-media-stream> element;

5.2.2 Application Unique ID

Application Unique ID is described in the [SHARED_POLICY_XDM] "Application Unique ID".

5.2.3 XML schema

XML schema is described in the [SHARED_POLICY_XDM] "XML Schema". The PoC specific XML schema extensions are described in subclause 6.3.2 "XML schema".

5.2.4 Default namespace

Default namespace is described in the [SHARED_POLICY_XDM] "Default Namespace".
5.2.5 MIME type

MIME type is described in the [SHARED_POLICY_XDM] "MIME Type".

5.2.6 Validation constraints

Validation constraints are described in the [SHARED_POLICY_XDM] "Validation constraints".
5.2.7 Data semantics

Data semantics are described in the [SHARED_POLICY_XDM] "Data Semantics" with the PoC specific clarifications specified in this subclause. The data semantics for PoC specific extensions are described in subclause 6.3.4 "Data semantics". 
An authorization rule is applicable to PoC service only if the condition element <service-list> is not present, or if present the child element <service> includes the "enabler" attribute value "poc" or the child element <all-services-except> does not include a <service> child element with "enabler" attribute value "poc".

The sub-element <full-duplex> is not applicable for Audio and Video in the PoC service.

The action <allow-reject-invite> element value "true" is not applicable for the <media-list> element in the PoC service.
The action element <allow-barring-media-content> is applicable to the following elements for barring/not barring incoming Media content:

a) the <audio> media element;

b) the <video> media element;
c) the <text> media element;

d) the <image> media element;

e) the <binary data> media element;

f) the <group-advertisement> media element.

The action element <allow-barring-media-stream> is applicable to the following elements for barring/not barring incoming Media streams:

a) the <message-session> media element;
b) the <pager-mode-message> media element;

c) the <file-transfer> media element;

d) the <audio> media element;

e) the <video> media element;

f) the <poc-speech> media element.

5.2.8 Naming conventions

Naming conventions are described in the [SHARED_POLICY_XDM] "Naming conventions".

5.2.9 Global Documents

Global Documents are described in the [SHARED_POLICY_XDM] "Global Documents".

5.2.10 Resource interdependencies

Resource interdependencies are described in the [SHARED_POLICY_XDM] "Resource interdependencies".

5.2.11 Authorization policies

Authorization policies are described in the [SHARED_POLICY_XDM] "Authorization policies".

Change 2:  7.1 – G029
7.1 Structure

The general Group Advertisement structure is described in the [SHARED_GROUP_XDM] "Structure and Data Semantics" with the PoC Enabler specific clarifications and deviations specified in this subclause and the additional, PoC specific structure, in the subclause 8.1 "Structure".

The following elements and attributes of the <group-advertisement> element together with their usage are used by PoC Enabler as specified in [SHARED_GROUP_XDM]:

a) the <group> element;

NOTE 1:
In PoC service only one <group> element is sent in a Group Advertisement.
b) the <note> element.

The following elements and attributes of the <group> element together with their usage are used by PoC Enabler as specified in [SHARED_GROUP_XDM]:

a) the "type" attribute indicating the type of the PoC Group;

NOTE 2: 
In PoC service only the values of "dialed-in" and "dialed-out" are used.
b) the <uri> element with the value set to the PoC Group Identity of the PoC Group;
c) the <display-name> element with the value set to PoC Group Name of the PoC Group;
d) the <supported-services> element with the value indicating at least usage for the PoC Enabler;
e) any other elements or attributes from any other namespaces for the purposes of extensibility.

NOTE 3:
The <supported services> element can also indicate usage by other Enablers (e.g. IM) as specified in [SHARED_GROUP_XDM] "Extended Group Advertisement".
Change 3:  9.1.3 – G033
9.1 PoC Sessions

This subclause describes the PoC Sessions Application Usage. The use of the elements of PoC Sessions is described in [OMA-PoC-CP]. 
9.1.1 Structure

The PoC Sessions document SHALL conform to the structure of the resource lists document described in [RFC4826] Section 3 with the following clarifications:

1) The <entry> element MAY include a <list> element containing PoC Addresses;
2) The <entry> element MAY include a <subject> element; 
3) The <entry> element MAY include a <session-type> element;
4) The <entry> element MAY include a <used-media-types> element.
Editor's note: Specification of a corresponding SUP file is TBD.
9 Application Unique ID

The AUID SHALL be org.openmobilealliance.poc-sessions.
Editor's note: Registration of this AUID is TBD.
9 XML Schema

The  elements <list>, <subject>, <session-type> and <used-media-types> SHALL conform to the XML schema described in [XSD-2_1-POCSESSIONS].
The XML schema described in [XSD-2_1-POCSESSIONS] SHALL be used as an extension to the XML schema described in [RFC4826] Section 3.4.3, if any of the following functionalities are supported:
a) the PoC Session Search function.
9 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:ietf:params:xml:ns:resource-lists” defined in [RFC4826].

9 MIME Type

The MIME type SHALL be “application/resource-lists+xml”.
9 Validation constraints

In addition to the XML schema, the validation constraints on a URI list of PoC Session Identities SHALL conform to those described in [RFC4826] Section 3.4.5, with the following clarifications. 

If the XDMC uses or adds an <entry-ref> or an <external> child element (specified in [RFC4826]) to the <list> element, the PoC Server SHALL return a “409 Conflict” response which includes the XCAP error element <constraint-failure>.  If included, the "phrase" attribute SHOULD be set to "Not allowed".

9 Data Semantics

The data semantics for a URI list of PoC Session Identities SHALL conform to those described in [RFC4826] Section 3.4.6 with the following extensions:
If a <list> element is included in an <entry> element then the <list> element SHALL contain PoC Adresses of PoC Users that are allowed to join the PoC Session.
The <subject> element MAY be used to store subject information received about the PoC Session. A typical example of subject information received about the PoC Session is the <subject> element contained in a Shared Group document as defined by [SHARED_GROUP_XDM].
If a <session-type> element is included in an <entry> element then the <session-type> element SHALL contain the type of the PoC Session. The possible valus are:

“adhoc”

represents an Ad-hoc PoC Group Session.

“prearranged”
represents a Pre-arranged PoC Group Session.
“chat”

represents a Chat PoC Group Session.
If a <used-media-types> element is included in an <entry> element then the <used-media-types> element SHALL contain a list of the Media Types being used in the PoC Session. The possible values are:

“speech”

represents PoC Speech.

“audio”

represents Audio.
“video”

represents Video.
“discrete”

represents Discrete Media.
9 Naming conventions

The naming conventions for a URI list of PoC Session Identities SHALL conform to those described in [RFC4826] Section 3.4.7.

The PoC Server SHALL use a single document for all ongoing PoC Sessions hosted by the PoC Server. The filename SHALL be “index”.

9 Global documents

The PoC Sessions document SHALL be a Global Document.

9 Resource interdependencies

The resource interdependencies SHALL conform to those described in [RFC4826] Section 3.4.8.
9 Authorization policies

The authorization policies SHALL conform to those described in [XDMSPEC] “Authorization”.

Editor’s note: The complexity of PoC Session Search is FFS. It is FFS whether PoC Session Search should be done using a single PoC Sessions document or multiple PoC Session documents. The structure of PoC Session Search queries and responses is to be defined.
Change 4:  2.1 - G033
2.1 Normative References

	[OMA_SCR_Rules]
	"SCR Rules and Procedures", V1_0, Open Mobile Alliance™, 
OMA-ORG-SCR_Rules_and_Procedures-V1_0, 
URL: http://www.openmobilealliance.org/

	[PoC XDM 1.0]
	"PoC XDM Specification", Version 1.0, Open Mobile Alliance™, 
OMA-TS-PoC_XDM-V1_0, 
URL: http://www.openmobilealliance.org/.

	[RFC2119]
	IETF RFC 2119: "Key words for use in RFCs to Indicate Requirement Levels", March 1997.
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC3261]
	IETF RFC 3261: "SIP: Session Initiation Protocol", June 2002.
URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC4745]
	IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences", February 2007.
URL: http://www.ietf.org/rfc/rfc4745.txt

	[RFC4825]
	IETF RFC 3261: "The Extensible Markup Language (XML) Configuration Access protocol (XCAP)", May, 2007.
URL: http://www.ietf.org/rfc/rfc4825.txt  

	[RFC4826]
	IETF RFC 4826 “The Extensible Markup Language (XML) Formats for Representing Resource Lists”, J. Rosenberg, May 2007,                                                                                                                                     URL: http://www.ietf.org/rfc/rfc4826.txt

	[SHARED_GROUP_XDM]
	"Shared Group XDM Specification", Version 2.0, Open Mobile Alliance™, 
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	[SHARED_LIST_XDM]
	"Shared List XDM Specification", Version 2.0, Open Mobile Alliance™, 
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URL: http://www.openmobilealliance.org/

	[SHARED_POLICY_XDM]
	"Shared Policy XDM Specification", Version 2.0, Open Mobile Alliance™, 
OMA-TS-XDM_Policy_Group-V2_0, 
URL: http://www.openmobilealliance.org/

	[XDMSPEC]
	"XML Document Management (XDM) Specification", Version 2.0, Open Mobile Alliance™, 
OMA-TS-XDM_CORE-V2_0, 
URL: http://www.openmobilealliance.org/

	[XSD_XDM2_EXT]
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	[XSD-1_POCRULES]
	"PoC – PoC Rules", Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_pocRules-V1_0, 
URL: http://www.openmobilealliance.org/

	[XSD-1_POCUSAGE]
	"PoC – PoC usage", Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_pocusage-V1_0, 
URL: http://www.openmobilealliance.org/
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OMA-SUP-XSD_poc_poc2_0Rules-V2_0, 
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	"PoC – Shared Group extensions", Version 2.0, Open Mobile Alliance(, 
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URL: http://www.openmobilealliance.org/

	[XSD-2-POCDISPATCH]
	"PoC - Group Advertisement Dispatch Attribute", Version 2.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_dispatchInd-V2_0, 
URL: http://www.openmobilealliance.org/ 

	[XSD-2_1-POCSESSIONS]
	"PoC – PoC Sessions", Version 2.1, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_poc_sessions-V2_1, 
URL: http://www.openmobilealliance.org/
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