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1 Reason for Change

Justification

This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_1-20090612-D:
	ID
	Open Date
	Type
	Section
	Description
	Status

	C004
	2009.05.28
	T
	1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Scope of document points to V2.0 PoC enabler version 

Proposed Change: Change scope to PoC V2.1.
	Status: CLOSED 

Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C005
	2009.05.28
	T
	1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Backward compatibility for PoC V2.1 SD is not described 

Proposed Change: Add backward compatibility description towards PoC V2.0.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C006
	2009.05.28
	T
	1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Requirement base for PoC V2.1 is not complete. 

Proposed Change: Add reference to PoC V2.1 RD in this clause.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C007
	2009.05.28
	T
	2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference [OMA XDM] points to XDM V2.0 ERP. It is never referenced in text. Why is it needed here? A clarification is needed.

Proposed Change: 
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C008
	2009.05.28
	T
	2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: reference to PoC V2.1 RD is missing. 

Proposed Change: Add the reference to this sub-clause.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C009
	2009.05.28
	T
	2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: [PoC SD V2.0] referred in 4A.2 is missing.

Proposed Change: Add the reference to 2.1 sub-clause.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C010
	2009.05.28
	T
	2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: [Presence AD] referred in 4.17 points to Presence V1.0.

Proposed Change: Change the reference in sub-clause 2.1 to point to Presence V2.0 AD.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C011
	2009.05.28
	T
	2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference [OMA-XDM] used in 4.1.3, 4.8, 4.57 is wrong ERP version.

Proposed Change: Replace by a reference to XDM V2.1 ERP
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029

	C029
	2009.05.28
	T
	4.18.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference [XDM AD V2.0] in text is wrong.

Proposed Change: Replace by “[OMA XDM V2.0 AD]” if it is enough to point to operations towards “Shared Policy XDMS” or replace by new reference to XDM V2.1 version and add the reference to sub-clause 2.1.
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0323-CR_SD_C004_to_C011_and_C029


C004: Scope is changed to PoC V2.1.

C005, C009: Reference for PoC V2.0 SD is added.

C006: PoC V2.1 is referred to.

C007, C011: As for example 4.57 must point to XDM 2.1 ERP to cover support for PoC specific releasing rules, he reference to XDM V2.0 ERP is replaced by reference to XDM V2.1 ERP. Sections 4.1.3, 4.8 and 4.57 is also affected.
C008: Reference to PoC V2.1 RD is already included in SD. The comment can be closed without action.
C010: Presence V1.0 enabler has been declared obsolete by OMA. Reference is replaced by Presence V2.0 which is the enabler version referred to in PoC V2.1 AD.

C029: Reference to XDM V2.1 AD is added.
Summary of Change

A number of CONRR comments are solved and closed.  

Scope of Change

Subclauses 1, 2.1, 4.1.3, 4.8, 4.57 and 4.18.1 are affected.

Consequence if not accepted

A number of CONRR comments remain open/unsolved.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  1 - C004, C006
1. Scope

The scope of the Push to talk over Cellular (PoC) V2.1 system description document is to define the system concepts and high level procedures for the PoC service enabler V2.1. This system description is backward compatible with the PoC AD V1.0 of clause 8 and 9 of [PoC AD V1.0] and with PoC V2.0 system description of [OMA-PoC-SD]. It is based on the requirements listed for the system in the PoC requirements document [PoC RD V1.0] and [PoC RD V2.0] and [OMA PoC V2.1 RD]. 

The system description of the SIP/IP Core and the underlying access network for PoC is out of scope of this document. When SIP/IP Core corresponds to the 3GPP IMS the architecture the 3GPP enablers for OMA PoC services are described in [3GPP TR 23.979].
Local policies referred in this document are out of scope of this specification.
Change 2:  2.1 – C007, C008, C009, C011
2. References

2.1 Normative References

	[3GPP TS 23.060]
	3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description", Stage 2. 
URL: http://www.3gpp.org/

	[3GPP TS 23.107]
	3GPP TS 23.107: "Quality of Service (QoS) concept and architecture"
URL: http://www.3gpp.org/

	[3GPP TS 23.228]
	3GPP TS 23.228: "IP Multimedia Subsystem (IMS)", Stage 2. 
URL: http://www.3gpp.org/

	[3GPP TS 23.246]
	3GPP TS 23. 246 "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Multimedia Broadcast/Multicast Service (MBMS);Architecture and functional description (Release 7)"

URL: http://www.3gpp.org/

	[3GPP TS 24.229]
	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)", Stage 3.
URL: http://www.3gpp.org/

	[3GPP TS 26.235]
	3GPP TS 26.235: "Packet switched conversational multimedia applications; Default codecs", (Release 6).
URL: http://www.3gpp.org/

	[3GPP TS 32.272]
	3GPP TS 32.272: "Push-to-Talk over Cellular (PoC) Charging".
URL: http://www.3gpp.org/

	[3GPP TS 33.220]
	3GPP TS 33.220 "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Generic Authentication Architecture (GAA); Generic bootstrapping architecture (Release 8)"

URL: http://www.3gpp.org/

	[3GPP2 S.R0100-0]
	3GPP2 S.R0100-0 Push-to-Talk over Cellular (PoC) System Requirements, (v1.0). 
URL: http://www.3gpp2.org/

	[3GPP2 X S0013.4]
	3GPP2 X.S0013.4: "IP Multimedia Call Control Protocol, Based on SIP and SDP", stage 3.
URL: http://www.3gpp2.org/

	[3GPP2 X.S0013.2]
	3GPP2 X.S0013.2: "IP Multimedia Subsystem (IMS)", Stage 2. 
URL: http://www.3gpp2.org/

	[ITU-T E.164]
	ITU-T E.164: "The international public telecommunication numbering plan", ITU-T Recommendation E.164. 
URL: http://www.itu.int/rec/recommendation.asp?type=folders&lang=e&parent=T-REC-E.164

	[OMA CBUS AD]
	"Condition Based URIs Selection Architecture", Version 1.0, Open Mobile Alliance™, OMA-AD-CBUS-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA Charging AD]
	"Charging Architecture", Version 1.0, Open Mobile Alliance™, OMA-AD-Charging-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA Client Provisioning]
	"OMA Client Provisioning", Version 1.1, Open Mobile Alliance™, OMA-ERP-ClientProvisioning-V1_1,
URL: http://www.openmobilealliance.org/  

	[OMA DM]
	"OMA Device Management Protocol", Version 1.2, Open Mobile Alliance™, OMA-TS-DM_Protocol-V1_2,
URL: http://www.openmobilealliance.org/  

	[OMA DM Bootstrap]
	"Device Management Bootstrap", Version 1.2, Open Mobile Alliance™, OMA-TS-DM_Bootstrap-V1_2,
URL: http://www.openmobilealliance.org/

	[OMA IM TS]
	"Instant Messaging using SIMPLE", Version 1.0, Open Mobile Alliance™, OMA-TS-SIMPLE_IM-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA PoC V2.1 RD]
	"Push to Talk over Cellular 2 Requirements", Version 2.1, Open Mobile Alliance™, 
OMA-RD-PoC-V2_1,
URL: http://www.openmobilealliance.org/

	[OMA PoC CP]
	"OMA PoC Control Plane", Version 1.0, Open Mobile Alliance™, OMA-TS-PoC_ControlPlane-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA-PoC-Document-Mgmt]
	"OMA PoC Document Management", Version 2.1, Open Mobile Alliance(, 
OMA-TS-PoC_Document_Management-V2_1, 
URL: http://www.openmobilealliance.org/

	[OMA-PoC-SD]
	"OMA PoC System Description", Version 2.0, Open Mobile Alliance(, 
OMA-TS-PoC_System_Description-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA PoC UP]
	"PoC User Plane", Version 1.0, Open Mobile Alliance™, OMA-TS-PoC_UserPlane-V1_0, 
URL: http://www.openmobilealliance.org/  

	[OMA XDM V2.1]
	"OMA XML Document Management", Version 2.1, Open Mobile Alliance™, OMA-ERP-XDM-V2_1,
URL: http://www.openmobilealliance.org/

	[OMA XDM V2.0 AD]
	"XML Document Management Architecture", Version 2.0, Open Mobile Alliance™, OMA-AD-XDM-V2_0,
URL: http://www.openmobilealliance.org/

	[OMA XDM V2.1 AD]
	"XML Document Management Architecture", Version 2.1, Open Mobile Alliance™, OMA-AD-XDM-V2_1,
URL: http://www.openmobilealliance.org/

	[OMA-IM-AD]
	"Instant Messaging using SIMPLE Architecture", Version 1.0, Open Mobile Alliance™, 
OMA-AD-SIMPLE_IM-V1_0, 
URL: http://www.openmobilealliance.org/

	[PoC AD V1.0]
	"Push to Talk over Cellular (PoC) - Architecture", Version 1.0, Open Mobile Alliance™, 
OMA-AD-PoC-V1_0, 
URL: http://www.openmobilealliance.org/

	[PoC AD V2.1]
	"Push to Talk over Cellular (PoC) - Architecture", Version 2.1, Open Mobile Alliance™, 
OMA-AD-PoC-V2_1, 
URL: http://www.openmobilealliance.org/

	[PoC Invocation Descriptor]
	"PoC Invocation Descriptor", Version 2.0, Open Mobile Alliance™, 
OMA-TS-PoC_Invocation_Descriptor-V2_0,
URL: http://www.openmobilealliance.org/

	[PoC RD V1.0]
	"Push to Talk over Cellular Requirements", Version 1.0, Open Mobile Alliance™, OMA-RD-PoC-V1_0,
URL: http://www.openmobilealliance.org/

	[PoC RD V2.0]
	"Push to Talk over Cellular 2 Requirements", Version 2.0, Open Mobile Alliance™, OMA-RD-PoC-V2_0,
URL: http://www.openmobilealliance.org/

	[OMA Presence V2.0 AD]
	"Presence SIMPLE Architecture", Version 2.1, Open Mobile Alliance™, 
OMA-AD-Presence_SIMPLE-V2_0,
URL: http://www.openmobilealliance.org/

	[PUSH 1.0 AD]
	"Push using SIP", Version 1.0, Open Mobile Alliance™, 
OMA-TS-SIP_Push-V1_0, 
URL: http://www.openmobilealliance.org/

	[RFC2046]
	IETF RFC 2046: "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types", N. Freed, N. Borenstein, November 1996.
URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2119]
	IETF RFC 2119: "Key words for use in RFCs to Indicate Requirement Levels". S. Bradner. March 1997.
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2396]
	IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax", T Berners Lee, R. Fielding, U.C. Irvine, L. Masinter, August 1998.
URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC3261]
	IETF RFC 3261: "SIP: Session Initiation Protocol", J. Rosenberg et al, June 2002. 
URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3265]
	IETF RFC 3265: "Session Initiation Protocol (SIP)-Specific Event Notification", A. B. Roach, June 2002.
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC3320]
	IETF RFC 3320: "Signaling Compression (SigComp)", R. Price et al, January 2003.
URL: http://www.ietf.org/rfc/rfc3320.txt

	[RFC3321]
	IETF RFC 3321: "Signaling Compression (SigComp) - Extended Operations", H. Hannu et al, January 2003.
URL: http://www.ietf.org/rfc/rfc3321.txt

	[RFC3325]
	IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks", C. Jennings et al, November 2002
URL: http://www.ietf.org/rfc/rfc3325.txt

	[RFC3485]
	IETF RFC 3485: "The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)", M. Garcia-Martin et al, February 2003.
URL: http://www.ietf.org/rfc/rfc3485.txt

	[RFC3486]
	IETF RFC 3486: "Compressing the Session Initiation Protocol (SIP)", G. Camarillo, February 2003. 
URL: http://www.ietf.org/rfc/rfc3486.txt

	[RFC3515]
	IETF RFC 3515: "The Session Initiation Protocol (SIP) Refer Method", R. Sparks, April 2003.
URL: http://www.ietf.org/rfc/rfc3515.txt 

	[RFC3550]
	IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications", H. Schulzrinne, July 2003.
URL: http://www.ietf.org/rfc/rfc3550.txt 

	[RFC3926]
	IETF RFC 3926, “FLUTE - File Delivery over Unidirectional Transport” , 
URL: http://www.ietf.org/rfc/rfc3926.txt

	[RFC3966]
	IETF RFC 3966: "The tel URI for Telephone Numbers", H. Schulzrinne, December 2004.-12-22
URL: http://www.ietf.org/rfc/rfc3966.txt

	[RFC4412]
	IETF RFC 4412: "Communications Resource Priority for the Session Initiation Protocol (SIP)", H. Schulzrinne, J. Polk, February 2006.
URL: http://www.ietf.org/rfc/rfc4412.txt

	[RFC4975]
	IETF RFC 4975: "The Message Session Relay Protocol (MSRP)", September 2007,

URL: http://www.ietf.org/rfc/rfc4975.txt


Change 3:  4.1.3 – C007, C011
4.1.3 PoC Group Identities

A PoC Group SHALL be identified with a PoC Group Identity. The PoC Client SHALL use PoC Group Identities for addressing PoC Groups. The PoC Group Identity is associated with individual PoC Addresses of all the PoC Group members, but it can also contain an association to other PoC Group Identities, i.e. a PoC Group inside a PoC Group. The PoC Group Identity SHALL take the form of SIP URI as defined in [RFC3261] and [RFC2396]. It SHALL be possible to create a PoC Group Identity statically and dynamically. 

· An operator SHALL be able to create a static PoC Group identity which is stored in the Shared Groups XDMS as described in [OMA XDM V2.1] for use in PoC Group Sessions.

· A PoC User SHALL be able to create a PoC Group which is stored in the Shared Groups XDMS for use in PoC Group Sessions.

· A PoC User SHALL be able to create and store a Group List as a URI List in the Shared List XDMS.
Change 4:  4.8 – C007, C011

4.8 Privacy

A PoC User MAY request privacy for the identity of the PoC User meaning that the PoC Address of the PoC User is hidden from other PoC Users. The PoC Client SHALL use mechanisms defined in [RFC3325] to request privacy for the identity, i.e. the PoC User’s PoC Address. 
The PoC Server SHALL apply the privacy in the TBCP or MBCP message, if the privacy is requested.

If an inviting, invited or joining PoC User requests privacy of his PoC Address then the following procedures SHALL take place in the system operating in the trusted domain(s):

· The PoC Server performing the Controlling PoC Function SHALL retain privacy information of the Participants for the duration of the PoC Session.

· The SIP/IP Core serving the Invited PoC User SHALL provide the privacy of the PoC Address of the Inviting PoC User on Control Plane at the POC-1 reference point.

· The PoC Server performing the Controlling PoC Function SHALL provide the privacy of the PoC Addresses of Participants when providing the Participant information notifications.

· The PoC Server performing the Controlling PoC Function SHALL provide the privacy of the PoC Address of the sending PoC User at the POC-3 and POC-4 reference points. 

· The PoC Server performing the Participating PoC Function SHALL provide the privacy of the PoC Address of the PoC User sending Media at the POC-3 and POC-4 reference points, if negotiated with the PoC Server performing the Controlling PoC Function or published as privacy value PoC Service Setting or invited parties identity information PoC Service Setting by the PoC Client.   

If privacy for the identity is not requested then PoC Servers and SIP/IP Core passes the PoC Address of the Inviting PoC User to the Invited PoC User.

If privacy for the identity is not allowed in the PoC Group authorization rules as specified in [OMA XDM V2.1], the involved entity SHALL reject the request.

If PoC Server or SIP/IP Core is sending or receiving SIP signalling or Media traffic to/from a party which is not trusted then the involved entity SHALL remove the PoC User’s PoC Address prior sending the SIP signalling or Media traffic further. When SIP/IP Core corresponds with 3GPP/3GPP2 IMS then privacy mechanisms as defined in [3GPP TS 24.229]/[3GPP2 X.S0013.4] are used.
Change 5:  4.57 – C007, C011

4.57 PoC Session Release

The PoC Server performing the Participating PoC Server SHALL release a PoC Session either by using a local PoC Server policy or by using PoC Group Specific Releasing Rules stored in the Shared Groups XDMS as described in [OMA XDM V2.1] for use in PoC Group Sessions.

· PoC Session release policy SHALL be defined deciding whether the PoC Session is released or not for the following events:

· When the PoC Session initiator leaves the PoC Session.

· A defined Participant leaves the PoC Session.

· The number of Participants is less than a certain value.

· The PoC Session allocated time has expired.

· When PoC Speech is inactive for a specified time;
· When all Media types are inactive for a specified time.

When the PoC Session is released all User Plane resources and Control Plane resources with the exception described in subclause ‎4.55 "Ad-hoc PoC Group Session re-initiation" SHALL be released.

When a PoC Client initiates a release the PoC Client SHALL not send any more Media towards the PoC Server.

The PoC Client SHALL release the User Plane resources and Control Plane resources used for this PoC Session when a confirmation of the release is received from the PoC Server.

When the PoC Server initiates release towards a PoC Client the PoC Server SHALL not send any more Media towards that PoC Client.

The PoC Server SHALL release the User Plane resources and Control Plane resources used for this PoC Client in this PoC Session when a confirmation of the release is received from the PoC Client.
Change 6:  4.18.1 – C029
4.18 Access Control

4.18.1 Access Control management

Access Control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy located in the Shared Policy XDMS and PoC Group authorization rules located in the Shared Group XDMS. The documents describing PoC User access policy and PoC Group authorization rules MAY include references to Contact Lists or Group Lists stored in the Shared List XDMS as URI lists.

A PoC Subscriber SHALL be able to manipulate the PoC User access policy and PoC Group authorization rules when queried.     

Access Control list management uses the XML Document Management operations specified in the [OMA XDM V2.1 AD].
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