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1 Reason for Change

Justification

R01: Updating a reference in 7.2.2.1a to complete solution to D026.

This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_1-20090626-D:
	ID
	Open Date
	Type
	Section
	Description
	Status

	D019
	2009.05.28
	T
	2.1

[draft-cbus-event]
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment:  Resolve Editor’s note

Proposed Change: Add draft from IETF draft-holmberg-dispatch-cbus-00.txt
	Status: CLOSED 

Closed without action OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030

	D020
	2009.05.28
	T
	2.1

[OMA-PoC-Document-Mgmt]
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to PoC V2.0 

Proposed Change: Replace by reference to V2.1
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D021
	2009.05.28
	T
	2.1

[OMA-PoC-SD]
	Source : bert.skedinger@ericsson.com

Form : RC #00xx

Comment: Reference points to PoC V2.0 

Proposed Change: Replace by reference to V2.1
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D022
	2009.05.28
	T
	2.1

[OMA-PoC-UP]
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to PoC V2.0 

Proposed Change: Replace by reference to V2.1
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D023
	2009.05.28
	T
	2.1

[OMA-Pres-Spec]
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to Presence SIMPLE V1.0 

Proposed Change: Replace by reference to V2.0
	Status: CLOSED
Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D024
	2009.05.28
	T
	2.1

[XDM-Core]

	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to XDM V2.0 

Proposed Change: Replace by reference to XDM V2.1
	Status: CLOSED 

Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D025
	2009.05.28
	T
	2.1

[XDM-Pres-EXT]

	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to XDM V2.0 

Proposed Change: Replace by reference to XDM V2.1
	Status: CLOSED 

Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D026
	2009.05.28
	T
	2.1

[XDM-Shared-Groups]

	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to XDM V2.0 

Proposed Change: Replace by reference to XDM V2.1
	Status: CLOSED 

Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D027
	2009.05.28
	T
	2.1

[XSD_XDM2_EXT]

	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to XDM V2.0 

Proposed Change: Replace by reference to XDM V2.1
	Status: CLOSED 

Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030


	D030
	2009.05.28
	T
	2.2

[OMA-PoC-AD]
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Reference points to PoC V2.0 

Proposed Change: Replace by reference to V2.1
	Status: CLOSED 

Solved by OMA-MWG-POCV2_1-2009-0342R01-CR_CP_D019_to_D027_and_D030



D019: The comment is already solved in Boston. The comment can be closed without further action.
D020: The reference [OMA-PoC-Document-Mgmt] is updated in 2.1. A couple of errors are also corrected in sub-clause 9.2, e.g. in Note 5.
D021: The reference [OMA-PoC-SD] is updated in 2.1. A reference to SD 2.0 is also added in 2.1 and the reference in 4.2 is updated accordingly.
D022: The reference [OMA-PoC-UP] is updated in 2.1.
D023: See D025 for update of reference [OMA-Pres-Spec] in 2.1. An editorial correction is also made in 9.1.3 (nothing is mentioned in PoC V2.1 AD about this entity acting as a Watcher so reference to Presence TS is enough). 
D024: The reference [XDM-Core] is updated in 2.1.
D025: OMA-DDS-Presence_Data_Ext-V1_0 in Presence enabler V1.1 (V1.0 has become obsolete) does not contain the tuple for <session-answermode> as referred in C.1.6. Instead this is included in PDE 1.0 which is used together with Presence V2.0 enabler (PDE is not used for older Presence enablers). Therefore, PoC V2.1 needs Presence V2.0 and PDE 1.0 which refers to a 2.0 version of the DDS document. The references [OMA-Pres-Spec] and [XDM-Pres-EXT] in 2.1 are updated accordingly.

D026: The reference [XDM-Shared-Groups] is updated in 2.1. The reference is updated in 7.2.1.1a and 7.2.2.1a (“shared” is no longer used).

D027: [XSD_XDM2_EXT] is never referenced in CP. The reference can be removed from 2.1 as CP should never need to refer to external SUP files.
D030: [OMA-PoC-AD] is used in normative text of clause 5 and should be listed in 2.1 instead of 2.2. The reference is therefore moved to 2.1 and updated.
Additionally, [OMA-POC-1-AD] referred in 4.1 is missing in 2.1 and therefore added. The reference in 4.1 is cleaned up accordingly. The reference [OMA-POC-2-CP] referred in 4.3 and elsewhere, e.g. 7.2.2 in normative text should be moved from 2.2 to 2.1. The reference in 4.3 is cleaned up.
Summary of Change

A number of CONRR comments are solved and closed.  

Scope of Change

Subclauses 2.1, 2.2, 4.1, 4.2, 4.3, 7.2.1.1a, 7.2.2.1a, 9.1.3 and 9.2 are affected.

Consequence if not accepted

A number of CONRR comments remain open/unsolved.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  2.1 – D020 – D027
2.1 Normative References

	[3GPP TS 24.141]
	3GPP TS 24.141: "3rd Generation Partnership Project; Technical Specification Group Core Network and Terminals; Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3 
URL: http://www.3gpp.org/ftp/Specs/latest/Rel-7/24_series/

	[3GPP TS 24.229]
	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3, (Release 7),
URL: http://www.3gpp.org/ftp/Specs/latest/Rel-7/24_series/

	[3GPP2 X.S0013.4]
	3GPP2 X.S0013.4: "All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3",
URL: http://www.3gpp2.com/Public_html/specs/X.S0013-004-0_v1.0_022604.pdf 

	[DMSTDOBJ]
	"OMA Device Management Standardized Objects", Version 1.2, Open Mobile Alliance(, OMA-TS-DM_StdObj-V1_2
URL: http://www.openmobilealliance.org/  

	[DMTND]
	"OMA Device Management Tree and Description", Version 1.2, Open Mobile Alliance(, OMA-TS-DM_TND-V1_2
URL: http://www.openmobilealliance.org/  

	[draft-cbus-event]
	draft-holmberg-dispatch-cbus-00 (May 2009): " Requirements for a Condition-based URI Selection (CBUS) using the Session Initiation Protocol (SIP)", expires November 2009,
URL: http://tools.ietf.org/id/draft-holmberg-dispatch-cbus-00.txt
NOTE: The referenced IETF draft is a work in progress.

	[OMA CBUS TS]
	"Condition Based URIs Selection Specification", Version V1.0, Open Mobile Alliance™, 
OMA-TS-CBUS-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA Client Provisioning]
	OMA Client Provisioning, Version 1.1, Open Mobile Alliance™, OMA-ERP-ClientProvisioning-V1_1,
URL: http://www.openmobilealliance.org/  

	[OMA DM]
	"OMA Device Management Protocol", Version 1.2, Open Mobile Alliance™, 
OMA-TS-DM_Protocol-V1_2,
URL: http://www.openmobilealliance.org/  

	[OMA IM TS]
	"Instant Messaging using SIMPLE", Version 1.0, Open Mobile Alliance™, 
OMA-TS-SIMPLE_IM-V1_0,
URL: http://www.openmobilealliance.org/  

	[OMA_IM_TS_
Endorsement]
	"OMA PoC Endorsement of OMA IM TS", Version 2.1, Open Mobile Alliance™, 
OMA-TS-PoC_Endorsement_OMA_IM_TS-V2_1,
URL: http://www.openmobilealliance.org/  

	[OMA_SCR_Rules]
	"SCR Rules and Procedures", V1.0, Open Mobile Alliance™, 
OMA-ORG-SCR_Rules_and_Procedures-V1_0, 
URL: http://www.openmobilealliance.org/ 

	[OMA-DM-3GPPPS-CONNMO]
	"Standardized Connectivity Management Objects; 3GPP Packet Switched Bearer Parameters", Version 1.0, Open Mobile Alliance™, OMA-TS-DM_ConnMO_3GPPPS-V1_0,
URL: http://www.openmobilealliance.org/   

	[OMA-POC-1-AD]
	"Push to talk over Cellular (PoC) – Architecture", Version 1.0, Open Mobile Alliance(, OMA-AD-PoC-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA-POC-1-CP]
	"OMA PoC Control Plane", Version 1.0, Open Mobile Alliance™, 
OMA-TS-PoC_ControlPlane-V1_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-1-UP]
	"PoC User Plane", Version 1.0, Open Mobile Alliance™, 
OMA-TS-PoC_UserPlane-V1_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-2-CP]
	"OMA PoC Control Plane", Version 2.0, Open Mobile Alliance™, 
OMA-TS-PoC_ControlPlane-V2.0, 
URL: http://www.openmobilealliance.org/

	[OMA-PoC-2-SD]
	"OMA PoC System Description", Version 2.0, Open Mobile Alliance(, 
OMA-TS-PoC_System_Description-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-AC]
	"OMA Push to talk over Cellular (PoC) Application Characteristics File", Version 2.0, Open Mobile Alliance™, OMA-SUP-AC_ap0006_POC-V2_0,
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-AD]
	"OMA Push to talk over Cellular (PoC) – Architecture", Version 2.1, Open Mobile Alliance(, OMA-AD-PoC-V2_1,
URL: http://www.openmobilealliance.org/

	[OMA-PoC-Document-Mgmt]
	"OMA PoC Document Management", Version 2.1, Open Mobile Alliance(, 
OMA-TS-PoC_Document_Management-V2_1, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-FDCFO]
	"PoC - Full Duplex Call Follow On Proceed postd Element", Version 2.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_FDCFO-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-MC]
	"OMA PoC Multicast", Version 2.1, Open Mobile Alliance(, 
OMA-TS-PoC_Multicast_PoC-V2.1, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-PARTICIPANTINFOIND]
	"PoC - Participant Information Indications", Version 2.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_participant-info-ind, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-POC2.0-SETTINGS]
	"PoC - PoCv2.0 Service Settings", Version 2.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_poc2_0Settings-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-POC2.1-SETTINGS]
	"PoC - PoCv2.1 Service Settings", Version 2.1, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_poc2_1Settings-V2_1, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-SD]
	"OMA PoC System Description", Version 2.1, Open Mobile Alliance(, 
OMA-TS-PoC_System_Description-V2_1, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-UP]
	"OMA PoC User Plane", Version 2.1, Open Mobile Alliance(, 
OMA-TS-PoC_UserPlane-V2_1, 
URL: http://www.openmobilealliance.org/  

	[OMA-Pres-Spec]
	"Presence SIMPLE Specification ",Version 2.0, Open Mobile Alliance(, 
OMA-TS-Presence_SIMPLE-V2_0, 
URL: http://www.openmobilealliance.org/  

	[RFC2046]
	IETF RFC 2046 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types",
URL: http://www.ietf.org/rfc/rfc2046.txt   

	[RFC2119]
	IETF RFC 2119 (March 1997): "Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt 

	[RFC2396]
	IETF RFC 2396 (August 19998): "Uniform Resource Identifiers (URI): Generic Syntax"
URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC2976]
	IETF RFC 2976 (October 2000): "The SIP INFO Method"

URL: http://www.ietf.org/rfc/rfc2976.txt

	[RFC3108]
	IETF RFC 3108 (May 2001): "Conventions For the Use of The Session Description Protocol (SDP) for ATM Bearer Connections",
URL: http://www.ietf.org/rfc/rfc3108.txt 

	[RFC3204]
	IETF RFC 3204 (December 2001): "MIME media types for ISUP and QSIG Objects", 

URL: http://www.ietf.org/rfc/rfc3204.txt 

	[RFC3261]
	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol",
URL: http://www.ietf.org/rfc/rfc3261.txt 

	[RFC3262]
	IETF RFC 3262 (June 2002): "Reliability of Provisional Responses in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc3262.txt 

	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)",
URL: http://www.ietf.org/rfc/rfc3264.txt 

	[RFC3265]
	IETF RFC 3265 (June 2002): "Session Initiation Protocol (SIP)-Specific Event Notification",
URL: http://www.ietf.org/rfc/rfc3265.txt 

	[RFC3311]
	IETF RFC 3311 (September 2002) "The Session Initiation Protocol (SIP) UPDATE Method",
URL: http://www.ietf.org/rfc/rfc3311.txt 

	[RFC3312]
	IETF RFC 3312 (October 2002): "Integration of Resource Management and Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc3312.txt 

	[RFC3320]
	IETF RFC 3320 (January 2003): "Signaling Compression (SigComp)", 
URL: http://www.ietf.org/rfc/rfc3320.txt 

	[RFC3321]
	IETF RFC 3321 (January 2003): "Signaling Compression (SigComp) - Extended Operations",
URL: http://www.ietf.org/rfc/rfc3321.txt 

	[RFC3323]
	IETF RFC 3323 (November 2002): "A Privacy Mechanism for the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc3323.txt 

	[RFC3325]
	IETF RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks",
URL: http://www.ietf.org/rfc/rfc3325.txt 

	[RFC3420]
	IETF RFC 3420 (November 2002): "Internet Media Type message/sipfrag",
URL: http://www.ietf.org/rfc/rfc3420.txt 

	[RFC3428]
	IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging",
URL: http://www.ietf.org/rfc/rfc3428.txt 

	[RFC3485]
	IETF RFC 3485 (February 2003): "The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)", 
URL: http://www.ietf.org/rfc/rfc3485.txt 

	[RFC3486]
	IETF RFC 3486 (February 2003): "Compressing the Session Initiation Protocol (SIP)", 
URL: http://www.ietf.org/rfc/rfc3486.txt 

	[RFC3515]
	IETF RFC 3515 (April 2003): "The Session Initiation Protocol (SIP) REFER Method",
URL: http://www.ietf.org/rfc/rfc3515.txt 

	[RFC3550]
	IETF RFC 3550 (July 2003): "RTP: A Transport Protocol for Real-Time Applications.
URL: http://www.ietf.org/rfc/rfc3550.txt 

	[RFC3605]
	IETF RFC 3605 (October 2003): "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)",
URL: http://www.ietf.org/rfc/rfc3605.txt 

	[RFC3680]
	IETF RFC 3680 (March 2004) "A Session Initiation Protocol (SIP) Event Package for Registrations"

URL: http://www.ietf.org/rfc/rfc3680.txt

	[RFC3840]
	IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc3840.txt 

	[RFC3841]
	IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc3841.txt 

	[RFC3892]
	IETF RFC 3892 (September 2004): "The Session Initiation Protocol (SIP) Referred-By Mechanism",
URL: http://www.ietf.org/rfc/rfc3892.txt 

	[RFC3896]
	IETF RFC 3896 (January 2005):  "Uniform Resource Identifier (URI): Generic Syntax"

URL: http://www.ietf.org/rfc/rfc3896.txt 

	[RFC3903]
	IETF RFC 3903 (October 2004): "Session Initiation Protocol (SIP) Extension for Event State Publication",
URL: http://www.ietf.org/rfc/rfc3903.txt 

	[RFC4028]
	IETF RFC 4028 (April 2005): "Session Timers in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc4028.txt   

	[RFC4145]
	IETF RFC 4145 (September 2005): "TCP-Based Media Transport in the Session Description Protocol (SDP)".
URL: http://www.ietf.org/rfc/rfc4145.txt 

	[RFC4244]
	IETF RFC 4244 (November 2005): "An Extension to the Session Initiation Protocol (SIP) for Request History Information",
URL: http://www.ietf.org/rfc/rfc4244.txt 

	[RFC4354]
	IETF RFC 4354 (January 2006): "A Session Initiation Protocol (SIP) Event Package and Data Format for Various Settings in Support for the Push-to-talk Over Cellular (PoC) Service",
URL: http://www.ietf.org/rfc/rfc4354.txt 

	[RFC4412]
	IETF RFC 4412 (February 2006): "Communications Resource Priority for the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc4412.txt 

	[RFC4458]
	IETF RFC 4458 (April 2006): "Session Initiation Protocol (SIP) URIs for Applications such as Voicemail and Interactive Voice Response (IVR)",
URL: http://www.ietf.org/rfc/rfc4458.txt 

	[RFC4483]
	IETF RFC 4483 (May 2006): "Content Indirection in SIP Messages" 
URL: http://www.ietf.org/rfc/rfc4483.txt 

	[RFC4488]
	IETF RFC 4488 (May 2006): "Suppression of Session Initiation Protocol (SIP) REFER Method Implicit Subscription",
URL: http://www.ietf.org/rfc/rfc4488.txt 

	[RFC4538]
	IETF RFC 4538 (June 2006): "Request Authorization through Dialog Identification in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc4538.txt 

	[RFC4566]
	IETF RFC 4566 (July 2006): "SDP: Session Description Protocol", 
URL: http://www.ietf.org/rfc/rfc4566.txt 

	[RFC4574]
	IETF RFC 4574 (August 2006), "The Session Description Protocol (SDP) Label Attribute",
URL: http://www.ietf.org/rfc/rfc4574.txt   

	[RFC4575]
	IETF RFC 4575 (August 2006): "A Session Initiation Protocol (SIP) Event Package for Conference State",
URL: http://www.ietf.org/rfc/rfc4575.txt 

	[RFC4583]
	IETF RFC 4583 (November 2006): "Session Description Protocol (SDP) Format for Binary Floor Control Protocol (BFCP) Streams".
URL: http://www.ietf.org/rfc/rfc4583.txt 

	[RFC4825]
	IETF RFC 4825 (May 2007): "The Extensible Markup Language (XML) Configuration Access protocol (XCAP) ". 
URL: http://www.ietf.org/rfc/rfc4825.txt

	[RFC4964]
	IETF RFC 4964 (October 2007): "The P-Answer-State Header Extension to the Session Initiation Protocol for the Open Mobile Alliance Push-to-talk over Cellular".
URL: http://www.ietf.org/rfc/rfc4964.txt

	[RFC4975]
                   
	IETF RFC 4975 (September 2007): "The Message Session Relay Protocol (MSRP)",
URL: http://www.ietf.org/rfc/rfc4975.txt

	[RFC5079]
	IETF RFC 5079 (December 2007): "Rejecting Anonymous Requests in the Session Initiation Protocol (SIP)",
URI: http://www.ietf.org/rfc/rfc5079.txt

	[RFC5318]
	IETF RFC 5318 (December 2008): "The Session Initiation Protocol (SIP) P-Refused-URI-List Private-Header (P-Header)",
URL: http://www.ietf.org/rfc/rfc5318.txt

	[RFC5234]
	IETF RFC 5234 (January 2008): "Augmented BNF for Syntax Specifications: ABNF", 
URL: http://www.ietf.org/rfc/rfc5234.txt

	[RFC5364]
	IETF RFC 5364 (October 2008): "Extensible Markup Language (XML) Format Extension for Representing Copy Control Attributes in Resource Lists",
URL: http://www.ietf.org/rfc/rfc5364.txt

	[RFC5365]
	IETF RFC 5365 (October 2008): "Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc5365.txt

	[RFC5366]
	IETF RFC 5366 (October 2008): "Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc5366.txt

	[RFC5367]
	IETF RFC 5367 (October 2008): "Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc5367.txt 

	[RFC5368]
	IETF RFC 5368 (October 2008): "Referring to Multiple Resources in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc5368.txt

	[RFC5373]
	IETF RFC 5373 (November 2008): "Requesting Answering Modes for the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc5373.txt

	[sip-outbound]
	draft-ietf-sip-outbound-10 (July 2007): "Managing Client Initiated Connections in the Session Initiation Protocol (SIP)", expires January, 2008,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-outbound-20.txt 

NOTE:
The referenced IETF draft is a work in progress.

	[XDM-Core]
	"XML Document Management (XDM) Specification", Version 2.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_1,
URL: http://www.openmobilealliance.org/

	[XDM-Pres-EXT]
	"Presence SIMPLE Data Specification", Version 2.0, Open Mobile Alliance(, OMA-DDS-Presence_Data_Ext-V2_0,
URL: http://www.openmobilealliance.org/ 

	[XDM-Groups]
	"Group XDM Specification", Version 1.1, Open Mobile Alliance(, 
OMA-TS-XDM_Group-V1_1,
URL: http://www.openmobilealliance.org/

	
	


Change 2:  2.2 – D030
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Change 3:  4.2 – D021 Updating several references
4.1 Version 1.0
The PoC version 1.0 Enabler comprises the basic functionality for providing Push to talk over Cellular service. 

The PoC version 1.0 Control Plane signalling addresses the high-level procedures described in PoC V1.0 [OMA-POC-1-AD].

PoC version 1.0 Enabler introduced the following procedures.
· PoC Service Registration, PoC Service Settings procedures, PoC Session Initiation using Pre-establish session or On-demand Session, initialization of a PoC Session (1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Session and Chat PoC Group Session);

· PoC Session modification, rejoining a PoC Session, leaving a PoC Session, adding PoC User(s) to a PoC Session, cancelling a PoC Session, Simultaneous PoC Session control procedures;

· sending an Instant Personal Alert, sending a Group Advertisement, subscription to the conference state event package; and,
· PoC Session joining policy, PoC Session initiation policy, PoC Session adding policy, PoC Session release policy, PoC Session Participant information policy. 
4.2 Version 2.0

The PoC version 2.0 Control Plane procedures extend [OMA-POC-1-CP] by adding signalling procedures described in [OMA-PoC-2-SD].
This subclause summarises the signalling procedures included in PoC version 2.0.
· In addition to the Media Type added in the PoC version 1.0 Enabler the Media types Audio (e.g. music), Video, and Discrete Media (e.g. still image, formatted and non-formatted text, file) are added.

NOTE 1:
The Media Type Audio used in PoC version 1.0 Enabler is renamed to PoC Speech in PoC version 2.0 Enabler.

· Procedures for Quality of Experience (QoE) introduced; 

· Procedures for: expelling Participant(s) from a PoC Session, Dispatcher PoC Group Session, sending of Full-duplex call follow-on indication and receiving capability query are introduced;
· In order to support new features the following policies are introduced: PoC Session role transfer policy, Group Advertisement policy, Policy for allowing Media Streams in a PoC Session, Removing Media Streams from a PoC Session policy, PoC Session expulsion policy, Pre-arranged PoC Group Session initiation policy and Dispatch PoC Session initiation policy for PoC Fleet Member; and,
· Procedures for UE PoC Box and NW PoC Box including invitation to PoC Session, PoC Session release, leaving a PoC Session sending and receiving a voice message and receiving Discrete Media are introduced.
NOTE 2: In the PoC version 2.0 Enabler the PoC Box behaves as a voice mailbox.

4.3 Version 2.1

The PoC version 2.1 Control Plane procedures extend [OMA-POC-2-CP] by adding signalling procedures described in [OMA-PoC-SD].
This subclause summarises the signalling procedures included in PoC version 2.1.
· Procedures for: PoC Session Control for Crisis Handling, PoC Client subscription to the Dynamic PoC Group member information, External Media Content Server Retrieval (EMCS) Function, Dynamic PoC Group Sessions, Limited Participant Information, Simultaneous Media Streams and Moderated PoC Session are introduced;
· Policy Dynamic PoC Group member information policy is introduced; and,

· The following additional features using XML document stored in XDMS are introduced: Incoming Condition PoC Session Barring, Outgoing Condition PoC Session Barring, Incoming Media Content Barring and Incoming Media Stream Barring.
Change 4:  7.2.1.1a – D026 updating a reference + editorial corrections
7.2.1.1a     SDP answer generation

When receiving an SDP offer to initiate a 1-1 PoC Session, an Ad-hoc PoC Group Session or Pre-arranged PoC Group Session and if the PoC Session does not yet exist, then the PoC Server either:

· 1. SHALL accept all the Media with bound Media-floor Control Entities and the Media not bound to Media-floor Control Entity from the received SDP offer, which are allowed by adding Media policy as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session", when Unconfirmed Indication is used; or,
· 2. SHALL accept all the Media with bound Media-floor Control Entities and the Media not bound to Media-floor Control Entity from the received SDP offer, which are allowed by adding Media policy as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session", when the PoC Server has received the SDP answer(s) from one or more, but not from all the Invited PoC Clients; or,
· 3. SHALL accept all the Media with bound Media-floor Control Entities and the Media not bound to a Media-floor Control Entities from the received SDP offer which are also accepted in at least one of the received SDP answers from the Invited PoC Clients.

NOTE 1:
The conditions for the removal of the Media Type offered by the Inviting PoC Client, accepted by the PoC Server and not accepted by any Invited PoC Client is out of scope of this specification.

NOTE 2:
The PoC Server as a matter of local policy can wait for a number of answers, for amount of time or for other reasons before sending the SDP answer.

NOTE 3:
In step 3, the adding Media policy is not needed to be checked anymore as it has been already checked when the SDP offers have been sent towards the terminating PoC Clients.
When the Media with bound Media-floor Control Entities and the Media not bound to Media-floor Control Entity from the received SDP offer are accepted the PoC Server either:

· 1. SHALL accept all parameters which indicate the manner to render Simultaneous Media Streams, which are allowed by Group definition as specified in [XDM-Groups] in case of Pre-arranged PoC Group Session and if Simultaneous Media Streams are supported; or,
· 2. SHALL accept all parameters which indicate the manner to render Simultaneous Media Streams, which are allowed according to local policy in case of 1-1 PoC Session and Ad-hoc PoC Group Session, if Simultaneous Media Streams are supported.
Editor’s Noted：The name of the parameter is FFS and depends on the discussion with PAG.
When receiving an SDP offer to initiate a Pre-arranged PoC Group Session that already exists or when receiving an SDP offer to re-join a PoC Session, the PoC Server:

· 1. SHALL accept all the Media Streams with bound Media-Floor Control Entities in the received SDP offer that are currently used in the PoC Session and that are bound to the same Media-Floor Control Entity; and,

· 2. SHALL accept all Discrete Media Streams not bound to a Media-Floor Control Entity in the received SDP offer and which are currently used in the PoC Session without Media-Floor Control Entity binding.

When receiving an SDP offer to initiate or join a Chat PoC Group Session, the PoC Server:

· 1. SHALL accept all the Media Types with bound Media-Floor Control Entities in the received SDP offer which are currently used in the PoC Session, if the PoC Session already exists, or which are allowed by adding Media policy as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session"; and,

· 2. SHALL accept the Discrete Media without bound Media-Floor Control Entity in the received SDP offer which are currently used in the PoC Session, if the PoC Session already exists, or which are allowed by adding Media policy as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session".

When composing an SDP answer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:

· 1. SHALL set the IP address of the PoC Server for each accepted Media Stream from the received SDP offer and for each accepted Media-floor Control Entity from the received SDP offer;

· 2. SHALL include the media-level section for each accepted Media Stream from the received SDP offer consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the received SDP offer; optionally further reduced based on: 

i. the SDP answer(s) received in SIP 200 "OK" response(s) from the Invited PoC Client(s), if already received;
ii. the SDP answer(s) received in SIP 200 "OK" response(s) from the Participant(s) other than Invited PoC Client(s), if already received; 

iii. the SDP answer(s) sent in SIP 200 "OK" response(s) to the Participant(s), if sent previously; and,
iv. the Media Parameters that are currently used in this PoC Session, if PoC Session has already been set up.

NOTE 4:
The Media Parameters of the Discrete Media are defined in [OMA_IM_TS_Endorsement].

NOTE 5:
If transcoding is supported and codec(s) and Media Parameters other than those contained in the received SDP offer have been offered in the SDP of the SIP INVITE request sent to Invited PoC Client(s), the SDP answer in the SIP 200 "OK" response towards the Inviting PoC Client can be different from the SDP answer received in SIP 200 "OK" response from the Invited PoC Client(s).

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted;

d) the IP address of the PoC Server and port number to be used for RTCP selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; 

e) the "a=upcc:0" attribute as specified in [RFC3108], if the PoC Server supports the PoC Media Traffic Optimisation, the Participant did not put the PoC Session on hold, the media-level section offers a Continuous Media and the 1-many-1 communication method is not used in the PoC Session;

f) under the media level definition of MSRP, add to "a=accept-types:" SDP attribute MIME Types "application/vnd.oma.poc.final-report+xml", "application/vnd.oma.poc.detailed-progress-report+xml" and optionally "application/vnd.oma.poc.optimized-progress-report+xml" if any of these were included in the received SDP offer and if supported by the PoC Server;

g) indication of the manner of to render Simultaneous Media Streams as specified in E.3 "SDP Extensions" if supported and the value is allowed in case of Pre-arranged PoC Group Session by Group definition as specified in [XDM-Groups] and if Simultaneous Media Streams are supported; and,

h) the indication of the manner of to render Simultaneous Media Streams as specified in in E.3 "SDP Extensions" if supported and the value is allowed by Group definition as specified in [XDM-Groups]according to local policy in case of 1-1 PoC Session and Ad-hoc PoC Group Session, if Simultaneous Media Streams are supported.
Editor’s Noted：The name of the parameter is FFS and depends on the discussion with PAG.
· 3. SHALL include for any Media-floor Control Entity, that is offered in the received SDP offer and accepted in the SDP answer by the PoC Server, the media-level section of each offered Media-floor Control Entity consisting of:

a) the format list field for the Media-floor Control Entity is set to "TBCP";

b) the Media-floor Control Entity parameters selected by the PoC Server from the list contained in the received SDP offer; optionally reduced based on the SDP answer(s) received in SIP 200 "OK" response from the Invited PoC Client(s), if already received;

NOTE 6:
The PoC Server can reduce Media-floor Control Entity parameters depending on answers received from Invited PoC Clients, e.g. if the SDP offer in SIP INVITE request from the Inviting PoC Client contained a request to use queuing in the PoC Session and a received SDP answer from an Invited PoC Client did not indicate support for queuing the PoC Server can return to the Inviting PoC Client that queuing is not used in this PoC Session.

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers";

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is accepted; and,

e) optionally TBCP MIME parameters indication as specified in E.3 "SDP Extensions" including the TBCP MIME parameter "multimedia" with the appropriated value as specified in E.3 "SDP Extensions" if MBCP is used;

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Stream bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is rejected: 

· 5. SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264], if the Media Stream is rejected; and,

· 6. SHALL include the QoE Profile assigned for the PoC Session, as specified in subclause E.3.2 "QoE Profile", if QoE Profiles are enabled and if a QoE Profile was included in the received SDP offer.

When composing an SDP answer, the PoC Server:

· 1. SHALL bind the media-level section that identifies PoC Speech to the corresponding Media-floor Control Entity as in the received SDP offer, if PoC Speech is accepted;

· 2. SHALL bind the media-level section that identifies Video to the corresponding Media-floor Control Entity as in the received SDP offer, if Video is accepted;

· 3. SHALL bind the media-level section that identifies Audio to the corresponding Media-floor Control Entity as in the received SDP offer, if Audio is accepted;

· 4. SHALL bind the media-level section that identifies Discrete Media to the corresponding Media-floor Control Entity as in the received SDP offer, if Discrete Media is accepted and bound to the Media-floor Control Entity; and,
· 5. SHALL bind the media-level section that identifies Streaming Media Control, i.e., either TCP/RTSP or TCP/TLS/RTSP, to the corresponding Media-floor Control Entity as in the SDP offer, if Streaming Media Control is accepted.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 5:  9.1.3 – D023 editorial corrections
9.1.3. PoC Crisis Event Handling Entity acting as a Watcher

The PoC Crisis Event Handling Entity MAY act as a watcher as specified in [OMA-Pres-Spec] to obtain information about the availability of PoC Users and associated PoC Clients.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use the procedures specified in [TS24.141] section 5.3.2 "Watcher".

The exact procedures determining the behaviour of the PoC Crisis Event Handling Entity acting as watcher is beyond the scope of the present specification.
Change 6:  9.2 – D020 Correcting referencing in NOTE 5 + editorial corrections
9.2. Invitation to a PoC Session with PoC Session Control for Crisis Handling

Upon receipt of a SIP INVITE request the PoC Crisis Event Handling Entity:

· 1. SHALL Authorize the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session, and if it is not authorized the PoC Crisis Event Handling Entity SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;
NOTE 1:
The PoC Crisis Event Handling Entity authorizes the PoC User using a local policy outside the scope of the PoC specifications.
· 2. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Session with PoC Session Control  and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 3. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Crisis Event Handling Entity determines that there is not enough resources to handle the PoC Session; or,

b) any other reason outside the scope of this specification.

· 4. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 5. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2 "SDP answer generation";

· 6. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 
NOTE 2:
In case of a PoC Dispatch Group Session the PoC Server performing the Controlling PoC Function will invite the PoC Dispatcher on receipt of the SIP 200 "OK" response to the SIP INVITE request.
· 7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Crisis Event Handling Entity procedures at PoC Session initialization"; 
· 8. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

· 9. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 3:
The PoC Crisis Event Handling Entity converts TEL URI to SIP URI according to [RFC3261], if needed.

· 10. SHALL perform the following actions:

a) include a Refer-To header with a content-ID URL pointing to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [RFC5368]; 

b) include a MIME resource-lists body with the list of the PoC Users and PoC Groups to be added according to rules and procedures of [RFC5368]; 
NOTE 4:
The PoC Crisis Event Handling Entity always includes the PoC Users and PoC Groups received in the MIME resource-list body of the SIP INVITE request in case of a 1-1 PoC Session or an Ad-hoc PoC Session but can add additional PoC Users and PoC Groups according to a local Policy.
NOTE 5:
The PoC Crisis Event Handling Entity obtains PoC Group information as specified in [OMA-PoC-Document-Mgmt] using XDMC in the UE and the XDM-3 reference point.
c) optionally, for each URI in the list, set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [RFC5364]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [RFC5368]. 

· 11. SHALL include the following according to rules and procedures of [RFC4488:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 12. SHALL include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 13. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested in the incoming SIP INVITE request; 

· 14. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the incoming SIP INVITE request included manual answer override or according to local policy; 
NOTE 3: The Refer-To URI can be a PoC Address or a content-ID URL.
· 15. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412] if received in the incoming SIP INVITE request or according to local policy and as specified in subclause 5.8 "QoE Profiles". If included the Resource-Priority header SHALL be included as a header of the REFER request as well as a Refer-to URI parameter;

· 16. MAY include media content in one or more MIME bodies as specified in [RFC2046] if received in the incoming SIP INVITE request or according to local policy. 

For each included media content, the PoC Crisis Event Handling Entity:
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional".
NOTE 4:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Crisis Event Handling Entity in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
· 17. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] if received in the incoming SIP INVITE request or according to local policy; 
NOTE5:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 18. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC3261] if received in the incoming SIP INVITE request or according to local policy; and, 
· 19. SHALL send the SIP REFER request towards the PoC Server within the existing dialog according to rules and procedures of the SIP/IP Core. 
Change 7:  7.2.2.1a – D026 updating a reference

7.2.2.1a
SDP offer generation
The SDP offer is generated based on the received SDP offer. The PoC Server SHALL offer either the same or a subset of the Media Streams and the connected Media-floor Control Entities as included in the received SDP offer.
NOTE 1:
PoC Server can reduce the number of offered Media Streams and Media-floor Control Entities based on local policy.

When receiving an SDP offer to initiate a Pre-arranged PoC Group Session, the PoC Server:

1. SHALL offer to the Invited PoC User all the Media Types with bound Media-Floor Control Entities offered in the received SDP offer and allowed  as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session"; and,

2. SHALL offer to the Invited PoC User the Discrete Media without bound Media-Floor Control Entity offered in the received SDP offer and allowed as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session".

When receiving a SIP request to add a new PoC User to an existing PoC Session, the PoC Server SHALL offer the Media Stream currently used in the PoC Session.

When receiving an SDP offer to modify the existing PoC Session by adding a Media Stream to the PoC Session or removing a Media Stream from the PoC Session or both, the PoC Server:

· 1. SHALL offer to other Participants all the Media Streams used currently in the PoC Session except the Media Stream, which the PoC Session modification originator disconnected from and for which Media Stream removal policy allows to be removed as described in subclause 7.2.1.22 "Removing Media Streams from a PoC Session policy"; and,

· 2. SHALL offer to other Participants the new Media Stream from the received SDP offer, if allowed by the Media Stream adding policy as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session".

When composing an SDP offer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:

· 1. SHALL set the IP address of the PoC Server for each offered Media Stream from the list contained in the received SDP offer and for each offered Media-floor Control Entity from the list contained in the received SDP offer;

· 2. SHALL include the media-level section for each offered Media Stream from the list contained in the received SDP offer consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters selected by the PoC Server from the list contained in the received SDP offer and/or other codec(s), if any, that the PoC Server is capable of transcoding; 
Editor's note: The media-line parameters for RTSP are for FFS.
NOTE 2:
The Media Parameters of the Discrete Media are specified in [OMA_IM_TS_Endorsement].

NOTE 3:
The PoC Server can narrow the selection of Media Parameters and codec(s) according to the local policy, which may be a function of one or more of the following: Inter-operator service level agreement; domain of the Invited PoC Client; other factors.

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol is offered;

d) the "i=" field set to "speech" as specified in subclause 5.10 "PoC Speech" when PoC Speech with MBCP is offered.

NOTE 4:
PoC Speech Media exists at most once in the SDP offer.

e) the IP address of the PoC Server and port number to be used for RTCP at the PoC Server selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol as specified in [OMA-POC-1-UP] and other than the default IP address or port number specified by the [RFC3550] is to be used; 

f) the "a=upcc:0" attribute as specified in [RFC3108], if the PoC Server supports PoC Media Traffic Optimisation, the Participant did not put the PoC Session on hold, the media-level section offers a Continuous Media and the 1-many-1 communication method is not used in the PoC Session;

g) under the media level definition of MSRP, add to "a=accept-types:" SDP attribute MIME Types "application/vnd.oma.poc.final-report+xml", "application/vnd.oma.poc.detailed-progress-report+xml" and optionally "application/vnd.oma.poc.optimized-progress-report+xml" if any of these were included in the received SDP offer and if supported by the PoC Server; and,
h) optionally the specific value of "a=label" attribute same as the value offered by Inviting PoC Client which indicatesion of  the manner ofto render Simultaneous Media Streams as specified in in E.3 "SDP Extensions" if supported and received in the offer and allowed according to local policy in case of 1-1 PoC Session and Ad-hoc PoC Group Session or allowed according to Group definition as specified in [XDM-Groups] in case of Pre-arranged PoC Group Session.
Editor’s Noted：The name of the parameter is FFS and depends on the discussion with PAG.

· 3. SHALL include the media-level section of each offered Media-floor Control Entity from the list contained in the received SDP offer, if any Media-floor Control Entity is offered:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the Media-floor Control Entity parameters selected by the PoC Server from those contained in the received SDP offer;

c) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers";

d) the "a=floorid:0 mstrm" attribute with value(s) referencing the Media Stream as specified in [RFC4583] intended to be connected to the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; and,

e) optionally TBCP MIME parameters as specified in E.3 "SDP Extensions", TBCP MIME parameter "multimedia=1" is included, unless only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered;

· 4. SHALL mark as rejected according to rules and procedures of [RFC3264] the Media-floor Control Entity and all the Media Stream bound to the rejected Media-floor Control Entity, if the Media-floor Control Entity is rejected: 

· 5. SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264], if the Media Stream is rejected;

· 6. SHALL include the QoE Profile assigned for the PoC Session, as specified in subclause E.3.2 "QoE Profile", if QoE Profiles are enabled and if a QoE Profile attribute was included in the received SDP offer. If the QoE Profile assigned for the PoC Session is marked as "mandatory", the QoE Profile attribute SHALL include the strength-tag, as specified in subclause E.3.2 "QoE Profile".

When Composing SDP offer, the PoC Server:

· 1. SHALL bind the media-level section that identifies PoC Speech to Media-floor Control Entity as in the received SDP offer, if PoC Speech is offered;

· 2. SHALL bind the media-level section that identifies Video to Media-floor Control Entity as in the received SDP offer, if Video is offered;

· 3. SHALL bind the media-level section that identifies Audio to Media-floor Control Entity as in the received SDP offer, if Audio is offered; and,

· 4. SHALL bind the media-level section that identifies Discrete Media to Media-floor Control Entity as in the received SDP offer, if Discrete Media is offered and bound to a Media-floor Control Entity.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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