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1 Reason for Change

2 R01: This is the agreed version.
Justification
	C079
	2009.05.28
	E
	4.5.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: When UE incorporates a PoC Crisis Event Handling Entity it is unclear from text whether the entity shall perform registration.
Proposed Change: Clarify text based on CP sub-clauses 6.1.1/9.1.1.
	Status: OPEN

<provide response>

	C085
	2009.05.28
	T
	4.50.2.2
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Maybe good to clarify that “MAO” is not applicable to PoC Crisis Event Handling Entity, as PoC Client initiating the Crisis Session can include “MAO”.

Proposed Change: Add a NOTE to clarify text, e.g. where data for invitation of this entity is described.
	Status: OPEN

<provide response>

	C088
	2009.05.28
	T
	4.50.2.2
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: When PoC Client includes “MAO” PoC Server performing CF does not apply the “MAO” to Invited PoC Users in case of ongoing PoC Session although PoC Users may be added by PoC Crisis Event Handling Entity.

Proposed Change:  PoC Server shall either apply “MAO” when adding PoC Users to the ongoing PoC Session or PoC Client requesting the Crisis Session cannot include “MAO” or PoC Crisis Event Handling Entity includes the “MAO” whatever is applicable.
	Status: OPEN

<provide response>
MAO is sent to any PoC User that are invited to a Crisis PoC Session if received from the PoC Client



	C089
	2009.05.28
	T
	4.50.2.2

NOTE 3
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: It is unclear from this sub-clause whether PoC Server sends the list of Invited PoC Users to the PoC Crisis Event Handling Entity in case of 1-1 or Ad-hoc and whether this entity can retrieve a Group list from Shared Group XDMS.

Proposed Change: Clarify NOTE 3 and rest of sub-clause accordingly.
	Status: OPEN

<provide response>

	C092
	2009.05.28
	T
	4.50.2.3
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Also Incoming Media Content/Streams Barring policy can interfere with the intention of the invitation and shall be overridden in case of invitation to a PoC Session with PoC Session Control for Crisis Handling.

Proposed Change: 
	Status: OPEN

<provide response>

	C095
	2009.05.28
	T
	4.50.3

NOTE
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Is it possible for a Participant not supporting PoC Crisis Event Handing to include a Normal PoC Session Control indication?

Proposed Change: 
	Status: OPEN

<provide response>
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	C096
	2009.05.28
	T
	4.50.3
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: What is meant by “Remove unauthorized Participants in the PoC Session”? It is unclear how the Participants become “unauthorized”.

Proposed Change: 
	Status: OPEN

<provide response>

	C097
	2009.05.28
	T
	4.50.3
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: The PoC Server performing PF shall start applying Access Control to the PoC User before forwarding the Normal PoC Session indication to the PoC Client served by the PoC Server.

Proposed Change: 
	Status: OPEN

<provide response>
Since only authorized PoC Users may act as a PoC Crisis Event Handling Entities normal access rules are not necessary since it cannot be miss-used by normal users.

	C098
	2009.05.28
	T
	4.50.3
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Is it possible to terminate a PoC Session for which PoC Session Control for Crisis Handling is ongoing, and if so can it be re-initiation of PoC Session be applied to it as such?

Proposed Change: 
	Status: OPEN

<provide response>

Since normal  PoC Session Release rules does not apply the only way to release the PoC Session is that all Participants leave the PoC Session, hence no special procedure to re-initiate or stop the PoC Session to be released is not needed.

Closed by this CR.

	C090
	2009.05.28
	T
	4.50.2.2
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: It is not clear if this feature can be applied to a Dynamic PoC Group Session that is “Normal” or use a Group Identity of Dynamic PoC Groups and thereby apply Dynamic PoC Group rules to added PoC Users.

Proposed Change: 
	Status: OPEN

<provide response>
Closed by this CR

	C084
	2009.05.28
	T
	4.50.2.1
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: When PoC Client includes “MAO” PoC Server performing PF does not forward the “MAO” indication to CF in case of ongoing PoC Session.

Proposed Change: Add forwarding of “MAO”, because otherwise PoC Server CF will not apply it.
	Status: OPEN

<provide response>
It is stated in 4.50.2.2 that the Controlling PoC Function SHALL send MAO to invited PoC Users if received from the PoC Client (i.e. received from PF)



Summary of change

A number of PoC Crisis CONRR comments are solved.

Scope of change

The subclauses 4.5.1, 4.50.2.2, 4.50.2.3 and 4.50.3 are modified.

Consequence if not accepted

Unresolved CONRR comments!

3 Impact on Backward Compatibility

No impact.

4 Impact on Other Specifications

No impact.

5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

Discuss the content of CR and agree to include it in the next revision of SD.

7 Detailed Change Proposal

Change 1:  (C079)

4.5.1.General

Prior to using the PoC service the UE hosting a PoC Client SHALL perform SIP registration to the SIP/IP Core according to rules and procedures of [RFC3261].

The PoC Client SHALL indicate the support of the PoC service and the Instance Identifier URN at the SIP registration in the REGISTER request.

NOTE 1:
The SIP registration can be shared with other SIP based enablers at the UE hosting PoC Client

NOTE 2:
The registration function is provided in the SIP/IP Core and the registration/deregistration is visible to the PoC Server via the POC-2 reference point.

NOTE 3: 
The SIP/IP Core can limit the number of allowed registrations per PoC Address.

After a successful PoC service registration the PoC Client SHALL publish its PoC Service Settings to the PoC Server according to subclause 4.26 "PoC Service Settings" for each PoC Address that is registered with the SIP/IP core either explicitly or implicitly for the PoC Client that the PoC User intends to use for the PoC Service. 
NOTE 4: When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address. Registering multiple PoC Addresses at once is called implicit registration.
After a successful registration and a successful PoC Service Settings publish the PoC User is able to use the registered PoC Addresses:

· to originate PoC communication including session and session unrelated procedures;

· to receive PoC communication including session and session unrelated procedures.

The PoC Address that is used in the registration SHALL be a SIP URI according to [RFC3261] while the PoC Addresses to be registered implicitly MAY be SIP URIs or TEL URIs. 
The PoC Client SHALL maintain its registration active by using a re-registration procedure.

NOTE 5: If the PoC Client fails to perform a successful re-registration before a registration timer expires the registration is terminated in the SIP/IP Core. 

The PoC Client SHALL terminate the SIP registration for the PoC service at any point of time when the PoC service is no longer used by using a deregistration procedure. 
NOTE 6:
The SIP/IP Core terminates the PoC User’s registration at any point of time by using a network initiated deregistration procedure. Network initiated de-registration is out of scope of the PoC specification.

If the UE incorporates UE PoC Box functionality the UE SHALL include in the REGISTER request the contact address for the UE PoC Box along with an indication that this is a UE PoC Box whenever the UE PoC Box function is available to record Media Streams.

NOTE 7:
When the UE hosts both the UE PoC Box and the PoC Client both the UE PoC Box and the PoC Client share the same PoC Address of the served PoC User. No registration is needed for the NW PoC Box.

If the UE incorporates a PoC Crisis Event Handling Entity the UE SHALL include in the REGISTER request the contact address for the PoC Crisis Event Handling Entity with an indication that this is the PoC Crisis Event Handling Entity.
NOTE 8:
When the UE hosts both the PoC Crisis Event Handling Entity and the PoC Client both the PoC Crisis Event Handling Entity and the PoC Client share the same PoC Address of the served PoC User. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.S0013.4].

Change 2:  (C090)

4.50.2.1. Initiating PoC User side
A PoC Client initiating a PoC Session with PoC Session Control for Crisis Handling:

· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places in this document with the clarifications in the following steps;

· NOTE:
The 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session can be dynamic as described in subclause 4.49 "Dynamic PoC Groups".
· SHALL include a QoE profile to be used in the PoC Session in the request to initiate the PoC Session; 

· SHALL either include a PoC Crisis Event handling indication in the request to initiate the PoC Session or include the PoC Group Identity of a PoC Group dedicated for Crisis Handling;
· SHOULD indicate MAO in the request to initiate the PoC Session;

· SHALL set the PoC Session to be the Primary PoC Session in case of Simultaneous PoC Sessions if all Continuous Media in the PoC Session are not sent over a Multicast PoC Channel; 

· SHALL request to use the appropriate access network resource reservation scheme, if such resource reservation scheme is provided by the access network; and,

· SHALL indicate to the PoC User that this PoC Session is a PoC Session using PoC Session Control for Crisis Handling.
A PoC Client that initiates PoC Session Control for Crisis Handling during an ongoing PoC Session:

· SHALL send a request to use PoC Session Control for Crisis Handling by including a PoC Crisis Event handling indication towards the PoC Server performing the Participating PoC Function;

· SHOULD indicate MAO in the request to use PoC Session Control for Crisis Handling;
· SHALL set the PoC Session to be the Primary PoC Session in case of Simultaneous PoC Sessions if all Continuous Media in the PoC Session are not sent over a Multicast PoC Channel; and,

· SHALL indicate to the PoC User that this PoC Session is a PoC Session using PoC Session Control for Crisis Handling when receiving an acknowledgment from the PoC Server.
On receipt of request from a PoC User to initiate a PoC Session using PoC Session Control for Crisis Handling a PoC Server performing the Participating PoC Function supporting PoC Session Control for Crisis Handling:

· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places in this document with the clarifications in the following steps;

· SHALL forward a PoC Crisis Event handling indication to the PoC Server performing the Controlling PoC Function if included in the request;

· SHALL forward the MAO request to the PoC Server performing the Controlling PoC Function without using any authorization procedure that would apply in the case of Normal PoC Session Procedures if a MAO request is included in the request received from the PoC User;

· SHALL request a priority in the multicast/broadcast network based on the QoE Profile received from the PoC Server performing the Controlling PoC Function when Multicast PoC is used;

 NOTE 1:
The local Policy in the PoC Server decides when a Multicast PoC Channel is included as part of a PoC Session. 

On receipt of a request from a PoC Client to use PoC Session Control for Crisis Handling in an ongoing PoC Session the PoC Server performing the Participating PoC Function supporting PoC Session Control for Crisis Handling:

· SHALL forward the PoC Crisis Event handling indication towards the PoC Server performing the Controlling PoC Function;

· SHALL change this PoC Session to be the Primary PoC Session in case of Simultaneous PoC Sessions; and,
· SHALL update the priority in the multicast/broadcast network if the local policy in the PoC Server gives higher priority to a PoC Session using PoC Session Control for Crisis Handling than for Normal PoC Session Control.

Change 3:  (C085,C089,C090)

4.50.2.2.Inviting the PoC Crisis Event Handling Entity

On receipt of request to initiate a PoC Session that either includes a PoC Crisis Event handling indication or the PoC Group Identity of a PoC Group dedicated for Crisis Handling a PoC Server performing the Controlling PoC Function supporting PoC Session Control for Crisis Handling:

· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document with the exceptions described in the following steps;

· SHALL only invite the PoC Crisis Event Handling Entity;

· SHALL include in the invitation of the PoC Crisis Event Handling Entity: 

· the PoC Address of the PoC User requesting PoC Session Control for Crisis Handling;

· the PoC Group Identity in case the identity of PoC Group dedicated for Crisis Handling was included in the request; 
· Dynamic PoC Group rules if received from the PoC Client; and,

· the list of invited PoC Users in the invitation of the PoC Crisis Event Handling Entity in case of a 1-1 PoC Session and Ad-hoc PoC Group Session.

· NOTE 1:
MAO is not sent towards the PoC Crisis Event Handling Entity since the PoC Crisis Event Handling Entity always uses Automatic Answer Mode.
· SHALL send the invitation to the PoC Crisis Event Handling Entity using either:

· the PoC Address to the PoC Crisis Event Handling Entity included in the PoC Group document in case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,

· the PoC Address to the PoC Crisis Event Handling Entity according to local policy in case of a 1-1 PoC Session and an Ad-hoc PoC Group Session; or,

· the PoC Address to the PoC Crisis Event Handling Entity according to local policy in case of a Pre-arranged PoC Group Session or a Chat PoC Group Session and if a PoC Address is not included in the PoC Group document. 

· SHALL reject the request to initiate PoC Session Control for Crisis Handling if a reject response is received from the PoC Crisis Event Handling Entity;

· SHALL apply the QoE profile received from the PoC Crisis Event Handling Entity to the PoC Session as described in the subclause 4.41.3 "Setting the QoE Profile for the PoC Session"; 

· SHALL only invite PoC Users added by the PoC Crisis Event Handling Entity with the following exception;

· When a PoC Fleet Member is initiating a Dispatch PoC Group Session the PoC Server SHALL invite the PoC Dispatcher when the PoC Crisis Event Handling Entity is accepting the invitation;

· SHALL apply MAO to Invited PoC Users as described in subclause 4.30.3 "Manual answer override (MAO)" when MAO is indicated in the request received from the PoC Server performing the Participating PoC Function; and,

· SHALL include the PoC Crisis Event handling indication in invitation of PoC Users.

NOTE 2:  A PoC Client requesting PoC Session Control for Crisis Handling can not request privacy at the same time.
On receipt of a request to use PoC Session Control for Crisis Handling during an ongoing PoC Session the PoC Server performing the Controlling PoC Function supporting PoC Session Control for Crisis Handling:

· SHALL invite the PoC Crisis Event Handling Entity;

· SHALL include in the invitation of the PoC Crisis Event Handling Entity: 

· the PoC Address of the PoC User requesting PoC Session Control for Crisis Handling; 
· the list of Invited PoC Users received from the PoC User in the case of 1-1 PoC Session or Ad-hoc PoC Session; and,

· the PoC Group Identity in case the identity of PoC Group dedicated for Crisis Handling was included in the request;

· NOTE 3:
The PoC Crisis Event Handling Entity can retrieve Members of the Pre-arranged PoC Groups from XDMS using the XDMC in the UE.

· SHALL send the invitation to the PoC Crisis Event Handling Entity using either:

· the PoC Address to the PoC Crisis Event Handling Entity included in the PoC Group document in case of a Pre-arranged PoC Group Session or a Chat PoC Group Session; or,

· the PoC Address to the PoC Crisis Event Handling Entity according to local policy in case of a 1-1 PoC Session and an Ad-hoc PoC Group Session; or,

· the PoC Address to the PoC Crisis Event Handling Entity according to local policy in case of a Pre-arranged PoC Group Session or a Chat PoC Group Session and if a PoC Address is not included in the PoC Group document. 

· SHALL include the PoC Crisis Event handling indication in all invitation of PoC Users to the PoC Session; 

· SHALL only invite PoC Users added by the PoC Crisis Event Handling Entity;

· SHALL send the PoC Crisis Event handling indication towards all existing Participants including the sender of the request to use PoC Session Control for Crisis Handling in the PoC Session;

When a request to invite a PoC Crisis Event Handling Entity to a PoC the PoC Server performing the Participating PoC Function serving an Invited PoC User where the PoC Crisis Event Handling Entity is registered SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document.

When receiving a request to initiate PoC Session Control for Crisis Handling the PoC Crisis Event Handling Entity:

· SHALL reject the request to use PoC Session Control for Crisis Handling if privacy is requested;
· SHALL authorize the PoC User requesting PoC Session Control for Crisis Handling and if not authorized the request to use PoC Session Control for Crisis Handling is rejected otherwise the request is accepted;

· SHALL apply a QoE profile to the PoC Session according to a local policy; 

· SHALL add PoC Users or Pre-arranged PoC Group(s) to be invited to the PoC Session according to local policy;

NOTE 4:
The PoC Crisis Event Handling Entity always adds the PoC Users received in the list of Invited PoC Users in case of a 1-1 PoC Session or an Ad-hoc PoC Session and the Pre-arranged PoC Group members retrieved from the Group XDMS in case of a Pre-arranged PoC Group Session.

· MAY add dynamic criteria (e.g. location of Invited PoC Users) according to a local policy when adding PoC Users or Pre-arranged PoC Groups to be invited to the PoC Session; 

· MAY add Included Media Content, Referenced Media Content or Text Content according to a local policy in the response when adding PoC Users or Pre-arranged PoC Groups to be invited to the PoC Session; and,

· MAY send pre-recorded messages to the PoC Session (e.g. canned voice, text message, pictures, video-clips, etc.).

Change 4:  (C092)

4.50.2.3.Invited PoC User side

When a request to invite a PoC User to a PoC Session includes a PoC Crisis Event handling indication the PoC Server performing the Participating PoC Function serving the Invited PoC User supporting PoC Session Control for Crisis Handling:

· SHALL use the procedures for initiating 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document with the exceptions described in the following steps;

· SHALL override the following PoC Service Settings based on local policy and according to applicable regulations as follows: 

The PoC Server:
· SHALL assume that Incoming PoC Session Barring settings is not active; 

· SHALL ignore the settings for Incoming Condition Based PoC Session Barring;

· SHALL ignore settings for Incoming Media Content Barring and Incoming Media Streams Barring;
· SHALL assume that Media Content included in a request is supported; 

· SHALL assume that Referenced Media Content included in a request is supported; 

· SHALL assume that Text Content included in a request is supported; and,

· SHALL assume that PoC Box Use PoC Service Setting is "unwilling".
NOTE 4:
A PoC Server uses Normal PoC Session Control when PoC Crisis Event handling is not supported.

On receipt of a PoC Crisis Event handling indication during an ongoing PoC Session the PoC Server performing the Participating PoC Function serving the Invited PoC User supporting PoC Session Control for Crisis Handling:

· SHALL forward the PoC Crisis Event handling indication towards the PoC Client; 
· SHALL change this PoC Session to be the Primary PoC Session in case of Simultaneous PoC Sessions; and,
· SHALL update the priority in the multicast/broadcast network if the local policy in the PoC Server gives higher priority to a PoC Session using PoC Session Control for Crisis Handling than for Normal PoC Session Control.
NOTE 5: A PoC Server not supporting PoC Session Control for Crisis Handling ignores PoC Crisis Event handling indications.

On receipt of an invitation to a 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session where the invitation includes a PoC Crisis Event handling indication a PoC Client supporting PoC Session Control for Crisis Handling:

· SHALL use the procedures for being invited to a 1-1 PoC Session, Ad-hoc PoC Session, Pre-arranged PoC Groups or a Chat PoC Group Session as described in other places of this document with the exceptions described in the following steps;

· SHALL prioritize this PoC Session over other PoC Sessions; and,

· SHALL change this PoC Session to be the Primary PoC Session in case of Simultaneous PoC Sessions; and,
· SHALL indicate towards the PoC User that this PoC Session is using PoC Session Control for Crisis Handling.

When receiving a PoC Crisis Event handling indication during an ongoing PoC Session the PoC Client supporting PoC Session Control for Crisis Handling:

· SHALL prioritize this PoC Session over other PoC Sessions; and,

· SHALL change this PoC Session to be the Primary PoC Session in case of Simultaneous PoC Sessions; and,
· SHALL indicate towards the PoC User that this PoC Session is using PoC Session Control for Crisis Handling.

Change 5:  (C096)

4.50.3.Terminating PoC Session Control for Crisis Handling

When the PoC Crisis Event Handling Entity wants to terminate the PoC Session Control for Crisis Handling, the PoC Crisis Event Handling Entity SHALL leave the PoC Session.
NOTE 1:
A PoC Client in a PoC Session with PoC Session Control for Crisis Handling can not request Normal PoC Session Control for security reasons.
When the PoC Crisis Event Handling Entity leaves the PoC Session the PoC Server performing the Controlling PoC Function supporting PoC Session Control for Crisis Handling:

· SHALL remove the PoC Crisis Event Handling Entity when termination is requested by a PoC Client;
· Remove Participants not member of the Pre-arranged PoC Group from the PoC Session in case of a Pre-arranged poC Group Session;
· Remove Media Types not allowed in the PoC Session, dynamic restrictions added by the PoC Crisis Event Handling Entity, etc;

· SHALL apply the Normal PoC Session Control procedures from this PoC Session;
· SHALL send information that Normal PoC Session Control is used to all remaining Participants in the PoC Session.
On receipt a Normal PoC Session Control indication from the PoC Server performing the Controlling PoC Function the PoC Server performing the Participating PoC Function supporting PoC Session Control for Crisis Handling:

· SHALL forward the Normal PoC Session Control indication to the PoC Client. and,
· SHALL update the priority in the multicast/broadcast network if the local policy in the PoC Server gives lower priority to a PoC Session using Normal PoC Session Control than for PoC Session Control for Crisis Handling if a Multicast PoC Channel is used for the PoC Session.
On receipt of a Normal PoC Session Control indication a PoC Client supporting PoC Session Control for Crisis Handling:

· SHALL indicate towards the PoC User that Normal PoC Session Control is used.
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