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1 Reason for Change

R01: This is the agreed version.
Justification
	D063
	2009.05.28
	T
	6.1.3.2.2

Step 4
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Action “skip the step 4.” is wrong as this is executed in step 4.

Proposed Change: 
	Status: CLOSED 
Solved by this CR

	D201
	2009.05.27
	T
	9.2
	Source: Jan.Holm@ericsson.com

Form: <INP doc >

Comment: Unnecessary EN

Editor's note: Interaction with Dispatcher is FFS.

Proposed Change: Already solved in other places in the document. Remove EN.
	Status: CLOSED

Already removed by other CR. 

Closed by this CR 


	D109
	2009.06.10
	T
	7.2.1.3.1
	Source: Tom Hiller, Alan Hameed

Form: doc #0035

Comment:  Three is an editor's note for EMCS.  Essentially, if that joining user has an EMCS content indirection, it is as if a user joins the group and adds media at the same time.  It should process the same way. 

Is bullet ''i' complete?  Bullet 9 completes the effort addresses the case of an active group and the joining user has an EMCS content indirection?   
Proposed Change:       
	Status: CLOSED 
Solved by this CR

	D157
	2009.06.10
	T
	7.3.1.5.1
	Source: Tom Hiller, Alan Hameed

Form: doc #0035

Comment:   There is an open EN about Fast PoC whose purpose is unclear. 
Proposed Change:     Resolve the EN
	Status: CLOSED

Already removed by other CR. 

Closed by this CR 


	D174
	2009.05.28
	T
	7.3.2.1

Step 9
	Source: bert.skedinger@ericsson.com

Form: RC #00xx

Comment: Unclear text: “outgoing SIP INVITE request”. What is meant?

Proposed Change: Clarify text.
	Status: OPEN 

<provide response>


Summary of change

See chapter 6

Scope of change

See chapter 6

Consequence if not accepted

Unresolved CONRR comments.

2 Impact on Backward Compatibility

No impact.

3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of CR and agree to include it in the next revision of CP.

6 Detailed Change Proposal

Change 1:  (D063)

6.1.3.2.2.PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

· 1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

· 2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

· 3. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session, and if it was included in the Pre-established Session;

· 4. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515] and continue with the following steps; or continue in the step 5;

a) MAY in case of a 1-1 PoC Session and if the PoC Address is included in the Refer-To header (as specified in the step 3 above) include a URI Usage Type uri-parameter according to subclause E.5.4 "URI Usage Type uri-parameter"; and,

b) skip the step 5.

· 5. SHALL modify the SIP REFER request according to rules and procedures of [RFC5368] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-lists body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [RFC5368] with the list of the Invited PoC Users and invited Pre-arranged PoC Groups. 
The PoC Client MAY, for each URI in the list, 

i. set the "copyControl" attribute to 'to', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous and not to be presented to Invited PoC Users, according to rules and procedures of [RFC5364]; and,

ii. include a URI Usage Type uri-parameter according to subclause E.5.4 "URI Usage Type uri-parameter".

and,

c) include option tag 'multiple-refer' to the Require header. 

· 6. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is invited:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 7. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is invited:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

· 8. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested;

· 9. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [RFC5373], in case the PoC User has requested manual answer override; 

· 10. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [RFC5373], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 

· 11. SHALL include in the Refer-To URI a Reject-Contact header with the feature tags 'sip.automata' and 'sip.actor' with the value of 'msg-taker' along with 'require' and 'explicit' and another Reject-Contact header the feature tags  'sip.automata' and 'sip.actor' with the value of 'principal' and 'sip.description' with the value "poc recording device" along with 'require' and 'explicit', if the PoC Client doesn't want to be routed to a PoC Box;

· 12. SHALL include in the Refer-To URI an Accept-Contact header the feature tags 'sip.automata' and 'sip.actor' with the value of 'msg-taker' along with 'require' and 'explicit' and another Accept-Contact header the feature tags 'sip.automata' and 'sip.actor' with the value of 'principal' and 'sip.description' with the value "poc recording device" along with 'require' and 'explicit', if the PoC User explicitly requests that only a PoC Box is to accept the invitation;
· 13. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the QoE Profile assigned to the Pre-established Session is 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the SIP REFER request as well as a Refer-to uri parameter;

NOTE 1:
When using Pre-established Sessions, QoE Profile assigned to the Pre-established Session is the same than the Local QoE Profile assigned to the PoC User  for any established PoC Session.

· 14. MAY include media content in one or more MIME bodies as specified in [RFC2046] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE". For each included media content, the PoC Client
NOTE 2:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero, a MIME body with a Media Type specified in [RFC2046] can not be included.
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional". 

NOTE 3:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Client in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
· 15. MAY include text content in Subject header in the URI of the Refer-To header according to rules and procedures of [RFC3261] with a total size equal to or less than the maximum size indicated in "INCLUDED-TEXT-CONTENT-SIZE";

NOTE 4:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 16. MAY include a reference to media content in the Alert-Info header or in the Call-Info header or both in the URI of the Refer-To header  according to rules and procedures in [RFC3261]; 

· 17. MAY in case of an Ad-hoc PoC Group Session and if Dynamic PoC Groups is supported:

a) include in the SIP REFER request a Content-Type header with the value "multipart/mixed" as specified in [RFC2046]; and,

b) include in the SIP REFER request a MIME vnd.cbus.xxx+xml body as defined in [OMA-PoC-Document-Mgmt].
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS. Whether evaluation parameters, e.g., condition re-evaluation indication is included in this body type or as a separate block of parameters is FFS.
· 18. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

NOTE 5:
If PoC User wants to cancel the PoC Session initiation, the PoC Client can send SIP BYE request and release the Pre-established Session as specified in subclause 6.1.3.2.4 "PoC Client releases a Pre-established Session" and re-establish the Pre-established Session as specified in 6.1.3.2.1 "PoC Client initiates a Pre-established Session".

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

· 1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; 

· 2. MAY display information to the PoC User based on the information in the SIP NOTIFY body; and,

NOTE 6:
The PoC Server does not send any SIP NOTIFY request in case the value 'false' was included in the Refer-Sub header of the SIP REFER request.

· 3. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation" of the achieved QoE Profile if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  (D109)

7.2.1.3.1.General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the PoC Group does not already have an on-going PoC Session and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Controlling PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261],;

NOTE 2:
The PoC Client is allowed to re-attempt the PoC Session establishment after the time defined by the Retry-After header.

· 2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '120 Routing error in network' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 "PoC Session initiation policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 4. SHALL check if the URI Usage Type uri-parameter is included in the Request-URI and if it is included with a value different from "uriusage=group" the PoC Server performing the Controlling PoC Function SHALL return a SIP 403 "Forbidden" response according to the rules and procedures of [RFC3261] with the warning text set to '130 Conflicting URI: <URI>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 5. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL return a SIP 403 "Forbidden" response according to the rules and procedures of [RFC5318] containing the list of members of the Pre-arranged PoC Group. Otherwise, continue with the rest of the steps;

NOTE 3:
If the sender of the INVITE request is a Release 1.0 PoC Server, the procedure specified in [OMA-POC-1-CP] is used instead.

· 6. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '119 Anonymity not allowed' as specified in subclause 5.6 "Warning header" to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [OMA-PoC-Document-Mgmt]. If privacy is allowed, the PoC Server SHALL create and cache an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and a Nick Name as specified in subclause 5.4 "Nick Name" for the Inviting PoC User. Otherwise, continue with the rest of the steps;

NOTE 4:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the Participant from the PoC Session.

· 7. SHALL, if the PoC Dispatcher functionality is supported, check whether any of the PoC Users contained in the <list> element of the Pre-arranged PoC Group document is allowed the action <allow-dispatch> as specified in [OMA-PoC-Document-Mgmt]:

a) If it is allowed for at least one group member, the PoC Server SHALL check whether the Contact header of the incoming SIP INVITE request includes the PoC Dispatcher feature tag '+g.poc.dispatcher' according to rules and procedures of [RFC3840]. If it is present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" and do not continue with the rest of the steps. If it is not present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and do not continue with the rest of the steps; and,

b) If it is not allowed for any group member, continue with the rest of the steps. 
· 8. SHALL perform action on receipt of an initial SIP INVITE request as described in 7.2.1.1 "General";
· 9. SHOULD check whether the "b=AS" attribute is included in the SDP offer, and if it is, use the attribute as specified in [OMA-PoC-UP] "Media Buffering";

· 10. if the PoC Group does not have already an on-going PoC Session, the PoC Server:

a) SHALL validate that the received SDP offer includes at least one Media Stream allowed as specified in subclause 7.2.1.21 "Policy for allowing Media Streams in a PoC Session" for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;
NOTE 5: The establishment of a PoC Session based on an EMCS Retrieval request in an initial SIP request that does not also contain offered media of some kind is prohibited.  There is always has to be SDP for media in an initial SIP establishment request, or the PoC Server will reject the PoC Session establishment request.

b) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

c). SHALL, if QoE Profiles are enabled, 

i. if there is no <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], assign the QoE Profile indicated in the QoE Profile attribute in the SDP offer as the QoE Profile of the PoC Session; and,

ii if there is a <qoe> element defined in the PoC Group document as specified in [OMA-PoC-Document-Mgmt], check whether the value of the QoE Profile attribute in the SDP offer is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe> element. If it is lower the PoC Server SHALL reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps.

NOTE 6:
If no QoE Profile attribute is included in the SDP offer of the SIP INVITE request, it is considered that 'Basic' QoE Profile is requested.

d) SHALL, if Included Media Content is supported by the PoC Server and if media content is received in one or more MIME bodies,

i. Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, the PoC Server SHALL, based on a Service Provider Policy either,

1. send a SIP 415 "Unsupported Media Type" response, the SIP 415 "Unsupported Media Type" response SHALL include:
a) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
b) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
c) both.
and do not continue with the rest of the steps; or,

2. remove the MIME bodies containing the media content that is not allowed.

NOTE 7:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

ii. Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider policy either, 

1. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

2. remove all MIME bodies containing media content.

e) MAY remove the Subject header;

f) MAY remove the Alert-Info or the Call-Info header or both;

NOTE 8:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

g) SHALL perform the following, if Dynamic PoC Groups functionality is supported by the PoC Server and if the SIP INVITE request is received for a Dynamic Pre-arranged PoC Group and if a MIME vnd.cbus.xxx+xml body as specified in [OMA-PoC-Document-Mgmt] is contained in the SIP INVITE request and not removed by the PoC Server and if no Priority header or Priority header set to "normal" is included in the SIP request or if the PoC Group document does not include the <Session control for crisis handling> element indicating that the Pre-arranged PoC Group is a PoC Group for PoC Session Control for Crisis Handling:

Editor's note: The name of the <Session control for crisis handling> element is preliminary and is depending on XDM 2.1.  

NOTE 9:
The reason for removing the MIME vnd.cbus.xxx+xml body is according to the same local policy as defined for authorization of other included Media.
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS.

i. reject the SIP INVITE request received for the Dynamic Pre-arranged PoC Group with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header", if the Inviting PoC User according to <allow-conditions-change> element is not allowed to change the Dynamic PoC Group rules defined for the Pre-arranged PoC Group. Otherwise, continue with the rest of the steps; 

ii. perform the actions for subscribing to Dynamic PoC Group member information for the Pre-arranged PoC Group with the changes to the Dynamic PoC Group rules as received in the SIP INVITE request, as specified in the subclause 7.2.2.10.2 "Subscription initiated by PoC Server". 

h) SHALL perform the actions for subscribing to Dynamic PoC Group member information for the Pre-arranged PoC Group, as specified in the subclause 7.2.2.10.2 "Subscription initiated by PoC Server", if Dynamic PoC Groups functionality is supported by the PoC Server and if the SIP INVITE request is received for a Dynamic Pre-arranged PoC Group and if a MIME vnd.cbus.xxx+xml body as specified in [OMA-PoC-Document-Mgmt] is not contained in the received SIP INVITE request and if no Priority header or Priority header set to "normal" is included in the SIP request or if the PoC Group document does not include the <Session control for crisis handling> element indicating that the Pre-arranged PoC Group is a PoC Group for PoC Session Control for Crisis Handling;

Editor's note: The name of the <Session control for crisis handling> element is preliminary and is depending on XDM 2.1.

Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS.

i) SHALL check if any of the MIME SDP bodies in the SIP INVITE request contains a reference to Media stored in an EMCS and the Content-Disposition value "relay", as defined in Annex E.7.1"Relay Value and EMCS-RF Parameter", and if that is the case verify that the Media is available using procedures agreed between the PoC Server and the External Media Content Server (out of scope of this specification) and if the Media is not available to the PoC Server, the PoC Server SHALL remove the MIME body containing the Media stored in the EMCS;
j) SHALL either

i. invite the members of the Pre-arranged PoC Group matching the Dynamic PoC Group rules, as specified in subclause 7.2.2.2 "PoC Session invitation requests", if Dynamic PoC Groups functionality is supported by the PoC Server and if the SIP INVITE request is received for a Dynamic Pre-arranged PoC Group and if there are members that match the Dynamic PoC Group rules and if no Priority header or Priority header set to "normal" is included in the SIP request or if the PoC Group document does not include the <Session control for crisis handling> element indicating that the Pre-arranged PoC Group is a PoC Group for PoC Session Control for Crisis Handling; or,

Editor's note: The name of the <Session control for crisis handling> element is preliminary and is depending on XDM 2.1.  

ii. invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.2.2 "PoC Session invitation requests" if no Priority header or Priority header set to "normal" is included in the SIP request or if the PoC Group document does not include the <Session control for crisis handling> element indicating that the Pre-arranged PoC Group is a PoC Group for PoC Session Control for Crisis Handling; or,
Editor's note: The name of the <Session control for crisis handling> element is preliminary and is depending on XDM 2.1.  
iii. perform the actions in the subclause 7.2.1.28.1 "PoC Session Control for Crisis Handling" and do not continue with the rest of the steps in this subclause if the Priority header set to "crisisevent" is included in the SIP request or if the PoC Group document includes the <Session control for crisis handling> element indicating that the Pre-arranged PoC Group is a PoC Group for PoC Session Control for Crisis Handling; 
Editor's note: The name of the <Session control for crisis handling> element is preliminary and is depending on XDM 2.1.  
k) SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.

· 11. if the PoC Group has already an Active PoC Session, the PoC Server:

a) SHALL validate that the received SDP offer includes at least one Media Stream used in the PoC Session with the Media-floor Control binding as used in the PoC Session, for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not, reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

b) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" to the originating network. Otherwise, continue with the rest of the steps;

c) SHALL validate that the Authenticated Originator's PoC Address of the joining PoC User is allowed to join the Dynamic PoC Group Session by checking whether the PoC User is included in the list of PoC Users matching the Dynamic PoC Group rules and cached for the Dynamic PoC Group Session as specified in subclause 7.2.1.30.2 "Receiving notification of Dynamic PoC Group member information", if the SIP INVITE request is received for a Dynamic Pre-arranged PoC Group. If the PoC User does not match the rules the PoC Server performing the Controlling PoC Function SHALL reject the SIP INVITE request with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" to the originating network. Otherwise, continue with the rest of the steps;

d) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

e) SHALL check for a QoE Profile attribute contained in the request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subsection 5.8 "QoE Profiles" than the QoE Profile assigned to the Active PoC Session and if the QoE Profile assigned to the Active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

f) SHALL check if <max-participant-count> as specified in [OMA-PoC-Document-Mgmt] is already reached. If reached:

i. If the PoC Server supports 'Official Government Use' QoE Profile, and if the incoming invitation requests an 'Official Government Use' Local QoE Profile with an associated PoC Session Precedence that is higher than the PoC Session Precedence associated to the Local QoE Profile of at least one of the participants of the PoC Session, then according to Service Provider Policy the PoC Server MAY release a participant of lowest Local QoE Profile, as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", and skip the next step;

ii. The PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

g) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

h) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

i) SHALL include in the SIP 200 "OK" response with the warning text set to '116 PoC Session already exists' as specified in subclause 5.6 "Warning header";

NOTE 10:
Resulting User Plane processing is completed before the next step is performed

j) SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

k) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

l) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; 

m) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core;
n) SHALL perform the actions described in subclause 7.2.1.28.2 "PoC Session Control for Crisis handling requested during an ongoing PoC Session" if the SIP INVITE request included a Priority header set to "crisisevent" and do not continue with the rest of the steps; and,

o) SHALL follow the procedures described in subclause 7.2.1.23A.2 "External Media Content Server (EMCS) Retrieval Function" when the incoming SIP request included a MIME body with a reference to Discrete Media or a included a reference to Streaming Media stored and available to the PoC Server in an EMCS with a Content-Disposition value "relay", as defined in Annex E.7.1"Relay Value and EMCS-RF Parameter", and if the PoC Server supports EMCS Retrieval.

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [RFC4964] and as specified in subclause 7.2.2.2 "PoC Session Invitation Requests" the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the SIP final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

· 2. SHALL perform either of the following:
a) include the warning text set to '103 Too many group members' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [OMA-PoC-Document-Mgmt]; or,

b) include the warning text set to '138 One or more Users not invited to Dynamic PoC Group' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if the incoming SIP INVITE request was received for a Dynamic Pre-arranged PoC Group and if not all members were invited to the PoC Session because they did not match the Dynamic PoC Group rules applied to the Dynamic PoC Group Session.
· 3. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

· 4. SHALL include a P-Answer-State header with the value "Unconfirmed";

· 5. SHALL, in case the Pre-arranged PoC Group Session is a Dispatch PoC Session, include in the Authenticated Originator's PoC Address and in the Contact header the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter";

· 6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 11:
Resulting User Plane processing is completed before the next step is performed.

· 7. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 8. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and

· 9. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation requests" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server: 

· 1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.2.1.1 "General";

· 2. SHALL, in case the Pre-arranged PoC Group Session is a Dispatch PoC Session, include in the Authenticated Originator's PoC Address and in the Contact header the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter"; and,

· 3. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation requests" and if the SIP final response has not yet been sent to the Inviting PoC Client the PoC Server: 

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" before continuing with the rest of the steps;

· 2. SHALL perform either of the following:
a) include the warning text set to '103 Too many group members' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if all members were not invited because the Pre-arranged PoC Group has exceeded the <max-participant-count> members as specified in [OMA-PoC-Document-Mgmt]; or, 
b) include the warning text set to '138 One or more Users not invited to Dynamic PoC Group' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if the incoming SIP INVITE request was received for a Dynamic Pre-arranged PoC Group and if not all members were invited to the PoC Session because they did not match the Dynamic PoC Group rules applied to the Dynamic PoC Group Session.
· 3. SHALL, in case the Pre-arranged PoC Group Session is a Dispatch PoC Session, include in the Authenticated Originator's PoC Address and in the Contact header the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter".

· 4. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

· 5. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

NOTE 12:
Resulting User Plane processing is completed before the next step is performed.

· 6. SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core.; 

· 7. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

· 8. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core; and,
· 9. SHALL when the SIP request initiating the Pre-arranged Group Session included a MIME body with a reference to Discrete Media or a reference to Streaming Media stored and available to the PoC Server in an EMCS with a Content-Disposition value "relay", as defined in Annex E.7.1"Relay Value and EMCS-RF Parameter", and if the PoC Server supports EMCS Retrieval, the PoC Server follow the procedures described in subclause 7.2.1.23A.2. "External Media Content Server (EMCS) Retrieval Function".
Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 

· 1. SHALL perform either of the following:

a) send the SIP final response towards the Inviting PoC Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

· 2. MAY invite an additional member of the Pre-arranged PoC Group as specified in subclause 7.2.2.2 "PoC Session invitation request" that has not already been invited, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [OMA-PoC-Document-Mgmt], and all members have not yet been invited, or, in case of a Dynamic Pre-arranged PoC Group, all matching members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 3:  (D174)

7.3.2.1.General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag 'id';

· 2. SHALL include an Accept-Contact header with 

a) the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; and,

b) any other feature tag with the parameters received in the Accept-Contact header of the incoming SIP INVITE request from the Controlling PoC Function. 

· 3. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 4. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The "refresher" parameter SHALL be omitted.
· 5. SHALL include the option tag 'timer' in the Supported header;
· 6. SHALL include the option tag 'norefersub' in a Supported header;
· 7. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus'; 

d) include the PoC feature tag '+g.poc.discretemedia', if included in the incoming SIP request;

e) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function; and,

f) include any other uri-parameter provided in the Contact header of the incoming SIP INVITE request by the Controlling PoC Function.

· 9. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP INVITE request; 

· 10. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name".

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312] and the option tag '100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

· 11. SHALL include the MIME message/sipfrag body from the received SIP request, if the MIME message/sipfrag body indicating the Inviting PoC Client compliant only to the OMA PoC version 1.0 specification was included in the received SIP INVITE request and the regional and national regulations require that the Inviting PoC User is informed about recording before being recorded and the SIP INVITE request is being sent to the NW PoC Box;
· 12. SHALL include a Reject-Contact header the feature tags 'sip.automata' and 'sip.actor' with the value of 'principal' and 'sip.description' with the value "poc recording device" along with 'require' and 'explicit', if the MIME message/sipfrag body indicating the Inviting PoC Client compliant only to the OMA PoC version 1.0 specification was included in the received SIP INVITE request and the regional and national regulations require that the Inviting PoC User is informed about recording before being recorded and the SIP INVITE request is being sent to the PoC Client;
NOTE 3:
The inclusion of the Reject-Contact header ensures that the Invited PoC Client cannot pass the PoC Session invitation to the collocated UE PoC Box. 
· 13. SHALL include MIME bodies and associated Content-Disposition headers containing media content in the outgoing SIP INVITE request, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media content are included in the incoming SIP INVITE request and if at least one MIME body containing media content was not removed as specified in subclause 7.3.2.2 "PoC Session invitation request";

· 14. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header;
· 15. SHALL include the Alert-Info header and the Call-Info header received in the incoming SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in the Alert-Info header or in the Call-Info header or both; 
· 16. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] that is identical to the one in the incoming SIP INVITE request, if the PoC Server supports 'Official Government Use' QoE Profile and if a Resource-Priority header is included in the received SIP INVITE;
· 17. SHALL include the Priority header received in the incoming SIP request if it was included in the incoming SIP request and if the PoC Server supports PoC Session Control for Crisis Handling;
· 18. MAY add or replace Text Content in Subject header in SIP INVITE request according to rules and procedures in [RFC3261] and allow Media Content handling in "Allow-Media-Content-Handling" as specified in user access policy defined by the Subscriber and stored in the Shared Policy XDMS; and,
· 19. MAY add or replace a reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261] and allow Media Content handling in "Allow-Media-Content-Handling" as specified inuser access policy defined by the Subscriber and stored in the Shared Policy XDMS.
Editor's note: It is FFS that the parameter name of user access policy specified in Shared Policy XDMS are aligned with this the parameter in this document.
When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; 

· 5. SHALL include into the Contact header the feature tag '+g.poc.discretemedia', if included in the Contact header of the incoming received SIP response;

· 6. SHALL copy into the Contact header the feature tags '+g.poc.dispatcher', 'sip.automata', 'sip.actor', 'sip.description' and '+g.poc.moderator' with their corresponding value if any of these are included in the Contact header of incoming received SIP response;
· 7. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP provisional response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI received in the incoming SIP INVITE request in the case of a Pre-established Session establishment.

· 8. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name";

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested by the Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, by the Privacy header with the value 'id' in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session, or by the Privacy PoC Service Settings with the value set to 'id' in the case of Automatic Answer Mode of On-demand Session; 

· 10. SHALL include the value 'none' in the Privacy header according to rules and procedures of [RFC3325] if the Privacy PoC Service Settings is set to 'none' in the case of Automatic Answer Mode and an On-demand Session;
NOTE 4:
If the Privacy PoC Service Settings is not set at all, the Privacy header is not included in the case of Automatic Answer Mode and an On-demand Session.
· 11. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body containing media content was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" if not previously sent in a provisional response for this SIP dialog;
· 12. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" if not previously sent in a provisional response for this SIP dialog;
· 13. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" if not previously sent in a provisional response for this SIP dialog; and,
· 14. SHALL NOT include a sip.instance feature tag in the outgoing SIP response.
NOTE 5:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP 200 "OK" response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP 200 "OK" response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI received in the incoming SIP INVITE request in the case of a Pre-established Session establishment.

· 3. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name";

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP final response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas';
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; 
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst';

· 11. SHALL include into the Contact header the feature tag '+g.poc.discretemedia', if included in the Contact header of the incoming received SIP response;

· 12. SHALL include the Contact header the feature tags '+g.poc.dispatcher', 'sip.automata', 'sip.actor', 'sip.description' and '+g.poc.moderator' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response;
· 13. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body containing media content was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 14. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 15. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
NOTE 6:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

· 16. SHALL insert the uri-parameter "b2bua" to the URI of the PoC Server in the Contact header of the SIP response to the initial SIP request as specified in E.5.3 "Back to back UA uri-parameter", if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it acts as a B2BUA and stays on the Media path, and,

· 17. SHALL include the Accept-Language header with value received 

a) in the received SIP 200 "OK" response, if the On-demand Session is used to initiate the PoC Session and the Accept-Language is included in the received SIP 200 "OK" response; or

b) in the SIP INVITE request initiating the Pre-established Session, if the Pre-established Session is used to initiate the PoC Session and the Accept-Language was included in the SIP INVITE request initiating the Pre-established Session;

· 18. SHALL NOT include a sip.instance feature tag in the outgoing SIP 200 "OK" response.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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