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1 Reason for Change

Justification
	A020
	2009.01.13
	T
	3.2 Crisis Event
	Source: Jan.Holm@ericsson.com

Form: doc #0003
Comment: Definition never used in the AD only in other definitions e.g. PoC Crisis Event Handling Entity
Proposed Change: The definition is needed and must be used!! (In principle it means that somewhere in the document other words are used where Crisis Event should have been used instead). Try to use it otherwise remove it.
	Status: CLOSED

Solved by  OMA-POC-POCV2_1-2009-0026-CR_AD_solving_A020_Crisis_Event


Summary of change

The definition Crisis Event is now used 2 times in the document.
Further, when looking for a place where Crisis Event should have been used I found some errors, they are now corrected.

The Participating PoC Function is also impacted since some PoC Service Settings are overridden when a PoC User is invited using PoC Session Control for Crisis Handling.
Scope of change

 See chapter 6.
Consequence if not accepted

Inconsistent use of Crisis and some errors will remain in the AD causing confusion.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of AD.
6 Detailed Change Proposal

Change 1:  ()

3.2. Definitions

	PoC Crisis Event Handling Entity
	A functional entity in the PoC Network authorizing PoC Users to initiate or join Crisis PoC Sessions. The PoC Crisis Event Handling Entity enforces the local policy for National Security, Public Safety and Private Safety applications within a country or a sub-division of a country.
NOTE:
The PoC Crisis Event Handling Entity complements the emergency service.


Change 2:  ()

4.1c  Version 2.1

The PoC Version 2.1 architecture extends [OMA PoC V2.0 AD] by adding functional entities and reference points, and by modifying some existing PoC version 2.0 functional entities. These additions and modifications address the requirements identified as Enabler Release PoC V2.1 in [OMA PoC V2.1 RD].
This subclause summarises the architecture modifications included in PoC Version 2.1.
PoC Versions 2.1 and later will build upon PoC Version 2.0 and will include additional features.

New Functional Entities
The new functional entities added in PoC Version 2.1 are:

· PoC Crisis Event Handling Entity

New Reference Points

The reference points added in PoC Version 2.1 are the following:

· POC-14, PoC Crisis Event Handling Entity - SIP/IP Core

· POC-15, PoC Crisis Event Handling Entity – PoC Server

· POC-16, PoC Server – access network

· POC-17, PoC Client – access network

Modified Functional Entities
The following functional entities modified to include support for new PoC Version 2.1 requirements are the PoC Client, the Controlling PoC Function, and the Participating PoC Function as summarized in the following subclauses:
PoC Client
The PoC Client is modified to add support related to the following requirements:
· Moderated PoC Sessions

· Alert for Unavailable PoC Users.

· Dynamic PoC Groups functionality.
· PoC Session Control for Crisis Handling.
· Limited Participant information.

· Sharing of media content from External Media Content Entity.

· Support Multicast PoC
· Performance Enhancements Objectives
· Multiple PoC Clients with the Same PoC Address
Controlling PoC Function
The Controlling PoC Function is updated to add support related to the requirements listed below:

· Media Streaming Control

· Moderated PoC Groups

· Dynamic PoC Groups
· PoC Session Control for Crisis Handling
· Limited participant information
· Performance Enhancements Objectives
Participating PoC Function
The Participating PoC Function is updated to add support related to the requirements listed below:

· Alert for Unavailable PoC Users
· Dynamic PoC Groups functionality

· Media Streaming Control

· Multicast PoC

· Dynamic PoC Groups functionality

· Incoming Condition Based Barring

· Outgoing Condition Based Barring

· Multiple PoC Clients with the Same PoC Address
Change 3:  ()

6.1.1.   PoC Client

The PoC Client resides on the User Equipment and is used to access the PoC service.

The PoC Client SHALL:

· allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release;
· perform registration with the SIP/IP Core;
· authentication of the PoC User to the SIP/IP Core;
· generate and send Talk Bursts containing PoC Speech;
· receive and decode Talk Bursts containing PoC Speech;
· support Talk Burst Control procedures and Talk Burst Control Protocol negotiation;
· support Talk Burst Control Protocols;
· incorporate PoC configuration data provided by the DM Client;
· support the PoC Service Settings;
· support User Plane adaptation procedures if initiated by the PoC Server;
· support receiving of Instant Personal Alert; and,
· support multiple PoC Clients with the same PoC Address.

The PoC Client SHOULD use QoE Profiles.

The PoC Client MAY:

· allow PoC Session initiation including negotiation of Media other than PoC Speech;
· support sending of Instant Personal Alert;
· provide Group Advertisement;
· support Media Burst Control procedures and Media Burst Control Protocol negotiation;
· support Media Burst Control Protocols;
· support Talk Burst request and Media Burst request queuing that MAY be based on priority or timestamp or both;
· send quality feedback reports after end of Media Burst or after end of Talk Burst;
· support for Pre-established Sessions;
· support Simultaneous PoC Sessions;
· support prioritization and pre-emption of PoC Sessions, according to the applicable QoE Profile;
· support Session on-hold procedures;
· request privacy for PoC User Identity;
· support of Media-floor Control procedures;
· support PoC Box capability;
· support Request with Media Content;
· support PoC Remote Access;
· support Full Duplex Call Follow-on Proceed;
· generate and send Media Bursts containing other Media than PoC Speech;
· receive and decode Media Bursts containing Media other than PoC Speech;
NOTE:
A Media Burst can be generated from content received in realtime or from stored content and the content from received Media Bursts can be rendered to the PoC User in realtime or stored for rendering later.
· support PoC Session modification for adding or removing Media in a PoC Session;
· support the PoC Dispatcher functionality;
· support invited parties identity information functionality;
· support the Advanced Revocation Alert;
· support the browser-based PoC Client invocation functionality;
· support obtaining Participant Information;
· support multiple PoC Group Sessions with Multiple PoC Groups;
· support performance enhancements such as Media buffering capability negotiation, Limited Segment Media Buffer preload capability, Media Time Compression of buffered Media and Local Granted Mode;
· support Media Burst Control Schemes;
· support operator specified warning message;
· support Discrete Media;
· support performance enhancement;
· support Moderated PoC Session Media Burst Control procedures;
· support Alert for Unavailable PoC Users;
· support Dynamic PoC Groups functionality;

· support PoC Session Control for Crisis Handling;

· support obtaining Limited Participant Information;

· support initiation of sharing of media content from External Media Content Server;
· support Media Streaming Control;
· support Multicast PoC;

· support handling of Simultaneous Media Streams; and,
· support expanding duration of Media Burst transmitting.
Change 4:  ()

6.1.3.1. Controlling PoC Function

The PoC Server SHALL perform the following functions when PoC Server performs the Controlling PoC Function:

· Provides centralized PoC Session handling.
· Supports assignation and application of a QoE Profile for each PoC Session.
· Provides the centralized Media distribution.
· Provides the centralized Talk Burst Control functionality including Talker Identification.
· Provides the centralized Media Burst Control functionality including Sender Identification.
· Supports Talk Burst Control Protocol and Talk Burst Control Protocol negotiation.
· Supports Media Burst Control Protocol and Media Burst Control Protocol negotiation.
· Provides SIP Session handling, such as SIP Session origination, release, etc.
· Provides policy enforcement for participation in PoC Group Sessions.
· Provides the Participant Information.
· Provides for privacy of the PoC Addresses of Participants.
· Collects and provides centralized Media quality feedback information.
· Provides centralized charging reports.
· Supports of Media-floor Control procedures.
· Supports PoC Group Sessions with Multiple Groups.
· Supports invited parties identity information functionality.
· Supports Discrete Media.
· Relays Media Streaming Control messages between the PoC Server performing the Participating PoC Function and the External Media Content Server Retrieval Function, when an External Media Content Server Retrieval Function is utilized.
· Fetches content from the External Media Content Server directly, when an External Media Content Server Retrieval Function is not utilized.
· Act as a Media Streaming Control protocol peer with each PoC Client that has negotiated media streaming control, when an External Media Content Server Retrieval Function is not utilized
The PoC Server MAY perform the following function when PoC Server performs the Controlling PoC Function:

· Supports Talk Burst request and Media Burst request queuing that may be based on priority or timestamp or both.
· Provides transcoding between different codecs.
· Supports PoC Box handling.
· Prioritization and pre-emption of PoC Sessions according to the QoE Profile associated to each PoC Session.
· Supports request with Media Content.
· Supports Full Duplex Call Follow-on Proceed.
· Supports Dispatch PoC Sessions.
· Supports PoC Interworking with External P2T Networks.
· Supports PoC Remote Access.
· Supports Advanced Revocation Alert.
· Supports PoC Media Traffic Optimisation.
· Supports Media Burst Control Schemes.
· Supports the initiation of the User Plane adaptation.
· Support operator specified warning message.
· Supports performance enhancements such as Media buffering capability negotiation, Limited Segment Media Buffer preload capability, Media Time Compression of buffered Media, Local Granted Mode, and PoC Media Traffic Optimisation.
· Supports Moderated PoC Session Media Burst Control procedures.
· Supports Dynamic PoC Groups functionality.
· Supports PoC Session Control for Crisis Handling.
· Support providing Limited Participant Information.

· Supports adding/changing Media Content to a request.

· Support handling of Simultaneous Media Streams.
· Supports expanding duration of Media Burst transmitting.
6.1.3.2. Participating PoC Function

When the PoC Server performs the Participating PoC Function the PoC Server SHALL:

· provide PoC Session handling;
· support application of a QoE Profile for each PoC Session;
· provide SIP Session handling, such as SIP Session origination, release, etc, on behalf of the represented PoC Client;
· provide policy enforcement for incoming PoC Session (e.g. Access Control, Incoming PoC Session Barring, availability status, etc);
· provide the Participant charging reports;
· support Talk Burst Control Protocol negotiation;
· support Media Burst Control Protocol negotiation;
· store the current PoC Service Settings;
· provide for privacy of the PoC Address of the inviting PoC User on the PoC Session setup in the terminating PoC network;
· support invited parties identity information functionality;
· support handling of multiple PoC Addresses on one PoC Client;
· support initiation of sharing of media content from an External Media Content Server by selecting an External Media Content Server Retrieval Function, when an External Media Content Server Retrieval Function is utilized; and,
· support multiple PoC Client with the same PoC Address.
When the PoC Server performs the Participating PoC Function the PoC Server SHOULD:
· support Incoming Condition Based PoC Session Barring;

· support Outgoing Condition Based PoC Session Barring; 

· support Incoming Media Content Barring; and,

· support Incoming Media Stream Barring.

When the PoC Server performs the Participating PoC Function the PoC Server MAY:

· prioritize and pre-empt PoC Sessions according to the QoE Profile associated to each PoC Session;
· support request with Media content;
· support PoC Interworking with External P2T Networks;
· support PoC Remote Access;
· support the initiation of the User Plane adaptation;
· support PoC Box handling;
· support Operator specified warning message;
· support Alert for Unavailable PoC Users;
· support Dynamic PoC Groups functionality;
· support adding/changing Media Content to a request; 
· support Multicast PoC; and,

· support PoC Session Control for Crisis Handling.

When the Participating PoC Function is on the Media path, the PoC Server SHALL:

· relay Media packets between the PoC Client and the PoC Server performing the Controlling PoC Function;
· provide the Talk Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function;
· support Talk Burst Control Protocol and Media Burst Control Protocol;
· provide the Media Burst Control message transfer function between PoC Client and PoC Server performing the Controlling PoC Function;
· collect and provide Media quality feedback information; and,
· relay Media Streaming Control messages between the PoC Client and the PoC Server performing the Controlling PoC Function.
When the Participating PoC Function is on the Media path, the PoC Server MAY:

· provide Media Filtering of the Media streams in the case of Simultaneous PoC Sessions;
· provide transcoding between different codecs;
· Prioritization of the Media according to the QoE Profile associated to each PoC Session; and,
· provide PoC Media Traffic Optimisation functionality.
In a PoC Session there is one Participating PoC Function per PoC Client.
The Participating PoC Function MAY support Simultaneous PoC Sessions for the PoC Client. The Participating PoC Function MAY have 0 to M number of PoC Sessions for the PoC Client, where M is the maximum number Simultaneous PoC Sessions permitted to a single PoC Client. The maximum number of possible Simultaneous PoC Sessions MAY be limited by the operator or the PoC Client configuration. 

Figure 9 "Participating PoC Function with Simultaneous PoC Session support (informative)" illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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Figure 9: Participating PoC Function with Simultaneous PoC Session support (informative)
The composer MAY provide the following functions for the Participating PoC Function:

· policy enforcement for PoC Sessions (e.g. Access Control, availability status, …);
· dynamic PoC Session status information for PoC Sessions the PoC User is currently involved in (e.g. listening, speaking, Talk Burst requesting); and,
· support for Simultaneous PoC Sessions (e.g. storage of multiple-session settings, priority status of all active PoC Sessions, Media flow control based on priorities (optionally).
The Participating PoC Function MAY support Multicast PoC.

Figure 10 "Multicast PoC Agent structure (informative)" shows how the Participating PoC Function could be modeled to handle Multicast PoC.
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Figure 10: Multicast PoC Agent structure (informative)
When the Participating PoC Function supports Multicast PoC and when Participating PoC Function is modeled as shown in Figure 10 "Multicast PoC Agent structure (informative)" the Multicast PoC Agent:
· SHALL interact with the underlying Multicast PoC Network i.e.:
· SHALL start a Multicast PoC Channel in a PoC Session based on a local policy in the PoC Server;

· SHALL stop distributing Media over the Multicast PoC Channel and stop the multicast/broadcast service in the Multicast Access Network;

· SHALL support sending Continuous Media over the Multicast PoC Channel;

· SHOULD support sending Discrete Media over a Multicast PoC Channel;

· SHALL perform the following tasks when End-to-end Media security is not used:
· generate the keys necessary for encryption and decryption of Media;
· encrypt Media towards the Multicast PoC Network;
· decrypt Media towards the PoC Server performing the Controlling PoC Function.
Editor's note: This solution doesn't meet the needs for mission critical applications. End-to-end media security is FFS. When the SEC WG provides a solution for end-to-end security the PoC Group solution will be removed.
· SHALL store Discrete Media to be used for file repair when sending Discrete Media over the Multicast PoC Channel is supported; and,
· SHALL generate REPORTS on behalf of the PoC Clients receiving Discrete Media over the Multicast PoC Channel when sending of Discrete Media over the Multicast PoC Channel is supported.
Change 5:  ()
6.1.7.    PoC Crisis Event Handling Entity

The main purpose of the PoC Crisis Event Handling Entity is to authorize PoC Users initiating PoC Session Control for Crisis Handling and to provide additional information to Crisis PoC Sessions.

NOTE:
In case an unauthorized PoC User initiates PoC Session Control for Crisis Handling the PoC Crisis Event Handling Entity rejects the initialization of the PoC Session.

The PoC Crisis Event Handling Entity SHALL perform the following functions:

· Provides authorization of PoC Users;
· Provides SIP Session handling, such as SIP Session origination, release, etc;
The PoC Crisis Event Handling Entity MAY perform the following functions:

· Provides Include Media Content;
· Provides Referenced Media Content;

· Provides Text content; and,

· Based on the Crisis Event information received in the request to use PoC Session Control for Crisis Handling, performs pre-defined procedures for PoC Session such as:

· sending out PoC Session invitation to one or more Pre-arranged PoC Group(s);

· invoking other services (e.g., location, presence)  to determine Dynamic PoC Groups to be invited;

· distributing pre-recorded data (e.g., canned voice);

· distributing data received in the received request (e.g., images), or,

· invoking other services to complement Crisis Event related data to be distributed (e.g., location information).
Members may choose to mark their proposed changes as OMA Confidential.  They are encouraged to describe their reasons for doing so in section 1.  Members should realize that if the material in the CR is accepted for use in a publicly available document that it would likely be made public in that form.
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