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1 Reason for Change

Justification

R01: Updated after comments received in PoC WG CC 28 Jan 2009:
        - 6.1.3.4: PoC Server is handling the search request but not initiating it. Text is corrected.
        - 6.1.7: The NOTE is removed.
This is a proposal for solution to the following AD Review Report item(s) as described in OMA-ADRR-PoC-V2_1-20090120-D:
	ID
	Open Date
	Type
	Section
	Description
	Status

	A092
	2009.01.20
	T
	6.1.1, 6.2.11
	Source: bert.skedinger@ericsson.com

Form: doc #0003

Comment: “PoC User Identity” is not a defined term.

Proposed Change: “PoC User Identity” -> “PoC Address”
	Status: CLOSED
OMA-POC-POCV2_1-2009-0030R01-CR_AD_solving_A092_A094_A096_A105_A106_A116

	A094
	2009.01.13
	T
	6.1.2
	Source: bert.skedinger@ericsson.com

Form: doc #0003

Comment: Second paragraph: XDMC can also be implemented in a Server.

Proposed Change: Clarify text.
	Status: CLOSED
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	A096
	2009.01.13
	T
	6.1.3
	Source: bert.skedinger@ericsson.com

Form: doc #0003

Comment: The bullet list is only examples of policies to select another PoC server to perform CF?

Proposed Change: Clarify text.
	Status: CLOSED
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	A105
	2009.01.13
	T
	6.1.3.4
	Source: bert.skedinger@ericsson.com

Form: doc #0003

Comment: At least one keyword (SHALL/SHOULD/MAY etc) is missing for the paragraph.

Proposed Change: Clarify text.
	Status: CLOSED
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	A106
	2009.01.20
	T
	6.1.3.4
	Source: bert.skedinger@ericsson.com

Form: doc #0003

Comment: Used terms, e.g. “Shared Policy XDMS”, “Contact Lists” etc, are defined in XDM enabler.

Proposed Change: Add the proper reference to XDM document in the preceding paragraph.
	Status: CLOSED
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	A116
	2009.01.13
	T
	6.1.7
	Source: bert.skedinger@ericsson.com

Form: doc #0003

Comment: According to NOTE whole session is rejected, or is it only the Crisis control?

Proposed Change: Clarify text.
	Status: CLOSED
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A092: The proposal is to replace “PoC User Identity” with “PoC User’s PoC Address”.
A094: The proposal is to add that XDMC can be implemented in PoC Server where PoC Server acts as XDMC on behalf of a PoC User. (It is also stated in 6.1.3.4 that PoC Server supports a number of XDM functions which is not possible without an XDM Client).
A096: The proposal is to indicate that the bullet list is an as examples of policies.
A105: The proposal is to state that PoC Server shall support the XDM functionality. PoC does not support search of XML documents for Dynamic PoC groups. But PoC Server is optionally able to support search of ongoing PoC Sessions via Search Proxy using XQuery operation.
A106: The proposal is to add a reference to XDM V2.1 AD.
A116: The proposal is to state that the request for Crisis PoC Session is rejected in case the initiator is not authorized.
Summary of Change

The ADDRR comments A092, A094, A096, A105, A106 and A116 are solved.  

Scope of Change

Subclauses 6.1.1, 6.1.2, 6.1.3, 6.1.3.4, 6.1.7 and 6.2.11 are affected.

Consequence if not accepted

A number of ADRR comments remain open/unsolved.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  6.1.1 – A092: “PoC User Identity” -> “PoC Address”
6.1.1 PoC Client

The PoC Client resides on the User Equipment and is used to access the PoC service.

The PoC Client SHALL:

· allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release;
· perform registration with the SIP/IP Core;
· authentication of the PoC User to the SIP/IP Core;
· generate and send Talk Bursts containing PoC Speech;
· receive and decode Talk Bursts containing PoC Speech;
· support Talk Burst Control procedures and Talk Burst Control Protocol negotiation;
· support Talk Burst Control Protocols;
· incorporate PoC configuration data provided by the DM Client;
· support the PoC Service Settings;
· support User Plane adaptation procedures if initiated by the PoC Server;
· support receiving of Instant Personal Alert; and,
· support multiple PoC Clients with the same PoC Address.

The PoC Client SHOULD use QoE Profiles.

The PoC Client MAY:

· allow PoC Session initiation including negotiation of Media other than PoC Speech;
· support sending of Instant Personal Alert;
· provide Group Advertisement;
· support Media Burst Control procedures and Media Burst Control Protocol negotiation;
· support Media Burst Control Protocols;
· support Talk Burst request and Media Burst request queuing that MAY be based on priority or timestamp or both;
· send quality feedback reports after end of Media Burst or after end of Talk Burst;
· support for Pre-established Sessions;
· support Simultaneous PoC Sessions;
· support prioritization and pre-emption of PoC Sessions, according to the applicable QoE Profile;
· support Session on-hold procedures;
· request privacy for PoC User’s PoC Address;
· support of Media-floor Control procedures;
· support PoC Box capability;
· support Request with Media Content;
· support PoC Remote Access;
· support Full Duplex Call Follow-on Proceed;
· generate and send Media Bursts containing other Media than PoC Speech;
· receive and decode Media Bursts containing Media other than PoC Speech;
NOTE:
A Media Burst can be generated from content received in realtime or from stored content and the content from received Media Bursts can be rendered to the PoC User in realtime or stored for rendering later.
· support PoC Session modification for adding or removing Media in a PoC Session;
· support the PoC Dispatcher functionality;
· support invited parties identity information functionality;
· support the Advanced Revocation Alert;
· support the browser-based PoC Client invocation functionality;
· support obtaining Participant Information;
· support multiple PoC Group Sessions with Multiple PoC Groups;
· support performance enhancements such as Media buffering capability negotiation, Limited Segment Media Buffer preload capability, Media Time Compression of buffered Media and Local Granted Mode;
· support Media Burst Control Schemes;
· support operator specified warning message;
· support Discrete Media;
· support performance enhancement;
· support Moderated PoC Session Media Burst Control procedures;
· support Alert for Unavailable PoC Users;
· support Dynamic PoC Groups functionality;

· support PoC Session control for Crisis Handling;

· support obtaining Limited Participant Information;

· support initiation of sharing of media content from External Media Content Server;
· support Media Streaming Control;
· support Multicast PoC;

· support handling of Simultaneous Media Streams; and,
· support expanding duration of Media Burst transmitting.
Change 2:  6.1.2 – A094:
6.1.2 XML Document Management Client

The XML Document Management Client (XDMC) is an XCAP client which manages XML documents stored in the network (e.g. URI lists used as e.g. Contact Lists in the Shared List XDMS, etc). Management features include operations such as create, modify, retrieve, and delete.  

The XDMC MAY be implemented in a UE or fixed terminal or a PoC Server.

The XDMC SHALL:

· Manage XML documents.
The XDMC MAY:

· Subscribe to changes made to XML documents stored in the network, such that it will receive notifications when those documents change;
· Support Incoming Condition Based PoC Session Barring;
· Support Outgoing Condition Based PoC Session Barring;

· Support configuration of various documents e.g. criteria for PoC Box invocation, conditions for Dynamic PoC Groups, etc.;

· Support Incoming Media Content Barring; and,

· Support Incoming Media Stream Barring.
Change 3:  6.1.3 – A096:
6.1.3 PoC Server

The PoC Server implements the application level network functionality for the PoC service.

The PoC Server performs a Controlling PoC Function or Participating PoC Function or both. The Controlling PoC Function and Participating PoC Function are different roles of the PoC Server. The figures in this subclause show the flow of signalling traffic and Media and Media-related signalling traffic between Controlling PoC Function and Participating PoC Function in various configurations.  Unless otherwise noted, the traffic flows shown in each figure apply to both signalling traffic and Media and Media-related signalling traffic in that configuration. 

Figure 4 "Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients" shows the distribution of the functionality during a 1-1 PoC Session in a single network. A PoC Server MAY perform both a Controlling PoC Function and a Participating PoC Function at the same time.
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Figure 4: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients
The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC Session setup and lasts for the duration of the whole PoC Session. 
In case of 1-1 PoC Session and Ad-hoc PoC Group Session the PoC Server of the inviting PoC User SHALL be capable of performing the Controlling PoC Function; in addition, the PoC Server MAY instead select another PoC Server to perform the Controlling PoC Function in accordance with Service Provider Policies. 
In case of the Chat PoC Group and Pre-arranged PoC Group Session the PoC Server hosting the PoC Group SHALL be capable of performing the Controlling PoC Function; in addition, the PoC Server MAY instead select another PoC Server to perform the Controlling PoC Function in accordance with Service Provider Policies, e.g.: 
· PoC Servers with a lower traffic load can be selected as the PoC Server performing the Controlling PoC Function.
· A PoC Server that serves the greatest number of PoC Users of a PoC Group can be selected as the PoC Server performing the Controlling PoC Function.
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Figure 5: Relationship between the Controlling PoC Function, 
Participating PoC Function and PoC Clients for 1-1 PoC Session
In a PoC Session there SHALL be only one PoC Server performing the Controlling PoC Function. There MAY be one or more PoC Servers performing the Participating PoC Function in the PoC Session.  Figure 5 "Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for 1-1PoC Session" shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.

The PoC Server performing the Controlling PoC Function has N number of SIP Sessions and Media, Talk Burst Control and Media Burst Control communication paths in one PoC Session, where N is number of Participants in the PoC Session. The PoC Server performing the Controlling PoC Function will have no direct communication to the PoC Client for PoC Session signalling, but will interact with the PoC Client via the PoC Server performing the Participating Function for the PoC Client.

The PoC Server performing the Controlling PoC Function will normally also route Media and Media-related signalling such as Talk Burst Control messages to the PoC Client via the PoC Server performing the Participating PoC Functioning for the PoC Client. However, local policy in the PoC Server performing the Participating PoC Function MAY allow the PoC Server performing the Controlling PoC Function to have a direct communication path for Media and Media-related signalling to each PoC Client. Figure 6 "Direct Media flow between Controlling PoC Function and PoC Client" shows the signalling and Media paths in this configuration for a Controlling PoC Function, Participating PoC Function and PoC Client served in the same network.

A PoC Server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC Server performing the Controlling PoC Function for PoC Session signalling.
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Figure 6: Direct Media flow between Controlling PoC Function and PoC Client
Figure 7 "Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session" depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group Session.
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Figure 7: Relationship between the Controlling PoC Function, 
Participating PoC Function and PoC Clients for the PoC Group Session
NOTE:
In Figure 7 "N" indicates the number of Participants in network A, and "M" indicates the number of Participants in network B.

In case a PoC network interworks with an External P2T Network, any of the networks (network A, network B or network X) in the Figure 7 "Relationship between the Controlling PoC Function, 
Participating PoC Function and PoC Clients for the PoC Group Session" MAY be replaced by an External P2T Network.  An External P2T Network MAY act as originating or terminating Participating PoC Function or as a Controlling PoC Function. Figure 8 "Relationship between the Controlling PoC Function, 
Participating PoC Function and an External P2T Network" describes the case where network B is replaced by an External P2T Network.
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Figure 8: Relationship between the Controlling PoC Function, 
Participating PoC Function and an External P2T Network
Change 4:  6.1.3.4 – A105, A106:

6.1.3.4 XML Document Management functionality

The PoC Server SHALL support the following XDM functions:

· Retrieval of PoC User access policy documents from the Shared Policy XDMS.
· Retrieval of group definitions from the Shared Group XDMS.
· Retrieval of URI lists (e.g. used as Contact Lists) from the Shared List XDMS.
· Subscription to the modification of XML documents stored in the Shared Policy XDMS, Shared Group XDMS or Shared List XDMS.
· 
The PoC Server MAY support the following XDM functions:

· Handling search for ongoing PoC Sessions.
The details are specified in [OMA XDM V2.1 AD].
Change 5:  6.1.7 – A116:

6.1.7 PoC Crisis Event Handling Entity

The main purpose of the PoC Crisis Event Handling Entity is to authorize PoC Users initiating PoC Session Control for Crisis Handling and to provide additional information to Crisis PoC Sessions.


The PoC Crisis Event Handling Entity SHALL perform the following functions:

· Provides authorization of PoC Users;
· Provides SIP Session handling, such as SIP Session origination, release, etc;
The PoC Crisis Event Handling Entity MAY perform the following functions:

· Provides Include Media Content;
· Provides Referenced Media Content;

· Provides Text content; and,

· Based on the crisis information received in the request to use PoC Session Control for Crisis Handling, performs pre-defined procedures for PoC Session such as:

· sending out PoC Session invitation to one or more Pre-arranged PoC Group(s);

· invoking other services (e.g., location, presence)  to determine Dynamic PoC Groups to be invited;

· distributing pre-recorded data (e.g., canned voice);

· distributing data received in the received request (e.g., images), or,

· invoking other services to complement crisis related data to be distributed (e.g., location information).
Change 6:  6.2.11 – A092: “PoC User Identity” -> “PoC Address”
6.2.11 PoC Interworking Agent

The PoC Interworking Agent is an abstract function whose realization is outside the scope of OMA specifications.  It can be part of the PoC Interworking Function, when the PoC Interworking Function is using the POC-1 and POC-3 reference points to connect to the PoC network.
On behalf of the PoC Remote Access User or a P2T User, the PoC Interworking Agent:
· performs PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release
· performs registration with the SIP/IP Core
· authenticates of the PoC User to the SIP/IP Core
· generates and sends Talk Bursts containing PoC Speech
· receives and decodes Talk Bursts containing PoC Speech
· generates and sends Media Bursts containing Media other than PoC Speech
· receives and decodes Media Bursts containing Media other than PoC Speech
· supports Talk Burst Control procedures and Talk Burst Control Protocol negotiation
· supports Media Burst Control procedures and Media Burst Control Protocol negotiation
· supports User Plane adaptation procedures if initiated by the PoC Server
· supports receiving of Instant Personal Alert
On behalf of the PoC Remote Access User or a P2T User, the PoC Interworking Agent optionally:
· supports sending of Instant Personal Alert
· supports sending and receiving Group Advertisement
· supports multiple of either Talk Burst Control Protocols or Media Burst Control Protocols, or both
· supports negotiation of either Talk Burst Control Protocol options or Media Burst Control Protocol options or both
· requests privacy for PoC User’s PoC Address.
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