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1 Reason for Change

Justification

The message flows need to be updated since the PoC Crisis Event Handling Entity is moved to the UE.
The change to Normal PoC Session Control is not correct in the SD flow.

Some editorial (e.g. inconsistent step number in flow and steps) and some mor.

Summary of change

A new subclause 5.31.3 added to describe the PoC Client in the UE.
Steps in figure 130 corrected.

Scope of Change

Subclause 5.31.
Consequence if not accepted

Inconsistency.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No Impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the content of this CR and agree to include it in the next version of SD.
6 Detailed Change Proposal

Change 1:  ()

5.31 PoC Session Control for Crisis Handling

A PoC User can initiate PoC Session Control for Crisis Handling when initiating a 1-1 PoC Session, an Ad-hoc PoC Group Session, a Pre-arranged PoC Group Session and a Chat PoC Group Session or during an ongoing PoC Session.

A typical example is when a security guard involved in a PoC Group Session with other security guards in the normal daily work is attacked. The security guard then presses the "emergency" button on the UE. 

PoC Session Control for Crisis Handling can be terminated by a Participant or is terminated when the PoC Crisis Event Handling Entity leaves the PoC Session based on local policy enforced by the PoC Crisis Event Handling Entity. 
5.31.1 PoC Session Control for Crisis Handling on originating PoC User side

5.31.1.1 Request for PoC Session Control for Crisis Handling during an ongoing PoC Session

This subclause describes the scenario when a PoC User decides to use PoC Session Control for Crisis handling during an ongoing PoC Session.

Figure 126 "Request for PoC Session Control for Crisis Handling during an ongoing PoC Session" shows the message flow for the scenario.
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Figure 1: Request for PoC Session Control for Crisis Handling during an ongoing PoC Session. 
During an ongoing PoC Session the PoC User at PoC Client A presses the "emergency button".

The steps of the flow are as follows:

1-5. The PoC Client sends a PoC SESSION CONTROL FOR CRISIS HANDLING request towards the PoC Server X (controlling) via SIP/IP Core A, PoC Server A (participating) and SIP/IP Core X.

The information elements contained in the PoC SESSION CONTROL FOR CRISIS HANDLING request:

a. PoC Session Control For Crisis Handling indication.

6. The PoC Server performing the Controlling PoC Function invites the PoC Crisis Event Handling Entity.

a. 
b. 
c. 
d. 
7.The PoC Crisis Event Handling Entity accepts the invitation to the PoC Session.

8The PoC Server X (controlling) send information about the use of PoC Session Control to other Participants in the PoC Session as described in subclause ‎5.31.2.2 "Information about use of PoC Session Control for Crisis Handling".
The PoC Crisis Event Handling can add PoC Users, add or modify Media used in the PoC Session.

5.31.1.2 Participant terminates the PoC Session Control for Crisis Handling.

This flow shows how a Participant in a PoC Session terminates PoC Session Control for Crisis Handling.

Figure 127 "Participant terminates PoC Session Control for Crisis Handling" shows the message flow for the scenario.
This flow shows how a Participant in a PoC Session terminates PoC Session Control for Crisis Handling.

Figure 127 "Participant terminates PoC Session Control for Crisis Handling" shows the message flow for the scenario.
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Figure 2: Participant terminates PoC Session Control for Crisis Handling.

During an ongoing PoC Session using PoC Session Control for Crisis Handling the PoC Client A receives an indication from the PoC User A to switch to Normal PoC Session Control.

The steps of the flow are as follows:

1-5. The PoC Client sends a NORMAL PoC SESSION CONTROL request towards the PoC Server X (controlling) via SIP/IP Core A, PoC Server A (participating) and SIP/IP Core X.

The information elements contained in the NORMAL PoC SESSION CONTROL request:

b. Normal PoC Session indication.

6.The request to use Normal PoC Session Control is sent to the PoC Crisis Event Handling Entityas specified in subclause 5.31.2.3 "Request to use Normal PoC Session Control".
6-7. 
8-9. The PoC Crisis Event Handling Entity leaves the PoC Session.
8-10. .

10. The PoC Server X (controlling) send information about the use of Normal PoC Session Control to other Participants in the PoC Session as described in subclause ‎5.31.2.3 "Information about termination of PoC Session Control for Crisis Handling".
The PoC Server X (controlling) removes non-authorized Media according to PoC Group document in case of a Pre-arranged PoC Group Session or a Chat PoC Group Session.

The PoC Server X (controlling) removes and non-authorized Participants according to PoC Group document in case of a Pre-arranged PoC Group Session or a restricted Chat PoC Group Session.
5.31.2 PoC Session Control for Crisis handling on terminating PoC User side

5.31.2.1 Information about use of PoC Session Control for Crisis Handling during an ongoing PoC Session

When a Participant in a PoC Session wanted to use PoC Session Control for Crisis Handling other Participants are informed.

Figure 129 "Information about use of PoC Session Control for Crisis Handling during an ongoing PoC Session" shows the message flow for the scenario.
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Figure 3: Information about use of PoC Session Control for Crisis Handling during an ongoing PoC Session.

During an ongoing PoC Session one Participant requested the use of PoC Session Control for Crisis Handling. The request was accepted and Participants in the ongoing PoC Session is informed about the use of PoC Session Control for Crisis Handling.

The steps of the flows are as follows:

1-5. The PoC Server X (controlling) sends the PoC Session Control for Crisis Handling request to the PoC Client B via, SIP/IP Core A, SIP/IP Core X, PoC Server B.

The information elements contained in the POC SESSION CONTROL FOR CRISIS HANDLING request:

a. PoC Session Control For Crisis Handling indication.
The PoC Client B indicates towards the PoC User at PoC Client B that PoC Session Control for Crisis Handling is used.

5.31.2.2 Information about termination of PoC Session Control for Crisis Handling

When PoC Session Control for Crisis Handling is terminated and Normal PoC Session Control is used other Participants are informed.

Figure 130 "Information about termination of PoC Session Control for Crisis Handling" shows the message flow for the scenario.
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Figure 4: Information about termination of PoC Session Control for Crisis Handling.

During an ongoing PoC Session one Participant requested the use of PoC Session Control for Crisis Handling. The request was accepted and Participants in the ongoing PoC Session is informed about the use of PoC Session Control for Crisis Handling.

The steps of the flows are as follows:

1-5. The PoC Server X (controlling) sends the PoC Session Control for Crisis Handling request to the PoC Client B via, SIP/IP Core A, SIP/IP Core X, PoC Server B.

The information elements contained in the POC SESSION CONTROL FOR CRISIS HANDLING request:

b. Normal PoC Session Control indication.
The PoC Client B indicates towards the PoC User at PoC Client B that PoC Session Control for Crisis Handling is replaced by Normal PoC Session Control.

PoC Session Control for Crisis Handling on PoC Crisis Event Handling Entity side
5.31.2.3 Request to use PoC Session Control for Crisis Event Handling
This subclause shows the message flow when the PoC Crisis Event Handling Entity is invited to a PoC Session.

The PoC Crisis Event Handling Entity can be invited independent on type of PoC Session, type of signalling mode Answer Mode.
Figure 5 "Inviting a PoC Crisis Event Handling Entity" shows the message flow when the PoC Crisis Evenet Handling Entity is invited with Automatic Answer Mode and when using On-Demand signalling.
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Figure 5: Inviting a PoC Crisis Event Handling Entity.
The steps of the flow are:
1. PoC Server X (controlling) sends an INVITE request to the SIP/IP Core X. 
Information elements contained in the INVITE request: 

a. PoC Address of the PoC User at the PoC Client A.
b. Media Parameters of PoC Server X (controlling).
c. PoC service indication.
d. PoC Address of the PoC User where the PoC Crisis Event Handling Entity is registered.

e. Controlling PoC Function assigned indication.
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal

g. Media-floor Control Entities proposal.

h. Manual answer override request, if selected by PoC Client A.
i. Pre-arranged PoC Group Identity

j. PoC Session Identity for the Pre-arranged PoC Group Session.

k. QoE Profile for the PoC Session.

l. Media included in the request.

m. PoC Crisis Event Handling Entity indication.
2. SIP/IP Core X routes the request to the PoC Client B home network. 
Information elements contained in the INVITE request are the same as in step 1.

3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of Invited PoC Client and PoC Service indication. 
Information elements contained in the INVITE request are the same as in step 2.

4.-6.
The PoC Server B sends Automatic Answer Indication to the PoC Server X through the signalling path.

7.    The PoC Server B sends an INVITE request to the SIP/IP Core B. 
Information elements contained in the INVITE request:

a. PoC service indication.
b. Automatic acceptance indication.
c. PoC Address of the PoC User at the PoC Client B.
d. PoC Address of the PoC User at the PoC Client A.
e. Media Parameters of PoC Server B (participating).
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. PoC Session Identity for the Pre-arranged PoC Group Sessions.
i. Manual answer override request, if selected by PoC Client A and if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override.

j. QoE Profile for the PoC Session.

k. Media included in the request.

l. PoC Crisis Event Handling Entity indication.
8. SIP/IP Core B routes the INVITE request to the PoC Client B. 
Information elements contained in the INVITE request are the same as in step 7.
9.-13.
When the PoC Client B receives the INVITE request, the PoC Client B sends an OK response for the INVITE request. The OK response is sent to the PoC Server X through the signalling connection.

Information elements contained in the OK response:

a. Media Parameters of the PoC Client B

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol
c. Media-floor Control Entities response.

d. Local QoE Profile for the PoC Client B.
The PoC Crisis Event Handling Entity acts as a PoC Client and can add Participants to the PoC Session as described in the subclause 5.7 "Adding PoC User(s) to a PoC Session".
5.31.2.4 Request to use Normal PoC Session Control
5.31.2.5 If a Participant in the PoC Session wants to switch back Normal PoC Session Control the PoC Crisis Event Handling need to authorize the request.

5.31.2.6 Figure 1 "Authorization of a request to use Normal PoC Session Control" shows the message flow for the scenario.
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Figure 6: Authorization of a request to use Normal PoC Session Control.
The steps of the flow are as follows:

1-5. The PoC Server X (controlling) sends the PoC Session Control for Crisis Handling request to the PoC Client B via, SIP/IP Core A, SIP/IP Core X, PoC Server B.

The information elements contained in the POC SESSION CONTROL FOR CRISIS HANDLING request:

c. Normal PoC Session Control indication.
6.  The PoC Crisis Event Handling Entity successfully authorizes the request to use Normal PoC Session Control; and, leaves the PoC Session using the procedure shown in the subclause 5.5.1 "Leaving the PoC Session in the case of On-demand Session".













NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

© 2009 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 2)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20090101-I]

_1295088460.ppt


PoC Server X

(controlling)

PoC Client A

PoC Server A

(participating)

1. PoC SESSION CONTROL

FOR CRISIS HANDLING

4. PoC SESSION CONTROL

FOR CRISIS HANDLING

SIP/IP Core A

2. oC SESSION CONTROL

FOR CRISIS HANDLING

3. PoC SESSION CONTROL

FOR CRISIS HANDLING

SIP/IP Core X

5. PoC SESSION CONTROL

FOR CRISIS HANDLING

8. Information about the use of PoC Session Control is sent out to all Participants in the PoC Session.

A PoC Session is ongoing.

6. The PoC Crisis Event Handling Entity is invited

7. The PoC Crisis Event Handling Entity accepts the invitation








_1295091586.ppt


PoC Server X

(controlling)

PoC Client B

PoC Server B

(participating)

SIP/IP Core B

SIP/IP Core X

1. NORMAL PoC SESSION

2. NORMAL PoC SESSION

3. NORMAL PoC SESSION

5. NORMAL PoC SESSION

4. NORMAL PoC SESSION


















_1295091623.ppt


PoC Server X

(controlling)

PoC Server B

(participating)

SIP/IP Core B

SIP/IP Core X

1. INVITE

2. INVITE

3. INVITE

7. INVITE

8. INVITE

9. OK

10. OK

11. OK

12. OK

13. OK

4. AUTO-ANSWER

5. AUTO-ANSWER

6. AUTO-ANSWER

PoC Crisis Event Handling Entity


















_1295091629.ppt


PoC Server X

(controlling)

PoC Server B

(participating)

SIP/IP Core B

SIP/IP Core X

1. NORMAL PoC SESSION

2. NORMAL PoC SESSION

3. NORMAL PoC SESSION

4. NORMAL PoC SESSION

PoC Crisis Event Handling Entity

5. NORMAL PoC SESSION

6. The PoC Crisis Event Handling Entity (acting as a PoC Client A) leaves the PoC Session using the procedure shown in the subclause 5.5.1 "Leaving the PoC Session in the case of On-demand Session".


















_1295090833.ppt


PoC Server X

(controlling)

PoC Client A

PoC Server A

(participating)

1. NORMAL PoC

SESSION CONTROL

SIP/IP Core A

SIP/IP Core X

A PoC Session is ongoing.

2. NORMAL PoC

SESSION CONTROL

3. NORMAL PoC

SESSION CONTROL

4.  NORMAL PoC

SESSION CONTROL

5.  NORMAL PoC

SESSION CONTROL

8. Information about the use of PoC Session Control is sent out to all Participants in the PoC Session.

6. The request to use Normal PoC Session Control is sent to the PoC Crisis Event Handling Entity

7. The PoC Crisis Event Handling Entity leaves the PoC Session.








_1284794560.ppt


PoC Server X

(controlling)

PoC Client A

PoC Server A

(participating)

1. NORMAL PoC

SESSION CONTROL

7. BYE

8. OK

SIP/IP Core A

SIP/IP Core X

A PoC Session is ongoing.

6. BYE

9. OK

PoC Crisis Event Handling Entity

2. NORMAL PoC

SESSION CONTROL

3. NORMAL PoC

SESSION CONTROL

4.  NORMAL PoC

SESSION CONTROL

5.  NORMAL PoC

SESSION CONTROL

10. Information about the use of PoC Session Control is sent out to all Participants in the PoC Session.




















_1284796026.ppt


PoC Server X

(controlling)

PoC Client B

PoC Server B

(participating)

SIP/IP Core B

SIP/IP Core X

1. NORMAL PoC SESSION

1. NORMAL PoC SESSION

1. NORMAL PoC SESSION

1. NORMAL PoC SESSION


















_1284793985.ppt


PoC Server X

(controlling)

PoC Client A

PoC Server A

(participating)

1. PoC SESSION CONTROL

FOR CRISIS HANDLING

7. INVITE

4. PoC SESSION CONTROL

FOR CRISIS HANDLING

8. OK

SIP/IP Core A

2. oC SESSION CONTROL

FOR CRISIS HANDLING

3. PoC SESSION CONTROL

FOR CRISIS HANDLING

SIP/IP Core X

5. PoC SESSION CONTROL

FOR CRISIS HANDLING

10. Information about the use of PoC Session Control is sent out to all Participants in the PoC Session.

A PoC Session is ongoing.

6. INVITE

9. OK

PoC Crisis Event Handling Entity




















_1284794019.ppt


PoC Server X

(controlling)

PoC Client B

PoC Server B

(participating)

SIP/IP Core B

SIP/IP Core X

1. PoC SESSION CONTROL

FOR CRISIS HANDLING

2. PoC SESSION CONTROL

FOR CRISIS HANDLING

4. PoC SESSION CONTROL

FOR CRISIS HANDLING

3. PoC SESSION CONTROL

FOR CRISIS HANDLING

5. PoC SESSION CONTROL

FOR CRISIS HANDLING


















