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1 Reason for Change

Justification

R02: Updated after comments received in Macau F2F meeting:
        - 7.2.1.X.2: Clarification added that SIP NOTIFY is received when SIP SUBSCRIBE was sent by PoC Server.
        - 7.2.2.X.2: Missing subclause reference added.
        - 6.1.3.1: First and second sentence about initial SIP INVITE request are migrated. Sending Nick Name is 
          removed for SIP SUBSCRIBE.
R01: Updated after comments received in Macau pre-meeting R&A:
	Upd.
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         - Based on above comments changes extended to cover also subclauses 2.1, 6.1.3.1 and 7.1.4.
         - PoC Server shall act as a proxy for subscription requests from the PoC Client if event is specific to
           Dynamic PoC Groups.
         - 7.2.1.X.2 “Terminating the subscription” is removed (no termination at incoming side) and content is moved
            to outgoing side new 7.2.2.X.3.
         - Old 7.2.2.X.3 "Receiving notification of Dynamic PoC Group member information" belongs to incoming side
            and content is therefore moved to new 7.2.1.X.2.
Handling of subscription to Dynamic PoC Groups member information is missing in the Control Plane for PoC Client and PoC Server performing the Controlling PoC Function.
Summary of Change

The handling of subscription to Dynamic PoC Groups member information is added for PoC Client and PoC Server performing the Controlling PoC Function.
Scope of Change

Subclauses, 6.1.X, 7.2.1.X, 7.2.1.Y and 7.2.2.X are affected.

Consequence if not accepted

Handling of subscription to Dynamic PoC Groups member information is missing in the Control Plane.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  6.1.X - PoC Client subscribes to dynamic poc group event package
6.1.X PoC Client subscription to the Dynamic PoC Group member information
A PoC Client that supports Dynamic PoC Groups MAY subscribe to the ‘dynamic  group event’  event package by sending a SIP SUBSCRIBE request e.g., in order to obtain members to invite to a Dynamic Ad-hoc PoC Group Session or to invite new Participants matching the Dynamic PoC Group rules to a Dynamic PoC Group Session or to expel Participants no longer matching the rules. 

Editor’s Note: Whether the PoC User can subscribe to a URI-list via the PoC Server or only via the CBUS Server is FFS.
When subscribing to the ‘dynamic  group event’ event package, the PoC Client: 

· 1. SHALL generate a SIP SUBSCRIBE request and use a new SIP-dialog, as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3265] and [draft-cbus-event]; 

· 2. SHALL either:

a) set the Request-URI of the SIP SUBSCRIBE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User; or,

b) set the Request-URI of the SIP SUBSCRIBE request to the PoC Group Identity,

· 3. SHALL, if a Conference-factory-URI was included in the Request-URI:

a) include in the SIP SUBSCRIBE request a Content-Type header with the value "multipart/mixed" as specified in [RFC2046]; and,
b) 
c) include in the SIP INVITE request a MIME vnd.cbus.xxx+xml body as defined in [OMA-PoC-Document-Mgmt].
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS.
· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 5. SHALL send the SIP SUBSCRIBE request towards the PoC Server using a new SIP dialog, according to rules and procedures of the SIP/IP Core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-cbus-event], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.

Upon receiving a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL cache the address of the CBUS Server received in the Contact header.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 

· 1. SHALL handle the request according to rules and procedures of [RFC3265] and [draft-cbus-event];

· 2. SHALL cache the contact if received in the Contact header; and,

NOTE 1:
PoC Server re-directs the subscription to the ‘dynamic group event’ event package to the CBUS Server, as specified in 7.2.1.X.1 "Subscription to Dynamic PoC Group member information request".
· 3. MAY display the members currently matching the Dynamic PoC Group conditions to the PoC User based on the information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

The contents of the SIP NOTIFY request body is specified in [OMA CBUS].


When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  7.2.1.X – PoC Server performing CF at incoming side to a ‘dynamic group’ event package

7.2.1.X Dynamic PoC Group member information

7.2.1.X.1 Subscription to Dynamic PoC Group member information request
Upon receiving a SIP SUBSCRIBE request with the Event header set to 'dynamic group event' according to rules and procedures of [draft-cbus-event] and when the PoC Server supports Dynamic PoC Groups, the PoC Server:


· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] and not stay on the subscription path;
· 2. SHOULD check if a Resource-Priority header requesting the priority treatment of the 'Official Government Use' QoE Profile is included in the SIP SUBSCRIBE request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the SIP SUBSCRIBE request, as specified in [RFC4412];
· 3. SHALL check whether the Conference-factory-URI in the Request-URI is owned by the PoC Server, if the Request-URI contains a Conference-factory-URI, and perform the actions specified in subclause 7.5.1 "Conference-factory- URI does not exist" if it is not owned by the PoC Server; Otherwise continue with the rest of the steps;
Editor’s Note: Whether the PoC User can subscribe to a URI-list via the PoC Server or only via the CBUS Server is FFS.
· 4. SHALL check whether the PoC Group identified with the PoC Group Identity in the Request-URI is owned by the PoC Server, if the request-URI contains a PoC Group Identity and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not owned by the PoC Server. Otherwise continue with the rest of the steps;

· 5. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.Y "Dynamic PoC Group member information policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 6. SHALL send the SIP SUBSCRIBE request to the Dynamic PoC Group member information according to rules and procedures of [RFC3265] and [draft-cbus-event] towards the CBUS Server operated by the PoC User’s Service Provider as specified in 7.2.2.X "Subscribing to Dynamic PoC Group member information ";

· 
· 
· 


· 
Upon receiving a SIP 200 "OK" or a SIP 202 "Accepted" response, the PoC Server:
· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client according to rules and procedures of [RFC3261] and SIP/IP Core.
Upon receiving a SIP final response other than a SIP 200 "OK" or SIP 202 "Accepted", the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.X.2 

· 
· 
· 




7.2.1.X.3 Receiving notification of Dynamic PoC Group member information
If the PoC Server performing the Controlling PoC Function receives an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request from the PoC Server as a result of an action specified in subclause 7.2.2.X.2 "Subscription initiated by PoC Server", the PoC Server:

Editor's note: Handling due to changed information about matching PoC Users is FFS. 

Change 3:  7.2.1.Y Dynamic PoC Group member information policy

7.2.1.Y Dynamic PoC Group member information policy
The PoC Server performing the Controlling PoC Function SHALL only allow the subscription to the Dynamic PoC Group member information of the Dynamic PoC Group hosted by the PoC Server, to those PoC Users which satisfy the following conditions:
Editor's note: The conditions for subscribing to Dynamic PoC Group member information is FFS. 
Change 4:  7.2.2.X - PoC Server performing CF at outgoing side subscribing to a ‘dynamic group event’ event package

7.2.2.X Subscribing to Dynamic PoC Group member information

This subclause describes the procedures that the PoC Server uses when sending a subscription request for Dynamic PoC Group member information.
The request for subscription to Dynamic PoC Group member information initiated by a PoC User is described in the subclause 7.2.2.X.1 "Subscription initiated by a PoC Client request".

The request for subscription to Dynamic PoC Group member information initiated by a PoC Server during Dynamic PoC Group Session establishment is described in the subclause 7.2.2.X.2 "Subscription initiated by PoC Server ".
Editor's note: The handling when condition re-evaluation is requested by the PoC Client or pre-defined in the Pre-arranged or Chat PoC Group is FFS. 
7.2.2.X.1 Subscription initiated by a PoC Client request
The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1.X.1 "Subscription to Dynamic PoC Group member information request".

When sending a subscription request for Dynamic PoC Group member information the PoC Server: 

· 1. SHALL generate a SIP SUSCRIBE request according to rules and procedures of [RFC3265] and [draft-cbus-event];
· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the SIP URI identifying the address of the CBUS Server according to local policy.
· 3. SHALL include an Accept-Contact header with the CBUS feature tag '+g.xxx' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];
Editor's note: The appropriate name of the CBUS feature tag '+g.xxx' is FFS. 

· 4. SHALL include the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address" with the URI set to the PoC Address of the initiating PoC User;
· 5. SHALL include a Referred-By header with the PoC Address of the initiating PoC User;
· 6. SHALL include a Content-Type header with the value "multipart/mixed" as specified in [RFC2046];
· 7. SHALL include in the SIP SUBSCRIBE request the MIME resource-lists body contained in the incoming SIP SUBSCRIBE request according to rules and procedures of [RFC5367], if a Conference-factory-URI owned by the PoC Server was received in the Request-URI of the incoming SIP SUBSCRIBE request;
· 8. SHALL include in the SIP SUBSCRIBE request a MIME resource-lists body according to rules and procedures of [RFC5367] containing the members of the Pre-arranged or Chat PoC Group contained in the <list> element of the PoC Group document as specified in [OMA-PoC-Document-Mgmt], if a Group Identity owned by the PoC Server was received in the Request-URI of the incoming SIP SUBSCRIBE request;
· 
· 9. SHALL include in the SIP SUBSCRIBE request the MIME vnd.cbus.xxx+xml body contained in the incoming SIP SUBSCRIBE request.
· 10. SHALL NOT include the PoC Server in the Record-Route header in order to not stay on the subscription path.
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS.
· 11. SHALL send the SIP SUSCRIBE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.X.2 Subscription initiated by PoC Server
The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Request terminating at the Controlling PoC Function".
Editor's note: The heading and content of 7.2.2.Y.1 "xxxxx" is FFS. 
When initiating a subscription request for Dynamic PoC Group member information the PoC Server: 
· 1. SHALL generate a SIP SUSCRIBE request according to rules and procedures of [RFC3265] and [draft-cbus-event];
· 2. SHALL set the Request-URI to XXX;
Editor's note: The content of the Request-URI is FFS. 

· 3. SHALL include the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address" with the URI set to the PoC Session Identity;
· 4. SHALL include a Referred-By header with the PoC Address of the PoC User initiating the PoC Session;

· 5. SHALL include a Content-Type header with the value "multipart/mixed" as specified in [RFC2046];

· 6. SHALL include in the SIP SUBSCRIBE request the MIME resource-lists body contained in the incoming SIP INVITE request according to rules and procedures of [RFC5367], if a Conference-factory-URI owned by the PoC Server was received in the incoming SIP INVITE request;
· 7. SHALL include in the SIP SUBSCRIBE request a MIME resource-lists body according to rules and procedures of [RFC5367] containing the members of the Pre-arranged or Chat PoC Group contained in the <list> element of the PoC Group document as specified in [OMA-PoC-Document-Mgmt], if a Group Identity owned by the PoC Server was received in the Request-URI of the incoming SIP INVITE request;
· 
· 8. SHALL either:

a) include in the SIP SUBSCRIBE request the MIME vnd.cbus.xxx+xml body contained in the incoming SIP INVITE request; or.
b) include in the SIP SUBSCRIBE request the MIME vnd.cbus.xxx+xml body of the Pre-arranged or Chat PoC Group as specified in [OMA-PoC-Document-Mgmt], if a MIME vnd.cbus.xxx+xml body was not contained in the incoming SIP INVITE request.
Editor’s Note: The MIME body type vnd.cbus.xxx+xml for Dynamic PoC Groups conditions is FFS.
NOTE 1:
The Inviting PoC Client can override the Dynamic PoC Group conditions pre-defined for a Pre-arranged or Chat PoC Group by explicitly include conditions in the Dynamic PoC Group Session invitation request.
· 
· 9. SHALL send the SIP SUSCRIBE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-cbus-event], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.

Upon receiving a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request the PoC Server: 

· 1. SHALL cache the address of the CBUS Server received in the Contact header.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Server: 

· 1. SHALL handle the request as specified in subclause 7.2.1.X.2"Receiving notification of Dynamic PoC Group member information".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.2.X.3 


7.2.2.X.4 Terminating the subscription
The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.2.4 "Removal of Participant from PoC Session".
Contributor’s Note: The above referred subclause is updated accordingly by CR #0081. This note shall not be included
The PoC Server:
· 1. SHALL terminate the subscription for Dynamic PoC Group member information initiated by the PoC Server when the Dynamic PoC Group Session is released;

· 2. SHALL terminate the subscription to a PoC User’s Dynamic PoC Group member information when the PoC User’s PoC Client leaves the PoC Session;
· 3. SHALL terminate the subscription to a Participant’s Dynamic PoC Group member information when the Participant is removed form the PoC Session;
· 4. for each subscription that shall be terminated the PoC Server:

a) SHALL generate a SIP SUBSCRIBE request according to rules and procedures specified in [RFC3265];
Editor's note: The content of the generated request is FFS. 
b) SHALL send the SIP SUBSCRIBE request according to rules and procedures of [RFC3265] and [draft-cbus-event] towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Editor's note: Removing particular PoC Users from an already established subscription dialog due to release or expulsion from the Dynamic PoC Group Session is FFS. 

Change 5:  2.1 – adding reference to CBUS document
2.1 Normative References

	[3GPP TS 24.229]
	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3, (Release 7),
URL: http://www.3gpp.org/ftp/Specs/latest/Rel-7/24_series/

	[3GPP2 X.S0013.4]
	3GPP2 X.S0013.4: "All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3",
URL: http://www.3gpp2.com/Public_html/specs/X.S0013-004-0_v1.0_022604.pdf 

	[DMSTDOBJ]
	"OMA Device Management Standardized Objects", Version 1.2, Open Mobile Alliance(, OMA-TS-DM_StdObj-V1_2
URL: http://www.openmobilealliance.org/  

	[DMTND]
	"OMA Device Management Tree and Description", Version 1.2, Open Mobile Alliance(, OMA-TS-DM_TND-V1_2
URL: http://www.openmobilealliance.org/  

	
	

	[draft-multiple-refer]
	draft-ietf-sip-multiple-refer-03 ( December 2007): "Refering to Multiple Resources in the Session Initiation Protocol (SIP)", expires June 2008,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-multiple-refer-03.txt
NOTE: The referenced IETF draft is a work in progress.

	[draft-URI-list]
	draft-ietf-sip-uri-list-conferencing-02 (November 2007): "Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)", expires May 2008,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-conferencing-02.txt
NOTE: The referenced IETF draft is a work in progress.

	[draft-URI-list-capacity]
	draft-ietf-sipping-capacity-attribute-06 (December 2007): "Extensible Markup Language (XML) Format Extension for Representing Capacity Attributes in Resource Lists", expires  June 2008,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sipping-capacity-attribute-06.txt
NOTE: The referenced IETF draft is a work in progress.

	[draft-URI-list-handling]
	draft-hautakorpi-sipping-uri-list-handling-refused-03 (November 2007): "The Session Initiation Protocol (SIP) P-Refused-URI-List Private-Header (P-Header)", expires May 2008,
URL: http://www.ietf.org/internet-drafts/draft-hautakorpi-sipping-uri-list-handling-refused-03.txt
NOTE: The referenced IETF draft is a work in progress. 

	[draft-uri-list-message]
	draft-ietf-sip-uri-list-message-03 (December 2007): "Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)", expires June 2008.
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-message-03.txt
NOTE: The referenced IETF draft is a work in progress.

	[draft-cbus-event]
	Editor's note: This is assumed to be a new IETF draft including rules and procedures for the ‘dynamic group event’ event package used by PoC service for Dynamic PoC Groups. The appropriate name and content of the draft is FFS. 

	[OMA CBUS]
	Editor's note: The appropriate name of the referenced document is FFS. 

	[OMA Client Provisioning]
	OMA Client Provisioning, Version 1.1, Open Mobile Alliance™, OMA-ERP-ClientProvisioning-V1_1,
URL: http://www.openmobilealliance.org/  

	[OMA DM]
	"OMA Device Management Protocol", Version 1.2, Open Mobile Alliance™, 
OMA-TS-DM_Protocol-V1_2,
URL: http://www.openmobilealliance.org/  

	[OMA IM TS]
	"Instant Messaging using SIMPLE", Version 1.0, Open Mobile Alliance™, 
OMA-TS-SIMPLE_IM-V1_0,
URL: http://www.openmobilealliance.org/  

	[OMA_IM_TS_
Endorsement]
	"OMA PoC Endorsement of OMA IM TS", Version 2.0, Open Mobile Alliance™, 
OMA-TS-PoC_Endorsement_OMA_IM_TS-V2_0,
URL: http://www.openmobilealliance.org/  

	[OMA_SCR_Rules]
	"SCR Rules and Procedures", V1.0, Open Mobile Alliance™, 
OMA-ORG-SCR_Rules_and_Procedures-V1_0, 
URL: http://www.openmobilealliance.org/ 

	[OMA-DM-3GPPPS-CONNMO]
	"Standardized Connectivity Management Objects; 3GPP Packet Switched Bearer Parameters", Version 1.0, Open Mobile Alliance™, OMA-TS-DM_ConnMO_3GPPPS-V1_0,
URL: http://www.openmobilealliance.org/   

	[OMA-POC-1-CP]
	"OMA PoC Control Plane", Version 1.0, Open Mobile Alliance™, 
OMA-TS-PoC_ControlPlane-V1_0_1, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-1-UP]
	"PoC User Plane", Version 1.0, Open Mobile Alliance™, 
OMA-TS-PoC_UserPlane-V1_0_1, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-AC]
	"OMA Push to talk over Cellular (PoC) Application Characteristics File", Version 2.0, Open Mobile Alliance™, OMA-SUP-AC_ap0006_POC-V2_0,
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-Document-Mgmt]
	"OMA PoC Document Management", Version 2.0, Open Mobile Alliance(, 
OMA-TS-PoC_Document_Management-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-FDCFO]
	"PoC - Full Duplex Call Follow On Proceed postd Element", Version 2.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_FDCFO-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-MC]
	"OMA PoC Multicast", Version 2.1, Open Mobile Alliance(, 
OMA-TS-PoC_Multicast_PoC-V2.1, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-PARTICIPANTINFOIND]
	"PoC - Participant Information Indications", Version 2.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_participant-info-ind, 
URL: http://www.openmobilealliance.org/  

	[OMA-POC-POC2.0-SETTINGS]
	"PoC - PoCv2.0 Service Settings", Version 2.0, Open Mobile Alliance(, 
OMA-SUP-XSD_poc_poc2_0Settings-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-SD]
	"OMA PoC System Description", Version 2.0, Open Mobile Alliance(, 
OMA-TS-PoC_System_Description-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-PoC-UP]
	"OMA PoC User Plane", Version 2.0, Open Mobile Alliance(, 
OMA-TS-PoC_UserPlane-V2_0, 
URL: http://www.openmobilealliance.org/  

	[OMA-Pres-Spec]
	"Presence SIMPLE Specification ",Version 1.0, Open Mobile Alliance(, 
OMA-TS-Presence_SIMPLE-V1_0, 
URL: http://www.openmobilealliance.org/  

	[RFC2046]
	IETF RFC 2046 (November 1996): "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types",
URL: http://www.ietf.org/rfc/rfc2046.txt   

	[RFC2119]
	IETF RFC 2119 (March 1997): "Key words for use in RFCs to Indicate Requirement Levels", S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt 

	[RFC2396]
	IETF RFC 2396 (August 19998): "Uniform Resource Identifiers (URI): Generic Syntax"
URL: http://www.ietf.org/rfc/rfc2396.txt 

	[RFC2976]
	IETF RFC 2976 (October 2000): "The SIP INFO Method"

URL: http://www.ietf.org/rfc/rfc2976.txt

	[RFC3108]
	IETF RFC 3108 (May 2001): "Conventions For the Use of The Session Description Protocol (SDP) for ATM Bearer Connections",
URL: http://www.ietf.org/rfc/rfc3108.txt 

	[RFC3261]
	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol",
URL: http://www.ietf.org/rfc/rfc3261.txt 

	[RFC3262]
	IETF RFC 3262 (June 2002): "Reliability of Provisional Responses in the Session Initiation Protocol (SIP)",
URL: http://www.ietf.org/rfc/rfc3262.txt 

	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)",
URL: http://www.ietf.org/rfc/rfc3264.txt 

	[RFC3265]
	IETF RFC 3265 (June 2002): "Session Initiation Protocol (SIP)-Specific Event Notification",
URL: http://www.ietf.org/rfc/rfc3265.txt 
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Change 6:  6.1.3.1 – adapting general description to new SIP SUBSCRIBE handling

6.1.3.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261], except for the case when generating a SIP SUBSCRIBE request the PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;

· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 8. MAY include a Nick Name in the Authenticated Originator’s PoC Address and, if included, the Nick Name SHALL be included as specified in subclause 5.4 "Nick Name". 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; 

· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac';
· 3. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default;
NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for POC-1 reference point.

· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles";

· 5. MAY include media content in one or more MIME bodies as specified in [RFC2046] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE". For each included media content, the PoC Client
NOTE 3:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.
a) SHALL include a Content-Disposition header as specified in [RFC2046]  with  disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional".
NOTE 4:
The disposition type "icon" indicates that the body part contains an image suitable as an iconic representation of the Inviting PoC User. The value "alert" indicates that the MIME body contains information, such as an audio clip, that should be rendered by the PoC Client in an attempt to alert the PoC User when receiving the invitation to the PoC Session. 
· 6. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261] with a total size equal to or less than the maximum size indicated in "INCLUDED-TEXT-CONTENT-SIZE"; and,
NOTE5:
If "INCLUDED-TEXT-CONTENT-SIZE" is not provisioned or if "INCLUDED-TEXT-CONTENT-SIZE" is provisioned and set to zero text content as specified in [RFC3261] can not be included.

· 7. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261].
NOTE 6:
Included Media Content is not applicable, when establishing a Pre-established Session as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session" or when joining to a Chat PoC Group Session as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session".
The PoC Client SHALL generate a SIP SUBSCRIBE request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; and,
· 5. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address".
· 
On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL cache the list of SIP methods that the PoC Server supports if received in the Allow header; 

· 2. SHALL cache the contact if received in the Contact header; and,

· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], "Processing a 2xx Response";
· 2. SHALL use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released;
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received; and,

NOTE 7: The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header.
· 4. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

When NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT generation of SIP requests is done as specified in this subclause and as specified in [sip-outbound].

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 7:  7.1.4 – determination of PoC Server behavour when receiving a SIP SUBSCRIBE
7.1.4 Reception of a SIP SUBSCRIBE request

Upon receiving a SIP SUBSCRIBE request outside of an existing SIP dialog the PoC Server:

· 1. SHALL if it is the Originating PoC Service Point Trigger continue as specified in 7.3.1.7 "SIP SUBSCRIBE request"; or,

· 2. SHALL if it is the Terminating PoC Service Point Trigger and the Event header of the SIP SUBSCRIBE request is set to 'conference' according to rules and procedures of [RFC4575] continue as specified in subclause 7.2.1.11 "PoC Session Participant Information Request".
· 3. SHALL if it is the Terminating PoC Service Point Trigger and the Event header of the SIP SUBSCRIBE request is set to 'dynamic group event' according to rules and procedures of [draft-cbus-event] continue as specified in subclause 7.2.1.X.1 "Subscription to Dynamic PoC Group member information request".
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