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1 Reason for Change

Justification

R01: Updated after comments received in OMA PoC F2F meeting in Helsinki:
        - Impact on 9.1.2 is backed out (no impact).
According to SD subclause 4.18.2.6 and 4.18.2.7 PoC Client can activate/deactivate PoC Service Settings for Incoming Media Content Barring and Incoming Media Stream Barring. The specification of the support for these settings needs to be added to PoC Client’s, PoC Server’s and PoC Crisis Event Handling Entity’s PoC Service Settings procedure.
Summary of Change

The support for Incoming Media Content Barring and Incoming Media Stream Barring is added to CP PoC Service Settings procedures.  

Scope of Change

Subclauses 6.1.2, 7.3.1.14 and 9.1.2 are affected.

Consequence if not accepted

Support for Incoming Media Content Barring and Incoming Media Stream Barring is missing in CP PoC Service Settings procedure.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.
6 Detailed Change Proposal

Change 1:  6.1.2 – adding new PoC Service Settings
6.1.2 PoC Service Settings procedure

To set, update, remove or refresh the PoC Service Settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL set the Event header to the value 'poc-settings';

· 7. MAY set PoC Service Settings expiration timer in Expires header, if set, SHALL set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

NOTE 1:
Expiration timer value 0 means removal of the PoC Service Settings.

· 8. SHALL include the PoC Service Settings as follows, if setting or updating the PoC Service Setting:

a) Answer Mode Indication setting (auto-answer or manual-answer);

b) Incoming PoC Session Barring setting (ISB active or ISB not active);

c) Incoming Instant Personal Alert Barring setting (IAB active or IAB not active); and,

d) Simultaneous PoC Sessions Support setting (SSS active or SSS not active).

· 9. MAY include the following optional PoC Service Settings, if setting or updating the PoC Service Setting:
a) Invited Parties Identity Information Mode setting ('true' or 'false');

b) Included Media Content in a Request Support setting ('true' or 'false');

c) Referenced Media Content in a Request Support setting ('true' or 'false');

d) Text Content in a Request Support setting ('true' or 'false');

e) PoC Box use setting ('unwilling' or 'unconditional' or 'conditional');

f) Privacy setting (‘none’ or 'id');

g) Incoming Condition Based PoC Session Barring User setting (User ICSB active or User ICSB not active);
Editor’s Note: It is FFS whether the boolean ICSB User setting should be replaced by tags identifying different ICSB conditions to be activated.
h) Outgoing Condition Based PoC Session Barring User setting (User OCSB active or User OCSB not active);
Editor’s Note: It is FFS whether the boolean OCSB User setting should be replaced by tags identifying different OCSB conditions to be activated.
i) Incoming Media Content Barring setting (IMCB active or IMCB not active); and,
j) Incoming Media Stream Barring setting (IMSB active or IMSB not active).
· 10. SHALL include an Instance Identifier URN in each added Contact header as specified in subclause 5.7A "PoC Session association";
· 11. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client subscribes to the 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; and,
· 12. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server.
NOTE 2:
If a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" is received as the response to the SIP PUBLISH request.an immediate retransmission  of the SIP PUBLISH request  or a retransmission  of the SIP PUBLISH request according to the value of the Retry-After header field can give a different result.  

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 2:  7.3.1.14 – adding new PoC Service Settings
7.3.1.14 PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server: 

· 1. SHALL check whether the Event header includes value 'poc-settings' and if not included the PoC Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 2. SHALL perform actions to verify the Authenticated Originator's PoC Address of the PoC Client and authorize the request according to local policy, and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

· 3. SHALL check if the Authenticated Originator's Address is registered by the PoC Client as specified in the subclause 5.7A "PoC Session association" and if that is the case continue with the rest of the steps;

· 4. SHOULD check if a Resource-Priority header is included in the SIP PUBLISH request according to the rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header"; and,
b) apply preferential treatment to the SIP request, as specified in [RFC4412], and proceed with the rest of the steps.

· 5. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and if processing of the SIP request was not successful, do not continue with the rest of the steps;

· 6. SHALL cache the received PoC Service Settings until PoC Service Settings expiration timer is expired as specified in subclause 5.7A "PoC Session association"; 

NOTE:
The PoC Service Settings are listed in subclause 6.1.2 "PoC Service Settings procedure".

· 7. SHALL use the following default values for the following optional PoC Service Settings, if not included in the received SIP PUBLISH request.

a) The default value of Invited Parties Identity Information Mode is 'false';

b) The default value of Included Media Content in a Request Support is 'false';

c) The default value of Referenced Media Content in a Request Support is 'false';

d) The default value of Text Content in a Request Support is 'false';

e) The default value of PoC Box use setting is 'unwilling';
f) The default value of Privacy value as specified in [RFC3323] and [RFC3325] is 'none';

g) The default value of Incoming Condition Based PoC Session Barring User setting is 'inactive';
h) The default value of Outgoing Condition Based PoC Session Barring User setting is 'inactive';
i) The default value of Incoming Media Content Barring setting is 'not active'; and.
j) The default value of Incoming Media Stream Barring setting is 'not active'.
· 8. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];
· 9. SHALL include a Server header to indicate the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers"; and,

· 10. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.
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