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1 Reason for Change

This CR proposes fixes to the PAL V1.0 TS, to resolve the following Presence Access Layer CONRs:
2.4 OMA-TS-PAL-V1_0-20100407-D
	ID
	Open Date
	Type
	Section
	Description
	Status

	D014
	2010.04.22
	T
	5.2.1,

5.2.2

And anywhere else in the docuemtns
	Source: DTAG
Form: OMA-CONR-2010-0066

Comment: Authentication is deployment specific, so IMO it is not part of the PAL enabler

Proposed Change: change text accordingly
	Status: / CLOSED
OMA-COM-PRS-2010-0078.


	D015
	2010.04.22
	T
	5.2.2.1
	Source: DTAG
Form: OMA-CONR-2010-0066

Comment: first bullet = authentication

Proposed Change: Remove this bullet
	Status: / CLOSED
OMA-COM-PRS-2010-0078.


	D016
	2010.04.15
	T
	5.2.2.1
	Source: bmccolgan@rim.com
Form: OMA-CONR-2010-0064

Comment: 'Watcher-Info' not a defined term and 'delegate Watcher' is not relevant in the 2nd bullet item.

Proposed Change: Remove everything regarding delegate Watcher/Watcher-Info from the 2nd bullet.
	Status: / CLOSED
OMA-COM-PRS-2010-0078.

	D017
	2010.04.15
	T
	5.2.3
	Source: bmccolgan@rim.com
Form: OMA-CONR-2010-0064

Comment: 'Watcher-Info' not a defined term and 'delegate Watcher' is not relevant in the 1st bullet item.

Proposed Change: Change wording such that the 1st bullet notes that the authorization facilitates the Delegated Subscription (add the term from PRS RD).
	Status: / CLOSED

OMA-COM-PRS-2010-0078.

	D018
	2010.04.22
	T
	5.2.4
	Source: DTAG
Form: OMA-CONR-2010-0066

Comment: last 2 bullets need a reference. Use of both is not described in the AD (true?)

Proposed Change: add reference
	Status: / CLOSED
OMA-COM-PRS-2010-0078.

	D019
	2010.04.15
	T
	5.2.4
	Source: bmccolgan@rim.com
Form: OMA-CONR-2010-0064

Comment: Editors note.  Resolution of policy (by a PAL Server) has prescribed constraints (as already noted), however the mechanisms to achieve those (e.g. using common policy or someother means) is out of scope of PAL.

Proposed Change: Remove the actual mechanisms (i.e. PAL Policy, PEEM) and indicate that the mechanisms for actual 'resolution of policy' by a PAL Server is left out of scope.
	Status: / CLOSED
OMA-COM-PRS-2010-0078.


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-PRS(WA) is kindly requested to review the proposed changes and agree to incorporate these changes into the OMA/PAL V1.0 Technical Specification (TS).
6 Detailed Change Proposal

Change 1:  5.2.1. Authentication and authorization (D014/D015/D016) Minor editorials.
5.2.1 Authentication and authorization 

The PAL Enabler SHALL support authentication as described in section 6.3 “Protocol Bindings”.


5.2.2.1 Authorization

A PAL Server SHALL authorize requests received by authorized PAL Clients over the PAL-1i interface as follows:

· 
· Authorize the use of the Presence Service prior to initiating a subscription on behalf of authenticated PAL Clients as described in [PRS_HSA] Section “Subscription Service Authorization”.  

If authorization for a requestor fails, an appropriate protocol-level error response SHALL be sent by a PAL Server in response to the request.  For example, a requestor interracting with a PAL Server utilizing the HTTP protocol over the PAL-1i interface may receive an HTTP "403 Forbidden" protocol-level response when authorization with a PAL Server fails.

Change 2:  5.2.3. PAL Server as an HSA (D017) 
5.2.3 PAL Server as an HSA

In the context of the PAL Enabler, a PAL Server SHALL be able to function as an HSA within the core network, as described in [PRS_HSA].  A PAL Server functioning as an HSA SHALL support the following capabilities:

· Authorize a Subscriber’s service from PAL Clients (i.e. to Delegated Subscriptions on behalf of a PAL Client);

· Limit the number of subscriptions for the Subscriber (i.e. on behalf of a PAL Client); and,

· Request the Notifier (i.e. the PS) to regulate notification traffic.

Change 3:  5.2.4. PAL Policy Resolution (D018/D019) Minor editorials.
5.2.4 PAL Policy Resolution 

PAL Policy SHALL represent base (i.e. default) PAL Policy types/values for use by a PAL Server.  A PAL Server SHALL applies base PAL Policy types/ values, while invoking PAL Rules, in order to consolidate Presence Information.  Consolidated Presence Information provides a PAL Client with determinate, consistent Presence Aspects for a given Presence Aware Service or Class of Service.  PAL Policy types and values are as defined in [PAL_DDS] Section “PAL Policy Definitions”.  

A Logical Observer (e.g. a PAL Client) may be unable to correctly establish determinate Presence Aspect values, in scenarios whereby a Presentity publishes Presence Information to a PS according to [PRS_Spec] Section “Presence Information Processing”.  Reasons for this may include one or more of the following:

· Presentity omits a publication (either in whole, or in part) when the Presentities status changes;

· Presentity publishes correct Presence Information, however resulting composite Presence Information published to the PS, results in indeterminate states associated with a Presence Aspect; or,

· Presentity authorization policy results in indeterminate Presence Information provided to a Logical Observer (e.g. a Watcher or PAL Client).

A PAL Server SHALL examine the following attributes to resolve base PAL Policy: 

· Presence Aware Service or Class of Service Identifier.

A PAL Server MAY optionally utilize other information to resolve base PAL Policy, including:

· Presence Service description identifier (i.e. as defined in the OMNA Presence <service-description> Registry); 

· PAL Client identifier.

· An arbitrary group identifier, to which a PAL Client is determined to be a member; or, 

· A local timestamp associated with a Presence Context establishment request made by a PAL Client to a PAL Server.
NOTE: The mechanisms used to resolve PAL Policy types/values is not in scope of the PAL Enabler.

· 
· 
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