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1 Reason for Change

This CR proposes fixes to the PAL V1.0 TS, in order to resolve minor inconsistencies with various definitions.
Specifically, this CR proposes:

· Clarifying that Presence and Watcher Information (in terms of consumption) is one in the same.  This requires that we provide a definition of ‘Watcher Information Element’ (missing from PRS 2.0 RD) and update referent definitions to correctly refer to both Presence/Watcher Information;

· Clarify that a Presence Context is not only able to operate on one Presence Aware Service, but many Presence Aware Services, based on other text.  This definition lacks this clarity so has been updated.  This requires that we ‘pull back’ the ‘Class of Service’ definition from the PAL-AD, to the PAL-RD. 
The TS also needs to be brought into sync with the changes applied to the PAL-AD, and PAL-RD.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

COM-PRS(WA) is kindly requested to review the proposed changes and agree to incorporate these changes into the OMA/PAL V1.0 Requirements Document (TS).
6 Detailed Change Proposal

Change 1:  4. Introduction 

4. Introduction

This technical specification provides the procedures for the Presence Access Layer (PAL) Enabler utilizing the PAL-1i Interface as described in [PAL_AD].

Presence Aware Services may provide enhanced and personalised functionality on behalf of subscribers. This includes adapting the Presence Aware Service to facilitate the ad-hoc nature of mobile communications (e.g. mobile device user is engaged with other parties or in other activities; a mobile device user is unwilling or unable to communicate because they are in a meeting, etc.). The Presence Access Layer Enabler is focused on providing both Presence Aware Services and Class of Services, simplified and compact presence status indications.   

The PAL Enabler provides IMS and non-IMS network protocol mappings for PAL specified Interfaces.  This enables PAL Clients, whether deployed on a UE or an AS, to request and/or receive perspective views of Presence and/or Watcher Information relative to a Presence Aware Service or Class of Service. The PAL Enabler relies on PAL Rules to process Presence and/or Watcher Information received from OMA SIMPLE Presence. This ensures that PAL Clients are able to receive and project determinate and consistent presence status indicators for applications associated with a Presence Aware Service or Class of Service.  

4.1 Version 1.0

The PAL version 1.0 specification comprises the basic functionality for providing PAL service, which includes specifying procedures for:

· PAL authorization;

· PAL Presence Context establishment for a Presence Aware Service or Class of Service;

· Request Presence Aspects for one or more Presentities associated with a Presence Context;

· Receiving the results of a Presence Trigger predefined action (e.g. an asynchronous notification); and

· Suspend and resume the request/receipt of Presence Aspects associated with a Presence Context.

Change 2:  5.1 PAL Client      

5.1     PAL Client

A PAL Client is an entity that receives and makes use of Presence Context i.e. is context aware. A Presence Context provides a PAL Client with a perspective view of Presence and/or Watcher Information, to fulfill underlying functionality of an application associated with a Presence Aware Service or Class of Service. A PAL Client may be implemented in a UE, or within a network entity. 

PAL Clients SHALL be identified as described in section 6.2.1.1 “PALPresenceContextRequest”.

Change 3:  5.1.3 Presence Context Termination/5.1.4 Requesting Specific Presence Information
5.1.3     Presence Context Termination
A PAL Client SHALL terminate a Presence Context from a PAL Server, when it no longer wishes to request or receive Presence Aspects for a given Presence Aware Service or Class of Service.  PAL Clients requesting termination of a Presence Context SHALL include parameters in the Presence Context Termination request as described in section 6.2.2.1 “PALPresenceContextTerminateRequest”.

A successful Presence Context termination request SHALL be received by a requesting PAL Client SHALL as described in section 6.2.2.2 “PALPresenceContextTerminateResponse”.  A Presence Context which is successfully terminated SHALL be undefined to a PAL Client.  That is, a PAL Client SHALL not be able to request nor receive Presence or Watcher Information corresponding to a terminated Presence Context.
5.1.4     Requesting specific Presence and/or Watcher Information
PAL Clients requesting specific Presence and/or Watcher Information for one or more Presentities relative to a Presence Context, SHALL issue a Presence Aspect request to a PAL Server.  A PAL Client requesting Presence Aspect values associated with a Presence Context SHALL include parameters in a Presence Aspect request as described in section 6.2.3.1 “PALPresenceAspectRequest”.

A successful request for specific Presence and/or Watcher Information of one or more Presentities relative to a Presence Context SHALL be received by a requesting PAL Client as described in section 6.2.3.2 “PALPresenceAspectResponse”.

Editor’s Note: Editor to change section heading name for referring text to match with revised sub-section 5.1.4.
Change 4:  5.2.1 General

5.2.1     General

A PAL Server SHALL:

· Authenticate and authorize PAL Clients;

· Be able to function within the core network as an HSA;

· Resolve policy to support the consolidation of Presence and/or Watcher Information provided to a PAL Client;

· Provide an interface with which a PAL Client is able to establish and terminate a Presence Context based on a Presence Aware Service or Class of Service;

· Provide an interface with which a PAL Client is able to request and/or receive Presence Aspects i.e. as described in [PDE_DDS] Section “Presence Aspect Definitions”, relative to a given Presence Context;

· Provide an interface with which a PAL Client is able to suspend or resume a given Presence Context; and

· Provide a mechanism for establishing and monitoring Presence Triggers applicable to a given Presence Context and for executing predefined actions when Presence Aspects corresponding to a Presence Trigger have changed.

Change 5:  5.2.4 PAL Policy Resolution

5.2.4     PAL Policy Resolution

PAL Policy SHALL represent base (i.e. default) PAL Policy types/values for use by a PAL Server.  A PAL Server SHALL apply base PAL Policy types/ values, while invoking PAL Rules, in order to consolidate Presence and/or Watcher Information.  Consolidated Presence and/or Watcher Information provide PAL Clients with determinate, consistent Presence Aspects for a given Presence Aware Service or Class of Service.  PAL Policy types and values are as described in [PAL_DDS] Section “PAL Policy Definitions”.  

A Logical Observer (e.g. a PAL Client) may be unable to correctly establish determinate Presence Aspect values, in scenarios whereby an entity (e.g. a Presentity) publishes Presence or Watcher Information to a PS as described in [PRS_Spec] Section “Presence Information Processing”.  Reasons for this may include one or more of the following:

· Presentity or Watcher omits a publication (either in whole, or in part) when status changes;

· Presentity or Watcher publishes correct Presence or Watcher Information, however resulting composite Presence or Watcher Information published to the PS, results in indeterminate states associated with a Presence Aspect; or

· Authorization policy results in indeterminate Presence Information provided to a Logical Observer (e.g. a Watcher or PAL Client).

A PAL Server SHALL examine the following attributes to resolve base PAL Policy: 

· Presence Aware Service or Class of Service Identifier.

A PAL Server MAY optionally utilize other information to resolve base PAL Policy, including:

· Presence Service description identifier (i.e. OMNA Presence <service-description> Registry as described in [OMNA_SVC]); 

· PAL Client identifier.

· An arbitrary group identifier, to which a PAL Client is determined to be a member; or 

· A local timestamp associated with a Presence Context establishment request made by a PAL Client to a PAL Server.

NOTE:     The mechanisms used to resolve PAL Policy types/values is not in scope of the PAL Enabler.

Change 6:  5.2.7 Requesting specific Presence Information – procedures

5.2.7     Requesting specific Presence and/or Watcher Information - procedures
A PAL Server SHALL receive requests for specific Presence and/or Watcher Information in the form of Presence Aspects from PAL Clients, relative to a specified Presence Context.

A PAL Server, when processing a request for specific Presence and/or Watcher Information:

1. SHALL authorize the PAL Client who initiated the Presence Aspect request as described in section 5.2.2 “Authentication and authorization”;

2. SHALL establish a level of QoS corresponding to the indicated Presence Context;

3. SHALL process requested Presence Aspect parameters as described in section 6.2.3.1 “PALPresenceAspectRequest”:

a) SHALL ensure requested Presence Aspects correspond to Presence Aspects defined as part of the indicated Presence Context; and

b) SHALL identify any Presence Triggers corresponding to the requested Presence Aspects (i.e. the indicated Presence Context is now monitoring Presence Triggers), if the given Presence Context is determined to be monitoring capable.

4. SHALL prepare to establish a subscription towards a PS for the Presence and/or Watcher Information of indicated entities (e.g. a Presentity) as described in [PRS_Spec] Section “Subscription to Presence Information”, including monitoring of applicable Presence Triggers, if the indicated Presence Context is determined to be monitoring capable (i.e. based on preceding steps).  The PAL Server:

a) SHALL evaluate parameter 'Duration' to establish the length of time a PAL Server monitors Presence Triggers for indicated Presentities - i.e. when establishing the subscription toward the PS, as described in [PRS_Spec] Section “General Procedures”;

b) SHALL evaluate parameter 'Priority' along with the established level of QoS to determine a frequency at which a PAL Server may receive notifications from a PS - i.e. when establishing the subscription toward the PS as described in [PRS_Spec] Section “Event Notification Throttling”; and

c) SHALL evaluate parameter 'InterestLevel' along with the established level of QoS to determine the granularity of information (i.e. a level of detail) transmitted by a PS to a PAL Server – i.e. when establishing a subscription toward the PS, as described in [PRS_Spec] Section “Event Notification Filtering”.

5. SHALL process resulting event notifications received from a PS as a result of one or more subscriptions established by the PAL Server in the preceding step, including:

a) SHALL resolve applicable PAL Rules and Policy based on PAL Presence Parameters enumerated by the specified Presence Context, and local PAL Rules and Policy corresponding to the requesting PAL Client.

6. SHALL invoke PAL Rules utilizing PAL Policy determined from the preceding step to evaluate and consolidate Presence and/or Watcher Information in the form of Presence Aspects; and

7. SHALL return consolidated Presence Aspects corresponding to a request for specific Presence and/or Watcher Information as part of a PAL Presence Aspect response.

During the evaluation of Presence Aspects, a PAL Server SHALL identify and resolve any conflicts in Presence and/or Watcher Information which may result in indeterminate or inconclusive Presence Aspect values.  For example, a PAL Server during rules processing SHALL identify an inconclusive Presence Aspect value, and automatically resolve a Presence Aspect based on applicable PAL Policy.

A PAL Server which is monitoring a given Presence Context, and detects a change to a baseline Presence Aspect value corresponding to one or more applicable Presence Triggers SHALL perform the steps described in section 5.2.10 “Presence Trigger predefined action procedures”.
Change 7:  5.2.8 Presence Context Suspend procedures

5.2.8    Presence Context Suspend procedures

A PAL Server SHALL receive Presence Context suspend requests from PAL Clients as described in section 6.2.4.1 “PALSuspendPCRequest”.  

During Presence Context suspension, a PAL Server:

1) SHALL authorize a PAL Client who initiated the Presence Context suspend request, as described in section 5.2.2 “Authentication and authorization”;

2) SHALL utilize local policy or configuration to determine how Presence and/or Watcher Information updates are to be treated by a PAL Server, on behalf of a PAL Client, during the Presence Context suspend period (i.e. while a Presence Context is in the ‘suspended’ state).  A PAL Server SHOULD perform one of the following steps:

a) Collect and update Presence Aspect values and queue predefined actions of applicable Presence Triggers which have been invoked, for a suspended Presence Context, based on Presence and/or Watcher Information received; or
b) Maintain existing Presence Aspect values and discard predefined actions of applicable Presence Triggers which have been invoked, for a suspended Presence Context, based on Presence and/or Watcher Information received.
3) SHALL calculate an appropriate suspend duration for use with the Presence Context suspend duration timer, based on parameters provided as part of the suspend request;
4) SHALL initiate a Presence Context suspend duration timer corresponding to the suspend duration calculated in the preceding step; and,
5) SHALL acknowledge receipt to a PAL Client, of the associated Presence Context suspend request as described in section 6.2.4.2 “PALSuspendPCResponse”.

NOTE:
Local policy or configuration may be utilized by a PAL Server to aid in the establishment of a suspend duration for a Presence Context.

Change 8:  6.2 PAL-1i Interface

6.2  PAL-1i Interface

PAL-1i is an interface exposed by a PAL Server to a PAL Client.     

The PAL-1i interface SHALL enable PAL Clients to:

· Establish and terminate a Presence Context based on a Presence Aware Service or Class of Service;

· Request to receive Presence Aspects relative to a given Presence Context;

· Request to suspend/resume the request or receipt of Presence Aspects associated with a Presence Context; and

· Receive the results of a predefined action corresponding to a Presence Trigger which has executed for a given Presence Context. 

Change 9:  6.2.2.1 PALPresenceContextTerminateRequest

6.2.2.1     PALPresenceContextTerminateRequest

A PAL Client SHALL issue a ‘PALPresenceContextTerminateRequest’ via the PAL-1i Interface, in order to terminate a Presence Context with a PAL Server.  That is, a PAL Client SHALL be unable to request or receive Presence Aspects for a terminated Presence Context.

The PAL Client SHALL provide request parameters corresponding to the PALPresenceContextTerminateRequest as described in the first column of Table 6, and request parameters SHALL be of the data type denoted in the second column of Table 6.  The cardinality of each request parameter SHALL be supported as described in the third column of Table 6.

Change 10:  6.2.3 PAL-1i requesting specific Presence Information

6.2.3     PAL-1i Presence Aspect request
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Change 11:  6.2.4.1 PALSuspendPCRequest

6.2.4.1      PALSuspendPCRequest
The PAL Client SHALL issue a ‘PALSuspendPCRequest’ via the PAL-1i Interface, in order to request a PAL Server suspend the request/receipt of Presence and/or Watcher Information e.g. in the form of Presence Aspects associated with a given Presence Context.

The PAL Client SHALL provide request parameters corresponding to the PALSuspendPCRequest as described in the first column of Table 12, and the request parameters SHALL be of the type denoted in the second column of Table 12. The cardinality of each request parameter SHALL be supported as described in the third column of Table 12.

Change 12:  6.2.4.3 PALResumePCRequest

6.2.4.3     PALResumePCRequest

The PAL Client SHALL issue a ‘PALResumePCRequest’ via the PAL-1i Interface, in order to request the PAL Server resume the request/receipt of Presence and/or Watcher Information e.g. in the form of Presence Aspects.

The PAL Client SHALL provide request parameters corresponding to the PALResumePCRequest as described in the first column of Table 15, and request parameters SHALL be of the type denoted in the second column of Table 15.  The cardinality of each request parameter SHALL be supported as described in the third column of Table 15.
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