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1 Reason for Change

Prior to OMA Presence/SIMPLE 2.0 gaining approval, a re-review seemed in order to ensure consistency and correctness.  

The purpose of this CR, is to highlight and correct any errors and/or inconsistencies.  This includes removing expired/dead IETF drafts, as well as those that have evolved (i.e. either to RFC’s or to updated drafts).
2 Impact on Backward Compatibility

N/A.
3 Impact on Other Specifications

Not applicable.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA COM-PRS(WA) is requested to review and agree the following changes.
6 Detailed Change Proposal

Change 1:  Section 2 editorials…
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2.2 Informative References
Void.
Change 2:  Sub-section 4.1
4.1 Version 2.0

The OMA PRS 2.0 enabler extends the OMA PRS 1.1.1 enabler to include the following functionalities:
· Subscriptions to a Request-contained Presence List and Request-contained Watcher Information List, based on [IETF-URIListSub];
· Functionalities to authorize publication of Presence Information (i.e. Presence Publication Rules):

· Publication Authorization Rules based on [PRS_PresXDM]; and

· Publication Content Rules based on [PRS_PresXDM];
· Setting of Permanent Presence State, based on [PRS_PresXDM];
· Watcher service authorization;

· PS-controlled Presence Information re-publication;

· Functionalities to minimize presence traffic:
· Event throttling, based on [RFC6446];
· Conditional Event Notification, based on [RFC5839];

· 
· Optimizing publication of Presence Information;

· Event notification suppression; and

· Enhancements to compression of presence traffic.

· Subscription to changes in XML documents stored in an XDMS.

The following OMA PRS 1.1.1 functionalities to minimize presence traffic were changed from MAY to SHOULD for the PS and RLS in OMA PRS 2.0:

· The control of the content of the notifications sent to a Watcher, based on [RFC4660] and [RFC4661];

· Triggers for the generation of notifications, based on [RFC4660] and [RFC4661];

The following OMA PRS 1.1.1 functionalities to minimize presence traffic were changed from MAY to SHALL for the PS in OMA PRS 2.0:

· The partial publication of Presence Information, based on [RFC5264] and [RFC5262];

Change 3:  Sub-section 5.2
5.2.2 Event Notification Throttling

Event notification throttling is a mechanism for limiting the rate of SIP event notifications.

A Watcher subscribing to Presence Information MAY request event notification throttling.  A Watcher requesting event notification throttling SHALL support the subscriber procedures described in [RFC6446] “Operation of the Maximum Rate Mechanism; Subscriber Behavior”.
5.2.3 Event Notification Suppression
5.2.8.1 Direct Event Notification Suppression
Direct event notification suppression is a mechanism that enables Watchers to request the PS or RLS to suppress event notifications while keeping the corresponding event subscription state active. 
The Watcher MAY request direct event notification suppression.  If so, the Watcher SHALL generate the event notification suppression request according as follows:

· If the Watcher supports conditional event notification procedures as described in section 5.2.6, the Watcher SHALL issue a SUBSCRIBE request to refresh the subscription and include a wildcarded Suppress-If-Match header field using the special "*" entity-tag value as described in [RFC5839] “Generating SUBSCRIBE Requests”.
· 

Change 4:  Sub-section 5.5.3.4
5.5.3.4 Applying Event Notification Suppression
The PS SHALL support event notification suppression according to the procedures described in this section.

If the PS receives a SUBSCRIBE request including
 a wildcarded Suppress-If-Match header field using the special "*" entity-tag value as described in [RFC5839] “Generating SUBSCRIBE Requests”, 
· 
the PS SHALL suppress the generation of event notifications until a Watcher cancels the suppression with a re-SUBSCRIBE request or the subscription state changes.
Change 5:  Sub-section 5.5.3.6
5.5.3.6

Applying Event Notification Throttling
The PS MAY have a local throttling configuration setting a limit to the rate at which notifications are generated (i.e. the shortest time period between two NOTIFY requests for a given Watcher). In this case, the PS SHALL NOT generate NOTIFY requests more often than the throttling configuration dictates, except when generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes.
The PS SHALL support Watcher requested event notification throttling. The PS SHALL follow the notifier procedures described in [RFC6446] “Operation of the Maximum Rate Mechanism; Notifier Behavior”. 




Change 6:  Sub-section 5.5.3.9

5.5.3.9           Generation of Notifications

At the last step of Presence Information processing, the PS SHALL generate new NOTIFY requests for each Watcher and transmit each of those to the respective Watcher when the content of the new notification is different from the last one that was transmitted to the Watcher.

If a Watcher requested a condition for suppressing a NOTIFY request or a NOTIFY request body using the Suppress-If-Match header field and the condition evaluates to true, the PS SHALL suppress the NOTIFY request or the NOTIFY request body appropriately as described in [RFC5839]. 

The PS SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.

Change 7:  Sub-section 5.6.2
5.6.2      Back-end Subscriptions


For back-end subscriptions using SIP, in addition to the procedures in [PRS_RLS] “Back-end Subscriptions”, the RLS: 

· SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863];

· if the Request-contained Watcher Information List is supported, SHALL support the ‘application/watcherinfo+xml’ content type according to [RFC3858], the ‘multipart/mixed’ content type according to [RFC2046] and the ‘application/simple-filter+xml’ content type according to [RFC4661];
· SHALL support subscription and notification of Presence Information, according to the subscriber procedures described in [RFC3265] and [RFC3856]; 
· if the Request-contained Watcher Information List is supported, SHALL support subscription and notification of Watcher Information, according to the subscriber procedures described in [RFC3265] and [RFC3857];
· SHALL support SIP extension for partial notifications, according to the Watcher procedures described in [RFC5263] and partial presence extension to PIDF, according to [RFC5262];

· SHOULD support event notification filtering, according to the  procedures described in section 1.1;

· SHALL support the ‘multipart/related’ content type as described in [RFC2387] and advertise its support for the ‘multipart/related’ content type by using the Accept header field in the SUBSCRIBE request for the back-end subscription;

· SHALL support the content indirection mechanism described in [RFC4483]. If the Watcher advertised the support for the ‘message/external-body’ content type by using the Accept header field in the SUBSCRIBE request, the RLS SHALL advertise the support for the ‘message/external-body’ content type by using the Accept header field in the SUBSCRIBE request for the back-end subscription;

If the OTA Provisioning parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST or local policy instructs, the RLS SHALL limit the number of back-end subscriptions as described in [PRS_RLS]. 
Change 8:  Appendix B.1

B.1 Presence Server

	Item
	Function
	Reference
	Requirement

	PRS-PS-S-001-M
	Event State Compositor and handling SIP PUBLISH, according to [RFC3903] (PRSv1.1)
	5.5.1
5.5.1.1
	

	PRS-PS-S-002-M
	application/pidf+xml content type, according to [RFC3863] (PRSv1.1)
	5.5.1
	

	PRS-PS-S-003-M
	Handling presence publication (PRSv1.1)
	5.5.1
	

	PRS-PS-S-004-O
	Handling partial publications (PRSv1.1)
	5.5.1.2
	

	PRS-PS-S-005-O
	Handling publication of large objects using content indirection (PRSv1.1)
	5.5.1.3
	

	PRS-PS-S-006-O
	Handling publication of large objects using direct content (PRSv1.1)
	5.5.1.3
	

	PRS-PS-S-007-O
	Permanent Presence State (PRSv2.0)
	5.5.1.4
	PRS-PS-S-008-O OR PRS-PS-S-009-O

	PRS-PS-S-008-O
	Fetch Permanent Presence State Document (PRSv2.0)
	5.5.1.4
	

	PRS-PS-S-009-O
	Subscription to Permanent Presence State document changes (PRSv2.0)
	5.5.1.4
	

	PRS-PS-S-010-O
	PS-controlled Presence Information Re-publication (PRSv2.0)
	5.5.1.5
	

	PRS-PS-S-011-M
	Presence Information Subscriptions (PRSv1.1)
	5.5.2
	

	PRS-PS-S-012-O
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Appendix E
SIP Methods
(Informative)
E.1
 SUBSCRIBE Method

When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the full list of supported headers and parameters of the SUBSCRIBE method and its responses is available in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 

In the context of other realizations of the SIP/IP Core, the full list of supported headers and parameters of the SUBSCRIBE method and its responses is available in [RFC3265], [RFC3857], [RFC3856], [RFC6446] and [RFC5839].

E.2 
PUBLISH Method

When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the full list of supported headers and parameters of the PUBLISH method and its responses is available in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 

In the context of other realizations of the SIP/IP Core, the full list of supported headers and parameters of the PUBLISH method and its responses is available in [RFC3903] and [IETF-SessionPol].

E.3 
NOTIFY Method

When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the full list of supported headers and parameters of the NOTIFY method and its responses is available in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 

In the context of other realizations of the SIP/IP Core, the full list of supported headers and parameters of the NOTIFY method and its responses is available in [RFC3265], [RFC3857], [RFC3856], [RFC6446] and [RFC5839].
E.4
 REFER Method

When the SIP/IP Core is realized with 3GPP IMS or 3GPP2 MMD networks, the full list of supported headers and parameters of the REFER method and its responses is available in [3GPP-TS_24.229] and [3GPP2-X.S0013-004] respectively. 

In the context of other realizations of the SIP/IP Core, the full list of supported headers and parameters of the REFER method and its responses is available in [RFC3515] and [RFC4488].
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F.1.2.10
Subscribing to Presence Information State Changes with Direct Event Notification Suppression

[image: image1]
Figure 20: Subscribing to Presence Information state changes (Watcher and Presentity are in different networks) – Direct event notification suppression
1. When the Watcher wishes to suppress the event notifications, the Watcher sends a SIP re-SUBSCRIBE request for the Presence Event Package including a Suppress-If-Match header set to “*” according to [RFC5839]. The SIP SUBSCRIBE request is sent through the SIP/IP Core of the Watcher to the PS.
2. The PS checks whether the event notification suppression request is acceptable, and if acceptable, the PS sends a 200 (OK) response to the Watcher through the SIP/IP Core of the Watcher.
NOTE 1: In the case where the event notification suppression request checks fail, then a negative acknowledgement is sent to the Watcher. 

3. The PS starts to suppress event notifications towards the Watcher.
4. When the Watcher wishes to resume receipt of event notifications, the Watcher sends another SIP re-SUBSCRIBE request for the Presence Event Package including a Suppress-If-Match header set to the previous Entity-tag available to the Watcher according to [RFC5839]. The SIP SUBSCRIBE request is sent through the SIP/IP Core of the Watcher to the PS.
5. The PS checks whether the event notification resumption request is acceptable, and if acceptable, the PS sends a 200 (OK) response to the Watcher through the SIP/IP Core of the Watcher.
6. The PS starts to resume event notifications towards the Watcher.
7. When the Presence Information for the Presentity changes, the PS will send the SIP NOTIFY request with the udpated Presence Information towards the Watcher through the SIP/IP Core of the Watcher.
8. The Watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 (OK) response sent through the SIP/IP Core of the Watcher to the PS.
NOTE 2: The SIP/IP Core of the Watcher and that of the Presentity are combined if the Watcher resides in the same domain as the Presentity.
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�I have removed this since the RFC6446, Notifier Behavior (5.2) seems to cover this already.


�Ditto here.
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