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1. Scope
(Informative)

The scope of the Presence Access Layer (PAL) V1.0 architecture document is to define the architecture for the PAL Version 1.0 Enabler. The architecture is based on the requirements listed for the Enabler in the PAL requirement document [PAL_RD].
2. References

Normative References

	[CBUS_AD]
	" Condition Based URIs Selection Architecture", Version 1.0, Open Mobile Alliance™, OMA-AD-CBUS-V1_0, 

URL:http://www.openmobilealliance.org/

	[OMADICT]
	"Dictionary for OMA Specifications", Version 2.7, Open Mobile Alliance™, OMA-ORG-Dictionary-V2_7, 
URL:http://www.openmobilealliance. org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[PAL_RD]
	“Presence Access Layer Requirements”, Open Mobile Alliance™, OMA-RD-PAL-V1_0,
URL:http://www.openmobilealliance.org/ 

	[PRS_AD]
	“Presence SIMPLE Architecture”, Version 2.0, Open Mobile Alliance(, OMA-AD-Presence_ SIMPLE-V2_0, 
URL: http://www.openmobilealliance.org/

	[PRS_RD]
	“Presence SIMPLE Requirements”, Version 2.0, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, 

URL:http://www.openmobilealliance.org/

	[XDM_AD]
	“XML Document Management Architecture”,Version 2.0, Open Mobile Alliance™, OMA-AD-XDM-V2_0, 
URL: http://www.openmobilealliance.org/


2.1 Informative References

	 [PRS_IG]
	“Implementation Guidelines for OMA Presence SIMPLE v1.1”, Open Mobile Alliance™, OMA-WP-PRS_1_1_Implementation_Guidelines, 
URL:http://www.openmobilealliance.org/

	[XDM_RD]
	“XML Document Management Requirements”, Version 2.1, Open Mobile Alliance™, OMA-RD-XDM-V2_1, 
URL:http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions







	Class of Service
	A mechanism for identifying a collection or grouping of services, priorities, and/or privileges, which is shared amongst one or more Users.

	Component
	Use definition from [OMADICT].

	Enabler
	Use definition from [OMADICT].

	Functional Component
	Use definition from [OMADICT].

	Interfaces
	Use definition from [OMADICT].

	Notification
	Use definition from [PRS_RD].

	PAL Administrator
	Use definition from [PAL_RD].

	PAL Client
	Use definition from [PAL_RD].

	PAL Profile
	Use definition from [PAL_RD].

	PAL Service
	Use definition from [PAL_RD].

	PAL Subscription
	Use definition from [PAL_RD].

	Presence Aspect
	Use definition from [PAL_RD].

	Presence Context
	Use definition from [PAL_RD].

	Presence Aware Service
	A Service with knowledge of Presence Information and the role of Watcher, and/or Presentity, to achieve function points associated with the Service.  

	Presence Information
	Use definition from [PRS_RD].

	Presence Information Element
	Use definition from [PRS_RD].

	Presence Service
	Use definition from [PRS_RD].

	Presence Trigger
	Use definition from [PAL_RD].

	Presentity
	Use definition from [PRS_RD].

	Resource List Server
	Use definition from [PRS_AD].

	Trusted XDMC
	Use definition from [XDM_AD].

	User
	Use definition from [OMADICT].

	Watcher
	Use definition from [PRS_RD].

	Watcher Agent
	A Functional Component that controls a Watcher’s access to the Presence Service and optimizes the notification traffic based on Watcher preferences or local policy.

	Watcher Information
	Use definition from [PRS_RD].

	Watcher Information Subscriber
	Use definition from [PRS_RD].

	
	

	


Editor’s Note: Definition of Watcher Agent is FFS.

3.3 Abbreviations



	OMA
	Open Mobile Alliance

	PAL
	Presence Access Layer

	PDE
	OMA Presence SIMPLE Data Extensions

	XDMC
	XML Document Management Client


4. Introduction
(Informative)

This architecture document describes the Ffunctional entitieComponents, and Iinterfaces of the OMA Presence Access Layer (PAL) Enabler.  The PAL architecture re-uses OMA Presence SIMPLE [PRS_AD], OMA XML Document Management [XDM_AD] and possibly other Enablers in order to fulfill the requirements defined in the [PAL_RD].

The purpose of the PAL architecture is to provide a common callable interface for presence capable applications or services to retrieve or be notified of corresponding presence information.  Presence information is provided by the PAL Service via abstractions known as Presence Aspects and/or Presence Triggers.  Additionally, the PAL architecture provides a mechanism through which a PAL Service resolves and establishes Presence Context on behalf of a PAL Client.  Collectively, these mechanisms provide presence aware applications or services with a simpler and more efficient means with which to incorporate presence awareness, as well as to make adoption by mobile clients quick and easy.  Further, PAL Clients achieve less coupling to the underlying structure and format of Presence Information Elements, particularly as those elements evolve and change.
4.1 Version 1.0

The PAL Enabler provides the following functions:

· Accepts and authorizes PAL Service requests;

· Resolves Presence Context on behalf of PAL Clients based on a service or class of service;

· Interacts with other Enablers to retrieve and consolidate required information (e.g.  Presence SIMPLE, XML Document Management);

· Maintains and upholds the privacy and security of information requested and mediated by the PAL Service;
· Provides appropriate PAL Service responses in the form of Presence Aspects and/or Presence Triggers; and,

· Manages and provisions the PAL Service on behalf of Service Providers.
5. Architectural Model

The PAL Architecture Document conforms to [OSE].
5.1 Dependencies

The PAL Enabler has the following dependencies:
· OMA Presence SIMPLE Enabler;

· OMA XML Document Management Enabler; and,

· OMA Condition Based URIs Selection Enabler.

5.1.1 OMA Presence SIMPLE Enabler

The PAL Enabler makes use of the following Interfaces from OMA SIMPLE Presence:

· PRS-3i Interface is exposed by the Presence Server and SHALL be used by the PAL Server as detailed in [PRS_AD] “Description of the Interfaces, PRS-3i Interface”; and,
· PRS-4i Interface is exposed by the Resource List Server and SHALL be used by the PAL Server as detailed in [PRS_AD] “Description of the Interfaces, PRS-4i Interface”.

5.1.2 OMA XML Document Management Enabler

The PAL Enabler makes use of the following Interfaces from OMA XML Document Management:

· XDM-2i Interface is exposed by the PAL XDMS and SHALL be used by the PAL Server as described in [XDM_AD] “Description of Interfaces, XDM Interfaces”; and,
· XDM-4i Interface is exposed by the PAL XDMS and SHALL be used by the PAL Server as described in [XDM_AD] “Description of Interfaces, XDM Interfaces”.

5.1.3 OMA Condition Based URIs Selection Enabler

The PAL Enabler makes use of the following Interface from OMA Condition Based URIs Selection:

· CBUS-1.2i Interface is exposed by the CBUS Server and MAY be used by the PAL Server as described in [CBUS_AD] “Description of Interfaces, CBUS-1.2i Interface”.

5.2 Architectural Diagram

 Figure 1 illustrates the OMA PAL architecture including interfaces applicable to the PAL Enabler.
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Figure 1: PAL Architecture Diagram
5.3 PAL Functional Components
This subclause describes Functional Components of the PAL Enabler.
5.3.1 PAL Server

The PAL Server SHALL support the following functions:

· Authorizes requesting PAL Clients;
· Establishes and reports Presence Context based on a Presence Aware Services, on behalf of PAL Clients;

· Subscribes to receive Presence Information as a Watcher or Watcher Information Subscriber;

· Functions as a Watcher Agent on behalf of PAL Clients, Watchers and Watcher Information Subscribers;

· Manages (i.e. create, retrieve, modify, and delete) PAL Profiles as a Trusted XDMC;

· Subscribes to receive notification of changes to PAL Profiles, as a Trusted XDMC;

· 
· Provides views of Presence Information utilizing Presence Aspects for PAL Clients,
·  based on interoperable rules associated with an applicable Presence Context; and,

· 
· Monitors, and detects Presence Aspect value changes associated with an applicable Presence Context, and executes predefined actions corresponding to a Presence Trigger
· . 

Editor’s Note: PAL Server acting as a Watcher Agent is FFS.

Editor’s Note: The management of PAL Profiles is FFS.

Editor’s Note: Enumerate the XDMS that PAL Server accesses.

5.3.2 PAL Client


The PAL Client provides access to various features of a PAL Server, as detailed in section 5.3.1.

The PAL Client SHALL support the following functions:

· Requests to receive Presence Context;

· Requests to receive Presence Aspects relative to a specified Presence Context ;

· Supports suspending or resuming delivery of Presence Aspects associated with a PAL Subscription; and,

· Receives a pre-defined action as a result of a detected value change corresponding to a Presence Trigger.
5.3.3 PAL XDMS


The PAL XDMS is a server entity that SHALL support the following functions:

· Manages and supports content of PAL Profile XML documents;

· Restores a PAL Profile XML document back to one of its previous versions;

· Performs authorization of incoming XDM requests;

· Notifies subscribers of changes in XML documents;

· Provides aggregation of notifications of changes to multiple XML documents;

· Stores information corresponding with authorized operations performed on PAL Profile XML documents based on the preferences set by a PAL Administrator;

· Manages and supports content of Access Permission XML documents associated with a PAL Profile XML document;

· Enforces Access Permissions for the PAL Profile XML documents;

· Updates authorised Principals Access Permission List documents in case of a change in Access Permissions for PAL Profile XML documents;

· Provides search results;

· Supports Document Share by Reference for PAL Profile XML documents; and,

· Supports forwarding of PAL Profile XDM Resources.


Editor’s Note: It is FFS whether PAL XDMS sub-section is refactored and refers to relevant XDM specification document.
5.4 Security Considerations

<<Describe security functionalities based on security requirements defined in corresponding Requirement Document. 

Security functionalities should address and consider at least the following features:

Authentication

Authorization

Data integrity

Confidentiality
Non-repudiation
DELETE THIS COMMENT >>
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Appendix B. Flows (informative)




The following subsections describe high-level logical information flows between Functional Components of the PAL architecture.  These flows illustrate how Functional Components within the PAL architecture support various features and requirements of the PAL Enabler.

B.1 PAL Presence Context Establishment

The PAL Client for User Alice makes use of specific Presence Information in the form of Presence Aspects, for a Presence Aware Service (e.g. the MIMO IM Service).  Presence Aspects are provided to a PAL Client relative to a given Presence Context.  Presence Context includes interoperable Presence Aspects, rules, policy values, and may contain Presence Triggers.  Presence Context specifies a presence environment and is required in order for a PAL Client to make use of Presence Information.  A Presence Context is resolved by the PAL Server based on a Presence Aware Service or Class of Service as outlined in Figure 2 below: 
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Figure 2: Establishing Presence Context based on a presence aware service

1. A PAL Client that wishes to receive Presence Aspects, issues a PAL Initialization  request to the PAL Server with the following information:

a. A service identifier corresponding to a Presence Aware Service or Class of Service

b. The public user identity of the corresponding PAL Client (e.g. a SIP URI corresponding with user Alice)

2. An optional resource URI corresponding to the Presentity (e.g. a SIP URI)

3. Upon receipt of a PAL Initialization request, the PAL Server authorizes the request and resolves an appropriate PAL Presence Context based on a service identifier and optionally watcher-id and/or resource URI.

4. Once a Presence Context has been established, the PAL Server returns a PAL initialization response to the PAL Client, including a unique Presence Context identifier, and optional meta-data (e.g. a baseline Presence Aspect value).

5. The PAL Client stores the Presence Context identifier (and optional meta-data).  Alice’s IM Service is now able to request and make use of Presence Aspects relative to the established Presence Context. 
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