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1 Reason for Contribution

This contribution proposes resolutions to the individual comments received during the SpamRep AD formal review.
2 Summary of Contribution

This input contribution is intended for discussion by the SpamRep group in order to reach consensus on resolution to the AD review comments.  It is expected that subsequent CRs to the AD will be issued and it is hoped that this contribution will assist in reaching consensus on those CRs.
Each of the comments received during formal review are replicated below, along with suggested resolution.

3 Detailed Proposal

Comments from Huawei (Pozefsky):
	ID
	Open Date
	Type
	Section
	Description
	Suggested Resolution

	A001
	2009.11.8
	T
	1.0 last sentence
	Source: Huawei (Pozefsky)

Form: input document

Comment: the doc is not limited to flows so fix sentence

Proposed Change: “This document describes the functional entities that comprise the enabler, the interfaces exposed by those components, and the information flow.”
	DISAGREE.

Existing sentence does not imply that the document is limited to flows, so the existing sentence is okay as is.  No change. 

	A002
	2009.11.8
	T
	4.0 2nd line
	Source: Huawei (Pozefsky)

Form: input document

Comment:  the enabler is not limited to operators

Proposed Change: change “Mobile Network Operators” to “Service Providers”
	AGREE


	A003
	2009.11.8
	T
	4.0 first 2 sentences
	Source: Huawei (Pozefsky)

Form: input document

Comment: You specify specific deployment choices of this spec, but nothing actually should FORCE only this deployment choice.  It is possible that the Spam client might reside in a server, not in a device.  You CANNOT limit the deployment choices.

Proposed Change: delete 2 sentences
	DISAGREE.

The referenced section and sentences are informative, hence they do not FORCE anything.  Deployment choices are not specified.  The examples described are only for clarity and the document is less clear without them. 

	A004
	2009.11.8
	T
	5.0 1st para last sentence
	Source: Huawei (Pozefsky)

Form: input document

Comment:  any entity can use the exposed interface not just Spam client

Proposed Change: “The SpamRep Server exposes a single interface.”
	DISAGREE.
Clarification needed.  It is not intended by this enabler that any entity other than the SpamRep Client use this interface.


	A005
	2009.11.8
	E
	5.0 last 3 paras
	Source: Huawei (Pozefsky)

Form: input document

Comment: change “is outside” to “are outside” since subject of sentence has 2 parts

Proposed Change: “are outside”
	AGREE. 

	A006
	2009.11.8
	T
	5.2
	Source: Huawei (Pozefsky)

Form: input document

Comment:  the arch diagram should only have the Spam client and server since other boxes are not mandated by spec

Proposed Change: arch diagram ONLY has Spam client and server.  Put this diagram into informative appendix (or other section)
	CLARIFY.
Disagree with removing the out of scope entities (or putting in an Appendix) but suggest that the diagram be changed to clearly indicate that the dotted entities are out of scope.  The architecture diagram is much clearer when the SpamRep system is shown in context with the external entities with which it interacts.


	A007
	2009.11.8
	T
	5.3.1.1
	Source: Huawei (Pozefsky)

Form: input document

Comment: security is NOT intrinsic to this enabler but rather is a deployment choice, so won’t be part of spec

Proposed Change: remove first 2 bullets (authentication, confidentiality, integrity) and last bullet (privacy).
	DISAGREE.

Security requirements are specified in the RD 

	A008
	2009.11.8
	T
	5.3.1.1 3rd bullet
	Source: Huawei (Pozefsky)

Form: input document

Comment:  will the spec actually say anything about the policies or is it left up to implementation?  If not specified, then delete.

Proposed Change: delete 3rd bullet
	CLARIFY.
It is intended the spec will say something about policies



	A009
	2009.11.8
	T
	5.3.1.2 first sent
	Source: Huawei (Pozefsky)

Form: input document

Comment: do not state deployment choice, and interface can be used by anything not just Spam clients

Proposed Change: “SpamRep Server receives Spam Reports and action requests.”
	PARTIALLY AGREE.

Change text as stated, but don’t agree that interface can be used by other than SpamRep clients 

	A010
	2009.11.8
	T
	5.3.1.2 bullets 1,2,4
	Source: Huawei (Pozefsky)

Form: input document

Comment:  security not part of this spec

Proposed Change: delete these bullets
	DISAGREE.

Security requirements are in the RD 



	A011
	2009.11.8
	T
	5.3.1.2 3rd bullet
	Source: Huawei (Pozefsky)

Form: input document

Comment: will this spec describe how to authorization (like XDM does)?  If not, delete bullet

Proposed Change: delete 3rd bullet
	DISAGREE.

Spec with address authorization 

	A012
	2009.11.8
	T
	5.3.1.2  5th bullet
	Source: Huawei (Pozefsky)

Form: input document

Comment:  will the spec define how to set up the policies and enforce them

Proposed Change: delete the bullet
	DISAGREE.
Spec may address this


	A013
	2009.11.8
	T
	5.3.2.1
	Source: Huawei (Pozefsky)

Form: input document

Comment:  do not limit access to the Server to Spam clients; any entity can use the interface

Proposed Change: “The SPR-1 interface is exposed by the SpamRep Server.”
	DISAGREE.
It is intended that only authorized, authenticated SpamRep clients use the interface, otherwise the MNO is presented with a security issue.


	A014
	2009.11.8
	T
	5.3.3.1
	Source: Huawei (Pozefsky)

Form: input document

Comment:  will the spec say anything about what, how, why, when to access the messaging systems?  I doubt it will.

Proposed Change: delete this section, or move to appendix where the informative diagram is moved to
	DISAGREE.
Section is labeled as informative and is there for clarity.  There is no rule that a spec cannot contain informative text in the body of the spec.  Moving this section to the Appendix just makes the document harder to read.


	A015
	2009.11.8
	T
	5.3.3.2
	Source: Huawei (Pozefsky)

Form: input document

Comment: same as A015

Proposed Change: 
	DISAGREE.

Same as A014 

	A016
	2009.11.8
	T
	5.4
	Source: Huawei (Pozefsky)

Form: input document

Comment:  Nothing in this section will be part of the spec.  Note even the last sentence – it recognizes that security mechanisms will not be specified by this enabler, but is chosen by the SP deploying the enabler.

Proposed Change: delete the section, or mark it as Informative and add sentence saying that the spec will NOT include security statements (since security is out of scope).
	DISAGREE.

Security is specified in the RD



Comments from Huawei (Zeng):

	ID
	Open Date
	Type
	Section
	Description
	Status

	A17
	11/11/2009
	E
	2.1
	Source: Huawei (Kevin)

Form: input document

Comment:  URL for SpamRep-RD is missing

Proposed Change:  
	AGREE.


	A18
	11/11/2009
	E
	3.2
	Source: Huawei (Kevin)

Form: input document

Comment:  Definitions for By-Fingerprint, Content, Fingerprint, Spam Report, Network Spam Box are missing
Proposed Change:  add them by referencing SpamRep-RD
	AGREE.


	A19
	11/11/2009
	T
	5.2
	Source: Huawei (Kevin)

Form: input document

Comment:   If MSS-2 can reuse message box interface defined by OMA enablers, should we consider making it normative and specifying it?

Proposed Change:   for discussion.
	DISAGREE.

MSS-2 is out of scope per the SpamRep WID.  This has been previously discussed.


	A19
	11/11/2009
	T
	5.3.1.1
	Source: Huawei (Kevin)

Form: input document

Comment:   is “unblocking quarantined message” part of the client functions? Note that “Queries the SpamRep Server about messages quarantined” is a client function.

Proposed Change:  Add it to the client function
	DISAGREE.

The client has no capability to unblock anything because it has no access to network content filters or blacklists.  It can only send requests to the SpamRep server.


	A20
	11/11/2009
	T
	5.3.2.1
	Source: Huawei (Kevin)

Form: input document

Comment:   first line, “and used by SpamRep Clients” can be deleted.

Proposed Change:   
	CLARIFY.

Don’t see the need to delete this.


	A21
	11/11/2009
	T
	5.3.3.1
	Source: Huawei (Kevin)

Form: input document

Comment:   “Perform actions …, as relayed through the SpamRep Server” Shouldn’t SpamRep Client also part of the relays?

Proposed Change:   
	CLARIFY.

No, all actions are defined as requests sent by the Client to the Server, hence relaying is only through the Server.


	A22
	11/11/2009
	E
	5.3.4.2
	Source: Huawei (Kevin)

Form: input document

Comment:    add  “retrieve list of quarantined messages” as an example of the actions

Proposed Change:   
	AGREE.


	A23
	11/11/2009
	T
	5.4
	Source: Huawei (Kevin)

Form: input document

Comment:    first bullet, authentication of reporter or Spam Client?

Proposed Change:   
	AGREE.

Should be ‘Client’


	A24
	11/11/2009
	E
	Appendix B
	Source: Huawei (Kevin)

Form: input document

Comment:    Fig. 2 number in the text should be updated.

Proposed Change:   
	AGREE.


	A25
	11/11/2009
	T
	B.4
	Source: Huawei (Kevin)

Form: input document

Comment:   Flow step 1, sentence not complete. Add  “The SpamRep Client sends a Release Quarantine request to the SpamRep Server.  On receipt, the” to the beginning. Also wording needs some improvement.

Proposed Change:   
	AGREE.


	A26
	11/11/2009
	T
	B.4
	Source: Huawei (Kevin)

Form: input document

Comment: It would be nice to have one generic call flow that illustrates the call flows for all action requests. 
Proposed Change:   add one generic statement at the beginning of B.4 “The call flow presented in this section applies to all other action requests (e.g., retrieve list of quarantined messages, block senders, etc) as well. In all cases, it can reuse the interface of  the Message Box system.
	AGREE.


	A27
	11/11/2009
	E
	All sections
	Source: Huawei (Kevin)

Form: input document

Comment:  All defined terminologies should have initial letter capitalized.
Proposed Change:   AD editor does a search and editorial changes
	AGREE.



Comments from RIM (Petronijevic):

	ID
	Open Date
	Type
	Section
	Description
	Status

	A001
	2009.11.16
	T
	5.3.1.1
	Source: RIM (Dejan Petronijevic)

Form: input document

Comment: Appendix B1 describes a flow where SpamRep Server requests and receives additional information from the SpamRep Client. This functionality of the SpamRep Client needs to be explicitly listed
Proposed Change: add a bullet describing this functionality.
	AGREE.



	A002
	2009.11.16
	T
	5.3.1.2
	Source: RIM (Dejan Petronijevic)
Form: input document
Comment: The functionality stated in the last bullet: “Inspection of a Spam Report” is not clear and seems to be outside of the scope of the spec.

Proposed Change: Remove the bullet or provide better description of the functionality.
	AGREE.



	A003
	2009.11.16
	T
	5.3.2.1
	Source: RIM (Dejan Petronijevic)
Form: input document
Comment: If the functionality from the comment A001 is added, then the interface has to be updated as well.  

Proposed Change: Add a bullet stating that SpamRep Server may request additional information from the SpamRep Client over the SPR-1 interface.
	AGREE.



	A004
	2009.11.16
	T
	5.3.2.1
	Source: RIM (Dejan Petronijevic)
Form: input document
Comment: SpamRep Server functionality includes the following bullet: “Responds to queries about quarantined messages”. The SPR-1 interface doesn’t provide this functionality.

Proposed Change: Add a bullet describing this function or remove the functionality from the SpamRep Server.
	AGREE.



	A005
	2009.11.16
	T
	B.3
	Source: RIM (Dejan Petronijevic)
Form: input document
Comment: As discussed during the informal review, notifications of spam report status piggybacked on unrelated session provide no added benefit while complicating the interface. 

Proposed Change: Remove the sentence:” Additionally, if SpamRep Client supports it, when there is an existing session between SpamRep Client and SpamRep Server, the SpamRep Server can send the notification message in the same session.”Also, the first two messages marked “Example 1” from the picture should be removed.
	Status: OPEN 

Need group discussion




4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and propose CRs to the AD based on consensus reached.
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