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1 Reason for Change

The architecture document offers comments on the presence stage 2:
· The definitions section

· The references section 

· Section 6.1

· Section 7.2.4

· Section 7.2.5

· Section 8.111

· New section: A network presence section

· New section: An aggregated presence section
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights Considerations

None

5 Recommendation

It is recommended to include the detailed changes in to the stage 2.
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6 Detailed Change Proposal

Definitions
(SIP) Proxy - From RFC 3261: An intermediary entity that acts as both a server and a client for the purpose of making requests on behalf of other clients.  A proxy server primarily plays the role of routing, which means its job is to ensure that a request is sent to another entity "closer" to the targeted user.  Proxies are also useful for enforcing policy (for example, making sure a user is allowed to make a call).  A proxy interprets, and, if necessary, rewrites specific parts of a request message before forwarding it.

6.1 Network Model

Figure 1 shows a reference model for the Presence applications.  Figure 1 highlights the SIP-SIMPLE functionality.   All flows are SIP-SIMPLE, SIP-AAA, or XCAP related. 
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 Figure 1- PAG SIP-SIMPLE Presence Functional Model

All solid lines shown in the above figure are defined or reference by OMA.  The network architecture elements are as follows:

· AAA: 
· Authentication, Authorization, and Accounting Services 

· Presence Server: 
· Aggregates Presence Documents

· Serves Subscriptions

· List and Policy Server: 
· Stores user-provided list and policy/preference data

· HSP (consists of the following two entities)

· Serving Proxy: 
· Primary SIP routing and application dispatch 
· S-CSCF-like
· Registrar: 
· Holds SIP registration data (An S-CSCF and HSP-like function)
· Operator Edge Proxy: 
· Handles SIP traffic to/from other networks
· I-CSCF like (no requirement for dynamic S-CSCF binding)
· Subscriber Edge Proxy: 
· Handles SIP traffic to/from UEs
· Primary authentication; SIP Compression (SIGCOMP)
· OSA Gateway: Provides OSA APIs to presence applications.
· UE:  The terminal, or an in-network user agent that adapts to a specialized display protocol (X, WAP, WV, etc).

7.2.4 Receiving a Presence Notification

A mobile station has previously subscribed to an event as above.  The mobile station receives a notification from the Presence Application of the presentity or presentity list as follows according to the subscription parameters when the subscription was made.
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Figure 2 - Receiving a Presence Notification
a) The presence application of the presentity sends a presence notification request to its HSP.
b) The presentity's HSP sends the presence notification request to the mobile station's HSP.
c) The mobile station's HSP sends the presence notification request to the mobile station.
d) The mobile station sends a presence notification response to its HSP.
e) The mobile station's HSP send the presence notification response to the HSP of the presentity.
f) The HSP of the presentity sends the presence notification response to the presentity's presence server.
a) 
b) 
c) 
d) 
7.2.5 Querying Presence State 
A mobile station has previously subscribed to an event as above.  The mobile station queries the Presence Application of the presentity or presentity list as follows according to the subscription parameters when the subscription was made.
[Remainder of that section 7.2.5]
8.1.1.1 Network Authentication of the Mobile User
It is possible that an attacker represent itself to service elements as a valid mobile user.  This could occur by the attacker attempting to register or send SIP/SIMPLE packets using the identity of a valid mobile user.  

The general solution to this type of threat is cryptographic authentication, which could be provided at the SIP layer or at a lower layer.  SIP supports a number of challenge response mechanisms such as digest authentication [RFC 2617]. 
Add the following row to the references: 
	[RFC 2617]
	HTTP Authentication: Basic and Digest Access Authentication

ftp://ftp.rfc-editor.org/in-notes/rfc2617.txt


New Section: 
Network Presence

Refer to 3GPP TS 23.141 for description of the Ph, Pi, Pc, Pg, Pk, Pl interfaces.  Refer to [3GPP2] for […].
7.2.X Sending Aggregated Presence Notifications to the Mobile
A mobile station has previously subscribed to an event as above.  The mobile station's presence server receives a notification from some presentity's Presence Application. Later, the mobile station's presence server sends an aggregated presence notification request to the mobile.  That notification may be a partial update and may be throttled, in accordance with IETF specifications.    
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Figure 3 - Receiving a Presence Notification
a) The presence application of the presentity sends a presence notification request to its HSP.

b) The presentity's HSP sends the presence notification request to the mobile station's HSP.

c) The mobile station's HSP sends the presence notification request to the mobile station's presence application.

d) The mobile station's presence application sends a presence notification response to its HSP.

e) The mobile station's HSP send the presence notification response to the HSP of the presentity.

f) The HSP of the presentity sends the presence notification response to the presentity's presence server.

Some variable amount of delay occurs as the mobile station's presence application accumulates presence notifications.  

g) The presence application of the mobile station sends an aggregated presence notification request to its HSP. This request may contain partial updates and meeting bandwidth requirements. 
h) The mobile station's HSP sends the presence notification request to the mobile station.
i) The mobile station sends a presence notification response to its HSP.
j) The mobile station's HSP send the presence notification response the mobile station's presence application. 
7 Intellectual Property Rights Considerations

Not known.

8 Recommendation

It is recommended to include the detailed changes in to the stage 2.
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