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1 Reason for Change

Clarifies the security section of the Presence AD (OMA-PAG-AD-V1_1-20040316-D) after the changes made in the rest of the document.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Modifies the current version of the AD (OMA-PAG-AD-V1_1-20040316-D)

4 Intellectual Property Rights Considerations

None

5 Recommendation

Recommend that this CR will replace the section 8.3 of the Presence AD(OMA-PAG-AD-V1_1-20040316-D).

6 Detailed Change Proposal

8.3



1. 
2. 
3. 
4. 



5. 
6. 












7. 
8. 



9. 
10. 
11. 
12. 
8.3 Security

The security mechanism provides the protection to the Presence service environment. 

8.3.1 SIP signaling security

The Presence client SHALL be authenticated prior to accessing the Presence service. The Presence server SHOULD rely on the security mechanisms provided by the underlaying SIP/IP Core, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core to support the integrity and confidentiality protection of SIP signalling. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the user equipment contains USIM/ISIM or UIM/R-UIM, authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0].   The privacy of the end user shall rely on IMS core as specified in [3GPP TS24.229]. 

� In this context IKE is considered as part of IPSec. 
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