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1 Reason for Contribution

There are ongoing discussions on the appropriate protocol XCAP or SIP to use for PoC Service Attributes such as the Answer Mode Setting and Incoming Session Barring/DnD.
2 Summary of Contribution
The following evaluation criteria are important in determining which solution is appropriate to communicate the PoC client Answer Mode Setting and Incoming Session Barring/DnD.

3 Detailed Proposal

Radio Resource Efficiency


Q:  Which solution has the best case and worst case number of messages sent over the radio?

A:  XCAP clearly involves more messages over the radio than SIP


Q: Which Solution makes use of IMS mandated compression mechanisms?

A: SIP makes use of  SIP compression. There is no compression specified for XCAP Im reference point.

Network Resource Efficiency


Q: Does the solution require additional PDP contexts to be setup or maintained to those needed for PoC Session establishment?

A: XCAP may require a different PDP context to be setup or maintained than the SIP signaling context used for PoC Sessions. 


Q: Are additional PoC Network Entities involved that do not need the data?

A: Using XCAP and GLMS solution the GLMS is involved and yet it doesn’t need the data which is not used by other OMA enablers. SIP uses the SIP/IP core.

Scalability


Q: Does the solution easily scale to millions of users?

A: XCAP either requires frequent TLS full handshakes by millions of terminals (everytime the mode is changed) or cacheing of millions of TLS parameters or millions of persistent TLS sessions. This is a scalability problem.

Setting Modification Latency/failure


Q: Which solution has the best case and worst case setting modification latency?

A: Since XCAP traffic is not compressed it takes longer to be transmitted over the radio. Establishing PDP contexts, TCP connections and performing a TLS handshake all takes time before the parameter can be modified in the GLMS. Then it still has to reach the PoC Server. SIP uses low latency optimized signaling path.


Q: Does the solution have a higher probability of delay in changing the setting due to unavailability of resources?

 A:  If TCP connections and TLS sessions have to be established to the GLMS then there may be times when not enough resources are available to instantly service these requests. SIP connections are always on.

Terminal Impact and Complexity


Q: Does the solution make it complex to make the Answer Mode and ISB setting a simple user selected button or parameter of a terminal profile?

A: XCAP requires an XCAP URI to be created this requires either getting and parsing the XCAP document or hard-coding the document structure – both bad ideas. SIP simply communicates the parameter to the network and the terminal doesn’t have to worry about the storage location.


Q: Does the solution require additional PDP contexts to be setup or maintained by the terminal over those needed for PoC Session establishment?

A: XCAP may require a different PDP context to be setup or maintained than the SIP signaling context used for PoC Sessions meaning more PDP contexts to be managed by the terminal. 


Q: Does the solution require additional security associations to be maintained to those needed for PoC Session establishment?

A: XCAP requires Support for TLS and certificates etc. SIP uses security associations established and used for PoC Sessions.


Q: Which Solution impacts battery life most?

A: Additional messages and message size due to lack of compression means reduced battery life for XCAP solution.

Addressing and Configuration


Q: Does the solution require additional server address discovery over that required for PoC Sessions?

A: The address of the GLMS needs to be discovered in order to establish an XCAP session. SIP uses the same P-CSCF discover procedures used for PoC Sessions.

IETF draft Maturity


Q: Are the drafts that the solution is based upon currently stable (RFCs or in the RFC editor's queue)?
A: XCAP drafts are still undergoing discussion in the IETF working groups and there are still a number of significant open issues just with the XCAP protocol. It is sometime before they will be approved by the working groups and then they need IESG approval to be considered stable. Also for every XCAP document we define we have to create an XCAP useage document. With SIP Callee Capabilities the documents are stable - either published RFCs or approved by the IESG and in the RFC editor's queue awaiting publication.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

That PoC WG conclude that SIP is the appropriate mechanism for communicating dynamic state information such as the Answer Mode Setting and Incoming Session Barring/DnD to the network.
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