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1 Reason for Change

Correcting sections 6.1.1 and 6.1.2

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Modifies the current version of the AD (OMA-PAG-AD-V1_1-20040723-D)

4 Intellectual Property Rights Considerations

None

5 Recommendation

Approve for inclusion in the latest version of the Presence AD.

6 Detailed Change Proposal

6.1 System and Subsystem Descriptions

6.1.1 Presence Functional Entities

6.1.1.1 Presence Server

The Presence Server (PS) SHALL implement the application level network functionality for the Presence Service. The PS SHALL perform the following functions:
· Receive and manage presence information that is published by the Presence User/Network/External agents, and compose the presence information for a certain presentity from the information it receives from multiple sources into a single presence document. 
· In particular, the PS SHALL be able to receive and manage presence information that is published from multiple Presence User Agents of the same presentity. 

. 
· Provide Subscription Authorization Policy, Content Policy and Notification Policy. The Subscription Authorization Policy SHALL determine which watchers are allowed to subscribe to presentity’s presence information. In case of allowing a watcher to subscribe to presentity’s presence information,
· the Content Policy SHALL determine the information the watcher is allowed to see.

· the Notification Policy SHALL determine the conditions when the PS shall generate notifications.

· Provide a watcher, if required, configurable filtering function that is used to limit the information that is delivered to a watcher.  Watchers define the subset of the presence information interested in, by the filter that is carried in presence information subscription. If the PS does not support the filters as requested by the watcher, the PS SHALL indicate it to the watcher. In this case the notification contains the actual presence information based on the Subscription Authorization Policy and local policy of the PS.
NOTE: After subscription, the authorized watchers are notified of the actual presence information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription.
· Allow watchers to request and subscribe to the full set of presence information of a presentity.

· Generates partial notifications to a watcher, which has indicated the capability to process them. These partial notifications contain the presence information of the presentity that has been modified since the latest notification sent to the watcher about this presentity, and requires additional information to be able to link the partial notification to the information watcher has received earlier. 

· Verifies the identity of the watcher that subscribes to presentity's presence information, except if the watcher has indicated his desire to remain anonymous. The action taken by the PS if the verification fails may include notifying the Presentity.

· Supports SIP-based communications with the Presentity SIP/IP Core. 
· 

6.1.1.2 Presence User Agent

The Presence User Agent (PUA) SHALL perform the following functions:

· Collect presence information associated with a presentity representing a principal.

· Assemble the presence information in the format defined for the Pf reference point.

· Send the presence information to the PS over the Ps and Pf reference points.

· Manage the Subscription Authorisation Policy.

· Handle any necessary interworking required to support terminals that do not support the Ps reference point.

· Identify itself uniquely among other PUAs of the same presentity when publishing presence information.

The PUA may be located in the user’s terminal or within a network entity.

6.1.1.3 Presence Network Agent

The Presence Network Agent (PNA) SHALL collect the presence information from the various network elements and send it to the PS. 
NOTE: In a non-3GPP/3GPP2 network there might be no need for a PNA as the various user agents in the network may have a direct connection to the PS so the PS can do the aggregation. 
The PNA MAY also notify the PS when a PUA is disconnected. This can be achieved by using keep-alives (heartbeat) mechanism from the PUA to the PNA. 

The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 3 and Figure 4) and are out of scope of the current specification.
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 Figure 1-PNA in 3GPP
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 Figure 2-PNA in 3GPP2

The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 5:
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 Figure 3-PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.

6.1.1.4 Presence External Agent

The Presence External Agent (PEA) SHALL perform the following functions:

· Supply presence information from external networks.

· Send the presence information on the Pex reference point according to the format standardized for the Pex reference point.

· Handle the interworking and security issues involved in interfacing to external networks.
· Resolve the location of the PS associated with the presentity.

Examples of presence information that the PEA may supply, include:

· Third party services (e.g. calendar applications, corporate systems) 

· Internet Presence Services 

· Non SIMPLE-based Presence Services

· Services that use Presence (e.g. PoC, IM).

6.1.2 External Entities Providing Services to Presence

6.1.2.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed in support of the Presence Service:

· Routes the SIP signaling between the PUA and the PS
· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the PUA based on user’s service profile

· Maintains the registration state 

· Provides charging information

In the context of 3GPP or 3GPP2 networks, the OMA Presence SHALL utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 

In the context of other networks, a network of SIP proxies and registrars providing the aforementioned functionalities is utilized.

6.1.2.2 Group and List Management Server (GLMS)

Presence users use the GLMS to manage groups and lists (e.g. contact and access lists) that are needed for the Presence Service.   The GLMS performs the following functions:

· Provides list management operations to create, modify, retrieve and delete groups and lists
· Provides storage for groups and lists
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