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 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical
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	Krisztián Kiss, Nokia, krisztian.kiss@nokia.com

	Replaces:
	n/a


1 Reason for Change

Correcting sections 6.2.1 and 6.2.2

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

Modifies the current version of the AD (OMA-PAG-AD-V1_1-20040723-D)

4 Intellectual Property Rights Considerations

None

5 Recommendation

Approve for inclusion in the latest version of the Presence AD.

6 Detailed Change Proposal

8.3 6.2 Subsystem Collaboration

This section presents message flow examples for the implementation of the basic mechanisms of the SIMPLE Presence Service. 

8.3.1 6.2.1 Publishing Presence Information 
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Editor’s Note: change “Presence Server” to “PS” in the figure 

Figure 8 - Publishing Presence Information
1. The PUA generates a SIP PUBLISH request, which contains a presence document. The means for the PUA to compose this presence document is outside the scope of this specification.

2. The SIP/IP Core network routes the request to the correct PS.

3. The PS authorises the presence publication, and checks the information the message contains. The PS then processes the presence information and sends a SIP 200 OK response back to PUA.

4. The SIP/IP Core network forwards the response back to the PUA.

8.3.2 6.2.2Subscribing to Presence Information state changes - Proactive Authorization
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Editor’s Note: change “Presence Server” to “PS” in the figure 

Editor’s Note: change “PUA” to “Watcher” in the figure
Figure 9 - Subscribing to presence information state changes (watcher and presentity are in different networks)

1. A watcher wishes to watch a presentity's presence information, or certain parts of the presentity's presence information. To initiate a subscription, the watcher sends a SIP SUBSCRIBE request for the presence event package including an indication of the duration this subscription should last. The SIP SUBSCRIBE request may also include an indication of the watcher's capability to handle partial notifications.  

2. The SIP/IP Core network of the watcher resolves the address of the presentity and forwards the request to the SIP/IP Core network of the presentity.

3. The SIP/IP Core network of the presentity routes the SUBSCRIBE request to the correct PS. 

4. The PS performs the necessary authorisation checks on the originator to ensure it is allowed to watch the presentity. Once all privacy conditions are met, the PS issues a SIP 202 Accepted response to the SIP/IP Core network. 
NOTE: In the case where the privacy/authorisation checks fail, then a negative acknowledgement is sent to the watcher.

5. The SIP/IP Core network of the presentity forwards the response to the SIP/IP Core network of the watcher.

6. The SIP/IP Core network of the watcher forwards the response to the watcher.

7. As soon as the PS sends a SIP 202 Accepted response to accept the subscription, it sends a SIP NOTIFY request incuding the current full state of the presentity's presence information that the watcher has subscribed and been authorised to.  The SIP NOTIFY request is sent to the Watcher SIP/IP Core network. Further notifications sent by the PS may either contain the complete set of presence information, or only those tuples that have changed since the last notification if the watcher has indicated the capability to process partial notifications.

8. The SIP/IP Core network of the watcher forwards the SIP NOTIFY request to the watcher.

9. The watcher acknowledges the receipt of the SIP NOTIFY request with a SIP 200 OK response sent to its SIP/IP Core network.

10. The SIP/IP Core network of the watcher forwards the SIP 200 OK response to the PS.
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