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1 Reason for Change

The Presence RD contains requirements that induce requirements for the group management too. 

They look as follows:
· Presence Service user SHALL have the ability to decide during the reactive authorization procedure to enable the watcher for proactive authorization for future requests. 
· Presence Service user SHALL determine which potential watchers or groups of watchers (e.g. friends, family) shall be proactively authorized to receive his/her Presence Information.

· Presence Service user SHALL determine which potential watchers or groups of watchers (e.g. work mates) shall be reactively authorized in order to receive his/her Presence Information.

Those requirements lead to lists that control the presence service policies since they implicit define lists that contain watchers that are allowed or forbidden to access presence information. Especially Req. 2 and 3 describe lists of users that share a common setup for commonly authorized presence information.
2 Impact on Backward Compatibility

<statement describing the scope and nature of compatibility with previous versions>

3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the Access Control Policy chapter of the specific POC section to be common for different enablers and include the proposed changes for that section. Include the proposed changes for chapter 6.2.2.2.1 & 6.2.2.2.2 to enhance the chapter for presence groups and lists. 
6 Detailed Change Proposal

Access Control Policy Framework
Access control policy is a set of lists (e.g. access control lists such as accept/reject lists) and associated rules that define how to behave on incoming requests.  Whenever an access control policy is defined by a specific service enabler the Management of the handled objects should follow the common rules as defined now in more detail. 
Management

It SHALL be possible for an authorized user to create, edit, or delete access control policy documents which specify whether an incoming request from a particular user should be accepted, rejected, or handled otherwise.

Handled Objects

An access control policy SHALL be described by the following:

1. Accept List:  A list of end users from whom requests are accepted.

2. Reject List:  A list of end users from whom requests are rejected.
Common Rules

Common Requirements to support multiple services:

1. Accept and Reject lists SHOULD be usable for different services. 

2. Service specific extension for them SHOULD not prevent the usability for different services.
-------------------------------------------- Next Changes-- --------------------------------------
6.2.2.2.1

Presence Information Subscription Authorization Policy 
Access Control Policy Framework [6.2.2]applies to allow or forbid the presence information subscription by requesting watchers. 
Details of the presence information delivery SHOULD be controlled by presence service specific attribute lists connected to accept lists (See Presence RD 6.1.3.2 Subscribe #16...#18). This leads to effort reduction necessary to set up policy information since the whole group has the same presence information policy settings. Members of one list (e.g. family, friends, colleagues) get the same presence information details. (
1. Accept List Extension: Extensions that allow list members to receive the same presence information details. (E.g. a list of presence tuples and their policy attribute)
6.2.2.2.2 Presence Subscription Lists
Presence Subscription Lists (PSL) are used to support the user to easy watch for presence information for a list of contacts with a list of requested attributes for every member. Following the requirement to support subscriptions to parts of the presence information it is meaningful to link the requested presence information tuples with the PSL.

1. Contact lists (as stored in the GMS and the terminal) SHOULD be supported as reference for members of a PSL.
2. 
3. PSL SHALL support a presence attribute request list for every list member. 
4. PSL SHALL support a presence attribute request list common for some list members. 
5. 
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