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Terminology and Conventions

8.5 Conventions

<< If doc includes normative material keep the next two paragraphs.  DELETE THIS COMMENT >>

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< OR if doc is informative just keep the next line.  DELETE THIS COMMENT>>

This is an informative document, which is not intended to provide testable requirements to implementations.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

8.6 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>
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	Definition

	Term 2
	Definition
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	OMA
	Open Mobile Alliance

	Xxx
	xxx

	
	


Introduction

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

8.8 Planned Phases






Figure 1- Phases of Presence Service

As in Figure 1 above, Phase I is focusing on functions required for mandatory presence and PoC. In Phase II, in addition to Phase I functions, advanced functions required for mandatory presence and PoC will be included; presence functions required for non-PoC (e.g., IM, game and so on) and optional presence functions will also be included.
Presence Functional Entities

8.9 Presence Source

The Presence Source is an entity that provides presence information to a Presence Service [RFC2778].

8.9.1 Publication of presence information
5.2.1.1 Partial publication

5.2.1.2 Handling of large contents
5.2.1.2.1 Performing content indirection

5.2.1.2.2 Handling of direct content
5.2.1.3 Subscription for the watcher information template package
The Presence Source SHALL perform the following functions:

· Collect presence information associated with a presentity representing a principal.

· Assemble the presence information in the format defined for the PRS-1 reference point.

· Send the presence information to the PS over the PRS-1 reference points.

· Manage the Subscription Authorisation Policy.

· Handle any necessary interworking required to support terminals that do not support the PRS-1 reference point.

· Identify itself uniquely among other Presence Sources of the same presentity when publishing presence information.

The Presence Source may be located in the user’s terminal or within a network entity.

When the Presence Source publishes presence information, it SHALL generate a SIP PUBLISH request according to [PUBLISH].

The Presence Source SHALL support at least the "application/pidf+xml" presence information format according to [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID]. The Presence Source MAY also support the PIDF extensions for contact information defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. 

The Presence Source SHALL also support the SIP user agent capabilities extension to PIDF [PRESCAPS] if it publishes a presence tuple describing a service. The type of the service SHALL be described using the [PRESCAPS] extension.

8.9.2 Example realizations of a Presence Source

5.2.1.4 Presence User Agent
<to be filled>
5.2.1.5 Presence Network Agent

The Presence Source MAY be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PNA collects the presence information from the various network elements and send it to the PS. 

The PNA may also notify the PS when the terminal is disconnected. This can be achieved by using keep-alives (heartbeat) mechanism from the terminal to the PNA. 

The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 3 and Figure 4) and are out of scope of the current specification.
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 Figure 2-PNA in 3GPP
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 Figure 3-PNA in 3GPP2

The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 5:
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 Figure 4-PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.

8.9.3 Presence External Agent

The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively. The PEA performs the following functions:

· Supply presence information from external networks.

· Handle the interworking and security issues involved in interfacing to external networks.
· Resolve the location of the PS associated with the presentity.

Examples of presence information that the PEA may supply, include:

· Third party services (e.g. calendar applications, corporate systems) 

· Internet Presence Services 

· Non SIMPLE-based Presence Services

· Services that use Presence (e.g. PoC, IM).

8.10 Presence Server

8.10.1 Presence Information publication acceptance from Presence Sources
5.2.1.6 Authentication

5.2.1.7 Authorization
5.2.1.8 Detecting information collision
8.10.2 Subscription acceptance to presence state event package

5.2.1.9 Authentication

5.2.1.10 Authorization 

5.2.1.11 Polite blocking
8.10.3 Generating notifications to presence state event package

5.2.1.12 Generating raw presence document

5.2.1.13 Presence document composition

5.2.1.14 Applying authorization policies

5.2.1.15 Applying watcher filtering rules
5.2.1.16 Handling of large contents

5.2.1.16.1 Performing content indirection
5.2.1.16.2 Handling of direct content
5.2.1.17 Notification of state changes
5.2.1.17.1 Generating partial notifications
5.2.1.17.2 Event Throttling
8.10.4 Subscription acceptance to watcher information template package

5.2.1.18 Authentication

5.2.1.19 Authorization

8.10.5 Generating notifications to watcher information template package 

5.2.1.20 Notification of state changes
5.2.1.20.1 Generating partial notifications
5.2.1.20.2 Event Throttling
The Presence Server (PS) SHALL implement the application level network functionality for the Presence Service. The Presence Server (PS) is an entity that accepts, stores, and distributes Presence Information. The PS SHALL perform the following functions:
· Support SIP-based communications with the presentity’s and the watchers’s SIP/IP Core network.

· Receive and manage presence information that is published by the Presence Source, and compose the presence information for a certain presentity from the information it receives from multiple sources into a single presence document. In particular, the PS SHALL be able to receive and manage presence information that is published from multiple Presence Sources of the same presentity. 

· Provide Subscription Authorization Policy, Content Policy and Notification Policy. The Subscription Authorization Policy SHALL determine which watchers are allowed to subscribe to presentity’s presence information. In case of allowing a watcher to subscribe to presentity’s presence information,

· the Content Policy SHALL determine the information the watcher is allowed to see.

· the Notification Policy SHALL determine the conditions when the PS shall generate notifications.

· Provide a watcher, if required, configurable filtering function that is used to limit the information that is delivered to a watcher.  Watchers define the subset of the presence information interested in, by the filter that is carried in the presence information subscription. If the SUBSCRIBE request sent by the watcher included filters according to [FILTER] and [FILTERFORMAT], the PS SHALL apply the appropriate filtering function [FILTER] and format [FILTERFORMAT]. If the PS does not support the filters as requested by the watcher, the PS SHALL indicate it to the watcher. In this case the notification contains the actual presence information based on the Subscription Authorization Policy and local policy of the PS.

NOTE: After subscription, the authorized watchers are notified of the actual presence information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription.

· Allow watchers to request and subscribe to the full set of presence information of a presentity. The PS SHALL support the "application/pidf+xml" presence information format as defined in [PIDF].  

· Generate partial notifications to a watcher, which has indicated the capability to process them. These partial notifications contain the presence information of the presentity that has been modified since the latest notification sent to the watcher about this presentity, and requires additional information to be able to link the partial notification to the information watcher has received earlier. If the watcher has requested the use of partial notification in the SUBSCRIBE request for presence event package, then the PS SHALL generate notifications according to [PARTIAL] and [PARNOTFORMAT].

· Verify the identity of the watcher that subscribes to presentity's presence information, except if the watcher has indicated his desire to remain anonymous. The action taken by the PS if the verification fails may include notifying the Presentity.

· Allow the presentity to obtain watcher information, either fetches or subscriptions. If the PS receives a SUBSCRIBE request for watcher information template-package, then the PS SHALL generate notifications according to [RFC3265], [WINFO] and [WINFOFORMAT]. The presentity can also define the subset of the watcher information interested in, by the filter that is carried in the subscription. If the SUBSCRIBE request sent by the presentity included filters according to [FILTER] and [FILTERFORMAT], the PS SHALL apply the appropriate filtering function [FILTER] and format [FILTERFORMAT]. If the PS does not support the filters as requested by the watcher, the PS SHALL indicate it to the presentity.

8.11 Watcher

8.11.1 Subscription for the presence state event package
5.2.1.21 Requesting partial notification

5.2.1.22 Presence information filtering
5.2.1.23 Handling of large contents

5.2.1.23.1 Fetching indirect content
8.11.2 Subscription for the presence state event package using the resourcelist extension
8.11.3 Subscription for the watcher information template package
A watcher is an entity that requests presence information about a Presentity, or Watcher Information about a watcher, from the Presence Service. [RFC2778]

When a watcher subscribes to a presentity’s presence information, it SHALL generate a SIP SUBSCRIBE request according to [RFC 3265] and [PRESEP].

The Watcher MAY subscribe to presence lists according to [EVENTLIST].

The watcher SHALL support at least the "application/pidf+xml" presence information format according to  [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID] and the SIP user agent capabilities extension to PIDF [PRESCAPS]. The watcher MAY also support the PIDF extensions for contact information as defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. The watcher SHALL be able to pass the received presence information on to external Presence applications (e.g., PoC, IM, Gaming, etc.), as required.

The watcher MAY include filters in the body of the SUBSCRIBE request according to [FILTERFORMAT] and [FILTER].

The watcher  MAY indicate its support for partial notification according to [PARTIAL] and [PARNOTFORMAT].

8.12 RLS

8.12.1 Subscription acceptance to presence state event package
5.2.1.24 Authentication

5.2.1.25 Authorization
8.12.2 Generating back-end subscriptions

8.12.3 Generating notifications to presence state event package
5.2.1.26 Notification of state changes
5.2.1.26.1 Event Throttling
The Resource List Server (RLS) is the functional entity that accepts and manages subscriptions to presence lists, which enables a Watcher application to subscribe to the presence information of multiple presentities using a single SUBSCRIBE transaction.  The RLS SHALL perform the following functions:

· Authorize the watcher’s usage of the presence list.

· Create and manage subscriptions to all presentities in the presence list, using back-end subscriptions to Presence Servers and/or Resource List Servers.

· Send notifications to the watcher, based on information received from Presence Servers and/or Resource List Servers.

· Apply aggregation and rate control mechanisms to the notifications, as appropriate.  

The RLS SHALL support the mechanisms for subscription and notification of presence information as defined in [PRESEP].  

The RLS SHALL support the mechanisms for list subscription defined in [EVENTLIST].

· The RLS SHALL support the "multipart/related" and “application/rlmi+xml” MIME types, according to [RFC2387] and [EVENTLIST] respectively.

External Entities providing Services to Presence

8.13 SIP/IP Core Network

The SIP/IP Core network includes a number of SIP proxies and SIP registrars.  The SIP/IP Core network performs the following functions that are needed in support of the Presence Service:

· Routes the SIP signaling between the Presence Source and the PS

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the Presence Source based on user’s service profile

· Maintains the registration state 

· Provides charging information

In the context of 3GPP or 3GPP2 networks, the OMA Presence SHALL utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 

In the context of other networks, a network of SIP proxies and registrars providing the aforementioned functionalities is utilized.

8.14 Presence XDMS
8.14.1 Fetching content with HTTP

8.14.2 Subscription for the xcap change event package

8.15 Shared XDMS
8.15.1 Fetching content with HTTP

8.15.2 Subscription for the xcap change event package
8.16 RLS XDMS

8.16.1 Fetching content with HTTP

8.16.2 Subscription for the xcap change event package
Presence users use the GM Server to manage groups and lists (e.g. contact and access lists) that are needed for the Presence Service.   The GM Server performs the following functions:

· Provides list management operations to create, modify, retrieve and delete groups and lists

· Provides storage for groups and lists

Description of the Reference Points

5.2.1.27 Reference Point PRS-1: Presence Source – SIP/IP Core

The PRS-1 reference point supports the communication between the Presence Source and the SIP/IP Core network. The protocol for the PRS-1 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS networks, the PRS-1 reference point SHALL conform with one of the following reference points: Pep, Pex, Pen [3GPP TS 23.141], [3GPP2 X.S0027-001-0], 

In a non 3GPP/3GPP2 system, this reference point is a network connection between the Presence Source and the PS via the SIP/IP core.

5.2.1.28 Reference Point PRS-2: Watcher – SIP/IP Core network

The PRS-2 reference point supports the communication between the watcher and SIP/IP Core network. The protocol for the PRS-2 reference point is SIP and the traffic is routed to the PS via the SIP/IP Core.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS networks, the PRS-2 reference point SHALL conform with the Pw reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0], 

In a non 3GPP/3GPP2 system, this reference point is a network connection between the watcher and the PS via the SIP/IP core.

5.2.1.29 Reference Point PRS-3: SIP/IP Core – Presence Server

The PRS-3 reference point supports the communication between the SIP/IP Core network and the PS. The protocol for the PRS-3 reference point is SIP.

When SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, the PRS-3 reference point SHALL conform with the Pwp reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].

5.2.1.30 Reference Point PRS-6: SIP/IP Core – Resource List Server

The PRS-6 reference point supports the communication between the SIP/IP Core network and the Resource List Server. The protocol for the PRS-6 reference point is SIP.

When SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, the PRS-3 reference point SHALL conform with the Pwp reference point [3GPP TS 23.141], [3GPP2 X.S0027-001-0].

5.2.1.31 Reference Point GM-1: GLM Client – SIP/IP Core

The GM-1 reference point is described in [OMA GMAD]. 

5.2.1.32 Reference point GM-2: GM Server – SIP/IP Core network

The GM-2 reference point is described in [OMA GMAD].

5.2.1.33 Reference Point GM-3: Presence Server – GM Server

The GM-3 reference point is described in [OMA GMAD].

5.2.1.34 Reference Point GM-4: GLM Client – GLM Server

The GM-4 reference point is described in [OMA GMAD].

Editor’s Note: Security Issues on the GM-4 reference point need to be addressed.

5.2.1.35 Reference point GM-5: GM Server – GM Server Management/Administration

The GM-5 reference point is described in [OMA GMAD].

5.2.1.36 Reference Point GM-6: Resource List Server – GLMS

The GM-6 reference point is described in [OMA GMAD].

5.2.1.37 Reference Point IP-1: SIP/IP Core network – External Presence Network (based on a SIP/IP Core)

The IP-1 reference point supports the communication between the SIP/IP Core network and an External Presence Network based on a SIP/IP Core network. The protocol for the IP-1 reference point is SIP.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS networks, the IP-1 reference point SHALL conform with the Pw reference point as it is defined in [3GPP 23.141] and [3GPP2X.S0027-001-0].

It is for interconnecting two “trusted” domains through their respective SIP/IP Core networks.

Editor’s Note : The interconnections of two “untrusted” Presence domains is FFS.
Presence Non Intrinsic Functions

8.16.3 Security

The security mechanism provides the protection to the Presence service environment. 

5.2.1.38 SIP signaling security

The Presence Source SHALL be authenticated prior to accessing the Presence Service. The PS SHOULD rely on the security mechanisms provided by the underlying SIP/IP Core network, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core network to support the integrity and confidentiality protection of SIP signalling. 

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-A].   The privacy of the end user shall rely on IMS core as specified in [3GPP TS24.229]/[3GPP2 X.S0013-004-A]. 

8.16.4 Charging

5.2.1.39 Charging Architecture

Since both online and offline charging SHALL bee supported according to [PRESRD], there are two different charging architectures, which can be simplified as following:

5.2.1.39.1 Offline Charging Architecture

When the SIP/IP Core network is realised with 3GPP/3GPP2 IMS the offline charging SHALL be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2 X.S0013-007-0] [3GPP2 X.S0013-0xx-A] for 3GPP2. 
In the context of other realisations of the SIP/IP Core similar charging functions SHALL be provided.

5.2.1.39.2 Online Charging Architecture

When the SIP/IP Core network is realised with 3GPP/3GPP2 IMS the online charging SHALL be performed according to [3GPP TS 32.240] [3GPP TS 32.260] for 3GPP and [3GPP2 X.S0013-007-0] [3GPP2 X.S0013-0xx-A] for 3GPP2. 
In the context of other realisations of the SIP/IP Core similar charging functions SHALL be provided.

8.16.5 Registration

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the Presence Source and the Watcher implemented by a UE SHALL use the 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229] and [3GPP2 X.P0013.4].

In a non-3GPP/3GPP2 network, this document has no requirement regarding the SIP registration procedures.

Presence Model

8.17 Presence Data Model

According to [draft-rosenberg-simple-presence-data-model-00] the Presence Data Model is categorized in three key elements : the Presentity, the Service and the Device. 

· The Presentity models the information about the user of the system

· The Service models the forms of communication that might be used by that particular Presentity 

· The Device models the physical device used in order to communicate. 

The relationship between the data elements is according to the following scheme:
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Figure 5- Relationship between the elements of the Presence Data Model

9.2 Presence Information Elements Mapping

According to [PRESAD] the Presentity SHALL support at least the "application/pidf+xml" presence information format according to [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID]. The Presentity MAY also support  the PIDF extensions for contact information defined in [CIPID] and the Presence-based  Location Object Format defined in [PIDF-LO].

The Presentity SHALL also support the SIP user agent capabilities extension to PIDF [PRESCAPS] if it publishes a presence tuple describing a service. The type of the service shall be described using the [PRESCAPS] extension.

Also the Watcher SHALL support at least the "application/pidf+xml" presence information format according to  [PIDF] together with the Rich Presence Extensions to PIDF defined in [RPID] and the SIP user agent capabilities extension to PIDF [PRESCAPS]. The Watcher MAY also support  the PIDF extensions for contact information as defined in [CIPID] and the Presence-based Location Object Format defined in [PIDF-LO]. The watcher application SHALL be able to pass the received presence information on to external Presence applications (e.g., PoC, IM, Gaming, etc.), as required.

The [PRESREQ] specifies a set of high-level Presence Information elements that SHALL be supported by the Presence service. 

In the following table it is defined the mapping of those Presence Information elements derived from the [PRESREQ] to the standard Presence Information documents tuples.

	Presence RD Information Elements
	Data Model Element
	Mapping to PIDF (and extensions)

	Default Willingness 
	Presentity
	RPID: <contacttype> ( presentity

<status> ( <basic> ( open/closed

	Application-specific Willingness 
	Service
	RPID:<contacttype> ( service

<status> (  <basic> ( open/closed

	Overriding Willingness
	Presentity
	No attribute available in the existing SIMPLE Presence Information documents

	Application-specific Availability
	Service
	Existence or not of the service tuple

	Network Availability
	Device
	RPID: <contacttype>(device

<status> ( <basic>(open/closed

	Communication address
	Service, Device,
	PIDF: <contact>

	Activity
	Presentity
	RPID: <activity>

	Textual location
	Presentity
	RPID : <placetype>

	Location
	Device
	GEOPRIV: lo

	Application capabilities
	Device
	PRESCAPS: <application>

	Bearer capabilities
	Device
	No attribute available in the existing SIMPLE Presence Information documents

	Time-zone
	Presentity
	PIDF: <timestamp>

Not complete

	Mood
	Presentity
	No attribute available in the existing SIMPLE Presence Information documents

	Hobbies
	Presentity
	No attribute available in the existing SIMPLE Presence Information documents

	Preferred language
	Presentity
	PRESCAPS:<language>

	Icon
	Presentity
	CIPID: <icon>


8.17.1 Application Specific Presence Information Extension
5.2.1.40 PoC
8.18 Example of Presence Document
An example of how the Presence Information Elements are described in a typical Presence Information XML schema is shown below:

    <?xml version="1.0" encoding="UTF-8"?>

        <presence xmlns="urn:ietf:params:xml:ns:pidf"

            entity="sip:someone@example.com">

    <!--  Application Specific Availability: SMS -- >

          <tuple id="a1231">

            <contacttype>service</contacttype>

            <device-id>imei:1234567</device-id>



<!--  Application Specific Willingness: Willing -- >
            <status>

              <basic>open</basic>

            </status>

            <contact>sms:+1234567</contact>

          </tuple>

        <!--  Application Specific Availability: PoC -- >
          <tuple id="a1232">

            <contacttype>service</contacttype>

            <device-id>imei:1234567</device-id>

<!--  Application Specific Availability: PoC -- >

            <prescaps>

              <methods>

                <method>INVITE</method>

                <method>OPTIONS</method>

                <method>BYE</method>

                <method>ACK</method>

                <method>CANCEL</method>

              </methods>

              <audio/>

              <duplex>half</duplex>

            </prescaps>



<!--  Application Specific Willingness: Not Willing -- >
            <status>

              <basic>closed</basic>

            </status>

            <contact>sip:someone@example.com</contact>

          </tuple>

          <tuple id="a1232">

            <contacttype>presentity</contacttype>



<!-- Default Willingness : Willing-- >
<status>

              <basic>open</basic>

            </status>



<!—Preferred Language: English-- >


<prescaps>

              <languages>English</languages>



<!-- Activity : Meal-- >
            <status>

              <activities>

               <activity>meal</activity>

              </activities>

            </status>

          </tuple>

          <tuple id="a1233">

            <contacttype>device</contacttype>

            <device-id>imei:1234567</device-id>

<!--  Network Availability : Yes -- >
<status>

              <basic>open</basic>

            </status>

<!--  Application Capabilities: PoC/SMS/VOIP -- >
            <prescaps>

              <mobility>mobile</mobility>



<!--  Application Capabilities: PoC -- >  

 <methods>

                <method>INVITE</method>

                <method>OPTIONS</method>

                <method>BYE</method>

                <method>ACK</method>

                <method>CANCEL</method>

              </methods>



<audio/>

              <duplex>half</duplex>



<!--  Application Capabilities: VoIP -- >  

<methods>

                <method>INVITE</method>

                <method>OPTIONS</method>

                <method>BYE</method>

                <method>ACK</method>

                <method>CANCEL</method>

              </methods>

            </prescaps>

          </tuple>

        </presence>
8.19 
8.20 

SIP Methods

8.21 SUBSCRIBE Method

When SIP/IP Core is realised with 3GPP/3GPP2 IMS, the supported headers of the SUBCRIBE method and its responses SHALL correspond to those defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004] respectively. 

In the context of other realisations of the SIP/IP Core the supported headers of the SUBSCRIBE method and its responses SHALL correspond to those defined in [RFC3265] and [PRESEP].

8.22 PUBLISH Method

When SIP/IP Core is realised with 3GPP/3GPP2 IMS, the supported headers of the PUBLISH method and its responses SHALL correspond to those defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004] respectively. 

In the context of other realisations of the SIP/IP Core the supported headers of the PUBLISH method and its responses SHALL correspond to those defined in [PUBLISH] and [PRESEP].

8.23 NOTIFY Method

When SIP/IP Core is realised with 3GPP/3GPP2 IMS, the supported headers of the NOTIFY method and its responses SHALL correspond to those defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004] respectively. 

In the context of other realisations of the SIP/IP Core the supported headers of the NOTIFY method and its responses SHALL correspond to those defined in [RFC3265] and [PRESEP].
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8.25 
8.26 

Other Additional


Presence


Functions





PoC


Required


Presence


Functions





PoC


Required


Presence


Functions





Mandatory


Presence


Core





Mandatory + Optional


Presence


Core





Phase II





Phase I








NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 29)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20031003]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 29)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20031003]

_1146917276.doc
[image: image1.emf]Presence Network


Agent


3GPP2


HSS/HLR


S-CSCF


MSC/MSCe


AAA/HA/


PDSN


Position


Server





_1154183125.doc


















Connectivity 







Element







PUA







UE







Presence Network Agent 







Connectivity Element 











Presence Server















Connectivity Element 











Presence Server







Connectivity 







Element







PUA







UE







Connectivity 







Element







PUA







PUA







UE












_1153048799.doc
[image: image1.wmf]Presentity


Service 1 


Service 2


Service 3


Device 1


Device 2


Presentity


Presentity


Service 1 


Service 1 


Service 2


Service 2


Service 3


Service 3


Device 1


Device 1


Device 2


Device 2





_1146917251.doc
[image: image1.emf]Presence Network


Agent


3GPP


HSS/HLR


S-CSCF


MSC Server/


VLR


SGSN


GGSN


GMLC





