Doc# OMA-PAG-2004-0573R01-XDM-Spec-update-to-include-XUI-details [image: image2.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2004-0573R01-XDM-Spec-update-to-include-XUI-details

Change Request



Change Request

	Title:
	Update on XCAP User Identifier in XDM Specification 
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-XDM_Specification-V1_0-20041015-D

	Submission Date:
	20 October 2004

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Anders Lindgren/Nilo Mitra, Ericsson

	Replaces:
	n/a


1 Reason for Change

The XCAP User ID (XUI) is used to locate documents related to a particular “user”  for a particular XCAP usage in an XCAP server. For example, such a document might be a PoC access/reject list that is needed to decide if an incoming session request for that “user” should be allowed or rejected. The PoC server would associate the “user” with the SIP Request-URI in the INVITE which is of type “sip:user@domain”. Therefore, to be able to map between such a request, on which an incoming session handling policy stored in the PoC XDMs should be applied, there has to be a mapping from that SIP URI to the XCAP User ID; so as to be able to access and read the correct document (fragment).

The simplest solution is to standardize the XUI as the SIP Public User ID (PUI), namely sip:user@domain. This makes provisioning all entities (UE, servers which retrieve data from various XDMSes, etc.) easier, as all they need is the PUI of the user to construct the appropriate XCAP path to the document in question.
Updated with some editorial changes based on email discussions.
2 Impact on Backward Compatibility

N/a.

3 Impact on Other Specifications

To be provided.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Make the changes described in section 6 to the XDM Specification. 

6 Detailed Change Proposal

In Section 3.2 “Definitions”, add the following rows:


	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. [Source: XCAP]

	XCAP Root URI
	An HTTP URI that represents the XCAP root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. [Source: XCAP]

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP server. [Source: XCAP]

	Application Unique ID (AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another. [Source: XCAP]


In Section 3.3 “Abbreviations”, add the following rows:

	AUID
	Application Unique ID

	XUI
	XCAP User Identifier


In Section 6.1.1.1, rewrite as follows:

6.1.1.1 XDM URI Construction

A HTTP URI represents each element and attribute of an XML document in a XDM repository. The rules for constructing such URIs SHALL follow the rules described in [XCAP] Section 6 with the clarifications given in this sub-clause.
Therefore, for example, a generic XCAP URI would be of the form http://[Root URI]/services/[AUID]/users/[XUI]/…..(See Appendix B for examples.)
The path segment corresponding to the XUI SHALL be a Public SIP URI of form sip: user@domain, identifying the document owner.
In Appendix B, make the following changes:

See next page.

Appendix B. Examples

B.1 Example 1: Sample XCAP message flow

Example 1 describes the message flows used to manipulate an XML document in an XDMS. The “resource-list” application usage (see [Shared_XDMS])  i.e. the manipulation of a URI List  is used in this specific example, but the same types of messages apply for other application usages (although the HTTP body content would, of course, be different). 

The request messages (1,3,5,7) are shown in one diagram for the convenience of the reader, but there is no implication that all of them have to be performed..

The Aggregation Proxy is not shown on the flow diagram as its omission does not affect the content of the exchanged messages. Also the authentication headers and other HTTP headers not necessary to illustrate the XCAP functionality are also omitted.
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Fig. X: XDMC manipulating a document in the XDMS

1. XCAP(HTTP) PUT request (from XDMC to XDMS)

The XDMC sends an XCAP(HTTP) PUT request to create a new URI list “friends.xml” for the user with a public SIP URI “sip:joebloggs@example.com” in the (Shared) XDMS in the example.com domain. 

PUT http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends.xml HTTP/1.1

…

Content-Type: application/resource-lists+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

   <resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">

     <list name="My_friends" >

       <entry uri="sip:friend1@example.com">

         <display-name>Friend1</display-name>

       </entry>

     </list>

   </resource-lists>

2. XCAP(HTTP) 201 Created  reply (from XDMS to XDMC)

The XDMS acknowledges the creation of the friends.xml document with a XCAP(HTTP) 201 Created message, assuming that the XDMC had the necessary authorisation to perform the operation, and the operation was successful. 

HTTP/1.1 201 CREATED

Etag: “cdcdcdcd”

…

Content-Length: 0

3. XCAP(HTTP) PUT request (from XDMC to XDMS)

The XDMC sends a XCAP(HTTP) PUT request to the just-created friends.xml document in “sip:joebloggs@example.com”’s home directory to add a new <entry> sub-element to the <list> element identified as “My_friends”. 

PUT http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends.xml/~~/resource-lists/list[@name="My_friends"]/entry HTTP/1.1

…

Content-Type: application/xcap-el+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

         <entry uri="sip:friend2@example.com">

           <display-name>Friend2</display-name>

         </entry>

Note: The use of the Content Type “application/xcap-el+xml”.

4. XCAP(HTTP) 200 OK  reply (from XDMS to XDMC)

The XDMS acknowledges the addition of new elements to the list with an XCAP(HTTP) 200 OK reply. 

HTTP/1.1 200 OK

Etag: “efefefef”

…

Content-Length: 0

5. XCAP(HTTP) GET request (from XDMC to XDMS)

The XDMC sends an XCAP(HTTP) GET request to retrieve “sip:joebloggs@example.com”’s “friends” list from the (Shared) XDMS. 

GET http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends.xml HTTP/1.1

Content-Length: 0

6. XCAP(HTTP) 200 OK  reply (from XDMS to XDMC)

The XDMS returns the list to the XDMC in the body of an XCAP(HTTP) 200 OK message. 

HTTP/1.1 200 OK

…

Etag: "ababab"

Content-Type:application/resource-lists+xml

Content-Length: (…)

<?xml version="1.0" encoding="UTF-8"?>

   <resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">

     <list name="My_friends" >

       <entry uri="sip:friend1@example.com">

         <display-name>Friend1</display-name>


       </entry>


      <entry uri="sip:friend2@example.com">

         <display-name>Friend2</display-name>

     </entry>

   </list>

  </resource-lists>

7. XCAP(HTTP) DELETE request (from XDMC to XDMS)

The XDMC sends an XCAP(HTTP) DELETE request to delete an <entry> identified by the name “friend2” from “sip:joebloggs@example.com” ‘s “friends” list in the Shared XDMS. 

DELETE http://xcap.example.com/services/resource-lists/users/sip:joebloggs@example.com/friends.xml~~/resource-lists/list[@name="My_friends"]/entry[@uri=friend2@example.com] HTTP/1.1

The XDMS, after checking the privileges of the principal, performs the deletion.

8. XCAP(HTTP) 200 OK  reply (from XDMS to XDMC)

The XDMS acknowledges the deletion of the “friend2” element from the list with an XCAP(HTTP) 200 OK.

HTTP/1.1 200 OK

…

Content-Length: 0
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